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Introduction
In R19, Ambient IoT is studied, and one of the objectives is to discuss RAN-CN interface impact provided as follows,
Identify necessary impacts on signaling and procedures for CN-RAN interface, to enable:
· Paging  
· Device context management
· Data transport
In this contribution, we primarily discuss these issues.
Discussion
[bookmark: OLE_LINK5]According to the SID of R19 Ambient IoT, the impact on signalling and procedures for CN-RAN interface needs to be studied.
As indicated by the SID in RP-240826, the indoor inventory and indoor command are cases under investigation.
For the indoor inventory case, the purpose is to collect the information of a group of Ambient IoT devices within a specific area, and the information of each Ambient IoT device is normally an identifier that can be identified by AF. Therefore, for the signalling over CN-RAN interface for indoor inventory, since the CN does not know in advance that whether an Ambient IoT device is in or out of a specific area before inventory, it is natural to use Paging over CN-RAN interface upon the initiation of the indoor inventory.
For Paging over CN-RAN interface for the purpose of inventory, since normally such operation is used to inventory a group of Ambient IoT devices, a Group Paging like mechanism is considered. More specifically, the Group Paging sent from CN to RAN includes the information related to the inventoried group of Ambient IoT devices, and such inventoried group related information can be a group identifier which uniquely identifies a group of Ambient IoT devices, or a tuple of Pointer, Length and Mask (similar to RFID mechanism) which provides a specific part of the Ambient IoT device identifier.
Proposal 1: Group Paging like procedure is used for indoor inventory over RAN-CN interface.
The inventoried group related information can be transparent to RAN and encapsulated in a container in Group Paging over CN-RAN interface.
The Ambient IoT device(s) that matches the inventoried group related information should send the Ambient IoT device related information (e.g. identifier) to the network. And such Ambient IoT device related information needs to be transferred from RAN to CN.
There are multiple potential methods to transfer Ambient IoT device related information from RAN to CN and perform indoor command subsequently,
Method 1: Use the Initial UE Message like procedure to transfer the Ambient IoT device related information for a specific Ambient IoT device. And a RAN UE NGAP like ID is allocated by RAN and included in Initial UE Message to identify the Ambient IoT device over the CN-RAN interface.
Subsequently, after the authorization of the Ambient IoT device within CN, the CN initiates Initial Context Setup like procedure to setup the context for a specific Ambient IoT device. Within the Initial Context Setup message sent from CN to RAN, the message contains at least a pair of UE NGAP like IDs as well as the authorization information. After the Initial Context Setup, both CN and RAN is able to use UE associated signalling (e.g. Downlink/Uplink NAS Transport) over RAN-CN interface to transfer indoor command and reply if any for a specific Ambient IoT device.
Method 2: RAN can collect multiple Ambient IoT device related information from multiple Ambient IoT devices, and sends a list of Ambient IoT device related information to CN using non UE associated signalling. A list of device identifiers, each of which identifies a specific Ambient IoT device is also included in the message sent from RAN to CN. Such device identifier is allocated by RAN (e.g. UE NGAP like ID) or received from Ambient IoT device (e.g. 5G-S-TMSI like ID).
Subsequently, after the authorization of the Ambient IoT devices within CN, every time when the CN transfers indoor command to the RAN, the CN also includes the device identifier associated with the indoor command to let RAN understand the targeted Ambient IoT device. CN can also send multiple indoor commands for multiple Ambient IoT devices in one message. If the Ambient IoT device needs to reply to the indoor command, the reply is contained in a message transmitted from RAN to CN associated with a specific device identifier.
Such method avoids to perform Initial Context Setup procedure over RAN-CN interface.
Method 3: RAN can collect Ambient IoT device related information, and sends the Ambient IoT device related information to CN using non UE associated signalling. The Ambient IoT device related information is totally agnostic to RAN, and the CN uses the Ambient IoT device related information for further authorization. Subsequently, after the authorization of the Ambient IoT devices within CN, every time when the CN transfers indoor command to the RAN, the CN uses Paging like message, containing the device identifier which is also transparent to RAN but can be understood by Ambient IoT device. Only the Ambient IoT device that matches the device identifier will perform operations as indicated in the indoor command, and provide reply if any to the network.
In such method, the device identifier is always transparent to RAN. The Ambient IoT device may have to perform random access over the radio interface every time when it receives the Paging like message, no matter the operation is indoor inventory or indoor command.

In our understanding, all of the above three methods are workable to accomplish the indoor inventory and the indoor command operations, some of which (e.g. Method 1&2) require device context management (at least for the management of device identifiers which are used to identify the Ambient IoT devices over RAN-CN interface), and some of which (e.g. Method 3) does not require device context management and leave all operations up to Paging like procedure over RAN-CN interface. We are open to further discuss all these potential methods to investigate pros and cons in the future.
Proposal 2: RAN3 is kindly asked to discuss whether the device context management is needed, or reusing the current NGAP signalling and procedures as much as possible, over RAN-CN interface.
The left open issue is on the data transport. In general, there are two potential ways to transport data including Ambient IoT device related information, indoor command and potential reply: using control plane, or using user plane. After investigating the above three methods, our understanding is that using control plane for data transport is enough, i.e. no need on the involvement of UPF and SMF.
Proposal 3: Using control plane for data transport, and there’s no need to involve UPF or SMF.
Proposal 4: Agree the TP to TR 38.769 in the Annex.
Conclusion
In this paper, we provide primary discussion on RAN-CN interface impact for Ambient IoT. The following proposals are provided,
Proposal 1: Group Paging like procedure is used for indoor inventory over RAN-CN interface.
Proposal 2: RAN3 is kindly asked to discuss whether the device context management is needed, or reusing the current NGAP signalling and procedures as much as possible, over RAN-CN interface.
Proposal 3: Using control plane for data transport, and there’s no need to involve UPF or SMF.
Proposal 4: Agree the TP to TR 38.769 in the Annex.
Annex: TP to TR 38.769

[bookmark: _Toc160111597]6	Solutions for ambient IoT
[bookmark: _Toc160111598]6.1	Physical layer

[bookmark: _Toc160111599]6.2	Protocol stack and signalling procedures
Editor’s note: Corresponds to the RAN2 objective in the SID.
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Editor’s note: Corresponds to the first RAN3 objective in the SID.
The section investigates CN-RAN interface impact to accomplish indoor inventory and indoor command operations.
For the indoor inventory case, the purpose is to collect the information of a group of Ambient IoT devices within a specific area, and the information of each Ambient IoT device is normally an identifier that can be identified by AF. Therefore, for the signalling over CN-RAN interface for indoor inventory, since the CN does not know in advance that whether an Ambient IoT device is in or out of a specific area before inventory, it is natural to use Paging over CN-RAN interface upon the initiation of the indoor inventory.
For Paging over CN-RAN interface for the purpose of inventory, since normally such operation is used to inventory a group of Ambient IoT devices, a Group Paging like mechanism is considered. More specifically, the Group Paging sent from CN to RAN includes the information related to the inventoried group of Ambient IoT devices, and such inventoried group related information can be a group identifier which uniquely identifies a group of Ambient IoT devices, or a tuple of Pointer, Length and Mask (similar to RFID mechanism) which provides a specific part of the Ambient IoT device identifier.
The inventoried group related information can be transparent to RAN and encapsulated in a container in Group Paging over CN-RAN interface.
The Ambient IoT device(s) that matches the inventoried group related information should send the Ambient IoT device related information (e.g. identifier) to the network. And such Ambient IoT device related information needs to be transferred from RAN to CN.
There are multiple potential methods to transfer Ambient IoT device related information from RAN to CN and perform indoor command subsequently,
· Method 1: Use the Initial UE Message like procedure to transfer the Ambient IoT device related information for a specific Ambient IoT device. And a RAN UE NGAP like ID is allocated by RAN and included in Initial UE Message to identify the Ambient IoT device over the CN-RAN interface.
Subsequently, after the authorization of the Ambient IoT device within CN, the CN initiates Initial Context Setup like procedure to setup the context for a specific Ambient IoT device. Within the Initial Context Setup message sent from CN to RAN, the message contains at least a pair of UE NGAP like IDs as well as the authorization information. After the Initial Context Setup, both CN and RAN is able to use UE associated signalling (e.g. Downlink/Uplink NAS Transport) over RAN-CN interface to transfer indoor command and reply if any for a specific Ambient IoT device.
· Method 2: RAN can collect multiple Ambient IoT device related information from multiple Ambient IoT devices, and sends a list of Ambient IoT device related information to CN using non UE associated signalling. A list of device identifiers, each of which identifies a specific Ambient IoT device is also included in the message sent from RAN to CN. Such device identifier is allocated by RAN (e.g. UE NGAP like ID) or received from Ambient IoT device (e.g. 5G-S-TMSI like ID).
Subsequently, after the authorization of the Ambient IoT devices within CN, every time when the CN transfers indoor command to the RAN, the CN also includes the device identifier associated with the indoor command to let RAN understand the targeted Ambient IoT device. CN can also send multiple indoor commands for multiple Ambient IoT devices in one message. If the Ambient IoT device needs to reply to the indoor command, the reply is contained in a message transmitted from RAN to CN associated with a specific device identifier.
Such method avoids to perform Initial Context Setup procedure over RAN-CN interface.
· Method 3: RAN can collect Ambient IoT device related information, and sends the Ambient IoT device related information to CN using non UE associated signalling. The Ambient IoT device related information is totally agnostic to RAN, and the CN uses the Ambient IoT device related information for further authorization. Subsequently, after the authorization of the Ambient IoT devices within CN, every time when the CN transfers indoor command to the RAN, the CN uses Paging like message, containing the device identifier which is also transparent to RAN but can be understood by Ambient IoT device. Only the Ambient IoT device that matches the device identifier will perform operations as indicated in the indoor command, and provide reply if any to the network.
In such method, the device identifier is always transparent to RAN. The Ambient IoT device may have to perform random access over the radio interface every time when it receives the Paging like message, no matter the operation is indoor inventory or indoor command.
According to the above methods, using control plane, to transport data including Ambient IoT device related information, indoor command and potential reply, is enough, i.e. no need on the involvement of UPF and SMF.

[bookmark: _Toc160111601]6.4	RAN architecture aspects
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