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1	Introduction
RAN#102 agreed study item on topological enhancements for NR [1]. It covers both 5G femto and wireless access backhaul (WAB). The objectives for WAB SI are following, [1]:
	. 	Study the support of WAB including [RAN3, RAN2]:
-	Study the architecture and protocol stack of supporting a gNB with MT function providing PDU session backhaul.
-	Study impact of WAB mobility within an existing RAN (e.g., inter-gNB neighbour relations).
-	Identify necessary inter-gNB- and gNB-to-CN signalling to address the support of WAB.
-	Study signalling enhancements on resource multiplexing for WAB.
NOTE 1: No impact on the UE.
[bookmark: _Hlk153245550]NOTE 2: Coordination with other WGs (e.g. SA2) when needed.
The WAB study does not preclude any backhaul scenario (e.g. NTN or TN).



This contribution analyses the architecture, protocol stack and high level aspects.
2	Architecture option
SA2 TR 23.700-06 describes the following WAB architecture:


[bookmark: _CRFigureD_31]Figure 1: TR23.700-06 Figure 4.1-1 Non-Roaming MWAB architecture for 5GS
This architecture option can be used as a starting point. However, the architecture option does not include the RAN detail, for example, it does not describe the Xn interface between the WAB and the neighboring gNBs.  Similar to N2/N3, the Xn also uses the WAB-UE’s PDU session. A new figure to be used for RAN is shown as below: 



Figure 2: Overall architecture for WAB 
In SA2 TR, the “BH-gNB” is used to describe the Donor gNB for WAB. RAN either continue to use the SA2 term “BH gNB”, or define a new term, e.g. “Donor gNB”.
Note that for the study phase, it is assumed that 5GC serving the UE could be different than the 5GC serving the WAB-UE (i.e. BH-5GC). 
Proposal 1: adopt the above architecture 
3	Protocol Stack
For an N2/N3 related to the UE, it is transferred via the WAB-UE’s PDU session. The User Plane protocol stack and Control Plane protocol stack are shown below:


Figure 3: User Plane Protocol Stack 


Figure 4: Control Plane Protocol Stack


Figure 5: Xn Control Plane Protocol Stack


Figure 6: Xn User Plane Protocol Stack
Proposal 2: adopt the above protocol stack
4	WAB integration procedure
A high-level flow chart for WAB integration is shown in the Figure 8.12.1-1:



Figure 6: integration procedure for WAB
Phase 1: WAB-UE setup. In this phase, the WAB-UE of the WAB-node connects to the network in the same way as a UE, by performing RRC connection setup procedure with the BH gNB, authentication with the core network, WAB-UE’s access traffic-related radio bearer configuration at the RAN side (SRBs and optionally DRBs), and, optionally, OAM connectivity establishment by using the WAB-UE’s PDU session. 
Editor’s NOTE: Unlike IAB, to support the scenarios with minimum impact to RAN network, e.g., to have minimum changes, unless SA2 requires, no indications are needed from the BH gNB to indicate support for WAB and to avoid multi-hop. SA2 currently discussed solutions where minimal impact to RAN is introduced, while still achieving single-hop. Furthermore, there is no need for WAB-UE to indicate its capability in RRC relevant signalling, rather SA2 currently discusses solutions that are transparent to RAN due to similar reason as above. 
NOTE: The signalling flow for UE initial access procedure as shown in Figure 8.1-1/Figure 8.9.1-1 of TS 38.401 is used for the setup of the WAB-UE. 
Phase 2-1: BH PDU session establishment. The WAB-UE may be preconfigured with the information for BH PDU sessions to be established. Up to the configuration, one or more BH PDU sessions may be established. 
Phase 2-2: The WAB-gNB is configured with the information of the AMF(s) to serve the UE. The WAB-gNB initiate TNL establishment, and NG setup procedure. After the NG is set up, the WAB-gNB can start serving the UEs.
Proposal 3: agree the above WAB integration procedure.

5	Backhaul PDU session for N2/N3 traffic
The WAB-gNB setup NG with UE’s AMF. The N2/N3 (or NG-C/U) traffic is conveyed over the BH PDU session of the WAB-UE. At least one PDU session need to be setup, and to be used for the UE’s N2/N3 backhaul. Up to the operator’s configuration, the WAB-UE may setup one or multiple PDU sessions, e.g. for OAM, for N2/N3, or for Xn, etc. 
In uplink direction, the WAB-gNB knows the QoS for each UL packet received from the UE. The WAB-gNB can inform the co-located WAB-UE. Based on the QoS information for the UL packet, the WAB-UE can map the related N3 packet to a specific QoS flow of the WAB-UE’s BH PDU session. The WAB-UE can also determine whether an already established BH PDU session is enough, or modify the existing BH PDU session, or request the establishment of a new BH PDU session. 
For the uplink N2 traffic, the co-located WAB-UE can know whether it is a UE-associated signaling or non-UE-associate signaling, the WAB-UE can map it to the related QoS flow of the BH PDU session. 
Proposal 4-1: in the uplink direction, WAB can perform the traffic mapping based on the QoS of the UL packet, and the QoS of the QoS flow of its BH PDU session.
In downlink direction, UE’s UPF uses the packet filter provided by the UE for packet detection, e.g. identify the related QoS Flow and add the QFI in the NG-U GTP-U header. The NG-U GTP-U packet is routed to the UPF of the WAB-UE. The WAB-UE’s UPF perform a further traffic mapping to a QoS flow of the BH PDU session. Since the WAB-UE’s UPF can only see the IP header, but not the inside GTP-U packet from the UE’s UPF. So the traffic mapping in the WAB-UE’s UPF can only be based on the IP Header.  This is also applicable to the downlink N2 traffic. 
To perform a correct traffic mapping in the WAB-UE’s UPF, the WAB-UE’s UPF need to be configured with the mapping rule. 
Proposal 4-2: for downlink N2/N3 traffic, the WAB-UE’s UPF performs the traffic mapping based on the IP header of the N2/N3 traffic.
The mapping rule can be provided by the WAB-UE, e.g. based on the existing UE requested PDU session modification procedure. The traffic mapping can be based on 
· The TNL address/port number of the UE’s UPF, which send the DL NG-U packet.
· The outer IP address of the NG-U packet.
· The security parameters index (SPI) related to a downlink user plane traffic; 
· The differentiated services code point (DSCP) value to be used by the UE’s UPF for sending the DL NG-U packet. 
· The IPv6 flow label to be used by the UE’s UPF for sending the DL NG-U packet. 
During the PDU Session Resource Setup/Modification procedure, the WAB-gNB may not know the TNL information or IP header to be used for further DL NG-U packet. For example, the WAB-gNB only know the UL F-TEID in the UE’s UPF, but not the NG-U tunnel endpoint in the UE’s UPF for sending the DL NG-U packet. So, it may be required that the UE’s UPF/SMF/AMF provide the necessary TNL information, so the WAB-UE can provide the related mapping rule to WAB-UE’s UPF. 
Proposal 4-3: for downlink traffic mapping, the WAB-gNB need to know the TNL information for the further DL NG-U packet during the UE’s PDU Session Resource Setup/Modification procedure. 

6	OAM Connection in Roaming Scenarios
Regarding OAM connection over a PDU session, as explained in Section 3, there should be an extra consideration for the scenario where WAB-UE and WAB-gNB are connected to different PLMNs. More specifically, let us assume that  WAB-UE connects to a PLMN B, whereas WAB-gNB serves (and is served by and connected to the core network of) PLMN A.
In this scenario, the question is which PLMN’s OAM is contacted via the PDU session from the WAB-UE? 
This scenario may be similar to Rel-18 mobile IAB where mobile IAB’s home PLMN is A, and moves to a Country with PLMN B. Two options could be considered:
1. WAB still connects to PLMN A (that WAB-gNB is connected to) OAM. For that reason, IP address of the HPLMN OAM could be configured to the WAB node that would be the destination IP of the OAM PDU session. 
In this scenario, HPLMN OAM would be expected to configure, e.g., cell ID, TAC … of the WAB-gNB, along with other parameters to connect to the HPLMN core network. In this scenario, PLMN B can only impact the configurations by some pre-agreement with PLMN A, so that OAM of PLMN A configures those accordingly. Furthermore, this option may require some topological information of PLMN B to be known by PLMN A, e.g., how different TACs are arranged in PLMN A, so that PLMN A can provide different WAB-gNB configurations at different locations… 
2. WAB uses a local OAM of PLMN B. 
WAB-gNB is configured by B’s OAM. WAB can directly be given the IP address of the OAM of PLMN B, or when WAB connects to A’s OAM, A’s OAM knows WAB is in country B, so it redirects the WAB to connect with B’s OAM.  In this case, there should be a pre-agreement between PLMN A and B, so that PLMN B can provide WAB-gNB configurations of PLMN A.

Proposal 5: RAN3 to discuss different possible OAM connection options described for the scenario where WAB-UE connects to PLMN B, whereas WAB-gNB serves (and the connects to the core network of) PLMN A:
a)  WAB still connects to PLMN A (that WAB-gNB is connected to) OAM.
b) WAB uses a local OAM of PLMN B. 

7	Conclusion
In this contribution, we discussed the architecture and other high level aspects of WAB. Our proposals are:
Proposal 1: adopt the above architecture 
Proposal 2: adopt the above protocol stack
Proposal 3: agree the above WAB integration procedure.
Proposal 4-1: in the uplink direction, WAB can perform the traffic mapping based on the QoS of the UL packet, and the QoS of the QoS flow of its BH PDU session.
Proposal 4-2: for downlink N2/N3 traffic, the WAB-UE’s UPF performs the traffic mapping based on the IP header of the N2/N3 traffic.
Proposal 4-3: for downlink traffic mapping, the WAB-gNB need to know the TNL information for the further DL NG-U packet during the UE’s PDU Session Resource Setup/Modification procedure. 
Proposal 5: RAN3 to discuss different possible OAM connection options described for the scenario where WAB-UE connects to PLMN B, whereas WAB-gNB serves (and the connects to the core network of) PLMN A:
a) WAB still connects to PLMN A (that WAB-gNB is connected to) OAM.
b) WAB uses a local OAM of PLMN B. 
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