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1.	Introduction
New Rel-19 SID on additional topological enhancements for NR was agreed at RAN #102 [1]. One of the objectives in this SID is to define the 5G access control mechanism by (re-)using the existing CAG functionality, with the SA2 coordination as follows:
	…
The objectives of the 5G Femto study are as follows:

-	Study the overall RAN architecture and required functional and procedural impacts for supporting 5G Femto deployments [RAN3]. 
-	Study how to define the 5G access control mechanism by (re-)using the existing CAG functionality and identify needed enhancements (if any) [RAN3].
-	Clarify the access to local services from the 5G Femto via collocated local UPF and identify issues, if any [RAN3].
NOTE 1: The study involves a gap analysis of existing 5G functionality with HomeNB functionality.
NOTE 2: No impact on the UE.
NOTE 3: Coordination with other WGs (e.g. SA2) when needed.
…



In this contribution, we will discuss the 5G access control mechanism by (re-)using the existing CAG functionality and provide our view on it.
2.	Discussion
In LTE, the Home eNB (HeNB) has been deployed at e.g. home or at enterprise sites, as part of a Femto Cell architecture. A closed subscriber group (CSG) is used for access control by identifying the subscribers who are allowed to access one or more CSG cells a as a member of the CSG for a HeNB. 
Figure 1 shows a basic architecture for the HeNB connected to the EPC by using the S1 interface.


[bookmark: _Ref205804105]Figure 1: Basic architecture in HeNB in TS 36.300
A Home eNB Gateway (HeNB GW) may be deployed between the HeNB and the EPC to support a large number of HeNBs in a scalable manner. The HeNB GW appears to the MME as an eNB. The HeNB GW appears to the HeNB as an MME. The S1 interface is used to connect the HeNB to the EPC, irrespective of whether the HeNB GW is or not.
Basically, the cell of the HeNB can have one of three access mode: open, hybrid, closed. To this end, the HeNB broadcasts the CSG ID and the CSG indication. Based on the information, the UE accesses/registers the network via the CSG/hybrid cell. When the UE is accessing the EPS via a CSG/hybrid cell, the HeNB also indicates the CSG ID of the cell and the cell access mode to the MME. Then, the MME verifies whether UE access is allowed or not, and provides the membership status of the UE to a particular CSG to the HeNB for a proper resource allocation and subsequent HO.  
For inbound mobility to CSG cells, the UE may indicate to the eNB that it is near a CSG member cell. After the measurement configuration for the CSG cell from the eNB, the UE then performs measurements and reports the results together with the CSG ID and its CSG membership status verified by the UE itself. The source eNB sends the CSG related information (including the CSG membership status verified by the UE in X2 HO) to the target HeNB or MME. In X2 HO, the target HeNB in X2 HO performs admission control based on the CSG membership status reported by the UE. Then, the target HeNB also includes the CSG membership status reported by the UE into the PATH SWITCH REQUEST message, thus enabling the MME to finally perform membership verification for the UE. In S1 HO, the MME performs admission control based on the CSG ID and the cell access mode for the target cell. For outbound mobility from CSG cells, normal network controlled mobility can apply. In order for source node to properly select the target cell, the supported CSG ID(s) are exchanged between neighbour (H)eNBs during X2 Setup procedure.
For the paging optimizations in CSG, the list of CSG IDs is contained in the PAGING message to avoid paging the UE at CSG cells whose CSG ID does not appear in the list. In case where the HeNB GW is deployed, the HeNB GW needs to forward the PAGING message to only the HeNB(s) supporting the list of CSG IDs. To this end, the CSG list supported by the HeNB is sent to the HeNB GW by using S1 Setup procedure.

In NR, a closed access group is introduced for Public Network Integrated NPNs (PNI-NPN). A CAG identifies the subscribers who are permitted to access one or more CAG cells. Generally, the CAG is a similar concept to the CSG in LTE. However, as shown in TS 23.501, there is no specific concentrator (e.g., HeNB GW in LTE) to support a large number of gNBs in PNI-NPN. For now, we think that there is no specific requirement on the 5G Femto GW.
Proposal 1: It is proposed to further discuss whether to introduce the 5G Femto GW to support a large number of 5G Femtos.

The CAG cell broadcasts the list of CAG ID(s) supported by the cell and the CAG-only indication. Based on the SIB, the UE decides whether to access/register the network via the CAG cell. When the UE is accessing the 5GS via a CAG cell, the gNB indicates the list of CAG ID(s) supported by the cell to the AMF. Then, the AMF verifies whether UE access is allowed or not, and provides the Allowed CAG list of the UE to the gNB for a subsequent HO. Therefore, during transition from CM-IDLE to CM-CONNECTED, the core network performs the access control for the UE in both cases (i.e., CSG in LTE and CAG in NR).
However, for the connected mode mobility, our understanding is that there is a difference between the CSG and CAG. In CSG, the target HeNB performs the admission control based on the CSG related information from the UE or the MME, while the MME finally verifies the membership for the UE. However, in CAG, if the access control is successful in the gNB based on the Mobility Restrictions (containing the Allowed CAG list and CAG-only indication) from the AMF, there is no need for the AMF to double check if the UE is allowed to access the CAG cells. Therefore, in case of Xn HO, the target gNB does not report the supported CAG list in the PATH SWITCH REQUEST message to the AMF. Also, in case of NG HO, the source gNB does not indicate the CAG list supported by the target cell in the HANDOVER REQUIRED message unlike the CSG case. Also, the UE in CSG case indicates the proximity indication and reports the measurement results together with the CSG ID and the membership status checked by the UE, whereas the UE in CAG case only reports the measurement results without the CAG ID. This is because the gNB in the CAG case already knows the Mobility Restrictions and the supported CAG list is exchanged between the neighbour gNBs. Therefore, there is no need for the UE to report the CAG ID of the candidate target cell and the CAG list checked by the UE. As a result, the existing CAG operation in HO can be used as a baseline for the 5G Femto. For now, it is FFS on whether to enhance the CAG operation to support the UE mobility to and from the 5G Femto.
One possible issue on the mobility is the support of UE move between CAG cell of 5G Femto and CSG cell, which is one of two key issues in SA2 study [2]. Obviously, this is not in the objectives of the RAN3 study [1]. Even if the SA2 decides to support the UE mobility between the CAG cell of 5G Femto and CSG cell of the 4G Femto, it should be supported without the impact on the UE (based on RAN SID) and the NG-RAN (based on SA SID). Anyway, the RAN3 needs to wait for SA2 conclusion on the UE mobility between CAG cell and CSG cell.
Proposal 2: The existing CAG operation in HO can be used as a baseline for the 5G Femto. It is FFS on whether to enhance the CAG operation to support the UE mobility to and from the 5G Femto.

As in the CSG case, the PAGING message contains the NPN Paging Assistance Information (i.e., Allowed CAG list and the CAG-only indication) for the paging optimizations. However, if the 5G Femto GW is deployed to concentrate a large number of the 5G Femtos, it may be required to introduce the CSG approach (e.g., the 5G Femto GW does not forward the PAGING message to the gNBs not supporting the Allowed CAG list). To this end, the gNB needs to provide the supported CAG list to the 5G Femto GW by using the NG Setup procedure as in CSG case.
Proposal 3: If the 5G Femto GW is deployed, the gNB may provide the supported CAG list to the 5G Femto GW via the NG interface.


3.	Conclusion
In this contribution, we focused on the open issues on the 5G access control mechanism by (re-)using the existing CAG functionality and provided our view on it. The following proposals are kindly suggested to RAN3:
Proposal 1: It is proposed to further discuss whether to introduce the 5G Femto GW to support a large number of 5G Femtos.
Proposal 2: The existing CAG operation in HO can be used as a baseline for the 5G Femto. It is FFS on whether to enhance the CAG operation to support the UE mobility to and from the 5G Femto.
Proposal 3: If the 5G Femto GW is deployed, the gNB may provide the supported CAG list to the 5G Femto GW via the NG interface.
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