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[bookmark: _Ref178064866]Introduction
According to the WI [1], the following objectives are related to RAN3:
Identify necessary impacts on signaling and procedures for CN-RAN interface, to enable:
· Paging  
· Device context management
· Data transport 
In this contribution, we will provide some analysis on the potential RAN3 impact on Device context management and data transport to make support of A-IoT, and base on the discussion, we will provide our observations and proposals accordingly.
Discussion
1.1 General
TSG RAN has completed a Rel-18 RAN-level SI on Ambient IoT. And in TR 38.848[2], the representative use cases, deployment scenarios, connectivity topologies, Ambient IoT devices have been defined. 
According to the WI [1], Topologies 1 & 2(as shown in the figures below) and Traffic types DO-DTT, DT should be considered in R19.
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Topology 1: BS ↔ Ambient IoT device  	Topology 2: BS ↔ intermediate node ↔ Ambient IoT device
For RAN3, some enhancements to NGAP seem needed to support above scenarios and use cases.

1.2 Device context management
Whether there is a need to setup device context in NG-RAN needs consideration. Before discussing the benefit of keeping device context in NG-RAN, we may first discuss the content of device context. 
The following information may be included in device context:
· Device ID. How the Device ID is defined is up to SA2.
· Security information, if AS security is required. It is up to SA3.
· NG-U TNL Information, if following data is transferred in UP layer.
· Radio resource. It is up to RAN2 to decide the requirement.
CN performs device ID verifying within the first inventory procedure as indicated in [3]. If Device ID can be kept in NG-RAN, NG-RAN can also take the responsible to verify the device ID afterwards. The benefit is decreasing the time duration of the following inventory procedure.
Device context may be helpful for command or data transport procedure. Based on device ID from NGAP message, NG-RAN can find related device context, for example, radio resource, to send command or data to device.
Proposal 1: it is proposed for RAN3 to discuss and decide whether to establish the device context in NG-RAN, and discuss the content of the device context, if needed.
The following figure illustrates the workflow on device context setup procedure if needed.


step1~step 5: The same with figure 1 in [3].
Step 6: After verifying device ID, CN may send NGAP message to NG-RAN to confirm the device ID. If the device is valid and CN also want to trigger a device context setup procedure, CN may just send device context setup request message to NG-RAN which indicate the validity of device ID implicitly.
Note: Whether the result of validation is needed by device to be considered in RAN2.
Step 7: after device context setup, NG-RAN sends device context setup Response message to CN.
Step 8: If inventory operation is indicated in step 1, inventory complete message between CN and NG-RAN may been sent. If command operation is indicated in step 1, NG-RAN may inform CN the result of command operation.
FFS on the direction of inventory complete message, i.e. from CN to NG-RAN or NG-RAN to CN.
Alternatively, device context setup procedure may be triggered after inventory procedure complete as indicated in step 9 and 10.
Observation 1: Device context setup procedure may be triggered within or after the inventory procedure.
As for device context release, CN could trigger device context release procedure to NG-RAN, for example, device is not in the coverage of NG-RAN.
We are not sure whether NG-RAN can trigger device context release procedure because device cannot always keep connected with NG-RAN due to limited energy. For device in IDLE state, device context may be still kept by NG-RAN. So, RAN3 may first discuss in which case NG-RAN should trigger device context release and then decide whether NG-RAN may trigger device context release procedure.
Proposal 2: it is proposed for CN to trigger device context release procedure. For NG-RAN triggered device context release procedure, it is FFS now.

1.3 Data transport
Legacy date transport is in UP layer. But considering the capability of ambient Iot, there may be no large amount of date to transfer. So, it may be not needed to setup a dedicate data path link. Date between CN and NG-RAN could be included in NGAP message, i.e. CP solution.
For UP solution, if per device dedicated data path link is required as legacy, device context setup procedure may be used to setup per device NG-U transport bearer. If common data path is adopted, the data for all devices may be transferred in one TNL association between CN and NG-RAN, device ID may be included in each PDU data.
For CP solution, data transport function means operator wants to write/read date to/from device, so the data may be included in inventory/command message in NGAP interface. But there may be other cases: data transport is triggered just after the inventory/command operation complete, or maybe the amount of date is too large and cannot be transferred within inventory/command message in air interface. Legacy NGAP NAS Transport messages (Uplink/Downlink NAS Transport) or new NGAP message may be used to transfer the following data.
For NGAP NAS Transport messages (Uplink/Downlink NAS Transport), the NAS PDU in these messages is specified in TS 24.501. We are not sure whether up layer date is also encoded in NAS protocol or directly as NAS PDU transferred in NGAP NAS Transport messages which may be up to the conclusion of SA2/CT1.
Observation 2: How to include up layer data into NAS PDU within NGAP NAS Transport messages, i.e. whether perform NAS encoding according to TS24.501, is up to conclusion of SA2/CT1.
Proposal 3: it is proposed for RAN3 to discuss UP solution or CP solution, or both, for A-IoT data transmission. We slightly prefer to go for CP solution.
One method for data transport is including data in inventory/command message which is discussed in [3].
Another method is data transport triggered following inventory/command procedure because device may be still in connected state and can transfer date without performing random access again.
The workflow is as below:


Step1~10, The same with figure 1 in [3].
Step 11, since inventory/command operation is just successfully performed and device may still keep connected, CN could trigger data transport immediately.
Step12, NG-RAN sends data to device. 
Step13, Device sends data to NG-RAN.
Step 14, NG-RAN sends data to CN.
For NAGP message in step 11 and step 14, NGAP NAS Transport messages may be reused or adding new message.
For data transport, CN may trigger write/read data to/from device.
In order to read data from device, the read command is included in step 11 and step 12 message. And the read data is included in step 13 and step 14 message.
In order to write data to device, the write command is included in step 11 and step 12 message. After successful write operation, whether there is need to inform CN is up to the conclusion of SA2.
Proposal 4: it is proposed for RAN3 to discuss the two methods on data transport: 
· including data in inventory/command message;
· data transport triggered following inventory/command procedure;
Conclusions
Base on the discussion, the following observations and proposals are provided:
[bookmark: OLE_LINK21][bookmark: OLE_LINK22]Proposal 1: it is proposed for RAN3 to discuss and decide whether to establish the device context in NG-RAN, and discuss the content of the device context, if needed.
Observation 1: Device context setup procedure may be triggered within or after the inventory procedure.
Proposal 2: it is proposed for CN to trigger device context release procedure. For NG-RAN triggered device context release procedure, it is FFS now.

Observation 2: How to include up layer data into NAS PDU within NGAP NAS Transport messages, i.e. whether perform NAS encoding according to TS24.501, is up to conclusion of SA2/CT1.
Proposal 3: it is proposed for RAN3 to discuss UP solution or CP solution, or both, for A-IoT data transmission. We slightly prefer to go for CP solution.
Proposal 4: it is proposed for RAN3 to discuss the two methods on data transport: 
· including data in inventory/command message;
· data transport triggered following inventory/command procedure;
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<<<<<<<<<<<<<<<<<< Begin of the changes >>>>>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc160111600]6.3	Impacts on CN-RAN interface
Editor’s note: Corresponds to the first RAN3 objective in the SID.
6.3.x Device context management:
The content of device context may include following information:
· Device ID. 
· Security information, if AS security is required. 
· NG-U TNL Information, if following data is transferred in UP layer.
· Radio resource. It is up to RAN2 to decide the requirement.
Based on above information, device context may be used to verify device ID, and facilitate command message and data transport.
Editor’s Note: FFS on whether to setup device context in NG-RAN. 
Editor’s Note: How the Device ID is defined is up to SA2.
Editor’s Note: Whether AS Security is required is up to RAN2/SA2/SA3.
Editor’s Note: Whether any radio resource to be bind to the Device Context is up to RAN2.

The following figure illustrates the workflow on device context setup procedure if device context in NG-RAN is needed.


Figure 6.3.x-1: Device context management
step1~step 5: The same with figure 1 in paging.
Step 6: After verifying device ID, CN may send NGAP message to NG-RAN to confirm the device ID. If the device is valid and CN also want to trigger a device context setup procedure, CN may just send device context setup request message to NG-RAN which indicate the validity of device ID implicitly.
Editor’s Note: Whether the result of validation is needed by device to be considered in RAN2.
Step 7: after device context setup, NG-RAN sends device context setup Response message to CN.
Step 8: If inventory operation is indicated in step 1, inventory complete message between CN and NG-RAN may been sent. If command operation is indicated in step 1, NG-RAN may inform CN the result of command operation.
Editor’s Note: FFS on the direction of inventory complete message, i.e. from CN to NG-RAN or NG-RAN to CN.
Alternatively, device context setup procedure may be triggered after inventory procedure complete as indicated in step 9 and 10.
Device context release procedure could be triggered by CN to release device context in NG-RAN. Whether NG-RAN could trigger device context release procedure is FFS.

6.3.y Data transport:
There are two solutions for data transport:
· Date transport in NGAP message, i.e. CP solution;
· Date transport in UP layer, i.e. UP solution;
Editor’s Note: FFS on Date transport solution.
One method for data transport is including data in inventory/command message. Another method is data transport triggered following inventory/command procedure because device may be still in connected state and can transfer date without performing random access again.
For data transport triggered following inventory/command procedure, the workflow is as below:


Figure 6.3.y-1: Data transport
Step1~10, the same with figure 1 in paging.
Step 11, since inventory/command operation is just successfully performed and device may still keep connected, CN could trigger data transport immediately.
Step12, NG-RAN sends data to device. 
Step13, Device sends data to NG-RAN.
Step 14, NG-RAN sends data to CN.
For data transport, CN may trigger write/read data to/from device.
In order to read data from device, the read command is included in step 11 and step 12 message. And the read data is included in step 13 and step 14 message.
In order to write data to device, the write command is included in step 11 and step 12 message. After successful write operation, FFS on whether there is need to inform CN the result.

<<<<<<<<<<<<<<<<<< End of the changes >>>>>>>>>>>>>>>>>>>>>>>
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