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1. Introduction
In RAN2 119bis-e, an LS was sent to SA2 to ask whether there is any constraint on the latency of the verification procedure, and whether can the verification procedure be run independently from the targeted services [1].An LS was replied by SA2 which is copied as follows:
	SA2 thanks RAN2 for their LS on Latency impact for NTN verified UE location. SA2 has the following answers to the 2 questions from RAN2.
Q1	Is there any constraint on the latency (from trigger to result) of the verification procedure?
Answer:	
In Release 17 and 18, location verification for regulatory services (e.g. Public Warning System, Charging and Billing, Emergency calls, Lawful Intercept, Data Retention Policy in cross-border scenarios and international regions, Network access) can occur when a UE performs some access to an AMF or MME at a NAS level, such as for initial PLMN Registration or Attach, Registration update or TAU, Service Request, PDU session or PDN connection establishment. The associated NAS procedure is first completed and then the serving AMF or MME can initiate location verification for the UE from an LMF or E-SMLC, respectively. Because the initial NAS procedure is first completed, there is no real time restriction on the latency of the location verification.  Hence a latency of more than 10 seconds could be tolerated. However, a long period of location verification is not preferred because it could interfere with power saving for UEs which need to access a PLMN for only very short periods, and would allow a UE that was not at an allowed location to obtain service from the PLMN that might violate regulatory requirements. Hence, SA2 requests that location verification be capable of being completed within a period of approximately 1 minute maximum and 30 seconds preferably.
Q2	Can the verification procedure be run independently from the targeted services (e.g. in parallel to prevent any set-up delay)? If not, what is the estimate of set-up delay?
Answer:
As indicated above, location verification is started after an initiating NAS procedure has been completed and would then run in parallel with any other UE related activity. SA2 is not aware of any constraint at a 5GC level that might impede or delay the location verification once started. 



This paper provides the considerations regarding the issues caused by allowing the UE to access the service before finishing the verification procedure. 
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Network-verified UE location has been discussed by RAN in past several meetings. According to the previous discussion, the purpose of verifying UE location can be presented as the following two aspects: the first one is to verify whether the AMF selects a correct PLMN, and the second one is to obtain the trustable UE location to support the regulatory services (i.e. emergency call, lawful intercept, public warning, charging/billing). Considering the potential risk of security and regulatory, RAN2 send an LS to SA2 to ask whether the verification procedure could be run in parallel with the targeted services. SA2 replies that the verification procedure can run in parallel with any other UE related activity. 
In the last meeting, in [2], companies have brought a contribution declaring that no services can be provided to NTN UE until its location has been verified at initial network attach. 
Moreover, in our understanding, it is 5GC to decide whether to perform the UE location verification. If CN decides to verify the UE location, the scenario where UE location must be verified is not limited to just initial network attach. Allowing UE to access the services before verifying its location may also cause security risk. For example, UE may provide a fake location intentionally to access its intended country. In this case, if the network allow the UE access and provide UE the services without limitation, it is possible that the UE may be engaged in illegal activities. Another possibility is that a malicious 3rd party could be tampering with the UE’s capability of providing its location. Thus, the location verification is necessary before allowing the UE accesses the services. 
Secondly, according to the RAN1’s studies, the verification procedure might last 10s~180s if the Multi-RTT and UL/DL-TDOA methods are used [3]. The conclusions are presented as follows:
	Conclusion:
For network verification of UE location in NR NTN with single satellite in view with multi-RTT positioning: 
· From RAN1 perspective, if the UE’s Rx-Tx time difference measurements report can be assumed to be trusted, multi-RTT positioning method using Rx-Tx time difference measurements can meet the accuracy requirement of less than 10km with 90% confidence, in case of:
· At least LEO600 based deployment
· Earth fixed cells
· Earth moving cell at least if UE dwell time within the cell is enough to perform at least two RTT measurements
· Note: the required over-the-air latency reported in evaluations ranged from less than 10s up to 180s



Thus, if the network provides the UE all kinds of services without any restriction before the verification is finished, the UE might leave the network in advance to escape the verification. That is, during this period, the UE might have finished the transmission, or if not, the UE might leave and re-access to the network at next time to continue the transmission. Thus, UE can be engaged in illegal activities in this way, which rises security concern. In order to avoid such UE behavior, RAN and/or core network implementations should be able to deny subsequent network attach attempts by the same UE
Observation 1: For the UEs, if location verification is required (up to 5GC), 5GC should not provide services to them before location verification is completed. There are two issues concerned about allowing the verification procedure to be run in parallel with the targeted services:
Issue 1: The UE may be engaged in illegal activities if is provided to the unlimited services before verifying its location.
Issue 2: The UE may escape the verification by releasing the connection before the verification is finished. 
Based on the above analysis, we propose that the decision of allowing the verification procedure run in parallel with the targeted services, especially for services like initial access and mobility should be reevaluated according to the operator’s policy. Case by case study may even be needed. In our understanding, the network should not provide the full services to the UE without limitation before finishing the verification, according to operator’s policy, or network should take some actions to avoid the events mentioned above. 
RAN3 to discuss the issues mentioned above and send an LS to SA2 to revisit this issue.
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Based on the discussion in this paper, we propose the following:
Observation 1: For the UEs, if location verification is required (up to 5GC), 5GC should not provide services to them before location verification is completed. There are two issues concerned about allowing the verification procedure to be run in parallel with the targeted services:
Issue 1: The UE may be engaged in illegal activities if is provided to the unlimited services before verifying its location.
	Issue 2: The UE may escape the verification by releasing the connection before the verification is finished. 
Proposal 1:  RAN3 to discuss the issues mentioned above and send an LS to SA2 to revisit this issue.
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