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CB: # 11_PDCPCount
- Sol4 seems acceptable?
- Check NBC issue and provide CRs if agreeable
(NEC - moderator)
Summary of offline disc R3-225904

The 1st round of discussion is set to deadline on 12th Oct (Wednesday)23:59 UTC.
The 2nd round of discussion will be set to deadline on   TBD14th Oct (Friday)23:59 UTC.. 

For the Chair’s Notes 
Agree to take the solution 4.
[bookmark: _GoBack]Agree to add in the semantic description to say “Used for intra-gNB-CU-UP HO with full configuration”.
Agree to add in the Unsuccessful Operation chapter to show when the new IE is present but  the Security Information IE is not present, the gNB-CU-UP respond with BEARER CONTEXT MODIFICATION FAILURE message. 
CRs in R3-226041, R3-226042 are endorsed

Discussion (1st round)
(RAN3#116e meeting discussion refer to SOD R3-223762) (RAN3#117bis-e meeting discussion, refer to SOD R3-225000)
If the handover involving Full Configuration, the 38.300 specifies that the PDCP SN and HFN are reset.
During the inter-gNB-DU handover, target gNB-DU may decide to generate CellGroupconfig using full configuration, the target gNB-DU indicate the Full Configuration IE as “true” in the F1AP: UE CONTEXT SETUP RESPONSE message. In this case, the PDCP COUNT (SN + HFN) will need to be reset. When the same gNB-CU-UP is kept, the gNB-CU-CP need to indicate to the gNB-CU-UP to reset the PDCP COUNT.  The question is how to do that in E1AP.
RAN3#116e meeting some solutions were raised and discussed, resulted in the chair-minuted that: 
“For the use case of inter-DU handover that target gNB-DU has taken full configuration decision while gNB-CU decide to keep the same gNB-CU-UP that need to reset the PDCP COUNT of the existing DRBs, it is confirmed that the existing signalling with two times the E1AP: Bearer Context Modification procedures (first to release DRBs + adding the same DRBs, second to give Target DU’s DL TNL address) can work but not optimal as it take longer time to complete handover.”
RAN3#117e meeting further discussed some possible solutions to reduce the handover time for the use case, which are simply to execute one time of signalling procedure instead of two times (i.e. two times the E1AP: Bearer Context Modification procedure), remaining two solutions: 
Solution 1: In BEARER CONTEXT MODIFICATION REQUEST message the PDU Session Resource To Modify List IE to release the relevant DRBs (set the DRB To Remove List IE)and also to setup the same DRBs (set the DRB To Setup List IE). Furthermore, because of the need to give the target gNB-DU’s TNL information, then need to newly add the DL UP Parameter IE in the DRB To Setup List IE.
Solution 4: A dedicated IE to indicate reset PDCP COUNT in the DRB to Modify List IE. i.e. in BEARER CONTEXT MODIFICATION REQUEST message the PDU Session Resource To Modify List IE to introduce e.g. new PDCP COUNT Reset IE under the DRB To Modify List IE.


In this RAN3#117bis-e meeting, two set of contributions and CRs for solution 1/ solution 4 were provided.
R3-225876 observes:
	Observation 1: Nothing is broken
Observation 2: When nothing is broken, no solution is better than a non backward compatible solution
Observation 3: To be BC, a CR also needs to be functionally BC
Observation 4: Solution 1 is NBC
Observation 5: Solution 1 is less efficient than solution 4
Observation 6: RAN3 do not have to mirror RAN2 handling of DRBs in CU-UPs



Moderator understand that the observation 1 was identified as we already agreed in RAN3#116e in chair note. 
Observation 2, 3 are always the case as backward compatible solution is always preferable.
Moderator feel that observation 4 and 5 are key points to check, therefore would like to hear opinion from companies regarding observation 4 and observation 5 from R3-225876 :
Q1: Do you agree with the Observation 4 from R3-225876?
Observation 4: Solution 1 is NBC
	Company
	yes/no/maybe
	Comment

	Huawei
	No
	First the same DRB to release and add in the bearer context modification request message was already supported by current E1AP when the Security Indication Modify IE was introduced. 
Second, if the NBC has to be considered, we can set the criticality of DL UP Parameters to “reject”.
Finally, if the above is still not acceptable, see our proposal for Q3. 

	NEC
	
	For this observation 4 “Solution 1 is NBC”, its analysis in R3-225876 said 
“Solution 1 proposes having two list (DRB to Remove and DRB to Setup), including the same DRB IDs, in the same BEARER CONTEXT MODIFICATION message. However, this is not backward compatible, for the following reasons:
· A legacy CU-UP may not expect 2 lists with the same DRB IDs, and may fail the procedure completely. There is an existing cause value covering this case:
	[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK5]Multiple DRB ID Instances
	The action failed because multiple instances of the same DRB had been provided.


Solution 1 proposes that “the gNB-CU-UP shall process the DRB to remove first then process DRB to setup”. Which means that having both lists in the same message is causing issues in existing specifications. What happens if a CU-UP starts by adding the DRBs first?”
However as we agreed in RAN3#116e the existing way is “.....it is confirmed that the existing signalling with two times the E1AP: Bearer Context Modification procedures (first to release DRBs + adding the same DRBs, second to give Target DU’s DL TNL address)....” i.e. current understanding is that in first step, same DRB IDs are present in the same BEARER CONTEXT MODIFICATION REQUEST message.
If the analysis in R3-225876 will be common understanding, we then need to revisit the RAN3#116e agreement, because if DRB IDs is NOT able to be present in the same BEARER CONTEXT MODIFICATION message, then we will need THREE times the same BEARER CONTEXT MODIFICATION REQUEST message, which is then need more preparation time for handover.


	Qualcomm
	
	Agree with E///, that a legacy gNB may not know in which order to execute DRB To Setup and DRB to Release if the DRB ID is same, as it is not currently mentioned in the specification in which order to execute. For the RAN3#116e agreement, our understanding is that CU-CP should sequence the messages to release the DRB first and then add it again logically.

	CATT
	No
	[bookmark: OLE_LINK3][bookmark: OLE_LINK4]As indicated by Huawei,we already agreed to support security indication modification via release and add a DRB with one BEARER Modification REQUEST message.
As to the cause value,i.e.Multiple DRB ID Instances, our understading is that it applied to the case that one DRB present several times in one add list or modify list or release list.

	Samsung
	
	There might be no problem. When receiving new IE, legacy CU-UP would reject it, but new CU-UP could handle it.

	Nokia
	No
	This is following same logic that what was already agreed in RAN3 regarding Security Indication, as also mentioned by Huawei. Similarly, a CU-CP can identify whether the CU-UP supports the updated handling based on criticality. 

	ZTE
	No
	Agree with HW and Nokia

	Intel
	No
	Agree with HW, NEC, CATT, and Nokia. 
[bookmark: OLE_LINK6][bookmark: OLE_LINK7]In addition, though we understand that RAN3 doesn't have to mirror RAN2, but from our understanding, DRB release/add handling has been from the beginning of NR and has been used by a gNB as one way to reconfigure DRBs of a UE via RRC (for which it was specified that the UE first processes release first then add/modify). If a gNB is separated into CU-CP and CU-UP entities, then shall this not be supported over E1AP? From our understanding, this is simply to remove a DRB and then re-establish it…

	Ericsson
	Yes
	See R3-225876. RAN3#116-e decision for security mismatch should not be taken as baseline, because it applies to a new scenario, highlighted by SA3. Here solution 1 proposes to modify the handling of all HOs from rel-15. This is NBC with at least rel-15, or for all CU-UPs not implementing the change agreed in RAN3#116-e. 



	Moderator Summary  :
No common view on the observation that solution 1 is Non-Backward compatible.




Q2: Do you agree with the Observation 5 from R3-225876?
Observation 5: Solution 1 is less efficient than solution 4
	Company
	yes/no/maybe
	Comment

	Huawei
	No
	Solution 1 is almost mirror “full configuration” operation of UE (see 5.3.5.11	Full configuration of TS 38.331) at the CU-UP. 
In this case, the UE will perform DRB/PDCP entity release, including: 
· discard all stored PDCP SDUs and PDCP PDUs at the transmitting PDCP, 
· and deliver the PDCP SDUs stored in the receiving PDCP entity to upper layers etc (see 5.1.3 in TS 38.323). 
we understand that the CU-UP can have the similar operations. In other words, the PDCP count reset seems not sufficient. 

	NEC
	Yes
	As for comparison, purely from technical perspective, the solution 4is straightforward and cleaner that indicate directly the purpose i.e. to reset the PDCP COUNT.

	Qualcomm
	No Strong view
	Both the solutions optimize the HO execution time

	CATT
	No
	From our point of view, no matter which solution is adopted, the behavior of CU-UP towards this DRB would be similar. 

	Samsung
	Yes
	We think solution 4 is simple and intuitive.

	Nokia
	No strong view
	

	ZTE
	No strong view
	

	Intel
	Maybe but
	The intention of both is to make a DRB a clean start (from COUNT 0) and we think the difference is negligible.. 

	Ericsson
	yes
	[bookmark: OLE_LINK8][bookmark: OLE_LINK9]Removing/adding DRB is less efficient than just resetting PDCP Count. Efficiency is important because this is the only motivation for this correction (because using 2 procedures always work, but is of course not very efficient). There is also no need to follow RRC. This is a different spec.



	Moderator Summary  :
No common view on the observation that solution 1 is less efficient than solution 4.





R3-225368 observes:
	Observation and proposal : either solution 1 or solution 4 can solve the issue to reduce the handover time in the use case i.e. the inter-gNB-DU handover, when target gNB-DU generated CellGroupConfig using full configuration, while gNB-CU decide to keep the same gNB-CU-UP that need to reset the PDCP COUNT of the existing DRB.  It is proposed to select either solution 1 or solution 4



Q3: Do you agree with the observation from R3-225368 that either solution 1 or solution 4 can solve the issue to reduce the handover time?
	Company
	yes/no/maybe
	Comment

	Huawei
	Yes
	See our replies to Q4. 

	NEC
	Yes
	Instead of existing way that needs multiple times of same signalling procedure, both solution 1 and solution 4 need only one time signalling procedure, so the answer is yes.

	Qualcomm
	Yes 
	Both the solutions can optimize the HO execution time

	CATT
	Yes
	

	Samsung
	Yes
	

	Nokia
	Yes
	

	ZTE
	Yes
	

	Intel
	Yes
	But Solution 4 (or variant) needs special attention for the usage of new IE as the scenario of this discussion always incur the security key update. 

	Ericsson
	Yes
	




	Moderator Summary  :
All companies agreed either solution 1 or solution 4 can solve the issue to reduce the handover time.






Q3: R3-225876 is proposing Solution 4 (or one variant adding the IE at a different level), R3-225368 is proposing to take either solution 1 or solution 4.
Moderator would like to ask if you can accept Solution 4?
	Company
	Yes/No
	Comment

	Huawei
	Ok for the variant.  
	If solution1 is not acceptable, we are fine to add the “full Config” IE at the top level in the Context modification message, then the CU-UP will perform full configuration accordingly with the new DRBs to be setup, similar to the full config IE over the radio interface.  

	NEC 
	Yes
	We can accept Solution 4.

	Qualcomm
	Yes
	Fine with Solution 4

	CATT
	Yes
	We can accept solution 4

	Samsung
	Yes
	We slightly prefer solution 4.

	Nokia
	Yes
	Fine to go with Solution 4

	ZTE
	Yes
	We are fine to go with Solution 4

	Intel
	Yes but
	From our understanding, the DRB release/add is more generalized approach to prevent COUNT re-use, which can be used to perform COUNT reset even without security key update by assigning different DRB IDs. 
But here, the issue is due to full configuration declared by the target DU and in this case the security key has to be always updated (even though the key could be retained for intra-CU HO). During normal HO (inter-CU) full configuration, security key is anyway updated so there is no problem to reset COUNT with the same radio bearer IDs. But radio bearer IDs for SRBs are fixed and now the same CU needs to reset COUNT. For DRBs, we can release/add using different DRB IDs (without key update) to perform COUNT reset, but this is impossible for SRBs in this case. As a result, from our understanding, when the target DU declared full configuration during intra-CU HO, then CU-CP has no other way but to update security key.
So, given the security key is updated anyway, the localized approach of Solution 4 to indicate COUNT reset seems fine (instead of the generalized approach of Solution 1). 
And such indication should be better per DRB basis, because even if full configuration, COUNT is continued for DAPS HO (i.e. for DAPS requested DRBs) according to TS 36.300 and 38.300. 
But Solution 4 needs some special cares, because such new IE should not be used without security key update. The IE should be defined as conditional to the security key update or we should protect by the anormal behavior description. Having a clear semantic e.g. "Used for intra-gNB-CU-UP full configuration HO" similar to DAPS Requested Information IE in DRB To Modify List would also help. 


	Ericsson
	Yes
	[bookmark: OLE_LINK10][bookmark: OLE_LINK11]Some companies think that PDCP Count Reset is not enough for this HO type. In that case Huawei’s proposal is acceptable (i.e. rename the new IE to e.g. “Handover with full config”)



	Moderator Summary
All companies can accept solution 4. 
One company commented that PDCP COUNT Reset Indicator is to be per DRB level, and should be defined as conditional to the security key update or should define an abnormal behavior description. Also suggested to give a clear description of the usage of the PDCP COUNT Reset is “Used for intra-gNB-CU-UP full configuration HO” 
Some companies gave a variant of solution 4 e.g. add Full Config IE or name as Handover With Full Config IE at the top level in the Context Modification Request message.






Discussion (2nd round)
From the first round of the discussion, while no common view from all companies on the given observations that solution 1 is NBC and solution 1is less efficient than solution 4, all companies can accept solution 4. Some companies suggested solution 4-variant i.e. add an dedicated IE (e.g. Handover With Full Configuration IE) at the top level in the Context Modification Request message.
Therefore it can be summarized from the first round of discussion that we are converging to take the solution 4 or solution 4-variant. 
Here summarize again the solution 4 and solution 4-variant:
Solution 4: A dedicated IE to indicate reset PDCP COUNT in the DRB to Modify List IE. i.e. in BEARER CONTEXT MODIFICATION REQUEST message the PDU Session Resource To Modify List IE to introduce e.g. new PDCP COUNT Reset IE under the DRB To Modify List IE.
Solution 4-variant: A dedicated IE to indicate reset PDCP COUNT at top level of the Bearer Context Modification Request level. i.e. in BEARER CONTEXT MODIFICATION REQUEST message to introduce e.g. Handover With Full Configuration IE.
(Solution 4-variant has been checked in last RAN3#117e meeting, however since the suggested name of the IE is now different, Moderator would like to check again).

Q4: Can you agree to take the solution 4-variant, i.e. to add the new Handover with Full Configuration IE in the top level of  BEARER CONTEXT MODIFICATION REQUEST message level?
(The draft CR of this solution 4-variant is put in the draft folder for understanding how it looks like)
	Company
	Yes/No
	Comment

	Huawei
	Yes, See comments
	We agree with Intel’s comments for both solution 4/4-vairant, we need to consider the security issue. 
The reason is that in case of full config, considering the SRB ID can not perform release and add, and the DU already generates the new cell group config including low-layer configs corresponding to old DRBs), the CU has to perform security key update. 
This means that the new top level introduced IE should be conditional with the security key update (i.e. conditional with Security Information IE in the bearer context modication message). 

	Intel
	Slightly prefer Solution 4 to Solution 4-variant
	It is true that Solution 4-variant can be made to work, but from our understanding, even with full configuration, COUNT should be continued for DAPS requested DRBs. So, we prefer per DRB reset indicator instead of having the COUNT reset indicator in the top-level.  


	Ericsson
	Both are ok
	Solution 4-variant (with a more generic IE name) was proposed to answer comments from companies thinking that HO with full config implies more than only a PDCP COUNT Reset. It would let the CU-UP knows that the procedure is triggered for HO with full config and let implementation decides what exactly is needed (e.g. PDCP Count Reset only or removing/adding the existing DRBs). But it is true that this can also be done with semantics in solution 4.
So if there is a preference for solution 4, we will of course be ok with it.

	NEC
	Solution 4
	Both solution 4 and solution 4-variant can work of course, however agree with Intel and prefer more solution4.  

	Samsung
	Slightly prefer Solution 4, but both are ok
	

	ZTE
	Solution 4
	Agree with Intel and NEC

	CATT
	Both are acceptable
	

	Qualcomm
	Solution 4
	

	Nokia
	Solution 4
	



	Moderator Summary
8/9 companies chose solution 4 or both solution 4/4-variant. 






During the 1st round of discussion, there was suggestions:
A)  (should be common to both solution 4 and solution 4-variant) the new IE should be defined as conditional to the security key update or should define an abnormal behavior description (e.g. when new IE is set but the Security Information IE is not set). 
B)  (should apply only to solution 4) to give a clear description of the usage of the PDCP COUNT Reset IE is “Used for intra-gNB-CU-UP full configuration HO”

Q5: can you agree with the suggestions?
	Company
	Yes/No/may be
	Comment

	Huawei
	A) Yes
B) Not sure
	For a) we prefer to have abnormal behavior descriptions, similar to abnormal descriptions for “Security Indication Modify” IE. 
For b), now the security key has to be updated, not sure how the text helps. 


	Intel
	[bookmark: OLE_LINK12][bookmark: OLE_LINK13][bookmark: OLE_LINK14]A) Yes
B) Yes
	For A), either make the IE conditional to Security Information IE or protect by the abnormal behavior description is fine with us. 
For B), we think that semantic is helpful to understand the usage of the IE clearly and removes ambiguity. For example, we have the DAPS Request Information IE in DRB To Modify List within the PDU Session Resource To Modify List, which is quite confusing why DAPS HO is requested by "modification" fashion, but thanks to its semantic, we can easily know that this IE is used for intra-gNB-CU-UP DAPS HO. Likewise, having the similar semantic for the usage of new COUNT reset indication IE would help reduce confusion. 

	Ericsson
	A) maybe
b) Yes
	

	NEC
	A)yes
B) yes
	For A) Would be good to have abnormal text rather than conditional presence of IE
For B) yes, clear understand for the purpose is good.

	Samsung
	A) maybe
B) yes
	For A) we prefer having abnormal behavior description if needed.
For B) we also think that clear understanding of the purpose is good.

	ZTE
	A) maybe
b) Yes
	

	CATT
	A) Yes
B) Yes
	Similar view with NEC

	Qualcomm
	A) Yes
B) Yes
	For A) ok to have a abnormal text

	Nokia
	A) Yes
B) Yes
	For (a) abnormal behavior in procedural text 
For (b) semantics description update 



	Moderator Summary
For A, 9/9 companies expressed yes or may be, and all companies who gave comment expressed to have abnormal text.  
For B, 8/9 companies expressed yes (i.e. to give a clear description of the usage of the PDCP COUNT Reset IE is “Used for intra-gNB-CU-UP full configuration HO”), while one company expressed “Not sure”.




Furthermore, regarding the legacy way to do, during the first round discussion on Q1, Moderator feel that there is different understanding of the agreement  in RAN3#116e
“For the use case of inter-DU handover that target gNB-DU has taken full configuration decision while gNB-CU decide to keep the same gNB-CU-UP that need to reset the PDCP COUNT of the existing DRBs, it is confirmed that the existing signalling with two times the E1AP: Bearer Context Modification procedures (first to release DRBs + adding the same DRBs, second to give Target DU’s DL TNL address) can work but not optimal as it take longer time to complete handover.”
Moderator is in the understanding that the agreement need to execute TWO times the same E1AP: Bearer Context Modification procedure i.e.:
- 1st Step: gNB-CU set within the PDU Session Resource To Modify List IE the DRB to Remove List IE and DRB to Setup List IE  in Bearer Context Modification procedure
- 2nd Step: gNB-CU set within the PDU Session Resource To Modify List IE the DRB To Modify List IE with including DL UP Parameters IE in Bearer Context Modification procedure
Likely another understanding  to have THREE times the same  Bearer Context Modification procedure i,e,:
- 1st Step: gNB-CU set within the PDU Session Resource To Modify List IE the DRB to Remove List IE in Bearer Context Modification procedure
- 2nd Step: gNB-CU set within the PDU Session Resource To Modify List IE the DRB to Setup List IE  in Bearer Context Modification procedure
- 3rd Step: gNB-CU set within the PDU Session Resource To Modify List IE the DRB To Modify List IE  with including DL UP Parameters IE in Bearer Context Modification procedure

Q6: For the agreement in RAN3#116e regarding the legacy way, whether it needs to execute TWO times or THREE times the same Bearer Context Modification procedures?
	Company
	TWO times/
THREE times 
	Comment

	Huawei
	Two times
	

	Intel
	Two times
	

	Ericsson
	Three times if DRB IDs stay the same
	Having two list of DRBs with same DRB IDs may be rejected by legacy CU-UPs. How to perform remove/add DRBs is not specified (i.e. first remove then add). But we are still thinking that using PDCP SN Status configuration IE is possible, so one time is also possible.

	NEC
	Two times
	Just want to emphasize the green text has clearly showed “... it is confirmed that the existing signalling with two times the E1AP: Bearer Context Modification procedures...”, so sincerely hope all companies still follow this agreement


	Samsung
	Two times
	

	ZTE
	Two times
	

	Nokia
	Two times
	

	
	
	

	
	
	




	Moderator Summary
6/7 company understand the agreement in RAN3#116e need to execute TWO times the same E1AP: Bearer Context Modification procedure, while one company understand it needs THREE times.






Q7: Other points that you would like to raise and discuss, if any?
	Company
	Comment

	
	

	
	

	
	



	Moderator Summary





Moderator overall summary and proposal
From the first round and second round discussion, majority companies can accept the solution4, therefore it can be concluded to take the solution 4.
Proposal 1:Agree to take the solution 4.
Further, companies also can accept to have more description in the CR for the solution 3 namely:
Proposal 2: Agree to add in the semantic description of the added to say “Used for intra-gNB-CU-UP full configuration HO”.
Even further, companies also can accept to add abnormal description with relate to the security key information. Moderator would like to propose to add in Successful Operation chapter, namely:
Proposal 3: Agree to add in the Unsuccessful Operation chapter to show when the new IE is present but  the Security Information IE is not present, the gNB-CU-UP respond with BEARER CONTEXT MODIFICATION FAILURE message. 
(see the updated draft CR for solution 4 in the draft folder)
For the agreement in RAN3#116e the legacy handling, following majority of companies understanding that it needs to execute TWO times the same E1AP: Bearer Context Modification procedures, it is proposed:
Proposal 4: keep the agreement in RAN3#116e for the legacy handling namely:
“For the use case of inter-DU handover that target gNB-DU has taken full configuration decision while gNB-CU decide to keep the same gNB-CU-UP that need to reset the PDCP COUNT of the existing DRBs, it is confirmed that the existing signalling with two times the E1AP: Bearer Context Modification procedures (first to release DRBs + adding the same DRBs, second to give Target DU’s DL TNL address) can work but not optimal as it take longer time to complete handover.”

Conclusion, Recommendations [if needed]
If needed
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Annex: 38.463v15.10.0 relevant part


[bookmark: _Toc20955666][bookmark: _Toc29460998][bookmark: _Toc45882107][bookmark: _Toc51852243][bookmark: _Toc81381664][bookmark: _Toc97909228]9.3.3.11	PDU Session Resource To Modify List
This IE contains PDU session resource to modify related information used at Bearer Context Modification Request
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	PDU Session Resource To Modify Item
	
	1..<maxnoofPDUSessionResource>
	
	
	-
	-

	>PDU Session ID 
	M
	
	9.3.1.21
	
	-
	-

	>Security Indication 
	O
	
	9.3.1.23
	This IE is not used in this release.
	-
	-

	>PDU Session Resource DL Aggregate Maximum Bit Rate
	O
	
	Bit Rate 9.3.1.20
	
	-
	-

	>NG UL UP Transport Layer Information
	O
	
	UP Transport Layer Information
9.3.2.1
	
	-
	-

	>PDU Session Data Forwarding Information Request
	O
	
	Data Forwarding Information Request 
9.3.2.5
	Requesting forwarding information from the target gNB-CU-UP.
	-
	-

	>PDU Session Data Forwarding Information
	O
	
	Data Forwarding Information 
9.3.2.6
	Providing forwarding information to the source gNB-CU-UP.
	-
	-

	>PDU Session Inactivity Timer
	O
	
	Inactivity Timer 
9.3.1.54
	Included if the Activity Notification Level is set to PDU Session.
	-
	-

	>Network Instance
	O
	
	9.3.1.62
	This IE is ignored if the Common Network Instance IE is included.
	YES
	ignore

	>Common Network Instance
	O
	
	9.3.1.66
	
	YES
	ignore

	>DRB To Setup List
	
	0..1
	
	
	-
	-

	>>DRB To Setup Item 
	
	1..<maxnoofDRBs>
	
	
	-
	-

	>>>DRB ID
	M
	
	9.3.1.16
	
	-
	-

	>>>SDAP Configuration
	M
	
	9.3.1.39
	
	-
	-

	>>>PDCP Configuration
	M
	
	9.3.1.38
	
	-
	-

	>>>Cell Group Information
	M
	
	9.3.1.11
	
	-
	-

	>>>QoS Flow Information To Be Setup 
	M
	
	QoS Flow QoS Parameters List
9.3.1.25
	
	-
	-

	>>>DRB Data Forwarding Information Request
	O
	
	Data Forwarding Information Request 
9.3.2.5
	Requesting forwarding information from the target gNB-CU-UP.
	-
	-

	>>>DRB Inactivity Timer
	O
	
	Inactivity Timer 
9.3.1.54
	Included if the Activity Notification Level is set to DRB.
	-
	-

	>>>PDCP SN Status Information
	O
	
	9.3.1.58
	Provides the PDCP SN Status at setup after Resume to the target gNB-CU-UP.
	-
	-

	>>>DRB QoS 
	O
	
	9.3.1.26
	Indicates the DRB QoS when more than one QoS Flow is mapped to the DRB 
	YES
	ignore

	>DRB To Modify List
	
	0.. 1
	
	
	-
	-

	>>DRB To Modify Item 
	
	1..<maxnoofDRBs>
	
	
	-
	-

	>>>DRB ID 
	M
	
	9.3.1.16
	
	-
	-

	>>>SDAP Configuration
	O
	
	9.3.1.39
	
	-
	-

	>>>PDCP Configuration 
	O
	
	9.3.1.38
	
	-
	-

	>>>DRB Data forwarding information
	O
	
	Data Forwarding Information 
9.3.2.6
	Providing forwarding information to the source gNB-CU-UP.
	-
	-

	>>>PDCP SN Status Request
	O
	
	ENUMERATED (requested, …)
	The gNB-CU-CP requests the gNB-CU-UP to provide the PDCP SN Status in the response message.
	-
	-

	>>>PDCP SN Status Information
	O
	
	9.3.1.58
	Provides the PDCP SN Status to the target gNB-CU-UP.
	-
	-

	>>>DL UP Parameters
	O
	
	UP Parameters 
9.3.1.13
	
	-
	-

	>>>Cell Group To Add
	O
	
	Cell Group Information 
9.3.1.11
	
	-
	-

	>>>Cell Group To Modify 
	O
	
	Cell Group Information 
9.3.1.11
	
	-
	-

	>>>Cell Group To Remove 
	O
	
	Cell Group Information 
9.3.1.11
	
	-
	-

	>>>Flow Mapping Information 
	O
	
	QoS Flow QoS Parameters List
9.3.1.25
	Overrides previous mapping information. 
	-
	-

	>>>DRB Inactivity Timer
	O
	
	Inactivity Timer 
9.3.1.54
	Included if the Activity Notification Level is set to DRB.
	-
	-

	>>>Old QoS Flow List - UL End Marker expected
	O
	
	QoS Flow List
9.3.1.12
	Indicates that the source NG-RAN node has initiated QoS flow re-mapping and has not yet received SDAP end markers, as described in TS 38.300 [8].

	YES
	reject

	>>>DRB QoS
	O
	
	9.3.1.26
	Indicates the DRB QoS when more than one QoS Flow is mapped to the DRB
	YES
	ignore

	>DRB To Remove List
	
	0.. 1
	
	
	-
	-

	>>DRB To Remove Item 
	
	1..<maxnoofDRBs>
	
	
	-
	-

	>>>DRB ID 
	M
	
	9.3.1.16
	
	-
	-

	>S-NSSAI
	O
	
	9.3.1.9
	
	YES
	reject

	>Security Indication Modify
	O
	
	Security Indication
9.3.1.23
	
	YES
	ignore



	Range bound
	Explanation

	maxnoofDRBs
	Maximum no. of DRBs for a UE. Value is 32.

	maxnoofPDUSessionResource 
	Maximum no. of PDU Sessions for a UE. Value is 256.
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This IE contains information about PDCP PDU transfer status of a DRB.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	PDCP Status Transfer UL
	
	1
	
	
	–
	

	>Receive Status Of PDCP SDU
	O
	
	BIT STRING (SIZE(1.. 131072))
	The first bit indicates the status of the SDU after the First Missing UL PDCP SDU.
The Nth bit indicates the status of the UL PDCP SDU in position (N + First Missing SDU Number) modulo (1 + the maximum value of the PDCP-SN).

0: PDCP SDU has not been received.
1: PDCP SDU has been received correctly.
	–
	

	>UL COUNT Value
	M
	
	PDCP Count
9.3.1.35
	PDCP-SN and Hyper Frame Number of the first missing UL SDU
	–
	

	PDCP Status Transfer DL
	
	1
	
	
	–
	

	>DL COUNT Value
	M
	
	PDCP Count
9.3.1.35
	PDCP-SN and Hyper Frame Number that the target NG-RAN node (handover) or the NG-RAN node to which the DRB context is transferred (dual connectivity) should assign for the next DL SDU not having an SN yet.
	–
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This IE include the PDCP Count information.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	>PDCP SN
	M
	
	INTEGER (0 .. ..2PDCP_SN_Size-1)

	The PDCP SN Size is provided in the PDCP Configuration IE.

	>HFN
	M
	
	INTEGER (0 .. 232-PDCP_SN_Size-1)

	The PDCP SN Size is provided in the PDCP Configuration IE.





