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Introduction

The Work Item on the Network Controlled Repeater has been approved in RAN#97e. The objective is shown below:

Specify the signalling and behavior of the following side control information for controlling the NCR-Fwd [RAN1, RAN2]

Beamforming

UL-DL TDD operation

ON-OFF information

Note: Power control aspect will be checked in RAN#98e.
Specify control plane signalling and procedures [RAN2, RAN1]

The configuration of signalling for side control information indication

NOTE: Down-selection of solutions in section 7.2 of TR 38.867 is needed

Specify the solution of network-controlled repeater management (i.e., the identification and authorization/validation of NCR) [RAN3, RAN2]

NOTE: Down-selection of solutions in section 8 of TR 38.867 is needed taking into account the feedback of other working groups (i.e., SA3 and SA5). From a security point of view, the feasibility of NCR validation procedure in solution 1 and the feasibility of solution 2 will be decided by SA3.The selected solution shall provide inter-vendor interoperability.
Study the RRM functions to be supported and specify the RRM requirements of NCR-MT if necessary [RAN2, RAN4]

Study and specify the RF and EMC requirements of NCR if necessary [RAN4]

Note: The existing requirements defined in RAN4 can be reused if applicable.

Note: The work in RAN4 for beam related is expected to start on FR2 first.
The intention of this contribution is to further discuss the NCR aspects which may relate to the down selection criteria based on the TR 38867 and WID.
Discussion
NCR validation
4 solutions have been introduced in the TR 38867 and the down selection of these solutions will be proceed in WI phase. The NCR validation procedure is mentioned in some of these solutions. Different companies may share the different views for the NCR validation. From our point of view, the NCR validation function is necessary to be considered as an optional function when companies are discussing these solutions. After authorization, the NCR validation function can further check the validity of this NCR device. When gNB or OAM receives the the NCR validation info which is pre-allocated by the operator, the gNB or OAM may validate the NCR device by checking its local stored info. That is to say, the validation procedure can prevent an authorized NCR device from deploying at a NCR supported gNB which should not deploy this NCR device.
Observation 1: Validation function can prevent an authorized NCR device deploying at a NCR supported gNB which should not deploy this NCR device.
Besides, considering the size of a NCR device is not as large as the common gNB, it is possible that a person may easily steal a NCR device and re-deploy it to an unexpected place(e.g. around someone’s own apartment ) without permission/application for better coverage of that place. The validation function can prevent the unauthorized re-deployment of a NCR device.
Observation 2: Validation function can prevent someone steal a NCR device and re-deploy it to an unexpected place.
In addition, all companies have agreed that this function shall be considered as a optional one during the WI discussion. From our point of view, whether a solution supports the (optional) validation function shall be considered as a criterion during the down selection discussion in WI phase.
Proposal 1: Whether the (optional) validation function is supported shall be considered as a criterion during the down selection discussion in WI phase.

View on solution 3&4
As mentioned in WID objective, down selection of solution 1&2 depends on other WGs feedback. Hence, the discussion on down selecting of the solution 1&2 may be postponed until RAN3 receives other WGs input.

Proposal 2: The discussion on down selecting of the solution 1&2 shall be postponed until RAN3 receives other WGs feedback.
In this part, we will mainly explain our views on the other 2 solutions. As illustrated in the TR38867, CN is involved for the NCR authorization in both solution 3 and 4. From our point of view, the CN involved authorization function may be over qualified and functional-redundant for a NCR device. Detail is explained as the following two bullets:
For mobility control requirement: 

From functionality perspective, as described in the SID, in Rel-18, the NCR is limited as a stationary single hop repeater. In other word, it is a stationary device and the mobility requirement is not needed for the NCR. Hence, from CN perspective, there is no need to define special mobility control strategy (e.g. roaming, HRL) for NCR device. From RAN perspective, if the network wants, the gNB can disable mobility-based measurements after NCR identification.
Observation 3: Only single hop stationary NCR is supported in Rel-18, so there is no mobility requirements for NCR devices (e.g. no special mobility control strategy is needed at CN side). 
For QoS management requirement: 

For normal UEs, after registration, the CN can provide different QoS management policies for the UE, e.g. whether VoNR is supported, whether EPS fallback is supported. 

For NCR device, it can be regarded as part of network device and it is deployed by the operator. So far, we haven’t seen any need to support QoS services for NCR device, because NCR will not have VoNR, Video services. So it is possible to not establish any PDU session for NCR device, this is similar to the “signalling-only connection” case defined in NR. 

Observation 4: There is no QoS management requirement for NCR devices, e.g. PDU session is not needed for NCR devices. 

Based on above analysis, without the mobility control and QoS management requirement, RAN3 shall consider the solutions with less CN impact. In solution 3, NCR identification is done at RAN side, and NCR authorization is done at CN side, similar to the handling of IAB-MT. As illustrated the TR, AMF is involved in both identification and authorization procedure. 

Meanwhile in solution 4, AMF is only involved in the NCR authorization procedure. The NCR authorized indication is sent to the gNB after NAS registration of the NCR device. Compared with solution 3, this solution has more simple procedure and less CN impact. 

In addition, based on our understanding, transmitting the NCR indicator from UE to RAN node can also be considered in solution 4. Compared with transmitting the NCR info via NAS, RAN node can allocate appropriate resources to this NCR device if RAN node knows can receive the NCR indicator from UE via Uu interface(e.g. msg3 or msg5). It is also good for RAN node quick response if RAN node can receive the NCR indicator from UE side. All in all, compared these two solutions, we prefer solution 4 to solution 3. RAN3 shall further consider solution 4 and down select the solution 3.

Proposal 3: In solution 4, NCR indicator can be transmitted from UE to RAN node.

Proposal 4: RAN3 shall further consider&discuss solution 4 and down select solution 3.
3. Conclusion

In this contribution , proposals and observations are:

Observation 1: Validation function can prevent an authorized NCR device deploying at a NCR supported gNB which should not deploy this NCR device.
Observation 2: Validation function can prevent someone steal a NCR device and re-deploy it to an unexpected place.
Proposal 1: Whether the (optional) validation function is supported shall be considered as a criterion during the down selection discussion in WI phase.

Proposal 2: The discussion on down selecting of the solution 1&2 shall be postponed until RAN3 receives other WGs feedback.
Observation 3: Only single hop stationary NCR is supported in Rel-18, so there is no mobility requirements for NCR devices (e.g. no special mobility control strategy is needed at CN side). 

Observation 4: There is no QoS management requirement for NCR devices, e.g. PDU session is not needed for NCR devices. 

Proposal 3: In solution 4, NCR indicator can be transmitted from UE to RAN node for quick response.

Proposal 4: RAN3 shall further consider&discuss solution 4 and down select solution 3.
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