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<<<<<<<<<<<<<<<<<<<<<<<<<<<<<< Begin of the changes >>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>
8.3.1
Initial Context Setup

8.3.1.1
General

The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE context at the NG-RAN node, when required, including PDU session context, the Security Key, Mobility Restriction List, UE Radio Capability and UE Security Capabilities, etc. The AMF may initiate the Initial Context Setup procedure if a UE-associated logical NG-connection exists for the UE or if the AMF has received the RAN UE NGAP ID IE in an INITIAL UE MESSAGE message or if the NG-RAN node has already initiated a UE-associated logical NG-connection by sending an INITIAL UE MESSAGE message via another NG interface instance. The procedure uses UE-associated signalling.

For signalling only connections and if the UE Context Request IE is not received in the Initial UE Message, the AMF may be configured to trigger the procedure for all NAS procedures or on a per NAS procedure basis depending on operator’s configuration.

8.3.1.2
Successful Operation
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Figure 8.3.1.2-1: Initial context setup: successful operation

In case of the establishment of a PDU session the 5GC shall be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the AMF. If no UE-associated logical NG-connection exists, the UE-associated logical NG-connection shall be established at reception of the INITIAL CONTEXT SETUP REQUEST message.

The INITIAL CONTEXT SETUP REQUEST message shall contain the Index to RAT/Frequency Selection Priority IE, if available in the AMF.

If the NAS-PDU IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall pass it transparently towards the UE.

If the Masked IMEISV IE is contained in the INITIAL CONTEXT SETUP REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

Upon receipt of the INITIAL CONTEXT SETUP REQUEST message the NG-RAN node shall
-
attempt to execute the requested PDU session configuration;

-
store the received UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9];

-
store the received Mobility Restriction List in the UE context;

-
store the received UE Radio Capability in the UE context;

-
store the received Index to RAT/Frequency Selection Priority in the UE context and use it as defined in TS 23.501 [9];

-
store the received UE Security Capabilities in the UE context;

-
store the received Security Key in the UE context and, if the NG-RAN node is required to activate security for the UE, take this security key into use;

-
if supported, store the received SRVCC Operation Possible in the UE context and use it as defined in TS 23.216 [31];

-
store the received NR V2X Services Authorization information, if supported, in the UE context;

-
store the received LTE V2X Services Authorization information, if supported, in the UE context;

-
store the received NR UE Sidelink Aggregate Maximum Bit Rate, if supported, in the UE context, and use it for the concerned UE’s sidelink communication in network scheduled mode for NR V2X services;

-
store the received LTE UE Sidelink Aggregate Maximum Bit Rate, if supported, in the UE context, and use it for the concerned UE’s sidelink communication in network scheduled mode for LTE V2X services;

-
store the received PC5 QoS Parameters, if supported, in the UE context and use it as defined in TS 23.287 [33];

-
store the received Management Based MDT PLMN List information, if supported, in the UE context;

-
if supported, store the received IAB Authorization information in the UE context;

-
store the received 5G ProSe Authorization information in the UE context, if supported, and use it for the concerned UE’s sidelink communication in network scheduled mode for 5G ProSe services;

-
store the 5G ProSe UE PC5 Aggregate Maximum Bit Rate in the UE context, if supported, and use it for the concerned UE’s sidelink communication in network scheduled mode for 5G ProSe services;
-
store the 5G ProSe PC5 QoS Parameters, if supported, in the UE context and use it as defined in TS 23.304 [47].
-
store the received NCR Authorization information in the UE context, if supported, and use it for the concerned NCR mangement;
For the Initial Context Setup an initial value for the Next Hop Chaining Count is stored in the UE context.
If the PDU Session Resource Setup Request List IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall behave the same as defined in the PDU Session Resource Setup procedure. The NG-RAN node shall report to the AMF in the INITIAL CONTEXT SETUP RESPONSE message the result for each PDU session resource requested to be setup as defined in the PDU Session Resource Setup procedure.
Upon reception of the INITIAL CONTEXT SETUP RESPONSE message the AMF shall, for each PDU session indicated in the PDU Session ID IE, transfer transparently the PDU Session Resource Setup Response Transfer IE or PDU Session Resource Setup Unsuccessful Transfer IE to the SMF associated with the concerned PDU session. In case the splitting PDU session is not used by the NG-RAN node, the SMF should remove the Additional Transport Layer Information, if any.
The NG-RAN node shall use the information in the Mobility Restriction List IE if present in the INITIAL CONTEXT SETUP REQUEST message to

-
determine a target for subsequent mobility action for which the NG-RAN node provides information about the target of the mobility action towards the UE;

-
select a proper SCG during dual connectivity operation;

-
assign proper RNA(s) for the UE when moving the UE to RRC_INACTIVE state.

If the Mobility Restriction List IE is not contained in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall consider that no roaming and no access restriction apply to the UE except for the PNI NPN mobility as described in TS 23.501 [9]. The NG-RAN node shall also consider that no roaming and no access restriction apply to the UE when:

-
one of the QoS flows includes a particular ARP value (TS 23.501 [9]).

The NG-RAN node shall consider that roaming or access to CAG cells is only allowed if the Allowed PNI-NPN List IE is contained in the INITIAL CONTEXT SETUP REQUEST message, as described in TS 23.501 [9].

If the Trace Activation IE is included in the INITIAL CONTEXT SETUP REQUEST message the NG-RAN node shall, if supported, initiate the requested trace function as described in TS 32.422 [11]. In particular, the NG-RAN node shall, if supported:

-
if the Trace Activation IE includes the MDT Activation IE set to "Immediate MDT and Trace", initiate the requested trace session and MDT session as described in TS 32.422 [11];

-
if the Trace Activation IE includes the MDT Activation IE set to "Immediate MDT Only", "Logged MDT only", initiate the requested MDT session as described in TS 32.422 [11] and the NG-RAN node shall ignore the Interfaces To Trace IE and the Trace Depth IE;

-
if the Trace Activation IE includes the MDT Location Information IE within the MDT Configuration IE, store this information and take it into account in the requested MDT session;

-
if the Trace Activation IE includes the Signalling Based MDT PLMN List IE within the MDT Configuration IE, the NG-RAN node may use it to propagate the MDT Configuration as described in TS 37.320 [41].

-
if the Trace Activation IE includes the Bluetooth Measurement Configuration IE within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [41].

-
if the Trace Activation IE includes the WLAN Measurement Configuration IE within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [41].
-
if the Trace Activation IE includes the Sensor Measurement Configuration IE within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [41].

-
if the Trace Activation IE includes the MDT Configuration IE and if the NG-RAN node is a gNB at least the MDT Configuration-NR IE shall be present, while if the NG-RAN node is an ng-eNB at least the MDT Configuration-EUTRA IE shall be present.

If the UE Security Capabilities IE included in the INITIAL CONTEXT SETUP REQUEST message only contains the EIA0 or NIA0 algorithm as defined in TS 33.501 [13] and if the EIA0 or NIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the NG-RAN node (TS 33.501 [13]), the NG-RAN node shall take it into use and ignore the keys received in the Security Key IE.
If the QMC Configuration Information IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, use it for QoE management, as described in TS 38.300 [8].
If the Core Network Assistance Information for RRC INACTIVE IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context and use it for the RRC_INACTIVE state decision and RNA configuration for the UE and RAN paging if any for a UE in RRC_INACTIVE state, as specified in TS 38.300 [8]. If the MICO All PLMN IE is included in the Core Network Assistance Information for RRC INACTIVE IE the NG-RAN node shall, if supported, consider that the registration area for the UE is the full PLMN and ignore the TAI List for RRC Inactive IE. If the Paging Cause Indication for Voice Service IE is included in the Core Network Assistance Information for RRC INACTIVE IE, the NG-RAN node shall, if supported, store and use it as specified in 38.300 [8]. If the PEIPS Assistance Information IE is included in the Core Network Assistance Information for RRC INACTIVE IE, the NG-RAN node shall, if supported, store it and use it for paging subgrouping the UE in RRC_INACTIVE state, as specified in TS 38.300 [8].
If the CN Assisted RAN Parameters Tuning IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node may use it as described in TS 23.501 [9].
If the RRC Inactive Transition Report Request IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context.
If the Emergency Fallback Indicator IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates that the UE context to be set up is subject to emergency service fallback as described in TS 23.501 [9] and the NG-RAN node may, if supported, take the appropriate mobility actions. 

If the Old AMF IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall consider that this UE-associated logical NG-connection was redirected to this AMF from another AMF identified by the Old AMF IE.

If the Redirection for Voice EPS Fallback IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, store it and use it in a subsequent decision of EPS fallback for voice as specified in TS 23.502 [10].

If the Location Reporting Request Type IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node should perform the requested location reporting functionality for the UE as described in subclause 8.12.

If the Enhanced Coverage Restriction IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context and use it as defined in TS 23.501 [9].

If the Extended Connected Time IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, use it as described in TS 23.501 [9].

If the UE Differentiation Information IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context for further use according to TS 23.501 [9].
If the CE-mode-B Restricted IE is included in the INITIAL CONTEXT SETUP REQUEST message and the Enhanced Coverage Restriction IE is not set to "restricted" and the Enhanced Coverage Restriction information stored in the UE context is not set to "restricted", the NG-RAN node shall, if supported, store this information in the UE context and use it as defined in TS 23.501 [9]. 
If the UE User Plane CIoT Support Indicator IE is included in the INITIAL CONTEXT SETUP REQUEST message the NG-RAN node shall, if supported, store this information in the UE context and consider that User Plane CIoT 5GS Optimisation as specified in TS 23.501 [9] is supported for the UE. 

If the Management Based MDT PLMN List IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, use it to allow subsequent selection of the UE for management based MDT defined in TS 32.422 [11].
If the INITIAL CONTEXT SETUP REQUEST message contains the UE Radio Capability ID IE, the NG-RAN node shall, if supported, use it as specified in TS 23.501 [9] and TS 23.502 [10].

For each PDU session, if the PDU Session Expected UE Activity Behaviour IE is included in the INTIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, handle this information as specified in TS 23.501 [9].
If the Time Synchronisation Assistance Information IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, store the information in the UE context and use it as defined in TS 23.501 [9].
If the Target NSSAI Information IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node may use this information as specified in TS 23.501 [9].

If the UE Slice Maximum Bit Rate List IE is included in the INITIAL CONTEXT SETUP REQUEST message, the NG-RAN node shall, if supported, store the received UE Slice Maximum Bit Rate List in the UE context, and use it for each S-NSSAI for the concerned UE as specified in TS 23.501 [9].

Interactions with Initial UE Message procedure:

The NG-RAN node shall use the AMF UE NGAP ID IE and RAN UE NGAP ID IE received in the INITIAL CONTEXT SETUP REQUEST message as identification of the logical connection even if the RAN UE NGAP ID IE had been allocated in an INITIAL UE MESSAGE message sent over a different NG interface instance.

Interactions with RRC Inactive Transition Report procedure:

If the RRC Inactive Transition Report Request IE is included in the INITIAL CONTEXT SETUP REQUEST message and set to "subsequent state transition report", the NG-RAN node shall, if supported, send the RRC INACTIVE TRANSITION REPORT message to the AMF to report the RRC state of the UE when the UE enters or leaves RRC_INACTIVE state.
<<<<<<<<<<<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>

8.3.4
UE Context Modification

8.3.4.1
General

The purpose of the UE Context Modification procedure is to partly modify the established UE context. The procedure uses UE-associated signalling.

8.3.4.2
Successful Operation
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Figure 8.3.4.2-1: UE context modification: successful operation

Upon receipt of the UE CONTEXT MODIFICATION REQUEST message the NG-RAN node shall
-
if supported, store the received IAB Authorization information in the UE context.
-
if supported, store the received NCR Authorization information in the UE context, and use it for the concerned NCR management.
If the Security Key IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall store it and perform AS key re-keying according to TS 33.501 [13].
If the UE Security Capabilities IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall store them and take them into use together with the received keys according to TS 33.501 [13].
If the Index to RAT/Frequency Selection Priority IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, use it as defined in TS 23.501 [9].
If the RAN Paging Priority IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node may use it to determine a priority for paging the UE in RRC_INACTIVE state.
If the UE Aggregate Maximum Bit Rate IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall
-
replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context;

-
use the received UE Aggregate Maximum Bit Rate for all Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9].

If the Core Network Assistance Information for RRC INACTIVE IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, replace the previously provided Core Network Assistance Information for RRC INACTIVE and use it for the RRC_INACTIVE state decision and RNA configuration for the UE and RAN paging if any for a UE in RRC_INACTIVE state, as specified in TS 38.300 [8]. If the MICO All PLMN IE is included in the Core Network Assistance Information for RRC INACTIVE IE the NG-RAN node shall, if supported, consider that the registration area for the UE is the full PLMN and ignore the TAI List for RRC Inactive IE. If the Paging Cause Indication for Voice Service IE is included in the Core Network Assistance Information for RRC INACTIVE IE, the NG-RAN node shall, if supported, store and use it as specified in TS 38.300 [8]. If the PEIPS Assistance Information IE is included in the Core Network Assistance Information for RRC INACTIVE IE, the NG-RAN node shall, if supported, store it and use it for paging subgrouping the UE in RRC_INACTIVE state, as specified in TS 38.300 [8].
If the CN Assisted RAN Parameters Tuning IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node may use it as described in TS 23.501 [9].
If the RRC Inactive Transition Report Request IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context and report to the AMF the User Location Information IE and the RRC State IE in the UE CONTEXT MODIFICATION RESPONSE message.

If the RRC Inactive Transition Report Request IE is included in the UE CONTEXT MODIFICATION REQUEST message and set to "cancel report", the NG-RAN node shall, if supported, stop reporting to the AMF the RRC state of the UE.

The NG-RAN node shall report, in the UE CONTEXT MODIFICATION RESPONSE message to the AMF, the successful update of the UE context.

If the Emergency Fallback Indicator IE is included in the UE CONTEXT MODIFICATION REQUEST message, it indicates that the concerned UE context is subject to emergency service fallback as described in TS 23.501 [9] and the NG-RAN node may, if supported, take the appropriate mobility actions taking into account the Emergency Service Target CN IE if provided.

If the New AMF UE NGAP ID IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall use the received value for future signalling with the AMF.

If the New GUAMI IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall replace the previously stored GUAMI as specified in TS 23.501 [9].

If the SRVCC Operation Possible IE is included in UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, store the content of the received SRVCC Operation Possible IE in the UE context and use it as defined in TS 23.216 [31].

If the NR V2X Services Authorized IE is contained in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, update its V2X services authorization information for the UE accordingly. If the NR V2X Services Authorized IE includes one or more IEs set to "not authorized", the NG-RAN node shall, if supported, initiate actions to ensure that the UE is no longer accessing the relevant service(s).

If the LTE V2X Services Authorized IE is contained in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, update its V2X services authorization information for the UE accordingly. If the LTE V2X Services Authorized IE includes one or more IEs set to "not authorized", the NG-RAN node shall, if supported, initiate actions to ensure that the UE is no longer accessing the relevant service(s).

If the NR UE Sidelink Aggregate Maximum Bit Rate IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported:
-
replace the previously provided NR UE Sidelink Aggregate Maximum Bit Rate, if available in the UE context, with the received value; 
· use the received value for the concerned UE’s sidelink communication in network scheduled mode for NR V2X services.

If the LTE UE Sidelink Aggregate Maximum Bit Rate IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported:
-
replace the previously provided LTE UE Sidelink Aggregate Maximum Bit Rate, if available in the UE context, with the received value; 
-
use the received value for the concerned UE’s sidelink communication in network scheduled mode for LTE V2X services.
If the PC5 QoS Parameters IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, use it as defined in TS 23.287 [33].
If the UE CONTEXT MODIFICATION REQUEST message contains the UE Radio Capability ID IE, the NG-RAN node shall, if supported, use it as specified in TS 23.501 [9] and TS 23.502 [10].

If the Time Synchronisation Assistance Information IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, store the information in the UE context and use it as defined in TS 23.501 [9].

If the QMC Configuration Information IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, use it for QoE management, as described in TS 38.300 [8].
If the QMC Deactivation IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, deactivate the QMC configurations therein.
If the UE Slice Maximum Bit Rate List IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported: 

-
store and replace the previously provided UE Slice Maximum Bit Rate List, if any, by the received UE Slice Maximum Bit Rate List in the UE context; 

-
use the received UE Slice Maximum Bit Rate List for each S-NSSAI for the concerned UE as specified in TS 23.501 [9].

If the Management Based MDT PLMN Modification List IE is contained in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, overwrite any previously stored Management Based MDT PLMN List information in the UE context and use the received information to determine subsequent selection of the UE for management based MDT defined in TS 32.422 [11].
If the 5G ProSe Authorized IE is included in UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, update the 5G ProSe authorization information for the UE accordingly. If the 5G ProSe Authorized IE includes one or more IEs set to “not authorized”, the NG-RAN node shall, if supported, initiate actions to ensure that the UE is no longer accessing the relevant 5G ProSe service(s).
If the 5G ProSe UE PC5 Aggregate Maximum Bit Rate IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported:

-
replace the previously provided 5G ProSe UE PC5 Aggregate Maximum Bit Rate, if available in the UE context, with the received value; 

· use the received value for the concerned UE’s sidelink communication in network scheduled mode for 5G ProSe services.

If the 5G ProSe PC5 QoS Parameters IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, use it as defined in TS 23.304 [47].

Interactions with RRC Inactive Transition Report procedure:

If the RRC Inactive Transition Report Request IE is included in the UE CONTEXT MODIFICATION REQUEST message and set to "single RRC connected state report", the NG-RAN node shall, if supported and if the UE is in RRC_INACTIVE state, send one subsequent RRC INACTIVE TRANSITION REPORT message to the AMF when the RRC state transitions to RRC_CONNECTED state.

If the RRC Inactive Transition Report Request IE is included in the UE CONTEXT MODIFICATION REQUEST message and set to "subsequent state transition report", the NG-RAN node shall, if supported, send the RRC INACTIVE TRANSITION REPORT message to the AMF to report the RRC state of the UE when the UE enters or leaves RRC_INACTIVE state.
<<<<<<<<<<<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>

9.2.2.1
INITIAL CONTEXT SETUP REQUEST

This message is sent by the AMF to request the setup of a UE context.
Direction: AMF ( NG-RAN node

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Old AMF
	O
	
	AMF Name

9.3.3.21
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	C-ifPDUsessionResourceSetup
	
	9.3.1.58
	
	YES
	reject

	Core Network Assistance Information for RRC INACTIVE
	O
	
	9.3.1.15
	
	YES
	ignore

	GUAMI
	M
	
	9.3.3.3
	
	YES
	reject

	PDU Session Resource Setup Request List
	
	0..1
	
	
	YES
	reject

	>PDU Session Resource Setup Request Item
	
	1..<maxnoofPDUSessions>
	
	
	-
	

	>>PDU Session ID
	M
	
	9.3.1.50
	
	-
	

	>>PDU Session NAS-PDU
	O
	
	NAS-PDU

9.3.3.4
	
	-
	

	>>S-NSSAI 
	M
	
	9.3.1.24
	
	-
	

	>>PDU Session Resource Setup Request Transfer

	M
	
	OCTET STRING
	Containing the PDU Session Resource Setup Request Transfer IE specified in subclause 9.3.4.1.
	-
	

	>>PDU Session Expected UE Activity Behaviour
	O
	
	Expected UE Activity Behaviour

9.3.1.94
	Expected UE Activity Behaviour for the PDU Session.
	YES
	ignore

	Allowed NSSAI
	M
	
	9.3.1.31
	Indicates the S-NSSAIs permitted by the network
	YES
	reject

	UE Security Capabilities
	M
	
	9.3.1.86
	
	YES
	reject

	Security Key
	M
	
	9.3.1.87
	
	YES
	reject

	Trace Activation
	O
	
	9.3.1.14
	
	YES
	ignore

	Mobility Restriction List
	O
	
	9.3.1.85
	
	YES
	ignore

	UE Radio Capability
	O
	
	9.3.1.74
	
	YES
	ignore

	Index to RAT/Frequency Selection Priority
	O
	
	9.3.1.61
	
	YES
	ignore

	Masked IMEISV
	O
	
	9.3.1.54
	
	YES
	ignore

	NAS-PDU
	O
	
	9.3.3.4
	
	YES
	ignore

	Emergency Fallback Indicator
	O
	
	9.3.1.26
	
	YES
	reject

	RRC Inactive Transition Report Request
	O
	
	9.3.1.91
	
	YES
	ignore

	UE Radio Capability for Paging
	O
	
	9.3.1.68
	
	YES
	ignore

	Redirection for Voice EPS Fallback 
	O
	
	9.3.1.116
	
	YES
	ignore

	Location Reporting Request Type
	O
	
	9.3.1.65
	
	YES
	ignore

	CN Assisted RAN Parameters Tuning
	O
	
	9.3.1.119
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.3.1.128
	
	YES
	ignore

	IAB Authorized
	O
	
	9.3.1.129
	
	YES
	ignore

	Enhanced Coverage Restriction
	O
	
	9.3.1.140
	
	YES
	ignore

	Extended Connected Time
	O
	
	9.3.3.31
	
	YES
	ignore

	UE Differentiation Information
	O
	
	9.3.1.144
	
	YES
	ignore

	NR V2X Services Authorized
	O
	
	9.3.1.146
	
	YES
	ignore

	LTE V2X Services Authorized
	O
	
	9.3.1.147
	
	YES
	ignore

	NR UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.3.1.148
	This IE applies only if the UE is authorized for NR V2X services.
	YES
	ignore

	LTE UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.3.1.149
	This IE applies only if the UE is authorized for LTE V2X services.
	YES
	ignore

	PC5 QoS Parameters
	O
	
	9.3.1.150
	This IE applies only if the UE is authorized for NR V2X services.
	YES
	ignore

	CE-mode-B Restricted
	O
	
	9.3.1.155
	
	YES
	ignore

	UE User Plane CIoT Support Indicator
	O
	
	9.3.1.160
	
	YES
	ignore

	RG Level Wireline Access Characteristics
	O
	
	OCTET STRING
	Specified in TS 23.316 [34]. Indicates the wireline access technology specific QoS information corresponding to a specific wireline access subscription.
	YES
	ignore

	Management Based MDT PLMN List
	O
	
	MDT PLMN List

9.3.1.168
	
	YES
	ignore

	UE Radio Capability ID
	O
	
	9.3.1.142
	
	YES
	reject

	Time Synchronisation Assistance Information
	O
	
	9.3.1.220
	
	YES
	ignore

	QMC Configuration Information
	O
	
	9.3.1.223
	
	YES
	ignore

	Target NSSAI Information
	O
	
	9.3.1.229
	
	YES
	ignore

	UE Slice Maximum Bit Rate List
	O
	
	9.3.1.231
	
	YES
	ignore

	5G ProSe Authorized
	O
	
	9.3.1.233
	
	YES
	ignore

	5G ProSe UE PC5 Aggregate Maximum Bit Rate
	O
	
	NR UE Sidelink Aggregate Maximum Bit Rate

9.3.1.148
	This IE applies only if the UE is authorized for 5G ProSe services.
	YES
	ignore

	5G ProSe PC5 QoS Parameters
	O
	
	9.3.1.234
	This IE applies only if the UE is authorized for 5G ProSe services.
	YES
	ignore

	NCR Authorized
	O
	
	9.3.1.xxx
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofPDUSessions
	Maximum no. of PDU sessions allowed towards one UE. Value is 256.


	Condition
	Explanation

	ifPDUsessionResourceSetup
	This IE shall be present if the PDU Session Resource Setup List IE is present.


<<<<<<<<<<<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>

9.2.2.7
UE CONTEXT MODIFICATION REQUEST

This message is sent by the AMF to provide UE Context information changes to the NG-RAN node.

Direction: AMF ( NG-RAN node

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	RAN Paging Priority
	O 
	
	9.3.3.15
	
	YES
	ignore

	Security Key
	O
	
	9.3.1.87
	
	YES
	reject

	Index to RAT/Frequency Selection Priority
	O
	
	9.3.1.61
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	O
	
	9.3.1.58
	
	YES
	ignore

	UE Security Capabilities
	O
	
	9.3.1.86
	
	YES
	reject

	Core Network Assistance Information for RRC INACTIVE
	O
	
	9.3.1.15
	
	YES
	ignore

	Emergency Fallback Indicator
	O
	
	9.3.1.26
	
	YES
	reject

	New AMF UE NGAP ID
	O
	
	AMF UE NGAP ID

9.3.3.1
	
	YES
	reject

	RRC Inactive Transition Report Request
	O
	
	9.3.1.91
	
	YES
	ignore

	New GUAMI
	O
	
	GUAMI

9.3.3.3
	
	YES
	reject

	CN Assisted RAN Parameters Tuning
	O
	
	9.3.1.119
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.3.1.128
	
	YES
	ignore

	IAB Authorized
	O
	
	9.3.1.129
	
	YES
	ignore

	NR V2X Services Authorized
	O
	
	9.3.1.146
	
	YES
	ignore

	LTE V2X Services Authorized
	O
	
	9.3.1.147
	
	YES
	ignore

	NR UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.3.1.148
	This IE applies only if the UE is authorized for NR V2X services.
	YES
	ignore

	LTE UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.3.1.149
	This IE applies only if the UE is authorized for LTE V2X services.
	YES
	ignore

	PC5 QoS Parameters
	O
	
	9.3.1.150
	This IE applies only if the UE is authorized for NR V2X services.
	YES
	ignore

	UE Radio Capability ID
	O
	
	9.3.1.142
	
	YES
	reject

	RG Level Wireline Access Characteristics
	O
	
	OCTET STRING
	Specified in TS 23. 316 [34]. Indicates the wireline access technology specific QoS information corresponding to a specific wireline access subscription.
	YES
	ignore

	Time Synchronisation Assistance Information
	O
	
	9.3.1.220
	
	YES
	ignore

	QMC Configuration Information
	O
	
	9.3.1.223
	
	YES
	ignore

	QMC Deactivation
	O
	
	9.3.1.222
	
	YES
	ignore

	UE Slice Maximum Bit Rate List
	O
	
	9.3.1.231
	
	YES
	ignore

	Management Based MDT PLMN Modification List
	O
	
	MDT PLMN Modification List

9.3.1.243
	
	YES
	ignore

	5G ProSe Authorized
	O
	
	9.3.1.233
	
	YES
	ignore

	5G ProSe UE PC5 Aggregate Maximum Bit Rate
	O
	
	NR UE Sidelink Aggregate Maximum Bit Rate

9.3.1.148
	This IE applies only if the UE is authorized for 5G ProSe services.
	YES
	ignore

	5G ProSe PC5 QoS Parameters
	O
	
	9.3.1.234
	This IE applies only if the UE is authorized for 5G ProSe services.
	YES
	ignore

	NCR Authorized
	O
	
	9.3.1.xxx
	
	YES
	ignore


<<<<<<<<<<<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>

9.3.1.xxx
NCR Authorized

This IE provides information about the authorization status of the network controlled repeater.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	NCR Authorized
	M
	
	ENUMERATED (authorized, not authorized, ...)
	Indicates the NCR is authorized or not.


<<<<<<<<<<<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>

-- **************************************************************

--

-- IE parameter types from other modules.

--

-- **************************************************************

IMPORTS

/* Unchanged texts omitted*/

LTEM-Indication,


LocationReportingRequestType,


LTEUESidelinkAggregateMaximumBitrate,


LTEV2XServicesAuthorized,


MaskedIMEISV,


MBS-AreaSessionID,


MBS-ServiceArea,


MBS-SessionID,


MBS-DistributionReleaseRequestTransfer,


MBS-DistributionSetupRequestTransfer,


MBS-DistributionSetupResponseTransfer,


MBS-DistributionSetupUnsuccessfulTransfer,


MBSSessionReleaseResponseTransfer,


MBSSessionSetupOrModFailureTransfer,


MBSSessionSetupOrModRequestTransfer,


MBSSessionSetupOrModResponseTransfer,


MessageIdentifier,


MDTPLMNList,


MDTPLMNModificationList,


MobilityRestrictionList,


MulticastSessionActivationRequestTransfer,


MulticastSessionDeactivationRequestTransfer,


MulticastSessionUpdateRequestTransfer,


MulticastGroupPagingAreaList,


NAS-PDU,


NASSecurityParametersFromNGRAN,

NB-IoT-DefaultPagingDRX,


NB-IoT-PagingDRX,

NB-IoT-Paging-eDRXInfo,


NB-IoT-UEPriority,

NCR-Authorized,


NewSecurityContextInd,


NGRAN-CGI,


NGRAN-TNLAssociationToRemoveList,


NGRANTraceID,


NotifySourceNGRANNode,


NPN-AccessInformation,


NR-CGI,


NR-PagingeDRXInformation,


NRPPa-PDU,


NumberOfBroadcastsRequested,


NRUESidelinkAggregateMaximumBitrate,


NRV2XServicesAuthorized,

OverloadResponse,


OverloadStartNSSAIList,


PagingAssisDataforCEcapabUE,


PagingCause,
/* Unchanged texts omitted*/

id-NAS-PDU,


id-NASC,


id-NASSecurityParametersFromNGRAN,


id-NB-IoT-DefaultPagingDRX,


id-NB-IoT-PagingDRX,

id-NB-IoT-Paging-eDRXInfo,


id-NB-IoT-UEPriority,

id-NCR-Authorized,

id-NewAMF-UE-NGAP-ID,


id-NewGUAMI,


id-NewSecurityContextInd,

id-NGAP-Message,


id-NGRAN-CGI,

id-NGRAN-TNLAssociationToRemoveList,


id-NGRANTraceID,


id-NotifySourceNGRANNode,


id-NPN-AccessInformation,


id-NR-PagingeDRXInformation,


id-NRPPa-PDU,


id-NRV2XServicesAuthorized,


id-NRUESidelinkAggregateMaximumBitrate,


id-NumberOfBroadcastsRequested,


id-OldAMF,


id-OverloadStartNSSAIList,

id-PagingAssisDataforCEcapabUE,

id-PagingCause,


id-PagingDRX,


id-PagingOrigin,


id-PagingPriority,

<<<<<<<<<<<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>

-- **************************************************************

--

-- INITIAL CONTEXT SETUP REQUEST

--

-- **************************************************************

InitialContextSetupRequest ::= SEQUENCE {


protocolIEs

ProtocolIE-Container

{ {InitialContextSetupRequestIEs} },


...

}

InitialContextSetupRequestIEs NGAP-PROTOCOL-IES ::= {


{ ID id-AMF-UE-NGAP-ID






CRITICALITY reject
TYPE AMF-UE-NGAP-ID







PRESENCE mandatory
}|


{ ID id-RAN-UE-NGAP-ID






CRITICALITY reject
TYPE RAN-UE-NGAP-ID







PRESENCE mandatory
}|


{ ID id-OldAMF








CRITICALITY reject
TYPE AMFName








PRESENCE optional

}|


{ ID id-UEAggregateMaximumBitRate



CRITICALITY reject
TYPE UEAggregateMaximumBitRate




PRESENCE conditional
}|


{ ID id-CoreNetworkAssistanceInformationForInactive

CRITICALITY ignore
TYPE CoreNetworkAssistanceInformationForInactive
PRESENCE optional

}|


{ ID id-GUAMI








CRITICALITY reject
TYPE GUAMI









PRESENCE mandatory
}|


{ ID id-PDUSessionResourceSetupListCxtReq

CRITICALITY reject
TYPE PDUSessionResourceSetupListCxtReq



PRESENCE optional

}|


{ ID id-AllowedNSSAI






CRITICALITY reject
TYPE AllowedNSSAI







PRESENCE mandatory
}|


{ ID id-UESecurityCapabilities




CRITICALITY reject
TYPE UESecurityCapabilities





PRESENCE mandatory
}|


{ ID id-SecurityKey







CRITICALITY reject
TYPE SecurityKey







PRESENCE mandatory
}|


{ ID id-TraceActivation






CRITICALITY ignore
TYPE TraceActivation






PRESENCE optional

}|


{ ID id-MobilityRestrictionList




CRITICALITY ignore
TYPE MobilityRestrictionList





PRESENCE optional

}|


{ ID id-UERadioCapability





CRITICALITY ignore
TYPE UERadioCapability






PRESENCE optional

}|


{ ID id-IndexToRFSP







CRITICALITY ignore
TYPE IndexToRFSP







PRESENCE optional

}|


{ ID id-MaskedIMEISV






CRITICALITY ignore
TYPE MaskedIMEISV







PRESENCE optional

}|


{ ID id-NAS-PDU








CRITICALITY ignore
TYPE NAS-PDU








PRESENCE optional

}|


{ ID id-EmergencyFallbackIndicator



CRITICALITY reject
TYPE EmergencyFallbackIndicator




PRESENCE optional

}|


{ ID id-RRCInactiveTransitionReportRequest

CRITICALITY ignore
TYPE RRCInactiveTransitionReportRequest



PRESENCE optional

}|


{ ID id-UERadioCapabilityForPaging



CRITICALITY ignore
TYPE UERadioCapabilityForPaging




PRESENCE optional

}|


{ ID id-RedirectionVoiceFallback



CRITICALITY ignore
TYPE RedirectionVoiceFallback




PRESENCE optional

}|


{ ID id-LocationReportingRequestType


CRITICALITY ignore
TYPE LocationReportingRequestType




PRESENCE optional

}|


{ ID id-CNAssistedRANTuning





CRITICALITY ignore
TYPE CNAssistedRANTuning





PRESENCE optional

}|


{ ID id-SRVCCOperationPossible




CRITICALITY ignore
TYPE SRVCCOperationPossible





PRESENCE optional

}|

{ ID id-IAB-Authorized






CRITICALITY ignore
TYPE IAB-Authorized







PRESENCE optional

}|


{ ID id-Enhanced-CoverageRestriction


CRITICALITY ignore
TYPE Enhanced-CoverageRestriction




PRESENCE optional

}|


{ ID id-Extended-ConnectedTime




CRITICALITY ignore
TYPE Extended-ConnectedTime





PRESENCE optional

}|


{ ID id-UE-DifferentiationInfo




CRITICALITY ignore
TYPE UE-DifferentiationInfo





PRESENCE optional

}|

{ ID id-NRV2XServicesAuthorized




CRITICALITY ignore
TYPE NRV2XServicesAuthorized





PRESENCE optional

}|
{ ID id-LTEV2XServicesAuthorized



CRITICALITY ignore
TYPE LTEV2XServicesAuthorized




PRESENCE optional

}|

{ ID id-NRUESidelinkAggregateMaximumBitrate

CRITICALITY ignore
TYPE NRUESidelinkAggregateMaximumBitrate



PRESENCE optional

}|

{ ID id-LTEUESidelinkAggregateMaximumBitrate
CRITICALITY ignore
TYPE LTEUESidelinkAggregateMaximumBitrate


PRESENCE optional

}|


{ ID id-PC5QoSParameters





CRITICALITY ignore
TYPE PC5QoSParameters






PRESENCE optional 
}|


{ ID id-CEmodeBrestricted





CRITICALITY ignore
TYPE CEmodeBrestricted






PRESENCE optional

}|

{ ID id-UE-UP-CIoT-Support





CRITICALITY ignore
TYPE UE-UP-CIoT-Support






PRESENCE optional

}|


{ ID id-RGLevelWirelineAccessCharacteristics
CRITICALITY ignore
TYPE RGLevelWirelineAccessCharacteristics


PRESENCE optional

}|


{ ID id-ManagementBasedMDTPLMNList



CRITICALITY ignore
TYPE MDTPLMNList







PRESENCE optional

}|


{ ID id-UERadioCapabilityID





CRITICALITY reject
TYPE UERadioCapabilityID





PRESENCE optional

}|


{ ID id-TimeSyncAssistanceInfo




CRITICALITY ignore
TYPE TimeSyncAssistanceInfo





PRESENCE optional

}|


{ ID id-QMCConfigInfo






CRITICALITY ignore
TYPE QMCConfigInfo







PRESENCE optional

}|


{ ID id-TargetNSSAIInformation




CRITICALITY ignore
TYPE TargetNSSAIInformation





PRESENCE optional

}|


{ ID id-UESliceMaximumBitRateList



CRITICALITY ignore
TYPE UESliceMaximumBitRateList




PRESENCE optional

}|


{ ID id-FiveG-ProSeAuthorized




CRITICALITY ignore
TYPE FiveG-ProSeAuthorized





PRESENCE optional

}|


{ ID id-FiveG-ProSeUEPC5AggregateMaximumBitRate
CRITICALITY ignore
TYPE NRUESidelinkAggregateMaximumBitrate



PRESENCE optional

}|


{ ID id-FiveG-ProSePC5QoSParameters



CRITICALITY ignore
TYPE FiveG-ProSePC5QoSParameters




PRESENCE optional

}|


{ ID id-NCR-Authorized






CRITICALITY ignore
TYPE NCR-Authorized







PRESENCE optional

},

...

}

<<<<<<<<<<<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>

-- **************************************************************

--

-- UE CONTEXT MODIFICATION REQUEST

--

-- **************************************************************

UEContextModificationRequest ::= SEQUENCE {


protocolIEs

ProtocolIE-Container

{ {UEContextModificationRequestIEs} },


...

}

UEContextModificationRequestIEs NGAP-PROTOCOL-IES ::= {


{ ID id-AMF-UE-NGAP-ID






CRITICALITY reject
TYPE AMF-UE-NGAP-ID







PRESENCE mandatory
}|


{ ID id-RAN-UE-NGAP-ID






CRITICALITY reject
TYPE RAN-UE-NGAP-ID







PRESENCE mandatory
}|


{ ID id-RANPagingPriority





CRITICALITY ignore
TYPE RANPagingPriority






PRESENCE optional

}|


{ ID id-SecurityKey







CRITICALITY reject
TYPE SecurityKey







PRESENCE optional

}|


{ ID id-IndexToRFSP







CRITICALITY ignore
TYPE IndexToRFSP







PRESENCE optional

}|


{ ID id-UEAggregateMaximumBitRate



CRITICALITY ignore
TYPE UEAggregateMaximumBitRate




PRESENCE optional

}|

{ ID id-UESecurityCapabilities




CRITICALITY reject
TYPE UESecurityCapabilities





PRESENCE optional

}|


{ ID id-CoreNetworkAssistanceInformationForInactive

CRITICALITY ignore
TYPE CoreNetworkAssistanceInformationForInactive
PRESENCE optional

}|


{ ID id-EmergencyFallbackIndicator



CRITICALITY reject
TYPE EmergencyFallbackIndicator




PRESENCE optional

}|


{ ID id-NewAMF-UE-NGAP-ID





CRITICALITY reject
TYPE AMF-UE-NGAP-ID







PRESENCE optional

}|


{ ID id-RRCInactiveTransitionReportRequest

CRITICALITY ignore
TYPE RRCInactiveTransitionReportRequest



PRESENCE optional

}|


{ ID id-NewGUAMI







CRITICALITY reject
TYPE GUAMI









PRESENCE optional

}|


{ ID id-CNAssistedRANTuning





CRITICALITY ignore
TYPE CNAssistedRANTuning





PRESENCE optional

}|


{ ID id-SRVCCOperationPossible




CRITICALITY ignore
TYPE SRVCCOperationPossible





PRESENCE optional

}|


{ ID id-IAB-Authorized






CRITICALITY ignore
TYPE IAB-Authorized







PRESENCE optional

}|


{ ID id-NRV2XServicesAuthorized




CRITICALITY ignore
TYPE NRV2XServicesAuthorized





PRESENCE optional

}|


{ ID id-LTEV2XServicesAuthorized



CRITICALITY ignore
TYPE LTEV2XServicesAuthorized




PRESENCE optional

}|


{ ID id-NRUESidelinkAggregateMaximumBitrate

CRITICALITY ignore
TYPE NRUESidelinkAggregateMaximumBitrate



PRESENCE optional

}|


{ ID id-LTEUESidelinkAggregateMaximumBitrate
CRITICALITY ignore
TYPE LTEUESidelinkAggregateMaximumBitrate


PRESENCE optional

}|


{ ID id-PC5QoSParameters





CRITICALITY ignore
TYPE PC5QoSParameters






PRESENCE optional 
}|


{ ID id-UERadioCapabilityID





CRITICALITY reject
TYPE UERadioCapabilityID





PRESENCE optional

}|


{ ID id-RGLevelWirelineAccessCharacteristics
CRITICALITY ignore
TYPE RGLevelWirelineAccessCharacteristics


PRESENCE optional

}|


{ ID id-TimeSyncAssistanceInfo




CRITICALITY ignore
TYPE TimeSyncAssistanceInfo





PRESENCE optional

}|


{ ID id-QMCConfigInfo






CRITICALITY ignore
TYPE QMCConfigInfo







PRESENCE optional

}|


{ ID id-QMCDeactivation






CRITICALITY ignore
TYPE QMCDeactivation






PRESENCE optional

}|


{ ID id-UESliceMaximumBitRateList



CRITICALITY ignore
TYPE UESliceMaximumBitRateList




PRESENCE optional

}|


{ ID id-ManagementBasedMDTPLMNModificationList
CRITICALITY ignore
TYPE MDTPLMNModificationList





PRESENCE optional

}|


{ ID id-FiveG-ProSeAuthorized




CRITICALITY ignore
TYPE FiveG-ProSeAuthorized





PRESENCE optional

}|


{ ID id-FiveG-ProSeUEPC5AggregateMaximumBitRate
CRITICALITY ignore
TYPE NRUESidelinkAggregateMaximumBitrate



PRESENCE optional

}|


{ ID id-FiveG-ProSePC5QoSParameters



CRITICALITY ignore
TYPE FiveG-ProSePC5QoSParameters




PRESENCE optional

}|


{ ID id-NCR-Authorized






CRITICALITY ignore
TYPE NCR-Authorized







PRESENCE optional

},


...

}

<<<<<<<<<<<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>

-- N
/* Unchanged texts omitted*/
NCR-Authorized ::= ENUMERATED {


authorized,


not-authorized,


...

}

<<<<<<<<<<<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>

-- **************************************************************

--

-- IEs

--

-- **************************************************************

/* Unchanged texts omitted*/

id-FiveG-ProSePC5QoSParameters






ProtocolIE-ID ::= 347


id-MBSSessionModificationFailureTransfer



ProtocolIE-ID ::= 348

id-MBSSessionModificationRequestTransfer



ProtocolIE-ID ::= 349

id-MBSSessionModificationResponseTransfer



ProtocolIE-ID ::= 350


id-MBS-QoSFlowToReleaseList







ProtocolIE-ID ::= 351


id-MBS-SessionTNLInfo5GC







ProtocolIE-ID ::= 352

id-TAINSAGSupportList








ProtocolIE-ID ::= 353


id-SourceNodeTNLAddrInfo







ProtocolIE-ID ::= 354

id-NGAPIESupportInformationRequestList




ProtocolIE-ID ::= 355

id-NGAPIESupportInformationResponseList




ProtocolIE-ID ::= 356

id-MBS-SessionFSAIDList








ProtocolIE-ID ::= 357


id-MBSSessionReleaseResponseTransfer




ProtocolIE-ID ::= 358


id-ManagementBasedMDTPLMNModificationList



ProtocolIE-ID ::= 359

id-EarlyMeasurement









ProtocolIE-ID ::= 360


id-BeamMeasurementsReportConfiguration




ProtocolIE-ID ::= 361

id-NCR-Authorized









ProtocolIE-ID ::= xxx
<<<<<<<<<<<<<<<<<<<<<<<<<<<<< End of the changes >>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>

