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1. Introduction
A new Work Item was approved at 3GPP RAN Meeting #97e on Rel-18 NR Network-controlled Repeaters [1]. The RAN3 related objective of this WI are:

[bookmark: _Hlk112940504]Specify the solution of network-controlled repeater management (i.e., the identification and authorization/validation of NCR) [RAN3, RAN2]
· NOTE: Down-selection of solutions in section 8 of TR 38.867 is needed taking into account the feedback of other working groups (i.e., SA3 and SA5). From a security point of view, the feasibility of NCR validation procedure in solution 1 and the feasibility of solution 2 will be decided by SA3.The selected solution shall provide inter-vendor interoperability.

In this contribution we focus on the evaluation of the solutions as described in Section 8 of TR38.867. 
2. Discussion
Section 8 of TR 38.867 [2] specifies four different solutions for NCR management (i.e. identification and authorization/validation), in brief:
· Solution 1: Identification and authorization/validation done in RAN.
· Solution 2: Identification done in RAN and authorization/validation done via OAM.
· Solution 3: IAB-MT-like solution, where AMF must explicitly indicate NCR support to gNB; NCR identification done in RAN and authorization done in CN.
· Solution 4: D2D/V2X-like solution, where NCR authorization done by 5GC based on UE subscription info.
The conclusion section 10 of TR 38.867 [2] concludes the following: “From security point of view, the feasibility of NCR validation procedure in solution 1 and the feasibility of solution 2 will be decided by SA3 in potential WI.” indicating that the Solution 1 and Solution could not be considered further in the down-selection by RAN3 and RAN2 unless SA3 confirms that these solutions are feasible from the security perspective. As the Solutions 3 and 4 re-use the existing security mechanisms, they are feasible from the security perspective. 
Nonetheless, it is our view that NCR management Solution 2 (OAM-based authorization/validation) may be ruled out immediately. Critically, it was agreed in RAN#97e that “the selected solution shall provide inter-vendor interoperability”, however, OAM-based authorization does not support this requirement per Table 8.2-1 of TR 38.867. 
Proposal 1: exclude Solution 2 from further evaluation. 
Before discussing the detail of Solution 1, 3 and 4, we need to note that there is a commonality among Solution 1, Solution 3 and Solution 4. 
· In Solution 1, the AMF send a dedicated Allowed NSSAI N-SSAI to gNB, and this dedicated Allowed NSSAI is used to indicate the MT (i.e. NCR-MT) is authorized for NCR operation. 
· In Solution 3 and Solution 4, the AMF send a new NCR authorized indication to gNB.

So RAN3 should first acknowledge this commonality that the NCR authorized information is provided from AMF to gNB. 
Proposal 2: RAN3 agree the NCR authorized indication is provided from AMF to the gNB. 

The next step is to discuss how to encode the NCR authorized indication in NGAP. 
· Solution 1 uses a dedicated Allowed NSSAI, without introducing new IE. 
· Solution 3 and Solution 4 introduces new NCR authorized IE. 
However, using a dedicated Allowed NSSAI to transfer the NCR authorized information is a misuse of network slicing. The network slicing is related to the resource usage for the PDU session, rather to indicate the gNB about the authorization for NCR.  
TS38.300:
A network slice always consists of a RAN part and a CN part. The support of network slicing relies on the principle that traffic for different slices is handled by different PDU sessions. Network can realise the different network slices by scheduling and also by providing different L1/L2 configurations.

RAN awareness of slices
- NG-RAN supports a differentiated handling of traffic for different network slices which have been preconfigured.
TS38.413:
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In last meeting, there is an argument that there is authorization for slicing. However, it is Network Slice-Specific Authentication and Authorization (NSSAA) that is different to the usage in Solution 1. 
TS23.501:
A serving PLMN or SNPN shall perform Network Slice-Specific Authentication and Authorization for the S-NSSAIs of the HPLMN or SNPN which are subject to it based on subscription information. The UE shall indicate in the Registration Request message in the UE 5GMM Core Network Capability whether it supports NSSAA feature. If the UE does not support NSSAA feature and if the UE requests any of these S-NSSAIs that are subject to Network Slice-Specific Authentication and Authorization, the AMF shall not trigger this procedure for the UE and they are rejected for the PLMN or SNPN. If the UE supports NSSAA feature and if the UE requests any of these S-NSSAIs that are subject to Network Slice-Specific Authentication and Authorization, they are included in the list of Pending NSSAI for the PLMN or SNPN, as described in clause 5.15.5.2.1.
In addition, Solution 1 would demand new (unspecified) functionality in the RAN to validate the UE. This seems needlessly complicated relative to Solutions 3 and 4, which can recycle existing functionality. We think that Solution 1 can be ruled out without waiting for SA3’s feedback.

We believe that Solution 3 is preferable since it can recycle legacy signalling similar to what is used for identifying and authorizing IAB-MT. Here, the key modification is to recognize NCR-MT as a distinct UE type. Having a distinct UE type for NCR-MT might also be advantageous based on the outcomes determined for NCR-MT side-control signalling and RRM.
Solution 4 also recycles legacy signalling. Here, the NCR-MT is treated like a legacy UE for identification, and differentiated by the 5GC based on subscription. Solution 4 may also be considered alongside Solution 3.
Proposal 3: RAN3 agree that NCR authorized indication is encoded as a new IE in NGAP.
4. Conclusion
Following are the proposals for NCR authorization:
Proposal 1: exclude Solution 2 from further evaluation. 
Proposal 2: RAN3 agree the NCR authorized indication is provided from AMF to the gNB. 
Proposal 3: RAN3 agree that NCR authorized indication is encoded as a new IE in NGAP.
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