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 Non-public networks was standardized by 3GPP in rel-16 and enhanced in rel-17 in order to support private 5G networks. These networks can be deployed either as integrated with a PLMN, or in a standalone method. They are called public network integrated NPN (PNI-NPN) and Stand alone non-public network (SNPN) respectively. 
In rel-18, SON enhancements for Non-public networks are included under the SON agenda item as seen in the WID RP-221825 [1].
	The objective of this work item is to specify data collection enhancement in NR for SON/MDT purpose. The specific objectives of this work item are [RAN3, RAN2]:
...
- Support of SON/MDT enhancements for [RAN3, RAN2]:
· MR-DC CPAC
· Successful PScell change report
· Successful Handover Report (e.g. inter-RAT)
· NPN 
· RACH report
· fast MCG recovery
· NR-U (MRO and UL MLB)


In this paper, we discuss the possible NPN related enhancements and suggestions for future discussions.
Discussion
SON aspects of NPN
The WID allows for the development of SON aspects of private networks called NPN. 3GPP introduced support for two non-public networks (NPN) deployment options in Release 16.  A non-public network (NPN, also known as private network) is a network intended for a limited group of users such as an enterprise and typically provides service in a limited geographical area such as a factory floor or campus. The primary use case is industrial/IIoT scenarios, although other use cases are not excluded. Two different deployment models for NPNs specified in 5GS in Rel-16:
A. Public network integrated NPN (PNI-NPN), i.e., operated by an NPN operator (e.g., owned by an enterprise) i.e., i.e., a non-public network deployed with the support of a PLMN., or
PNI NPN option outlines how public operators could support non-public networks or dedicated deployments by associating them directly to the operator network. Such improvements resulted in solutions for what is commonly referred to as Public Network Integrated NPNs (PNI-NPNs). A PNI-NPN is made available via a PLMN by allocating one or more network slices to the non-public network. As network slicing does not avoid UEs trying to access the PNI NPN. Hence in areas wherein the UE is not allowed to use the network slice, the Closed Access Groups (CAGs) can be used in addition to network slicing to apply additional access control. The CAG feature allows a cell to be restricted to a specific group of users. To allow the UE to identify a CAG cell, the network broadcasts one or more CAG IDs in addition to the PLMN ID as part of SIB1.

1. [bookmark: _Toc110872255]An PNI-NPN is identified by PLMN ID + CAG ID.

B. Standalone Non-Public Network (SNPN), i.e., a non-public network not relying on the network functions provided by a PLMN.
Another NPN option is the stand-alone NPN - SNPN. In almost all aspects, this is a network that carries the same functionality and characteristics as the more commonly known Public Network, identified by PLMN identity, but it differs in some aspect, e.g., an SNPN is identified by an SNPN ID. The SNPN ID is composed of a PLMN ID and a Network ID (NID).  Additionally, today there is no support for mobility between SNPN and public networks, in the same way as is possible between (equivalent) PLMNs.

1. [bookmark: _Toc110872256]An SNPN is identified by PLMN ID + NID.
In Rel 16 the CellAccessRelatedInfo in SIB1 is extended for broadcasting PNI-NPN and SNPN identifiers. Two different lists were defined: 1) comprising both SNPNs and Closed Access Group (CAG) cells for PNI-NPN, and 2) listing PLMNs (legacy list), referred to as plmn-IdentityList, see below. 
These lists are defined in 3GPP TS 38.331 [2] and are broadcast in SIB1. 

-- ASN1START
-- TAG-CELLACCESSRELATEDINFO-START

CellAccessRelatedInfo   ::=         SEQUENCE {
    plmn-IdentityList                   PLMN-IdentityInfoList,
    cellReservedForOtherUse             ENUMERATED {true}             OPTIONAL,   -- Need R
    ...,
    [[
    cellReservedForFutureUse-r16        ENUMERATED {true}             OPTIONAL,   -- Need R
    npn-IdentityInfoList-r16            NPN-IdentityInfoList-r16      OPTIONAL    -- Need R
    ]]
}

-- TAG-CELLACCESSRELATEDINFO-STOP
-- ASN1STOP


NPN-IdentityInfoList-r16 ::=     SEQUENCE (SIZE (1..maxNPN-r16)) OF NPN-IdentityInfo-r16


NPN-IdentityInfo-r16 ::=         SEQUENCE {
    npn-IdentityList-r16             SEQUENCE (SIZE (1..maxNPN-r16)) OF NPN-Identity-r16,
    trackingAreaCode-r16             TrackingAreaCode,
    ranac-r16                        RAN-AreaCode                                                OPTIONAL,       -- Need R
    cellIdentity-r16                 CellIdentity,
    cellReservedForOperatorUse-r16   ENUMERATED {reserved, notReserved},
    iab-Support-r16                  ENUMERATED {true}                                           OPTIONAL,       -- Need S
    ...
}

-- TAG-NPN-IDENTITYINFOLIST-STOP
-- ASN1STOP

NPN-Identity-r16 ::=             CHOICE {
    pni-npn-r16                      SEQUENCE {
        plmn-Identity-r16                PLMN-Identity,
        cag-IdentityList-r16             SEQUENCE (SIZE (1..maxNPN-r16)) OF CAG-IdentityInfo-r16
    },
    snpn-r16                         SEQUENCE {
        plmn-Identity-r16                PLMN-Identity,
        nid-List-r16                     SEQUENCE (SIZE (1..maxNPN-r16)) OF NID-r16
    }
}

CAG-IdentityInfo-r16 ::=         SEQUENCE {
    cag-Identity-r16                 BIT STRING (SIZE (32)),
    manualCAGselectionAllowed-r16    ENUMERATED {true}                         OPTIONAL   -- Need R
}

NID-r16 ::=                      BIT STRING (SIZE (44))

-- TAG-NPN-IDENTITY-STOP
-- ASN1STOP
In general, a UE is successfully registered on a private network/NPN if (1) the UE has found a suitable NPN cell to camp on and (2) a location request from the UE has been accepted in the registration area of the cell on which the UE is camped. The UE may have access and subscription to several networks / different network types (SNPN, PNI-NPNs and PLMNs) and will perform registration on the private network/NPN e.g., SNPN if the UE is capable of services which require registration. Network selection is performed as the following:
· IDLE/INACTIVE mode mobility in NPN
· PNI-NPN:
A PNI-NPN cell is considered suitable if the broadcasted CAG ID is included in the Allowed CAG list or if it is a public cell and the UE is not configured with the “CAG only” indication. Upon request from NAS, the AS layer shall scan its supported frequencies and report the available PNI-NPNs (identified by PLMN ID + CAG ID) to NAS which selects the network to use.
· SNPN:
The cell selection/re-selection shall only occur within that SNPN, i.e., a cell is only considered suitable if the broadcasted SNPN identifier matches the selected SNPN. This is similar to how normal cell selection/re-selection works when the UE has selected a PLMN. Upon request from NAS, the AS layer searches for SNPN cells, and if an SNPN cell is found the SNPN identifier is reported to the NAS layer which does the network selection.
· Connected mode mobility in NPN

Connected mode mobility for UEs operating in NPN is similar to regular legacy mobility. A gNB receives the allowed networks in the mobility restrictions list (MRL) such that the gNB knows what are allowable as candidate cells:
· PNI-NPN:
The Allowed CAG list is exchanged among the neighbopuring RAN nodes as part of MRL, hence the network nodes can restrict the UEs connected mode mobility in PNI-NPN. In addition, the mobility procedures can be performed between PNI-NPN and the public network, see Figure 1.
   
 [image: ]


Figure 1 Cross network mobility between PNI-NPN and public network
· SNPN:
The serving SNPN ID is included in the MRL. The frequency measurements for handover will not be configured for a non-neighbour SNPN cell. Hence, the UE remains in the SNPN until the UE enters IDLE (loose the coverage) and any ongoing call will likely be lost - depending on application design, see Figure 2. Furthermore, the cross-network mobility is currently not supported for SNPN.



[bookmark: _Ref108766729]Figure 2 SNPN vs public network 
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One aspect of mobility between the networks that is related to SON, is the collection and notification of SON related reports. Reports collected by a network might contain sensitive information that might not be sharable with other networks. On the other hand, not sending some of these reports might lead to coverage holes and ping-pong between networks that might go undetected. Thus we propose the following.

[bookmark: _Toc110872263]RAN3 to discuss the possibility of generation of SON reports in the public and non-public networks and whether such reports should be cross signalled from one network to the other.
The RAN3 SON aspects of the cross-network mobility considering frequency deployments for NPN cells are not fully clear. In general, NPN and PN cells can be deployed with different frequency configurations:
a. Inter-frequency configuration: NPN cells are operating on different frequencies among their neighbour cells.
b. Intra-frequency configuration: A frequency band might be shared between two different networks (NPN ó PN).

1. [bookmark: _Toc110872257]Neighbor cells might operate on frequencies that are shared with NPN cells.

In case neighbour cells in different network (PN and NPN) share the same frequency, two neighboring cells in different networks may be subject to PRACH configuration conflict, as they might have overlapping RACH resources in time, frequency or preamble domain. 
A PRACH configuration conflict can be resolved by means of choosing a new PRACH configuration (not colliding with the neighbor PRACH configurations) or changing some gNB-DU local configurations. Thus, the PRACH configuration between PN and NPN should be coordinated over Xn interface. This allows gNB-CUs of both networks to scan all PRACH configurations through all valid neighbor cell relations, finding potential PRACH conflict and filtering out a set of PRACH configurations that may trigger conflicts for the neighbor cells in closest proximity.
In addition, the conflict would not be resolved if there is no direct Xn interface between 2 neighbour PN and NPN cells operating in separate gNBs. 
1. [bookmark: _Toc110872258]There is no guarantee that an Xn interface always exists between a cell in public network (PN) and a NPN cell that operates on the same frequency.
In SNPN networks, RACH configuration collisions can be avoided if the non-public network is assumed to be configured to function in a different frequency as compared to the public network which is generally the case. This is however not guaranteed and there is a possibility of SNPNs being deployed on a conflicting frequency. Similarly, for PNI-NPNs their frequency configurations might not be unique and due to the absence of the XN interface between PNI-NPN and PN it might not be possible for RACH configuration exchange. 
In light of above discussion, we propose:
[bookmark: _Toc110872264]RAN3 is requested to discuss possible RACH configuration conflicts between NPN-PNs and procedures to mitigate it. 

Conclusion
In the previous sections we made the following observations: 
Observation 1	An PNI-NPN is identified by PLMN ID + CAG ID.
Observation 2	An SNPN is identified by PLMN ID + NID.
Observation 3	Neighbor cells might operate on frequencies that are shared with NPN cells.
Observation 4	There is no guarantee that an Xn interface always exists between a cell in public network (PN) and a NPN cell that operates on the same frequency.

Based on the discussion in the previous sections we propose the following:
Proposal 1	RAN3 to discuss the possibility of generation of SON reports in the public and non-public networks and whether such reports should be cross signalled from one network to the other.
Proposal 2	RAN3 is requested to discuss possible RACH configuration conflicts between NPN-PNs and procedures to mitigate it.
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