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1 Introduction

The SI on Network-Controlled Repeaters (NCRs) has the following objectives for RAN3:

Study the following aspects of network-controlled repeater management

· Identification and authorization of network-controlled repeaters [RAN2, RAN3]

NOTE2: Coordination with SA3 may be needed. [1]
This is the only meeting with time allocated to this topic in RAN3, which makes the discussion more challenging. None the less, we will propose some observations to be captured in TR 38.867.

2 Discussion

2.1 General, Architecture

Figure 1 below shows an overview of an NCR. An NCR is envisaged as a tool to enhance RAN coverage. It is less complex than an IAB node but more capable than an RF repeater: it receives and processes side control information from the network for “mitigation of unnecessary noise amplification, transmissions and receptions with better spatial directivity, and simplified network integration.” [1] An NCR includes an MT part which connects to the gNB and terminates RRC (NCR-MT) and a forwarding part (NCR-Fwd) which links the backhaul with the access. An NCR is transparent to the UE.
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Figure 1 Overview of an NCR.

An NCR needs to be sent the appropriate side control information by the gNB (e.g. beamforming, timing, TDD configuration, ON/OFF information, power control – pending RAN1 study). The gNB, then, needs to know that it is exchanging information with an NCR: in other words, the NCR needs to be authorized to operate as an NCR. This is similar to what happens for e.g. an IAB node.

In RAN3 terms, the NCR-Fwd part can considered as part of the gNB (more precisely, of the gNB-DU). Given that the control link is terminated by the NCR-MT and it is based on Uu (out of RAN3 scope), there is no direct RAN3 impact from the control link itself.

Observation 1: In RAN3 terms, the NCR-Fwd part can be considered as part of the gNB-DU.
Observation 2: There is no direct RAN3 impact from the control link itself.
2.2 NCR Identification and Authorization

As previously mentioned, the NCR-MT obtains the necessary configuration for receiving the L1/L2 signaling of the side control information from the gNB. This may happen via RRC and/or via OAM (RAN1 agreement
). In principle, if a pure OAM solution was envisaged, there would be no need to introduce any information over RRC nor to identify/authorize the NCR from the network (this solution is not precluded). But for the gNB-CU to generate the appropriate information for the NCR over RRC, the gNB-CU needs to know it is talking to an NCR-MT and not a regular UE. Hence the need for authorization information.

Observation 3: If a pure OAM solution is envisaged for the NCR, there is no need to introduce any information over RRC or over network interfaces.
At least in principle, one could envisage the possibility to control the NCR via NAS directly from the AMF. However, given the nature of the control information for the NCR, such information cannot be generated by the AMF as it is unaware of the radio conditions and radio management parameters handled in the RAN. Hence, controlling the NCR via NAS seems unfeasible. For the same reason, authorization information cannot come from the AMF directly to the NCR , but it has to come from the AMF to the gNB.

Observation 4: Controlling or authorizing the NCR via NAS from the AMF seems unfeasible.
Observation 5: For the gNB-CU to generate the appropriate information for the NCR over RRC, the gNB-CU needs to know it is talking to an NCR-MT (and not a regular UE); this requires authorization information to be received by the gNB from the AMF.
Similarly to the handling of e.g. D2D, V2X, IAB, it seems appropriate for NCR authorization information to come from the UE subscription in the 5GC (a trusted source of information). Following this principle, it seems straightforward to add a codepoint to the context management signaling in NGAP, from the AMF to the gNB. This would take the form of an optional NCR Authorized IE:

NCR-Authorized ::= ENUMERATED {authorized, not-authorized, ...}
This IE would be included in the INITIAL CONTEXT SETUP REQUEST and the CONTEXT MODIFICATION REQUEST messages from the AMF to the gNB. 

Proposal 1: NCR authorization information needs to be sent from the AMF to the gNB; it seems straightforward to add an optional NCR Authorized IE (ENUMERATED {authorized, not-authorized, …}) to the INITIAL CONTEXT SETUP REQUEST and the CONTEXT MODIFICATION REQUEST messages in NGAP.
This information would be stored in the gNB in the UE context for the NCR-MT. Given that there are no mobility requirements for the NCR, no other NGAP or XnAP messages need to be impacted.

Proposal 2: Agree the TP in the Annex.
3 Conclusions and Proposals

Our observations and proposals are summarized below.

Observation 1: In RAN3 terms, the NCR-Fwd part can be considered as part of the gNB-DU.
Observation 2: There is no direct RAN3 impact from the control link itself.
Observation 3: If a pure OAM solution is envisaged for the NCR, there is no need to introduce any information over RRC or over network interfaces.
Observation 4: Controlling or authorizing the NCR via NAS from the AMF seems unfeasible.
Observation 5: For the gNB-CU to generate the appropriate information for the NCR over RRC, the gNB-CU needs to know it is talking to an NCR-MT (and not a regular UE); this requires authorization information to be received by the gNB from the AMF.
Proposal 1: NCR authorization information needs to be sent from the AMF to the gNB; it seems straightforward to add an optional NCR Authorized IE (ENUMERATED {authorized, not-authorized, …}) to the INITIAL CONTEXT SETUP REQUEST and the CONTEXT MODIFICATION REQUEST messages in NGAP.
Proposal 2: Agree the TP in the Annex.
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START OF CHANGES
8
Repeater management

[Editor's Note: This clause includes the aspect related to repeater management (i.e., identification and authorization) including the required assistance on other aspects.]
8.1
Solution on Repeater management

An NCR needs to be sent the appropriate side control information by the gNB. The gNB, then, needs to know that it is exchanging information with an NCR: in other words, the NCR needs to be authorized by the network and managed by the gNB to operate as an NCR and not as a regular UE.

The NCR-Fwd part can considered as part of the gNB (more precisely, of the gNB-DU). 
If a pure OAM solution is envisaged for repeater management, there is no need to introduce any information over RRC nor to identify/authorize the repeater from the network. This implementation-based solution is not precluded.
But for the gNB to generate the appropriate information for the NCR over RRC, the gNB needs to know it is talking to an NCR-MT and not a regular UE. Hence the need for authorization information.
Given the nature of the control information for the NCR, such information cannot be generated by the AMF as it is unaware of the radio conditions and radio management parameters handled in the RAN. Hence, controlling the NCR via NAS is unfeasible. For the same reason, authorization information cannot come from the AMF directly to the NCR , but it has to come from the AMF to the gNB.

It seems appropriate for NCR authorization information to come from the UE subscription in the 5GC (a trusted source of information).
8.2
Specification impacts

[Editor's Note: This clause includes the identified specification impacts for each solution based on the inputs from RAN2 and RAN3, it will be captured in clause.]
Following the principles highlighted in Sec. 8.1, it seems straightforward to add a codepoint to the context management signaling in NGAP, from the AMF to the gNB. This would take the form of an optional NCR Authorized IE:
NCR-Authorized ::= ENUMERATED {authorized, not-authorized, ...}
This IE is to be optionally included in the INITIAL CONTEXT SETUP REQUEST and the CONTEXT MODIFICATION REQUEST messages from the AMF to the gNB. 
This information is to be stored in the gNB with the UE context for the NCR-MT.
Given that there are no mobility requirements for the NCR, no other NGAP or XnAP messages need to be impacted.
END OF CHANGES
� Notice that RAN1 has been discussing OAM, transcending their ToR, in a continuing trend from other topics in recent releases. We believe this is not consistent with proper 3GPP ways of working.





