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Introduction
This contribution discusses the general aspects to enable IAB-node mobility.

Discussion
2.1 Authorization information for mobile IAB
In Rel-16/17, IAB authorization information is provided from CN to RAN. It is unclear whether a new authorization information for mobile IAB need to be introduced. SA2 TR ([2]) describes that the AMF needs to know whether an IAB is authorized to operate as a mobile IAB, so related policy may be applied. In addition, a mobile IAB may be operational in a roaming PLMN. 
This is also related to the issue about how to prevent a mobile IAB-node to connect with another mobile IAB-node. In case the IAB-donor knows that the parent node is a mobile IAB-node based on the mobile IAB authorized information for the MT of the parent IAB, which is received from CN, the IAB-donor may prevent a mobile IAB to connect with another mobile IAB. 
Proposal 1: RAN3 discuss whether need a new authorization information for mobile IAB.

2.2  Restriction to child-less mobile IAB nodes
The definition for the restriction of the supported topology was defined as follows, [1]:
· The mobile IAB-node should have no descendent IAB-nodes, i.e., it serves only UEs.
According to current IAB specifications, an IAB capable node (donor or IAB-node) advertises the IAB support by indicating that in the system information. If we assume that the IAB support is also indicated by the mobile IAB-node, the indication cannot be used by the mobile IAB-node to distinguish between fixed and mobile nodes. If, on the other hand, the mobile-IAB-node is not advertising IAB-support, another mobile IAB-node could not distinguish fixed nodes without IAB support from other mobile IAB-nodes. Therefore, Rel.17 specification is not sufficient to prevent mobile IAB-nodes to indicate another mobile IAB-node as the candidate target node. Of course, in case the IAB-donor knows an IAB-node is a mobile IAB-node (e.g. based on an RRC indication received from the mobile IAB-MT, or based on mobile IAB authorized information from the CN, etc), the IAB-donor may reject the mobile IAB-MT’s RRC access if the mobile IAB-MT is connecting with another mobile IAB cell. This may need to be first discussed in RAN2, e.g. whether mobile IAB advertise the IAB-support indication, whether the mobile IAB-MT indicate it is mobile IAB to IAB-donor, etc.
Proposal 2: RAN3 wait for RAN2 discussion and conclusions on the means to prevent mobile IAB-node to connect to another mobile IAB-node.

2.3. Capabilities of the serving RAN
Rel.16/17 IAB BH is based on BAP routing and BH RLC mapping. With single-hop topology the routing function becomes redundant in the mobile IAB node. Hence, some optimization for the BH link could be considered if reduction of e.g. protocol overhead and configuration requirements is desired.
Observation: There is room for BH link optimization due to the limitation to the single-hop topology.
Proposal 3: RAN3 (and RAN2) to study possibilities to optimize the BH link for single-hop scenario.
Another question the Rel.18 WI should consider is whether we can expect all serving donors to have full (Rel.16-18) IAB capabilities. As described in the WID, “The work on Mobile IAB in Rel-18 should focus on the scenario of mobile-IAB-nodes mounted on vehicles providing 5G coverage/capacity enhancement to onboard and/or surrounding UEs.” The vehicle may have pre-defined route, e.g. a bus, or may not have pre-defined route, e.g. a mobile command post for public safety. For the former case, required mobile-IAB upgrades should be done to all serving nodes in the area where the IAB-node is expected to move and where a connection setup for BH could happen. This may be feasible for the use cases where e.g. vehicles (train, bus, or similar) having a mobile IAB-node installed are moving in a predictable route, requiring upgrades to nodes only along that route. For the later case, the IAB-node may move in a (very) large geographical area, do we assume that all RAN nodes support mobile-IAB in that area?
It could be studied if a reduced set of IAB features in the existing RAN would be sufficient to support mobile IAB considering the single-hop limitation and/or to reduce the need and scale of upgrades in the serving RAN.
For example, if an operator have deployed gNBs (rather than RAN based on split CU-DU architecture), is it acceptable for operator to upgrade the deployed gNBs to support mobile IAB?
Proposal 4: Operator input is needed, e.g. whether upgrade all gNBs to support mobile IAB, considering the mobile IAB can go anywhere.

Conclusions
Following are the proposals for the general aspects for mobile IAB:
Proposal 1: RAN3 discuss whether need a new authorization information for mobile IAB.
Proposal 2: RAN3 wait for RAN2 discussion and conclusions on the means to prevent mobile IAB-node to connect to another mobile IAB-node.
Proposal 3: RAN3 (and RAN2) to study possibilities to optimize the BH link for single-hop scenario.
Proposal 4: Operator input is needed, e.g. whether upgrade all gNBs to support mobile IAB, considering the mobile IAB can go anywhere. 
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