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1. Introduction 
In the last RAN plenary meeting #96, a study on requirements on use cases for network verified UE location for Non-Terrestrial-Networks (NTN) in NR [1] aiming at analysing the regulatory requirements (e.g. accuracy, privacy, reliability, latency) in terms of UE location service for a set of use cases/services (i.e. emergency call, lawful intercept, public warning, charging/billing) has been completed. The study identified the need for network-verified UE location solution and the related requirements. 

2. Discussion 
2.1 WID Background
With NTN, it is possible to deploy very large cells, covering possibly different countries, with the different core networks for the various countries connected to the same NTN RAN (Multi Operator Core Network sharing scenario). In such a scenario, it may not always be possible to correctly determine the appropriate core network for a connecting UE, especially close to country borders, because the serving cell information may not be enough.
Furthermore, a malicious UE might "fake" its selected PLMN in order to attempt connecting to a different core network. 
The UE may send GNSS measurements to the RAN over RRC, but this has at least the following drawbacks:
-	The UE reported location information  (for example determined with its GNSS receiver), could be erroneous due to intentional (e.g. maliciously tampering by user or by 3rd party) or unintentional (e.g. interference) causes, hence it cannot be considered trusted by network operators. 
-	Sending GNSS measurements over RRC before AS security is set up raises security and privacy issues.
Because of the above, relying only on signalling GNSS measurements over RRC is not considered a viable solution to this issue.
Some further observations:
a)	At least some of the information the UE supplies to the network will have to be considered as trusted, to avoid extreme conclusions (at least RRC measurements cannot be faked); 
b)	Core networks connecting to the same shared RAN will always require some degree of common coordination / configuration: this is typically the case for network sharing (especially MOCN). For NTN, this may include e.g. specific timer settings/behaviour for UE connection attempts;
c)	Due to mere traffic load considerations, it may not be desirable to cover whole portions of a continent, including multiple countries, with a single cell. Therefore, in real deployments the served cell information may typically be more granular than in the extreme case envisaged so far.
The above has been deemed sufficient to mitigate the issue in Rel-17.

That being said, A 5G system with satellite access shall be able to determine a UE's location in order to provide service (e.g. route traffic, public warning system, lawful interception, emergency services,…) in accordance with the governing national or regional regulatory requirements applicable to that UE.
Because of this, even when providing services over entire continents with NTN, there is no “globally harmonized” set of requirements that overrules local ones. This is also valid for UE location information. In this respect, there is no difference between NTN and terrestrial networks.
Because of the above, for NTN the same required granularity for UE location information estimated via GNSS should be considered as for terrestrial networks.
2.2 Hypothesis 
According to [2], the UE location information is considered verified if the reported UE location is consistent with the network based assessment within 5-10 km (similar to terrestrial network macro cell size), enabling country discrimination and selection of an appropriate core network in order to support all the regulatory services (i.e. emergency call, lawful intercept, public warning, charging/billing).
The solution should not impact significantly the latency of the targeted services nor infringe privacy requirements that apply to the UE location.
The study which will evaluate solutions for the network to verify UE reported location information, shall consider the following aspects:
-	The scenario of single satellite (or HAPS) in view by the UE at a time is considered with higher priority.
-	Multiple satellite (or HAPS) in view by the UE may be considered if time allows
-	Assume that the UE is attached to a network (so that its context has been set up in the network) for the purpose of positioning
-	Different solutions or positioning methods for NGSO, GSO or HAPS are not precluded
-	When considering solutions based on positioning methods, existing 3GPP defined RAT dependent positioning methods shall be considered as baseline. Other methods are not precluded.
-	Solutions using existing NG-RAN architecture and procedures shall be considered
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Figure 45 - G LCS architecture
As depicted in the figure above, In 5G-NR, the LMF receives measurements information from the NG-RAN and the UE, via the AMF to compute the position of the UE. The LMF configures the UE using the LTE Positioning Protocol LPP via the AMF. The LMF configures the NG-RAN using the NR Positioning Protocol A NRPPa, NG-RAN configures the UE using RRC protocol over NR-Uu.
Proposal 1: RAN3 to decide if the verification of the UE location shall be performed in the NG-RAN or in the 5GCN for UEs attached to a NTN
3. Conclusion
Proposal 1: RAN3 to decide if the verification of the UE location shall be performed in the NG-RAN or in the 5GCN for UEs attached to a NTN
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