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1 Introduction

CB: # 54_SIB15

- Check the necessity of SIB15 system information from DU to CU

- Provide the stage3 CR if agreeable

- Check details of R3-223594
- CRs need unique TEI identifier

(HW - moderator)

Summary of offline disc R3-223748
2 For the Chairman’s Notes
Propose the following:
Agree R3-223835 (revision of R3-223593), and R3-223836 (revision of R3-223594)
3 Discussion (Round 1)
Based on the online discussion, the stage 2 CR R3-223594 seems agreeable. Hence the discussion focuses on the stage 3 CR R3-223593, with the following two issues as follows. 
· Issue 1: whether the CU should be aware of the SIB15 disaster information of its connected DUs/Cells?  
· Issue 2: how the CU should acquire the SIB15, from the DU, or from its own OAM?  
3.1 Issue 1: whether the CU should be aware of the SIB15 disaster information of its connected DUs/Cells?
According to the comments online, the moderator think that we can first agree that the CU should have the knowledge of this feature, from a feature awareness perspective. 
Then about how the CU supports the disaster roaming, the moderator think that the CU can act, the same as the non-disaggregated node case to support the disaster roaming. For example, the CU can have PLMN specific handlings or strategies for PLMNs providing the disaster roaming. Another example, is that the CU can decide how to set UAC Assistance Information taken disaster roaming, into account.  This can be left to the RRM proprietary mechanisms. 
Proposal 1: The CU should be aware of the disaster roaming information of its connected DUs/cells. 
Proposal 2: The detailed handlings of the disaster roaming at the CU can be left to the RRM proprietary mechanisms.  
Question #1: Please provide your views on proposals above, e.g., are they agreeable (yes or no) or why.

	Company
	Comment

	Huawei
	Agree

	ZTE
	Agree

	China Telecom
	Yes, DU signalling SIB15 to CU should be supported. 

	Qualcomm
	We do not see a use case where the SIB15 information would be used in CU. However, we don’t see a harm in CU knowing it. We think it may be a solution for a futuristic use case. We have a neutral view on this proposal.

	Nokia
	RAN3 has followed common practice to exchange and signal the SIB informations between the two nodes. DU indicates its SIBs and CU also informs its own SIBs as well. We see no reason to refrain from this practice, and as indicated by Huawei, this information can be of use for the CU as well based on implementation.

	Deutsche Telekom
	Agree (same principle as for other SIBs from DU)

	CATT
	Agree

	Ericsson
	We need to clarify that there is no such principle according to which information are signalled if there is no functionality behind. If agreements following this principle have been taken in RAN3 in the past, they should not be taken as reference and perhaps they should be revisited. Every piece of information should be signalled for a purpose.

With this in mind, and after further evaluation, we agree that it could be useful for the gNB-CU to be aware of the content of SIB15. This is because TS23.501 states the following with respect to disaster roaming:

5.40.6     Prevention of signalling overload related to Disaster Condition and Disaster Roaming service
The load control, congestion and overload control mechanism specified in clause 5.19 and access control and barring specified in clause 5.2.5 can be used to mitigate the load caused by UE requesting the Disaster Roaming service in the PLMN providing Disaster Roaming service and returning of UE to allowable PLMN when Disaster Condition is no longer applicable.
To prevent signalling overload in PLMN providing Disaster Roaming, the HPLMN or registered PLMN:
-    may provide the UE in a prioritized manner with the list of PLMNs described in clause 5.40.2 for Disaster Roaming;
-    may provide disaster roaming wait range information to control when the UE can initiate the registration for Disaster Roaming service upon arriving in the PLMN providing Disaster Roaming service as specified in TS 23.122 [17] and TS 24.501 [47]; and
-    applies Access Identity 3 for Disaster Roaming service request as specified in TS 24.501 [47].
Therefore, it may be useful for the gNB-CU to know which gNB-DU and PLMN is enabled for disaster roaming, so to be able to set UAC assistance information over F1.

We suggest that the latter explanation is added in the reason for changes as a possible use of SIB15 at the gNB-CU. Please see a new version of R3-223593 including these corrections



	Nokia
	As indicated earlier we think there is a framework agreed in RAN3 that DI indicates their SIBs and CU indicates their SiBs to each node. In that sense this is not a special case.

If there is request to add the explanation above that is fine, but we would try to avoid having similar discussions at every release for every SIB where DU is in charge,




Moderator summary: 

Then we can conclude that the CU should be aware of the disaster roaming information of its connected DUs/cells. And the reason for change of the stage 3 CR can be updated with Ericsson’s comments. 
See the proposal in section 2. 
3.2 Issue 2: how the CU should acquire the SIB15, from the DU, or from its own OAM?  

First, the moderator checks current F1AP stage 2 and stage 3 specifications (copied as follows). It can be observed that:  
· the DU is responsible for the encoding MIB, SIB1, SIB10, SIB12, SIB13, SIB14, SIB17;
· the DU includes all the above MIB/SIBs in the gNB-DU System Information IE. 
Then for the specific SIB15 encoded by the DU, it seems necessary for the DU to report to the CU. 

Observation: Currently all the MIB/SIBs generated by the DU is signalled to the CU in the gNB-DU System Information. 

	5.2.2
System Information management function In TS 38.470 v17.0.0,
……
The gNB-DU is responsible for the encoding of the NR-MIB message. In case broadcast of SIB1 and other SIBs is needed, the gNB-DU is responsible for the encoding of the SIB1 message, SIB10, SIB12, SIB13, SIB14 and SIB17 and the gNB-CU is responsible for the encoding of other SIBs. The gNB-DU may re-encode SIB9. The gNB-DU is responsible for the generation of the SystemInformation message.

	9.3.1.18
gNB-DU System Information in TS 38.473 v17.0.0
This IE contains the system information generated by the gNB-DU.

IE/Group Name

Presence

Range

IE type and reference

Semantics description

Criticality

Assigned Criticality

MIB message

M

OCTET STRING

MIB message, as defined in subclause 6.2.2 in TS 38.331 [8].

-
SIB1 message

M

OCTET STRING

SIB1 message, as defined in subclause 6.2.2 in TS 38.331 [8].

-
SIB12 message
O
OCTET STRING

SIB12, as defined in subclause 6.3.1 in TS 38.331 [8].

YES
Ignore
SIB13 message
O
OCTET STRING

SIB13, as defined in subclause 6.3.1 in TS 38.331 [8].

YES
Ignore
SIB14 message
O
OCTET STRING

SIB14, as defined in subclause 6.3.1 in TS 38.331 [8].

YES
ignore
SIB10 message
O
OCTET STRING

SIB10, as defined in subclause 6.3.1 in TS 38.331 [8].

YES
ignore
SIB17 message
O

OCTET STRING

SIB17, as defined in subclause 6.3.1 in TS 38.331 [8]

YES
ignore



Second, in the latest BLCR in 38.331 v17.0.0, the descriptions of SIB15 are given as below:

	–
SIB15
SIB15 contains configurations of disaster roaming information.
SIBX information element
-- ASN1START

-- TAG-SIBX-START

SIBX-r17 ::=                      SEQUENCE {


commonPLMNsWithDisasterCondition-r17
SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-Identity




OPTIONAL,

-- Need R


applicableDisasterInfoList-r17


SEQUENCE (SIZE (1..maxPLMN)) OF ApplicableDisasterInfo-r17
OPTIONAL, 

-- Need R


lateNonCriticalExtension



OCTET STRING                                   




OPTIONAL,


...

}

ApplicableDisasterInfo-r17
::= CHOICE {


noDisasterRoaming-r17

NULL,


oneBitApproach-r17


NULL,

-- The semantics for this approach is pending CT1 progress


commonPLMNs-r17



NULL,


dedicatedPLMNs-r17


SEQUENCE (SIZE (1..maxPLMN)) OF PLMN-Identity

}

-- TAG-SIBX-STOP

-- ASN1STOP

SIBX field descriptions
commonPLMNsWithDisasterCondition

A list of PLMN(s) with disaster conditions which can be commonly applicable to the PLMNs sharing the cell.
applicableDisasterInfoList

A list indicating the applicable disaster information for the networks indicated in plmn-IdentityList and npn-IdentityList-r16. The network indicates in this list one entry for each entry of plmn-IdentityList, followed by one entry for each entry of npn-IdentifyList-r16, meaning that this list will have as many entries as the number of entries of the combination of plmn-IdentityList and npn-IdentifyList-r16. The first entry in this list indicates the disaster information applicable for the network(s) in the first entry of plmn-IdentityList/npn-IdentityList-r16, the second entry in this list indicates the disaster information applicable for the network(s) in the second entry of plmn-IdentityList/npn-IdentityList-r16, and so on. Each entry in this list can either be having the value noDisasterRoaming, oneBitApproach, commonPLMNs, or dedicatedPLMNs. If an entry in this list takes the value noDisasterRoaming, disaster roaming is not allowed for this network(s). If an entry in this list takes the value oneBitApproach, [TBD what happens]. If an entry in this list takes the value commonPLMNs, the PLMN(s) with disaster conditions indicated in the field commonPLMNsWithDisasterCondition apply for this entry. If an entry in this list contains the value dedicatedPLMNs, the listed PLMN(s) are the PLMN(s) with disaster conditions that apply to the network(s) corresponding to this entry. For SNPNs, the network indicates the value noDisasterRoaming.



As analysed in R3-223592, it can be observed that in the SIB15 is very complicated, it includes: 

· a set of PLMNs with disaster conditions, which is commonly applicable to the PLMNs sharing the cell; 

· a choice architecture including noDisasterRoaming, oneBitApproach, commonPLMNs etc. 

· a list of applicableDisasterInfoList, each entry corresponding to one entry of  plmn-IdentityList/ npn-IdentifyList-r16, shall include its own applicable disaster information. 
Meanwhile RAN2 in parallel is discussing to update the descriptions of oneBitApproach in [AT118-e][047] based on CT1 progress. 
So basically we think it is very hard and cumbersome for the CU OAM itself to configure disaster roaming information per cell or even per PLMN level. Also consider different cells/DUs may have different roaming disaster configurations, it seems impossible. Hence the simple approach is for the DU to report SIB15 to the CU, the same as other MIB/SIBs. 
Proposal  3: The CU should acquire the SIB15 included in the gNB-DU System Information from the DU.

Question #2: Please provide your views on proposal above, e.g., are agreeable (yes or no) or why, or possible suggestions to the CR in R3-223593. 
	Company
	Comment

	Huawei
	Yes. 

	ZTE
	Yes

	China Telecom
	Yes

	Qualcomm
	Ok with changes to R3-223594. Neutral to changes in R3-223593. 

	Nokia
	Both Stage 2 and Stage 3 proposed CRs are acceptable.

	Deutsche Telekom
	Fine with both CRs

	CATT
	Yes

	Ericsson
	We are fine with both CRs, see our revision of stage 3. Please add Ericsson as cosigner to Stage 2, if possible

	Nokia
	We can also support co-signing of both Stage 2 and 3 (including E// reasoning).


Moderator summary: 

The stage 3 CR can be agreed with the change. See the proposal in section 2. 
4 Conclusion, Recommendations

TBD
5 References

	R3-223592
	Supporting the disaster roaming information (Huawei, Orange, China Unicom)
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E///: 3594 is fine. Why does CU need the SIB15 infor from DU? CU and CU should be configured without confusion, SIB15 includes static information

Nok, SS: It’s DU should generate the SIB15. Fine with both CRs. The principle from R15 is that if the SIBX is generated by DU, it should be sent to CU

HW: The CU can do some updated based on it’s own strategy. Without stage3 CR, it breaks the principle we made since R15. Similar as SIB10.

E///: Similar proposals are proposed in NTN: R3-223236/R3-223237
CB: # 54_SIB15

- Check the necessity of SIB15 system information from DU to CU

- Provide the stage3 CR if agreeable

- Check details of R3-223594
- CRs need unique TEI identifier

(HW - moderator)
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