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//////////////////////////////////////////////////////////////irrelevant operations skipped/////////////////////////////////////////////////////////////////////
8.7.4
SgNB Addition Preparation

8.7.4.1
General

The purpose of the SgNB Addition Preparation procedure is to request the en-gNB to allocate resources for EN-DC connectivity operation for a specific UE.
The procedure uses UE-associated signalling.

8.7.4.2
Successful Operation
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Figure 8.7.4.2-1: SgNB Addition Preparation, successful operation

The MeNB initiates the procedure by sending the SGNB ADDITION REQUEST message to the en-gNB. When the MeNB sends the SGNB ADDITION REQUEST message, it shall start the timer TDCprep.
The allocation of resources according to the values of the Allocation and Retention Priority IE included in the Full E-RAB Level QoS Parameters IE or in the Requested MCG E-RAB Level QoS Parameters IE or in the Requested SCG E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup procedure in TS 36.413 [4].
If the SGNB ADDITION REQUEST message contains the Serving PLMN IE, the en-gNB may use it for RRM purposes.

If the SGNB ADDITION REQUEST message contains the Expected UE Behaviour IE, the en-gNB shall, if supported, store this information and may use it to optimize resource allocation.

If the SGNB ADDITION REQUEST message contains the Handover Restriction List IE, the en-gNB node shall, if supported, store this information and use it to select an appropriate NR cell.

If the SGNB ADDITION REQUEST message contains the MeNB Resource Coordination Information IE, the en-gNB should forward it to lower layers and it may use it for the purpose of resource coordination with the MeNB, or to coordinate with sidelink resources used in the MeNB. The en-gNB shall consider the received UL Coordination Information IE value valid until reception of a new update of the IE for the same UE. The en-gNB shall consider the received DL Coordination Information IE value valid until reception of a new update of the IE for the same UE. If the MeNB Coordination Assistance Information IE is contained in the MeNB Resource Coordination Information IE, the en-gNB shall, if supported, use the information to determine further coordination of resource utilisation between the en-gNB and the MeNB.

The en-gNB shall choose the ciphering algorithm based on the information in the NR UE Security Capabilities IE and locally configured priority list of AS encryption algorithms and apply the key indicated in the SgNB Security Key IE as specified in the TS 33.401 [18].

If the SGNB ADDITION REQUEST message contains the Subscriber Profile ID for RAT/Frequency Priority IE, the en-gNB may use it for RRM purposes.

If the SGNB ADDITION REQUEST message contains the Additional RRM Policy Index IE, the en-gNB may use it for RRM purposes.

The en-gNB shall search for the target NR cell among the NR neighbour cells of the E-UTRAN cell indicated in MeNB Cell ID IE, as specified in the TS 37.340 [32].
If the Masked IMEISV IE is contained in the SGNB ADDITION REQUEST message the en-gNB shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

The en-gNB shall report to the MeNB, in the SGNB ADDITION REQUEST ACKNOWLEDGE message, the result for all the requested E-RABs in the following way:

-
a list of E-RABs which are successfully established shall be included in the E-RABs Admitted To Be Added List IE;

-
a list of E-RABs which failed to be established shall be included in the E-RABs Not Admitted List IE.
NOTE:
The MeNB may trigger the SgNB Addition Preparation procedure in the course of the Inter-MeNB handover without SgNB change procedure as described in TS 37.340 [32]. The deleted E-RABs are not included in the E-RABs To Be Added List IE in the SGNB ADDITION REQUEST message, from MeNB point of view. If the en-gNB reports a certain E-RAB to be successfully established, respective SCG resources, from an en-gNB point of view, may be actually successfully established or modified or kept; if a certain E-RAB is reported to be failed to be established, respective SCG resources, from an en-gNB point of view, may be actually failed to be established or modified or kept.

For each E-RAB successfully established in the en-gNB, the en-gNB shall report to the MeNB, in the SGNB ADDITION REQUEST ACKNOWLEDGE message, the same value in the EN-DC Resource Configuration IE as received in the SGNB ADDITION REQUEST message.

For each E-RAB for which allocation of the PDCP entity is requested at the en-gNB:
-
the MeNB may propose to apply forwarding of downlink data by including the DL Forwarding IE within the E-RABs To be Added Item IE of the SGNB ADDITION REQUEST message. For each E-RAB that it has decided to admit, the en-gNB may include the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs Admitted To Be Added Item IE of the SGNB ADDITION REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this bearer. This GTP tunnel endpoint may be different from the corresponding GTP tunnel endpoint, i.e the information contained in the Transport Layer Address IE and the DL GTP TEID IE in the E-RAB To Be Modified List IE of the E-RAB MODIFICATION INDICATION message (see TS 36.413 [4]) depending on implementation choice;

-
the en-gNB may include for each bearer in the E-RABs Admitted To Be Added List IE the UL Forwarding GTP Tunnel Endpoint IE to indicate that it requests data forwarding of uplink packets to be performed for that bearer.
-
the en-gNB shall use the S1 UL GTP Tunnel Endpoint IE of the SGNB ADDITION REQUEST message as the UL S1-U address.

-
the MeNB shall use the SgNB UL GTP Tunnel Endpoint at PDCP IE of the SGNB ADDITION REQUEST ACKNOWLEDGE message as the UL X2-U address.
-
if the SGNB ADDITION REQUEST message contains for an E-RAB to be added which is requested to be configured with MCG resources the MeNB DL GTP Tunnel Endpoint at MCG IE the en-gNB shall use it as the DL X2-U address for delivery of DL PDCP PDUs.
-
the en-gNB shall include in the SGNB ADDITION REQUEST ACKNOWLEDGE message the S1 DL GTP Tunnel Endpoint at the SgNB IE.

-
the en-gNB shall include in the SGNB ADDITION REQUEST ACKNOWLEDGE message the RLC Mode IE.

-
the en-gNB may include for each bearer in the E-RABs Admitted To Be Added List IE in the SGNB ADDITION REQUEST ACKNOWLEDGE the PDCP SN Length IE to indicate the PDCP SN length for that bearer.

-
If the RLC Mode IE is included for an E-RAB within the E-RABs To be Added List IE in the SGNB ADDITION REQUEST message, it indicates the mode that the MeNB used for the E-RAB when it was hosted at the MeNB.

-
If the Bearer Type IE for the concerned E-RAB is received by the en-gNB and is set to "non IP", the en-gNB shall, if supported, not perform IP header compression for the concerned E-RAB. 

-
If the Ethernet Type IE for the concerned E-RAB is received by the en-gNB and is set to "True", the en-gNB shall, if supported, take this into account to perform header compression appropriately for the concerned E-RAB.
-
If the Security Indication IE is not included for the concerned E-RAB, the en-gNB shall, if supported and if EIA7 in the UE Security Capabilities IE indicates that the UE supports user plane integrity protection with EPC, apply the user plane integrity protection for the concerned E-RAB based on the information in the NR UE Security Capabilities IE using the locally configured UP integrity protection policy as specified in TS 33.401 [8]. 
//////////////////////////////////////////////////////////////irrelevant operations skipped/////////////////////////////////////////////////////////////////////
8.7.6
MeNB initiated SgNB Modification Preparation

8.7.6.1
General

This procedure is used to enable an MeNB to request an en-gNB to modify the UE context at the en-gNB, or to query the current SCG configuration for supporting delta signalling in MeNB initiated SgNB change, or to provide the S-RLF-related information to the en-gNB.

The procedure uses UE-associated signalling.

8.7.6.2
Successful Operation
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Figure 8.7.6.2-1: MeNB initiated SgNB Modification Preparation, successful operation
The MeNB initiates the procedure by sending the SGNB MODIFICATION REQUEST message to the en-gNB. When the MeNB sends the SGNB MODIFICATION REQUEST message, it shall start the timer TDCprep.

The SGNB MODIFICATION REQUEST message may contain:

-
within the UE Context Information IE (if the modification of the UE context at the en-gNB is requested);

-
E-RABs to be added within the E-RABs To Be Added Item IE;

-
E-RABs to be modified within the E-RABs To Be Modified Item IE;

-
E-RABs to be released within the E-RABs To Be Released Item IE;

-
the SgNB UE Aggregate Maximum Bit Rate IE;

-
the MeNB to SgNB Container IE;

-
the SCG Configuration Query IE;

-
the MeNB Resource Coordination Information IE;

-
the Requested split SRBs IE;

-
the Requested split SRBs release IE;

-
the Requested fast MCG recovery via SRB3 IE;

-
the Requested fast MCG recovery via SRB3 Release IE.
If the SGNB MODIFICATION REQUEST message contains the Serving PLMN IE, the en-gNB may use it for RRM purposes.

If the SGNB MODIFICATION REQUEST message contains the Handover Restriction List IE, the en-gNB shall
-
replace the previously provided Handover Restriction List by the received Handover Restriction List in the UE context;

-
use this information to select an appropriate NR cell.

If the SgNB UE Aggregate Maximum Bit Rate IE is included in the SGNB MODIFICATION REQUEST message, the en-gNB shall:

-
replace the previously provided SgNB UE Aggregate Maximum Bit Rate by the received SgNB UE Aggregate Maximum Bit Rate in the UE context;

-
use the received SgNB UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE as defined in TS 37.340 [32].

The allocation of resources according to the values of the QCI IE, Allocation and Retention Priority IE or GBR QoS Information IE included in the Full E-RAB Level QoS Parameters IE or in the Requested SCG E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup procedure in TS 36.413 [4].

If the SGNB MODIFICATION REQUEST message contains the MeNB Resource Coordination Information IE, the en-gNB should forward it to lower layers and it may use it for the purpose of resource coordination with the MeNB, or to coordinate with sidelink resources used in the MeNB. The en-gNB shall consider the received UL Coordination Information IE value valid until reception of a new update of the IE for the same UE. The en-gNB shall consider the received DL Coordination Information IE value valid until reception of a new update of the IE for the same UE. If the MeNB Coordination Assistance Information IE is contained in the MeNB Resource Coordination Information IE, the en-gNB shall, if supported, use the information to determine further coordination of resource utilisation between the en-gNB and the MeNB.

If at least one of the requested modifications is admitted by the en-gNB, the en-gNB shall modify the related part of the UE context accordingly and send the SGNB MODIFICATION REQUEST ACKNOWLEDGE message back to the MeNB.

The en-gNB shall include the E-RABs for which resources have been either added or modified or released at the en-gNB either in the E-RABs Admitted To Be Added List IE or the E-RABs Admitted To Be Modified List IE or the E-RABs Admitted To Be Released List IE. The en-gNB shall include the E-RABs that have not been admitted in the E-RABs Not Admitted List IE with an appropriate cause value.

For each E-RAB successfully established or modified or released in the en-gNB, the en-gNB shall report to the MeNB, in the SGNB MODIFICATION REQUEST ACKNOWLEDGE message, the same value in the EN-DC Resource Configuration IE as received in the SGNB MODIFICATION REQUEST message.

The en-gNB shall, if included, choose the ciphering algorithm based on the information in the NR UE Security Capabilities IE and locally configured priority list of AS encryption algorithms and apply the key indicated in the SgNB Security Key IE as specified in the TS 33.401 [18].

For each E-RAB for which allocation of the PDCP entity is requested at the en-gNB:

-
if applicable, the MeNB may propose to apply forwarding of downlink data by including the DL Forwarding IE within the E-RABs To Be Added Item IE of the SGNB MODIFICATION REQUEST message. For each E-RAB that it has decided to admit, the en-gNB may include the DL Forwarding GTP Tunnel Endpoint IE within the E-RABs Admitted To Be Added Item IE of the SGNB MODIFICATION REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this bearer. The MeNB may also provide for an applicable E-RAB to be released the DL Forwarding GTP Tunnel Endpoint IE and the UL Forwarding GTP Tunnel Endpoint IE within the E-RABs To Be Released Item IE of the SGNB MODIFICATION REQUEST message.
-
if applicable, the en-gNB may include for each bearer in the E-RABs Admitted To Be Added List IE in the SGNB MODIFICATION REQUEST ACKNOWLEDGE message the UL Forwarding GTP Tunnel Endpoint IE to indicate that it requests data forwarding of uplink packets to be performed for that bearer.

-
if applicable, the en-gNB may include for each bearer in the E-RABs Admitted To Be Modified List IE which is configured with the SN terminated split bearer option in the SGNB MODIFICATION REQUEST ACKNOWLEDGE message the UL Configuration IE to indicate that the MCG UL configuration of the UE has changed.

-
if applicable, the en-gNB may include for each bearer in the E-RABs Admitted To Be Added List IE in the SGNB MODIFICATION REQUEST ACKNOWLEDGE message the UL PDCP SN Length IE and the DL PDCP SN Length IE to indicate the PDCP SN length for that bearer.

-
If the Bearer Type IE for the concerned E-RAB is received by the en-gNB and is set to"non IP", then the en-gNB shall, if supported, not perform IP header compression for the concerned E-RAB.

-
If the Ethernet Type IE for the concerned E-RAB is received by the en-gNB and is set to "True", the en-gNB shall take this into account to perform header compression appropriately for the concerned E-RAB.
-
If the Security Indication IE is not included for the concerned E-RAB, the en-gNB shall, if supported and if EIA7 in the UE Security Capabilities IE indicates that the UE supports user plane integrity protection with EPC, apply the user plane integrity protection for the concerned E-RAB based on the information in the NR UE Security Capabilities IE using the locally configured UP integrity protection policy as specified in TS 33.401 [8]. 

//////////////////////////////////////////////////////////////irrelevant operations skipped/////////////////////////////////////////////////////////////////////
9.1.4
Messages for E-UTRAN-NR Dual Connectivity Procedures

//////////////////////////////////////////////////////////////irrelevant operations skipped/////////////////////////////////////////////////////////////////////
9.1.4.1
SGNB ADDITION REQUEST

This message is sent by the MeNB to the en-gNB to request the preparation of resources for EN-DC operation for a specific UE
Direction: MeNB ( en-gNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the MeNB
	YES
	reject

	NR UE Security Capabilities
	M
	
	9.2.107
	
	YES
	reject

	SgNB Security Key
	M
	
	9.2.101
	The S-KgNB which is provided by the MeNB, see TS 33.401 [18].
	YES
	reject

	SgNB UE Aggregate Maximum Bit Rate
	M
	
	UE Aggregate Maximum Bit Rate
9.2.12
	The UE Aggregate Maximum Bit Rate is split into MeNB UE Aggregate Maximum Bit Rate and SgNB UE Aggregate Maximum Bit Rate which are enforced by MeNB and en-gNB respectively.
	YES
	reject

	Selected PLMN
	O
	
	PLMN Identity

9.2.4
	The selected PLMN of the SCG in the en-gNB.
	YES
	ignore

	Handover Restriction List
	O
	
	9.2.3
	
	YES
	ignore

	E-RABs To Be Added List
	
	1
	
	
	YES
	reject

	>E-RABs To Be Added Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>DRB ID
	M
	
	9.2.122
	
	–
	

	>>EN-DC Resource Configuration
	M
	
	EN-DC Resource Configuration
9.2.108
	Indicates the PDCP and Lower Layer MCG/SCG configuration.
	–
	

	>>CHOICE Resource Configuration
	M
	
	
	
	
	

	>>>PDCP present in SN 
	
	
	
	This choice tag is used if the PDCP at SgNB IE in the EN-DC Resource Configuration IE is set to the value "present".
	
	

	//////////////////////////////////////////////////////////////irrelevant operations skipped/////////////////////////////////////////////////////////////////////

	>>>PDCP not present in SN
	
	
	
	This choice tag is used if the PDCP at SgNB IE in the EN-DC Resource Configuration IE is set to the value "not present".
	
	

	//////////////////////////////////////////////////////////////irrelevant operations skipped/////////////////////////////////////////////////////////////////////

	Conditional PSCell Addition Information Request
	O
	
	
	
	YES
	reject

	>Maximum Number of PSCells To Prepare
	M
	
	INTEGER (1..8, …)
	Indicates the maximum number of PSCells that the target may prepare.
	–
	

	>Estimated Arrival Probability
	O
	
	INTEGER (1..100)
	Indicates the arrival probability for the UE towards the candidate target en-gNB.
	–
	

	UE Security Capabilities
	C-ifPDCPatSgNB
	
	9.2.29
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256.


	Condition
	Explanation

	ifMCGandSCGpresent
	This IE shall be present if, for the E-RAB requested to be added, the MCG resources and SCG resources IEs in the EN-DC Resource Configuration IE are set to the value "present".

	ifMCGpresent
	This IE shall be present if, for the E-RAB requested to be added, the MCG resources IE in the EN-DC Resource Configuration IE is set to the value "present".

	C-ifMCGandSCGpresent_GBR
	This IE shall be present if, for the E-RAB requested to be added, the MCG resources and SCG resources IEs in the EN-DC Resource Configuration IE are set to the value "present", and GBR QoS Information IE is present in  Full E-RAB Level QoS Parameters IE.

	ifPDCPatSgNB
	This IE shall be present if the PDCP at SgNB IE in the EN-DC Resource Configuration IE is set to "present" for at least one of E-RAB(s) requested to be added.


//////////////////////////////////////////////////////////////irrelevant operations skipped/////////////////////////////////////////////////////////////////////
9.1.4.5
SGNB MODIFICATION REQUEST

This message is sent by the MeNB to the en-gNB to request the preparation to modify en-gNB resources for a specific UE, to query for the current SCG configuration, or to provide the S-RLF-related information to the en-gNB.

Direction: MeNB ( en-gNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	MeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the MeNB.
	YES
	reject

	SgNB UE X2AP ID
	M
	
	en-gNB UE X2AP ID

9.2.100
	Allocated at the en-gNB.
	YES
	reject

	Cause
	M
	
	9.2.6
	
	YES
	ignore

	Selected PLMN
	O
	
	PLMN Identity

9.2.4
	The selected PLMN of the SCG in the en-gNB.
	YES
	ignore

	Handover Restriction List
	O
	
	9.2.3
	
	YES
	ignore

	SCG Configuration Query 
	O
	
	9.2.103
	
	YES
	ignore

	UE Context Information
	
	0..1
	
	
	YES
	reject

	>NR UE Security Capabilities
	O
	
	9.2.107
	
	–
	

	>SgNB Security Key
	O
	
	9.2.101
	
	–
	

	//////////////////////////////////////////////////////////////irrelevant operations skipped/////////////////////////////////////////////////////////////////////

	>Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.25
	
	YES
	ignore

	>Additional RRM Policy Index
	O
	
	9.2.25a
	
	YES
	ignore

	>UE Security Capabilities
	O
	
	9.2.29
	
	YES
	ignore

	MeNB to SgNB Container
	O
	
	OCTET STRING
	Includes the CG-ConfigInfo message as defined in TS 38.331 [31].
	YES
	reject
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9.3.4
PDU Definitions

//////////////////////////////////////////////////////////////irrelevant operations skipped/////////////////////////////////////////////////////////////////////
-- **************************************************************

--

-- SGNB ADDITION REQUEST

--

-- **************************************************************

SgNBAdditionRequest ::= SEQUENCE {


protocolIEs

ProtocolIE-Container {{SgNBAdditionRequest-IEs}},


...

}

SgNBAdditionRequest-IEs X2AP-PROTOCOL-IES ::= {


{ ID id-MeNB-UE-X2AP-ID






CRITICALITY reject
TYPE UE-X2AP-ID









PRESENCE mandatory}|


{ ID id-NRUESecurityCapabilities




CRITICALITY reject
TYPE NRUESecurityCapabilities




PRESENCE mandatory}|


{ ID id-SgNBSecurityKey






CRITICALITY reject
TYPE SgNBSecurityKey








PRESENCE mandatory}|


{ ID id-SgNBUEAggregateMaximumBitRate


CRITICALITY reject
TYPE UEAggregateMaximumBitRate




PRESENCE mandatory}|


{ ID id-SelectedPLMN







CRITICALITY ignore
TYPE PLMN-Identity








PRESENCE optional}|


{ ID id-HandoverRestrictionList




CRITICALITY ignore
TYPE HandoverRestrictionList





PRESENCE optional}|


{ ID id-E-RABs-ToBeAdded-SgNBAddReqList


CRITICALITY reject
TYPE E-RABs-ToBeAdded-SgNBAddReqList


PRESENCE mandatory}|


{ ID id-MeNBtoSgNBContainer





CRITICALITY reject
TYPE MeNBtoSgNBContainer







PRESENCE mandatory}|


{ ID id-SgNB-UE-X2AP-ID






CRITICALITY reject
TYPE SgNB-UE-X2AP-ID








PRESENCE optional}|


{ ID id-ExpectedUEBehaviour





CRITICALITY ignore
TYPE ExpectedUEBehaviour







PRESENCE optional}|


{ ID id-MeNB-UE-X2AP-ID-Extension



CRITICALITY reject
TYPE UE-X2AP-ID-Extension






PRESENCE optional}|


{ ID id-RequestedSplitSRBs





CRITICALITY reject
TYPE SplitSRBs









PRESENCE optional}|


{ ID id-MeNBResourceCoordinationInformation

CRITICALITY ignore
TYPE MeNBResourceCoordinationInformation

PRESENCE optional}|


{ ID id-SGNB-Addition-Trigger-Ind



CRITICALITY reject
TYPE SGNB-Addition-Trigger-Ind




PRESENCE optional}|


{ ID id-SubscriberProfileIDforRFP



CRITICALITY ignore
TYPE SubscriberProfileIDforRFP




PRESENCE optional}|


{ ID id-MeNBCell-ID







CRITICALITY reject
TYPE ECGI










PRESENCE mandatory}|


{ ID id-DesiredActNotificationLevel



CRITICALITY ignore
TYPE DesiredActNotificationLevel



PRESENCE optional}|


{ ID id-TraceActivation






CRITICALITY ignore
TYPE TraceActivation







PRESENCE optional}|


{ ID id-LocationInformationSgNBReporting


CRITICALITY ignore
TYPE LocationInformationSgNBReporting


PRESENCE optional}|


{ ID id-Masked-IMEISV






CRITICALITY ignore
TYPE Masked-IMEISV








PRESENCE optional}|


{ ID id-AdditionalRRMPriorityIndex



CRITICALITY ignore
TYPE AdditionalRRMPriorityIndex




PRESENCE optional}|


{ ID id-RequestedFastMCGRecoveryViaSRB3


CRITICALITY ignore
TYPE
 RequestedFastMCGRecoveryViaSRB3


PRESENCE optional}|


{ ID id-UEContextReferenceatSourceNGRAN


CRITICALITY ignore
TYPE RAN-UE-NGAP-ID








PRESENCE optional}|


{ ID id-ManagementBasedMDTallowed



CRITICALITY ignore
TYPE ManagementBasedMDTallowed




PRESENCE optional }|


{ ID id-ManagementBasedMDTPLMNList



CRITICALITY ignore
TYPE MDTPLMNList








PRESENCE optional }|


{ ID id-UERadioCapabilityID





CRITICALITY reject
TYPE UERadioCapabilityID






PRESENCE optional}|


{ ID id-IABNodeIndication





CRITICALITY reject
TYPE IABNodeIndication







PRESENCE optional}|


{ ID id-sourceNG-RAN-node-id




CRITICALITY ignore

TYPE Global-RAN-NODE-ID






PRESENCE optional}|

{ ID id-UE-HistoryInformation




CRITICALITY ignore
TYPE UE-HistoryInformation





PRESENCE optional}|


{ ID id-UE-HistoryInformationFromTheUE


CRITICALITY ignore
TYPE UE-HistoryInformationFromTheUE



PRESENCE optional}|


{ ID id-PSCellChangeHistory



CRITICALITY ignore
TYPE PSCellChangeHistory







PRESENCE optional}|


{ ID id-CHOinformation-AddReq




CRITICALITY reject
TYPE CHOinformation-AddReq





PRESENCE optional}|


{ ID id-SCGActivationRequest




CRITICALITY ignore
TYPE SCGActivationRequest






PRESENCE optional}|


{ ID id-CPAinformation-REQ





CRITICALITY reject
TYPE CPAinformation-REQ







PRESENCE optional}|


{ ID id-UE-SecurityCapabilities




CRITICALITY ignore
TYPE UESecurityCapabilities




PRESENCE conditional},

-- This IE shall be present if the PDCP at SgNB IE in the EN-DC Resource Configuration IE is set to "present" for at least one of E-RAB(s) requested to be added --


...

}

//////////////////////////////////////////////////////////////irrelevant operations skipped/////////////////////////////////////////////////////////////////////
-- **************************************************************

--

-- SGNB MODIFICATION REQUEST

--

-- **************************************************************

SgNBModificationRequest ::= SEQUENCE {


protocolIEs

ProtocolIE-Container
{{ SgNBModificationRequest-IEs}},


...

}

SgNBModificationRequest-IEs X2AP-PROTOCOL-IES ::= {


{ ID id-MeNB-UE-X2AP-ID






CRITICALITY reject
TYPE UE-X2AP-ID










PRESENCE mandatory}|


{ ID id-SgNB-UE-X2AP-ID






CRITICALITY reject
TYPE SgNB-UE-X2AP-ID








PRESENCE mandatory}|


{ ID id-Cause








CRITICALITY ignore
TYPE Cause











PRESENCE mandatory}|


{ ID id-SelectedPLMN






CRITICALITY ignore
TYPE PLMN-Identity









PRESENCE optional}|


{ ID id-HandoverRestrictionList




CRITICALITY ignore
TYPE HandoverRestrictionList






PRESENCE optional}|


{ ID
id-SCGConfigurationQuery



CRITICALITY ignore
TYPE SCGConfigurationQuery






PRESENCE optional}|


{ ID id-UE-ContextInformation-SgNBModReq

CRITICALITY reject
TYPE UE-ContextInformation-SgNBModReq



PRESENCE optional}|


{ ID id-MeNBtoSgNBContainer





CRITICALITY reject
TYPE MeNBtoSgNBContainer







PRESENCE optional}|


{ ID id-MeNB-UE-X2AP-ID-Extension



CRITICALITY reject
TYPE UE-X2AP-ID-Extension







PRESENCE optional}|


{ ID id-MeNBResourceCoordinationInformation

CRITICALITY ignore
TYPE MeNBResourceCoordinationInformation


PRESENCE optional}|


{ ID id-RequestedSplitSRBs





CRITICALITY ignore
TYPE SplitSRBs










PRESENCE optional}|


{ ID id-RequestedSplitSRBsrelease



CRITICALITY ignore
TYPE SplitSRBs










PRESENCE optional}|


{ ID id-DesiredActNotificationLevel



CRITICALITY ignore
TYPE DesiredActNotificationLevel




PRESENCE optional}|


{ ID id-LocationInformationSgNBReporting

CRITICALITY ignore
TYPE LocationInformationSgNBReporting



PRESENCE optional}|


{ ID id-MeNBCell-ID







CRITICALITY ignore
TYPE ECGI











PRESENCE optional}|


{ ID id-RequestedFastMCGRecoveryViaSRB3


CRITICALITY ignore
TYPE RequestedFastMCGRecoveryViaSRB3



PRESENCE optional}|


{ ID id-RequestedFastMCGRecoveryViaSRB3Release
CRITICALITY ignore
TYPE RequestedFastMCGRecoveryViaSRB3Release

PRESENCE optional}|


{ ID id-SNtriggered







CRITICALITY ignore
TYPE SNtriggered









PRESENCE optional}|


{ ID id-IABNodeIndication





CRITICALITY
reject
TYPE IABNodeIndication








PRESENCE optional}|


{ ID id-PSCellHistoryInformationRetrieve

CRITICALITY ignore
TYPE PSCellHistoryInformationRetrieve



PRESENCE optional}|


{ ID id-UE-HistoryInformationFromTheUE


CRITICALITY ignore
TYPE UE-HistoryInformationFromTheUE




PRESENCE optional}|


{ ID id-CHOinformation-ModReq




CRITICALITY reject
TYPE CHOinformation-ModReq






PRESENCE optional}|


{ ID id-SCGActivationRequest




CRITICALITY ignore
TYPE SCGActivationRequest







PRESENCE optional}|


{ ID id-CPAinformation-MOD





CRITICALITY ignore
TYPE CPAinformation-MOD








PRESENCE optional}|


{ ID id-CPCupdate-MOD






CRITICALITY ignore
TYPE CPCupdate-MOD









PRESENCE optional}|


{ ID id-UE-SecurityCapabilities




CRITICALITY ignore
TYPE UESecurityCapabilities






PRESENCE optional},


...

}
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1

