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Summary of offline disc R3-221006 

This discussion has two phases:
Phase 1: Check details and revise as needed, please provide your feedback before Thursday, Jan 21, 23:59:59 UTC.  
Phase 2: TBD

The discussion includes all contributions listed in the reference section.
For the Chairlady’s Notes
Propose the following:
Proposal 1: Agree the CR in R3-221240 (revision of R3-220290). 
Proposal 2: Agree the CR in R3-221232 (revision of R3-220212). 
Proposal 3: Agree the CR in R3-220213. 
Proposal 4: Agree the CR in R3-221267 (revision of R3-220558).


PHASE 1: Discussion
R3-220289/220290 IPv6 Flow Label handling for Rel-16 IAB using IPsec tunnel mode (Qualcomm Incorporated)
In [1], it is proposed that for IAB deployments with IPsec Tunnel Mode and separate SeGW, the IPv6 Flow Label to be copied from the inner to the outer IP header. Furthermore, collisions may occur in the use of the IPv6 Flow Label. And it is suggested that it could be up to implementation to avoid such collisions. And [2] provides a CR to TS 38.401 which captures the above proposal. 
	Reason for change:
	When IPsec tunnel mode is used to protect DL F1 or X2 traffic to IAB nodes, the IPv6 Flow Label information needs to be available on the outer IP header, so that it can be used for the DL mapping at the IAB-donor-DU. This implies that for deployments with separate security gateway, the IPv6 Flow Label information is set on the inner IP header by the IAB-donor-CU for F1 traffic and by the MeNB for Xn traffic, and it must then be copied from the inner IP header to the outer IP header by the security gateway.
The need of IPv6 Flow Label copying by the security gateway to support these IAB deployment scenarios is presently missing in the spec.

	
	

	Summary of change:
	Add description to section “8.9.9.1 Traffic Mapping from IP-layer to Layer-2” on the copying of IPv6 Flow Label copying at the security gateway for IAB when using IPsec tunnel mode for F1 or X2 protection together with separate security gateway. 

	
	

	Consequences if not approved:
	IAB deployments with separate security gateway cannot support fine granular QoS or traffic differentiation using IPv6 Flow Label.



Q1: Do you agree that the IPv6 Flow Label shall be copied from the inner to the outer IP header by the security gateway when the traffic is protected via IPsec tunnel mode with separate security gateway? If not, please provide your reason/option.
	Company 
	Yes/No
	Comments

	Ericsson
	See the comment
	The TP only mentions the case when the RFC needs to be overruled (i.e., a separate SeGW). We should also say something about the case when the SeGW and donor-CU(-CP) are collocated, at least refer to the RFC.
The “clauses affected” field on the front page is wrong.

	Samsung 
	Yes
	

	ZTE
	Yes 
	

	Nokia
	Yes
	No matter whether it is separate SeGW or collocated SeGW, the SeGW shall copy the flow label. So no need to mention “separate security gateway”. Also, this is a requirement to SeGW. So better to change it to 

When this traffic is protected via IPsec tunnel mode, the security gateway shall copy the IPv6 Flow Label from the inner IP header to the outer IP header, to ensure the IAB-donor-DU to perform the traffic mapping considering the IPv6 Flow Label.
NOTE:	Implementation must ensure that IPv6 Flow Label collisions are avoided on the IP backhaul network between security gateway and IAB-donor-DU.


	
	
	

	
	
	

	
	
	



Q2: If the answer to Q1 is yes, Do you agree with this CR and/or have any comments? 
	Company 
	Yes/No
	Comments

	Ericsson
	See the comment
	The TP only mentions the case when the RFC needs to be overruled (i.e., a separate SeGW). We should also say something about the case when the SeGW and donor-CU(-CP) are collocated, at least refer to the RFC.
The “clauses affected” field on the front page is wrong.

	Samsung 
	See the comment
	For DL F1 or X2 traffic, the IPv6 Flow Label information is set by the IAB-donor-CU or MeNB, respectively.
“2” is not in change mark 
, and then copied from the inncer IP header to the outer IP header by the security gateway.
“inncer”  “inner”

We share the view of E/// by indicating the case with collocated SeGW. 


	ZTE
	
	We share the same view with Ericsson that the case when the SeGW and donor-CU(-CP) are collocated needs to be covered as well. And we agree with Samsung’s revision. 

	Nokia
	See previous comment
	

	
	
	

	
	
	



Summary: 
All companies provided feedback agree that the IPv6 Flow Label shall be copied from the inner to the outer IP header by the security gateway when the traffic is protected via IPsec tunnel mode. And 3 companies suggest that the same operation should be applicable to both separate SeGW and collocated SeGW cases. There are some editorial changes suggested by one company as well. So the moderator suggest that the CR is updated based on the received comments. And the moderator propose the following:
[bookmark: _GoBack]Proposal 1: Agree the CR in R3-221240 (revision of R3-220290). 

R3-220212 Correction on packet delay budget for IAB access link in TS 38.473  (ZTE, Qualcomm, CATT)
	Reason for change:
	In the description of Packet Delay Budget in current TS 38.473, it was specified “For a BH RLC channel, the Packet Delay Budget defines the upper bound for the time that a packet may be delayed between the gNB-DU and its child IAB-MT”. As we know, an IAB-DU or donor DU may serve UEs as well. However the description of Packet Delay Budget in current TS 38.473 is not applicable to the access link, i.e. between the IAB-DU and the UE.  

	
	

	Summary of change:
	Add “ , or between the gNB-DU and the UE” in the description of Packet Delay Budget IE to make it applicable to the access link. 

	
	

	Consequences if not approved:
	The one hop packet delay budget is not supported in IAB access link.



Q3: Do you agree with this CR and/or have any comments?
	Company 
	Yes/No
	Comments

	Ericsson
	See the comment
	An addition is needed: “…its served UE”.

	Samsung 
	Yes
	

	ZTE
	Yes 
	Ericsson’s revision is reasonable. We will update the TP accordingly. 

	Nokia
	See comment
	Current sentence is added only considering the BH, since it is same for a UE access to a normal gNB-DU, or access to an IAB-DU. The PDB covers all cases. With the added text, it seems imply the description is different for the UE connected with IAB-DU and the UE connected with normal gNB-DU. So not sure whether it cause issue if no update.

	
	
	

	
	
	

	
	
	



Summary: 
3 out of 4 companies support this CR and 1 company suggested some revision on the CR. One company expressed some doubt on this CR. Regarding Nokia’s comments, the moderator agrees that the description is different for the UE connected with IAB-DU and the UE connected with normal gNB-DU. The intention of the CR is to update the definition of PDB configuration to make it not only applicable to IAB backhaul link but also to IAB access link. In current specification, the PDB configured at access IAB node is referred to TS 23.501, which means an upper bound for the time that a packet may be delayed between the UE and the UPF. However, the access IAB node is not aware of the number of BH link hops and potential delay in the BH links. In this situation, the access IAB node cannot derive the one hop delay budget between UE and the access IAB-DU based on the configured PDB and cannot perform scheduling properly. In the moderator’s view, one hop delay budget should be configured at the access IAB node as well, which is similar as configured at the the intermediate IAB node. So the moderator suggests that the CR is updated based on the received comments. And the moderator proposes the following:
Proposal 2: Agree the CR in R3-221232 (revision of R3-220212). 
R3-220213 CR to 38.473: Correction on IAB TNL Address Allocation procedure (ZTE, CATT, Qualcomm, Samsung, Nokia, Nokia Shanghai Bell )
	Reason for change:
	It was agreed in RAN3#107-e meeting:
New class 1 non-UE associated F1AP procedure is defined for IP address allocation between IAB donor CU and IAB donor DU.
However, in the current 38.473, the description that the IAB TNL Address Allocation procedure uses non-UE associated signalling is missing.

	
	

	Summary of change:
	Add “This procedure uses non-UE associated signalling.” in Section 8.10.3.1.

	Consequences if not approved:
	The description of IAB TNL Address Allocation procedure is incomplete.



Q4: Do you agree with this CR and/or have any comments?
	Company 
	Yes/No
	Comments

	Ericsson
	OK
	

	Samsung
	Yes
	

	ZTE
	Yes 
	

	Nokia
	Yes
	

	
	
	

	
	
	


Summary: 
Proposal 3: Agree the CR in R3-220213. 

R3-220557/220558 IP packet mapping for EN-DC case  (Samsung, ZTE, Huawei, Verizon Wireless)
In [5], it is observed that it is a possible case that IAB donor CU can provide the “QoS Mapping Information” to MeNB by the SN-initiated modification procedure for the E-RAB configured as MN-terminated SCG/split bearer. And it is proposed to add related text in the SgNB initiated SgNB Modification procedure to explicitly indicate that the “QoS Mapping Information” IE can be carried by SGNB MODIFICATION REQUIRED. And [6] provides a CR to TS 36.423 which captures the above proposal. 
	Reason for change:
	According to discussion of R3-220557, 
For direct routing for IAB network in EN-DC, “QoS Mapping Information” IE may be transmitted to MeNB by the SN-initiated modification procedure for the E-RAB configured as MN-terminated SCG/split bearer.
Furthermore, for the current tabular data in TS 36.423, it is achievable for “QoS Mapping Information” IE to be carried by the SGNB MODIFICATION REQUIRED. Therefore, it is enough to only add related text in the SgNB initiated SgNB Modification procedure to explicitly indicate that the “QoS Mapping Information” IE can be carried by SGNB MODIFICATION REQUIRED.

	
	

	Summary of change:
	Add the procedure text related QoS Mapping Information in SGNB MODIFICATION REQUIRED message.

	
	

	Consequences if not approved:
	SN(containing IAB donor CU) initiated the modification of “QoS Mapping Information” may be regard not to be supported.



Q5: Do you agree with this CR and/or have any comments?
	Company 
	Yes/No
	Comments

	Ericsson
	OK, and…
	Let us use this opportunity to state in the description of 9.2.172 that the QoE Mapping Information IE is for IAB.

	Samsung 
	Yes
	

	ZTE 
	Yes 
	Agree with Ericsson. 

	Nokia
	See comment
	It may be rare that a DSCP/FL for a QoS flow is dynamically updated. but ok for majority view. 

	
	
	

	
	
	


Summary: The CR is revised in R3-221267 based on Ericsson’s comment. 
Proposal 4: Agree the CR in R3-221267 (revision of R3-220558).
PHASE II: Convergence of PH1
TBD…
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