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Start of the change
[bookmark: _Toc37231833][bookmark: _Toc83657052][bookmark: _Toc46501886][bookmark: _Toc29375976][bookmark: _Toc51971234][bookmark: _Toc52551217][bookmark: _Toc20387897][bookmark: _Toc74151523][bookmark: _Toc45901705][bookmark: _Toc66286828][bookmark: _Toc56693790][bookmark: _Toc64447334][bookmark: _Toc51850786][bookmark: _Toc29991552][bookmark: _Toc36555953][bookmark: _Toc20955349][bookmark: _Toc45108085][bookmark: _Toc44497698]4.3.2.2	Xn Control Plane
The Xn control plane interface (Xn-C) is defined between two NG-RAN nodes. The control plane protocol stack of the Xn interface is shown on Figure 4.3.2.2-1. The transport network layer is built on SCTP on top of IP. The application layer signalling protocol is referred to as XnAP (Xn Application Protocol). The SCTP layer provides the guaranteed delivery of application layer messages. In the transport IP layer point-to-point transmission is used to deliver the signalling PDUs.

Figure 4.3.2.2-1: Xn-C Protocol Stack
The Xn-C interface supports the following functions:
-	Xn interface management;
-	UE mobility management, including context transfer and RAN paging;
-	Dual connectivity.
Further details of Xn-C can be found in TS 38.420 [17].
Notes: during context transfer from source NG-RAN node to target NG-RAN node, the UE security capabilities are copied from the S1AP/NGAP signalling without modification.
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