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8.3.4.2
Successful Operation


[image: image1.emf]NG-RAN node

UE CONTEXT MODIFICATION REQUEST

UE CONTEXT MODIFICATION RESPONSE

AMF


Figure 8.3.4.2-1: UE context modification: successful operation

Upon receipt of the UE CONTEXT MODIFICATION REQUEST message the NG-RAN node shall
-
if supported, store the received IAB Authorization information in the UE context.

If the Security Key IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall store it and perform AS key re-keying according to TS 33.501 [13].
If the UE Security Capabilities IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall store them and take them into use together with the received keys according to TS 33.501 [13].
If the Index to RAT/Frequency Selection Priority IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, use it as defined in TS 23.501 [9].
If the RAN Paging Priority IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node may use it to determine a priority for paging the UE in RRC_INACTIVE state.
If the UE Aggregate Maximum Bit Rate IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall
-
replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context;

-
use the received UE Aggregate Maximum Bit Rate for all Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9].

If the Core Network Assistance Information for RRC INACTIVE IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, replace the previously provided Core Network Assistance Information for RRC INACTIVE and use it for the RRC_INACTIVE state decision and RNA configuration for the UE and RAN paging if any for a UE in RRC_INACTIVE state, as specified in TS 38.300 [8]. If the MICO All PLMN IE is included in the Core Network Assistance Information for RRC INACTIVE IE the NG-RAN node shall, if supported, consider that the registration area for the UE is the full PLMN and ignore the TAI List for RRC Inactive IE.
If the CN Assisted RAN Parameters Tuning IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node may use it as described in TS 23.501 [9].
If the RRC Inactive Transition Report Request IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context and report to the AMF the User Location Information IE and the RRC State IE in the UE CONTEXT MODIFICATION RESPONSE message.

If the RRC Inactive Transition Report Request IE is included in the UE CONTEXT MODIFICATION REQUEST message and set to "cancel report", the NG-RAN node shall, if supported, stop reporting to the AMF the RRC state of the UE.

The NG-RAN node shall report, in the UE CONTEXT MODIFICATION RESPONSE message to the AMF, the successful update of the UE context.

If the Emergency Fallback Indicator IE is included in the UE CONTEXT MODIFICATION REQUEST message, it indicates that the concerned UE context is subject to emergency service fallback as described in TS 23.501 [9] and the NG-RAN node may, if supported, take the appropriate mobility actions taking into account the Emergency Service Target CN IE if provided.

If the New AMF UE NGAP ID IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall use the received value for future signalling with the AMF.

If the New GUAMI IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall replace the previously stored GUAMI as specified in TS 23.501 [9].

If the SRVCC Operation Possible IE is included in UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, store the content of the received SRVCC Operation Possible IE in the UE context and use it as defined in TS 23.216 [31].

If the NR V2X Services Authorized IE is contained in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, update its V2X services authorization information for the UE accordingly. If the NR V2X Services Authorized IE includes one or more IEs set to "not authorized", the NG-RAN node shall, if supported, initiate actions to ensure that the UE is no longer accessing the relevant service(s).

If the LTE V2X Services Authorized IE is contained in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, update its V2X services authorization information for the UE accordingly. If the LTE V2X Services Authorized IE includes one or more IEs set to "not authorized", the NG-RAN node shall, if supported, initiate actions to ensure that the UE is no longer accessing the relevant service(s).

If the NR UE Sidelink Aggregate Maximum Bit Rate IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported:
-
replace the previously provided NR UE Sidelink Aggregate Maximum Bit Rate, if available in the UE context, with the received value; 
· use the received value for the concerned UE’s sidelink communication in network scheduled mode for NR V2X services.

If the LTE UE Sidelink Aggregate Maximum Bit Rate IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported:
-
replace the previously provided LTE UE Sidelink Aggregate Maximum Bit Rate, if available in the UE context, with the received value; 
-
use the received value for the concerned UE’s sidelink communication in network scheduled mode for LTE V2X services.
If the PC5 QoS Parameters IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, use it as defined in TS 23.287 [33].
If the UE CONTEXT MODIFICATION REQUEST message contains the UE Radio Capability ID IE, the NG-RAN node shall, if supported, use it as specified in TS 23.501 [9] and TS 23.502 [10].

For each S-NSSAI in the Allowed NSSAI IE for which the UE-Slice-MBR IE is received, the NG-RAN node shall, if supported, update and store the received UE-Slice-MBR value in the UE context and use it when enforcing traffic policing across all GBR and Non-GBR QoS Flows corresponding to PDU Sessions of the UE for this S-NSSAI which have an active user plane as specified in TS 23.501 [9].
Interactions with RRC Inactive Transition Report procedure:

Not modified
8.3.6.2
Successful Operation
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Figure 8.3.6.2-1: Connection Establishment Indication procedure. Successful operation.
The AMF initiates the procedure by sending a CONNECTION ESTABLISHMENT INDICATION message to the NG-RAN node.

If the UE-associated logical NG-connection is not established, the AMF shall allocate a unique AMF UE NGAP ID to be used for the UE and include it in the CONNECTION ESTABLISHMENT INDICATION message.

If the UE Radio Capability IE is included in the CONNECTION ESTABLISHMENT INDICATION message, the NG-RAN node shall store this information in the UE context, and use it as defined in TS 38.300 [8].

If the End Indication IE is included in the CONNECTION ESTABLISHMENT INDICATION message and set to "no further data", the NG-RAN node shall consider that there are no further NAS PDUs to be transmitted for this UE.

If the S-NSSAI IE is contained in the CONNECTION ESTABLISHMENT INDICATION message, the NG-RAN node shall store this information in the UE context, and use it as specified in TS 23.501 [9].

If the Allowed NSSAI IE is contained in the CONNECTION ESTABLISHMENT INDICATION message, the NG-RAN node shall store this information in the UE context, and use it as specified in TS 23.501 [9]. For each S-NSSAI in the Allowed NSSAI IE for which the UE-Slice-MBR IE is received, the NG-RAN node shall store the received UE-Slice-MBR value in the UE context and use it when enforcing traffic policing across all GBR and Non-GBR QoS Flows corresponding to PDU Sessions of the UE for this S-NSSAI which have an active user plane as specified in TS 23.501 [9].
Not modified
8.3.7.2
Successful Operation
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Figure 8.3.7.2-1: AMF CP Relocation Indication. Successful operation.
The AMF initiates the procedure by sending an AMF CP RELOCATION INDICATION message to the NG-RAN node.

Upon reception of the AMF CP RELOCATION INDICATION message, the NG-RAN node shall terminate the delivery of NAS messages that have been received from the AMF.

If the S-NSSAI IE is contained in the AMF CP RELOCATION INDICATION message, the NG-RAN node shall store this information in the UE context, and use it as specified in TS 23.501 [9].

If the Allowed NSSAI IE is contained in the AMF CP RELOCATION INDICATION message, the NG-RAN node shall store this information in the UE context, and use it as specified in TS 23.501 [9]. For each S-NSSAI in the Allowed NSSAI IE for which the UE-Slice-MBR IE is received, the NG-RAN node shall store the received UE-Slice-MBR value in the UE context and use it when enforcing traffic policing across all GBR and Non-GBR QoS Flows corresponding to PDU Sessions of the UE for this S-NSSAI which have an active user plane as specified in TS 23.501 [9].
Interactions with NAS Non Delivery Indication procedure:

Not modified
8.3.10.2
Successful Operation 
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Figure 8.3.10.2-1: UE Information Transfer

The AMF initiates the procedure by sending the UE INFORMATION TRANSFER message to the NG-RAN node.

If the NB-IoT UE Priority IE is contained in the UE INFORMATION TRANSFER message, the NG-RAN node shall store this information in the UE context, and use it as specified in TS 23.501 [9].
If the UE Radio Capability IE is contained in the UE INFORMATION TRANSFER message, the NG-RAN node shall store this information in the UE context, and use it as specified in TS 23.501 [9]. 

If the S-NSSAI IE is contained in the UE INFORMATION TRANSFER message, the NG-RAN node shall store this information in the UE context, and use it as specified in TS 23.501 [9].

If the Allowed NSSAI IE is contained in the UE INFORMATION TRANSFER message, the NG-RAN node shall store this information in the UE context, and use it as specified in TS 23.501 [9]. For each S-NSSAI in the Allowed NSSAI IE for which the UE-Slice-MBR IE is received, the NG-RAN node shall store the received UE-Slice-MBR value in the UE context and use it when enforcing traffic policing across all GBR and Non-GBR QoS Flows corresponding to PDU Sessions of the UE for this S-NSSAI which have an active user plane as specified in TS 23.501 [9].
If the UE Differentiation Information IE is included in the UE INFORMATION TRANSFER message, the NG-RAN node shall, if supported, store this information in the UE context for further use according to TS 23.501 [9].

Not modified
9.2.2.7
UE CONTEXT MODIFICATION REQUEST

This message is sent by the AMF to provide UE Context information changes to the NG-RAN node.
Direction: AMF ( NG-RAN node

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	RAN Paging Priority
	O 
	
	9.3.3.15
	
	YES
	ignore

	Security Key
	O
	
	9.3.1.87
	
	YES
	reject

	Index to RAT/Frequency Selection Priority
	O
	
	9.3.1.61
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	O
	
	9.3.1.58
	
	YES
	ignore

	UE Security Capabilities
	O
	
	9.3.1.86
	
	YES
	reject

	Core Network Assistance Information for RRC INACTIVE
	O
	
	9.3.1.15
	
	YES
	ignore

	Emergency Fallback Indicator
	O
	
	9.3.1.26
	
	YES
	reject

	New AMF UE NGAP ID
	O
	
	AMF UE NGAP ID

9.3.3.1
	
	YES
	reject

	RRC Inactive Transition Report Request
	O
	
	9.3.1.91
	
	YES
	ignore

	New GUAMI
	O
	
	GUAMI

9.3.3.3
	
	YES
	reject

	CN Assisted RAN Parameters Tuning
	O
	
	9.3.1.119
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.3.1.128
	
	YES
	ignore

	IAB Authorized
	O
	
	9.3.1.129
	
	YES
	ignore

	NR V2X Services Authorized
	O
	
	9.3.1.146
	
	YES
	ignore

	LTE V2X Services Authorized
	O
	
	9.3.1.147
	
	YES
	ignore

	NR UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.3.1.148
	This IE applies only if the UE is authorized for NR V2X services.
	YES
	ignore

	LTE UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.3.1.149
	This IE applies only if the UE is authorized for LTE V2X services.
	YES
	ignore

	PC5 QoS Parameters
	O
	
	9.3.1.150
	This IE applies only if the UE is authorized for NR V2X services.
	YES
	ignore

	UE Radio Capability ID
	O
	
	9.3.1.142
	
	YES
	reject

	RG Level Wireline Access Characteristics
	O
	
	OCTET STRING
	Specified in TS 23. 316 [34]. Indicates the wireline access technology specific QoS information corresponding to a specific wireline access subscription.
	YES
	ignore

	Allowed NSSAI
	O
	
	9.3.1.31
	Indicates the S-NSSAIs permitted by the network
	YES
	ignore


Not modified
9.3.1.2
Cause

The purpose of the Cause IE is to indicate the reason for a particular event for the NGAP protocol.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE Cause Group
	M
	
	
	

	>Radio Network Layer
	
	
	
	

	>>Radio Network Layer Cause 
	M
	
	ENUMERATED
(Unspecified,

TXnRELOCOverall expiry,

Successful handover,

Release due to NG-RAN generated reason,

Release due to 5GC generated reason,

Handover cancelled,

Partial handover,

Handover failure in target 5GC/NG-RAN node or target system,

Handover target not allowed,

TNGRELOCoverall expiry,

TNGRELOCprep expiry,

Cell not available,

Unknown target ID,

No radio resources available in target cell,

Unknown local UE NGAP ID,

Inconsistent remote UE NGAP ID,

Handover desirable for radio reasons,

Time critical handover,

Resource optimisation handover,

Reduce load in serving cell,

User inactivity,

Radio connection with UE lost,

Radio resources not available,

Invalid QoS combination,

Failure in the radio interface procedure,

Interaction with other procedure,

Unknown PDU Session ID,

Unknown QoS Flow ID,
Multiple PDU Session ID Instances,

Multiple QoS Flow ID Instances,

Encryption and/or integrity protection algorithms not supported,

NG intra-system handover triggered,

NG inter-system handover triggered,

Xn handover triggered,

Not supported 5QI value,
UE context transfer,
IMS voice EPS fallback or RAT fallback triggered,

UP integrity protection not possible,

UP confidentiality protection not possible,

Slice(s) not supported,

UE in RRC_INACTIVE state not reachable,

Redirection,

Resources not available for the slice(s),

UE maximum integrity protected data rate reason,

Release due to CN-detected mobility,
…, N26 interface not available, Release due to pre-emption, Multiple Location Reporting Reference ID Instances, 

RSN not available for the UP,

NPN access denied,

CAG only access denied, Insufficient UE Capabilities, Slice-MBR exceeded)
	

	>Transport Layer
	
	
	
	

	>>Transport Layer Cause
	M
	
	ENUMERATED
(Transport resource unavailable,

Unspecified,
…)
	

	>NAS
	
	
	
	

	>>NAS Cause
	M
	
	ENUMERATED

(Normal release,

Authentication failure,

Deregister,
Unspecified, 

…)
	

	>Protocol
	
	
	
	

	>>Protocol Cause
	M
	
	ENUMERATED
(Transfer syntax error,
Abstract syntax error (reject),
Abstract syntax error (ignore and notify),
Message not compatible with receiver state,

Semantic error,

Abstract syntax error (falsely constructed message),

Unspecified,

…)
	

	>Miscellaneous
	
	
	
	

	>>Miscellaneous Cause
	M
	
	ENUMERATED
(Control processing overload, 

Not enough user plane processing resources,
Hardware failure,
O&M intervention,
Unknown PLMN or SNPN,

Unspecified, 

…)
	


The meaning of the different cause values is described in the following tables. In general, "not supported" cause values indicate that the related capability is missing. On the other hand, "not available" cause values indicate that the related capability is present, but insufficient resources were available to perform the requested action.

	Radio Network Layer cause
	Meaning

	Unspecified
	Sent for radio network layer cause when none of the specified cause values applies.

	TXnRELOCOverall expiry
	The timer guarding the handover that takes place over Xn has abnormally expired.

	Successful handover
	Successful handover.

	Release due to NG-RAN generated reason
	Release is initiated due to NG-RAN generated reason.

	Release due to 5GC generated reason
	Release is initiated due to 5GC generated reason.

	Handover cancelled
	The reason for the action is cancellation of Handover.

	Partial handover
	Provides a reason for the handover cancellation. The HANDOVER COMMAND message from AMF contained PDU Session Resource to Release List IE or QoS flow to Release List and the source NG-RAN node estimated service continuity for the UE would be better by not proceeding with handover towards this particular target NG-RAN node.

	Handover failure in target 5GC/ NG-RAN node or target system
	The handover failed due to a failure in target 5GC/NG-RAN node or target system.

	Handover target not allowed
	Handover to the indicated target cell is not allowed for the UE in question.

	TNGRELOCoverall expiry
	The reason for the action is expiry of timer TNGRELOCoverall.

	TNGRELOCprep expiry
	Handover Preparation procedure is cancelled when timer TNGRELOCprep expires.

	Cell not available
	The concerned cell is not available.

	Unknown target ID
	Handover rejected because the target ID is not known to the AMF.

	No radio resources available in target cell
	Load on target cell is too high.

	Unknown local UE NGAP ID
	The action failed because the receiving node does not recognise the local UE NGAP ID.

	Inconsistent remote UE NGAP ID
	The action failed because the receiving node considers that the received remote UE NGAP ID is inconsistent.

	Handover desirable for radio reasons
	The reason for requesting handover is radio related.

	Time critical handover
	Handover is requested for time critical reason i.e., this cause value is reserved to represent all critical cases where the connection is likely to be dropped if handover is not performed.

	Resource optimisation handover
	The reason for requesting handover is to improve the load distribution with the neighbour cells.

	Reduce load in serving cell
	Load on serving cell needs to be reduced. When applied to handover preparation, it indicates the handover is triggered due to load balancing.

	User inactivity
	The action is requested due to user inactivity on all PDU sessions, e.g., NG is requested to be released in order to optimise the radio resources.

	Radio connection with UE lost
	The action is requested due to losing the radio connection to the UE.

	Radio resources not available
	No requested radio resources are available.

	Invalid QoS combination
	The action was failed because of invalid QoS combination.

	Failure in the radio interface procedure
	Radio interface procedure has failed.

	Interaction with other procedure
	The action is due to an ongoing interaction with another procedure.

	Unknown PDU Session ID
	The action failed because the PDU Session ID is unknown in the NG-RAN node.

	Unknown QoS Flow ID
	The action failed because the QoS Flow ID is unknown in the NG-RAN node.

	Multiple PDU Session ID instances
	The action failed because multiple instance of the same PDU Session had been provided to/from the NG-RAN node.

	Multiple QoS Flow ID instances
	The action failed because multiple instances of the same QoS flow had been provided to the NG-RAN node.

	Encryption and/or integrity protection algorithms not supported
	The NG-RAN node is unable to support any of the encryption and/or integrity protection algorithms supported by the UE.

	NG intra-system handover triggered
	The action is due to a NG intra-system handover that has been triggered.

	NG inter-system handover triggered
	The action is due to a NG inter-system handover that has been triggered.

	Xn handover triggered
	The action is due to an Xn handover that has been triggered.

	Not supported 5QI value
	The QoS flow setup failed because the requested 5QI is not supported.

	UE context transfer
	The action is due to a UE resumes from the NG-RAN node different from the one which sent the UE into RRC_INACTIVE state.

	IMS voice EPS fallback or RAT fallback triggered
	The setup of QoS flow is failed due to EPS fallback or RAT fallback for IMS voice using handover or redirection.

	UP integrity protection not possible
	The PDU session cannot be accepted according to the required user plane integrity protection policy.

	UP confidentiality protection not possible
	The PDU session cannot be accepted according to the required user plane confidentiality protection policy.

	Slice(s) not supported
	Slice(s) not supported.

	UE in RRC_INACTIVE state not reachable
	The action is requested due to RAN paging failure.

	Redirection
	The release is requested due to inter-system redirection or intra-system redirection.

	Resources not available for the slice(s)
	The requested resources are not available for the slice(s).

	UE maximum integrity protected data rate reason
	The request is not accepted in order to comply with the maximum data rate for integrity protection supported by the UE.

	Release due to CN-detected mobility
	The context release is requested by the AMF because the UE is already served by another CN node (same or different system), or another NG interface of the same CN node.

	N26 interface not available
	The action failed due to a temporary failure of the N26 interface.

	Release due to pre-emption
	Release is initiated due to pre-emption.

	Multiple Location Reporting Reference ID Instances
	The action failed because multiple areas of interest are set with the same Location Reporting Reference ID.

	RSN not available for the UP
	The redundant user plane resources indicated by RSN are not available.

	NPN access denied
	Access was denied, or release is requested, for NPN reasons.

	CAG only access denied
	Access was denied because the cell is a non-CAG cell and UE is only allowed to access CAG cells.

	Insufficient UE Capabilities
	The procedure can’t proceed due to insufficient UE capabilities.

	Slice MBR exceeded
	Access was denied because of the UE Slice MBR is exceeded. 


Not modified
9.3.1.31
Allowed NSSAI

This IE contains the allowed NSSAI.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Allowed S-NSSAI List
	
	1
	
	

	>Allowed S-NSSAI Item
	
	1..<maxnoofAllowedS-NSSAIs>
	
	

	>>S-NSSAI
	M
	
	9.3.1.24
	

	>>UE-Slice-MBR
	O
	
	9.3.1.x
	


	Range bound
	Explanation

	maxnoofAllowedS-NSSAIs
	Maximum no. of allowed S-NSSAI. Value is 8.


Not modified
9.3.1.x
UE-Slice MBR
This IE defines the rate limit per UE per slice as specified in 23.501 [9].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Slice Maximum Bit Rate
	
	1
	
	

	>Slice Maximum Bit Rate Downlink
	M
	
	Bit Rate

9.3.1.4
	This IE indicates the Slice Maximum Bit Rate as specified in TS 23.501 [9] in the downlink direction.

	>Slice Maximum Bit Rate Uplink
	M
	
	Bit Rate

9.3.1.4
	This IE indicates the Slice Maximum Bit Rate as specified in TS 23.501 [9] in the uplink direction.


9.4.4
PDU Definitions

-- ASN1START

-- **************************************************************

--

-- PDU definitions for NGAP.

--

-- **************************************************************

NGAP-PDU-Contents { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

ngran-Access (22) modules (3) ngap (1) version1 (1) ngap-PDU-Contents (1) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

Not modified
-- **************************************************************

--

-- UE CONTEXT MODIFICATION REQUEST

--

-- **************************************************************

UEContextModificationRequest ::= SEQUENCE {


protocolIEs

ProtocolIE-Container

{ {UEContextModificationRequestIEs} },


...

}

UEContextModificationRequestIEs NGAP-PROTOCOL-IES ::= {


{ ID id-AMF-UE-NGAP-ID






CRITICALITY reject
TYPE AMF-UE-NGAP-ID








PRESENCE mandatory
}|


{ ID id-RAN-UE-NGAP-ID






CRITICALITY reject
TYPE RAN-UE-NGAP-ID








PRESENCE mandatory
}|


{ ID id-RANPagingPriority





CRITICALITY ignore
TYPE RANPagingPriority







PRESENCE optional

}|


{ ID id-SecurityKey







CRITICALITY reject
TYPE SecurityKey








PRESENCE optional

}|


{ ID id-IndexToRFSP







CRITICALITY ignore
TYPE IndexToRFSP








PRESENCE optional

}|


{ ID id-UEAggregateMaximumBitRate



CRITICALITY ignore
TYPE UEAggregateMaximumBitRate




PRESENCE optional

}|


{ ID id-UESecurityCapabilities




CRITICALITY reject
TYPE UESecurityCapabilities





PRESENCE optional

}|


{ ID id-CoreNetworkAssistanceInformationForInactive

CRITICALITY ignore
TYPE CoreNetworkAssistanceInformationForInactive

PRESENCE optional

}|


{ ID id-EmergencyFallbackIndicator



CRITICALITY reject
TYPE EmergencyFallbackIndicator




PRESENCE optional

}|


{ ID id-NewAMF-UE-NGAP-ID





CRITICALITY reject
TYPE AMF-UE-NGAP-ID








PRESENCE optional

}|


{ ID id-RRCInactiveTransitionReportRequest

CRITICALITY ignore
TYPE RRCInactiveTransitionReportRequest

PRESENCE optional

}|


{ ID id-NewGUAMI







CRITICALITY reject
TYPE GUAMI










PRESENCE optional

}|


{ ID id-CNAssistedRANTuning





CRITICALITY ignore
TYPE CNAssistedRANTuning






PRESENCE optional

}|


{ ID id-SRVCCOperationPossible




CRITICALITY ignore
TYPE SRVCCOperationPossible





PRESENCE optional

}|


{ ID id-IAB-Authorized






CRITICALITY ignore
TYPE IAB-Authorized








PRESENCE optional

}|


{ ID id-NRV2XServicesAuthorized




CRITICALITY ignore
TYPE NRV2XServicesAuthorized





PRESENCE optional

}|


{ ID id-LTEV2XServicesAuthorized



CRITICALITY ignore
TYPE LTEV2XServicesAuthorized




PRESENCE optional

}|


{ ID id-NRUESidelinkAggregateMaximumBitrate

CRITICALITY ignore
TYPE NRUESidelinkAggregateMaximumBitrate

PRESENCE optional

}|


{ ID id-LTEUESidelinkAggregateMaximumBitrate
CRITICALITY ignore
TYPE LTEUESidelinkAggregateMaximumBitrate
PRESENCE optional

}|


{ ID id-PC5QoSParameters





CRITICALITY ignore
TYPE PC5QoSParameters







PRESENCE optional 
}|


{ ID id-UERadioCapabilityID





CRITICALITY reject
TYPE UERadioCapabilityID






PRESENCE optional

}|


{ ID id-RGLevelWirelineAccessCharacteristics
CRITICALITY ignore
TYPE RGLevelWirelineAccessCharacteristics
PRESENCE optional

}|

 { ID id-AllowedNSSAI



CRITICALITY ignore
TYPE AllowedNSSAI



PRESENCE optional

}|,


...

}

-- **************************************************************

Not modified
9.4.5
Information Element Definitions

-- ASN1START

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

NGAP-IEs {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

ngran-Access (22) modules (3) ngap (1) version1 (1) ngap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

IMPORTS


id-AdditionalDLForwardingUPTNLInformation,


id-AdditionalULForwardingUPTNLInformation,


id-AdditionalDLQosFlowPerTNLInformation,


id-AdditionalDLUPTNLInformationForHOList,


id-AdditionalNGU-UP-TNLInformation,


id-AdditionalRedundantDL-NGU-UP-TNLInformation,


id-AdditionalRedundantDLQosFlowPerTNLInformation,


id-AdditionalRedundantNGU-UP-TNLInformation,


id-AdditionalRedundantUL-NGU-UP-TNLInformation,


id-AdditionalUL-NGU-UP-TNLInformation,


id-AlternativeQoSParaSetList,


id-BurstArrivalTimeDownlink,

id-Cause,


id-CNPacketDelayBudgetDL,


id-CNPacketDelayBudgetUL,


id-CNTypeRestrictionsForEquivalent,


id-CNTypeRestrictionsForServing,


id-CommonNetworkInstance,

id-ConfiguredTACIndication,

id-CurrentQoSParaSetIndex,


id-DAPSRequestInfo,

id-DAPSResponseInfoList,

id-DataForwardingNotPossible,


id-DataForwardingResponseERABList,


id-DirectForwardingPathAvailability,


id-DL-NGU-UP-TNLInformation,


id-EndpointIPAddressAndPort,


id-ExtendedPacketDelayBudget,


id-ExtendedRATRestrictionInformation,


id-ExtendedSliceSupportList,


id-ExtendedTAISliceSupportList,


id-ExtendedUEIdentityIndexValue,


id-GlobalCable-ID,


id-GlobalRANNodeID,


id-GlobalTNGF-ID,

 
id-GlobalTWIF-ID,


id-GlobalW-AGF-ID,


id-GUAMIType,


id-LastEUTRAN-PLMNIdentity,


id-LocationReportingAdditionalInfo,


id-MaximumIntegrityProtectedDataRate-DL,


id-MDTConfiguration,


id-MicoAllPLMN,


id-NetworkInstance,


id-NID,


id-NPN-MobilityInformation,


id-NPN-PagingAssistanceInformation,


id-NPN-Support,


id-OldAssociatedQosFlowList-ULendmarkerexpected,


id-PagingAssisDataforCEcapabUE,


id-PagingeDRXInformation,


id-PDUSessionAggregateMaximumBitRate,


id-PduSessionExpectedUEActivityBehaviour,


id-PDUSessionResourceFailedToSetupListCxtFail,


id-PDUSessionResourceReleaseResponseTransfer,


id-PDUSessionType,


id-PSCellInformation,


id-QosFlowAddOrModifyRequestList,


id-QosFlowFailedToSetupList,

id-QosFlowFeedbackList,


id-QosFlowParametersList,


id-QosFlowSetupRequestList,


id-QosFlowToReleaseList,


id-QosMonitoringRequest,


id-QosMonitoringReportingFrequency,

id-RAT-Information,


id-RedundantCommonNetworkInstance,


id-RedundantDL-NGU-TNLInformationReused,


id-RedundantDL-NGU-UP-TNLInformation,


id-RedundantDLQosFlowPerTNLInformation,


id-RedundantPDUSessionInformation,

id-RedundantQosFlowIndicator,


id-RedundantUL-NGU-UP-TNLInformation,


id-SCTP-TLAs,


id-SecondaryRATUsageInformation,


id-SecurityIndication,


id-SecurityResult,


id-SgNB-UE-X2AP-ID,


id-S-NSSAI,

id-UE-Slice-MBR,

id-SONInformationReport,


id-TNLAssociationTransportLayerAddressNGRAN,


id-TargetRNC-ID,


id-TraceCollectionEntityURI,


id-TSCTrafficCharacteristics,


id-UEHistoryInformationFromTheUE,


id-UERadioCapabilityForPaging,

id-UERadioCapabilityForPagingOfNB-IoT,


id-UL-NGU-UP-TNLInformation,


id-UL-NGU-UP-TNLModifyList,


id-ULForwarding,


id-ULForwardingUP-TNLInformation,


id-UsedRSNInformation,

id-UserLocationInformationTNGF,


id-UserLocationInformationTWIF,


id-UserLocationInformationW-AGF,


maxnoofAllowedAreas,

maxnoofAllowedCAGsperPLMN,

maxnoofAllowedS-NSSAIs,


maxnoofBluetoothName,

Not modified
Allowed-CAG-List-per-PLMN ::= SEQUENCE (SIZE(1..maxnoofAllowedCAGsperPLMN)) OF CAG-ID

AllowedNSSAI ::= SEQUENCE (SIZE(1..maxnoofAllowedS-NSSAIs)) OF AllowedNSSAI-Item

AllowedNSSAI-Item ::= SEQUENCE {


s-NSSAI



S-NSSAI,


iE-Extensions

ProtocolExtensionContainer { {AllowedNSSAI-Item-ExtIEs} } OPTIONAL,


...

}

AllowedNSSAI-Item-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {
{ ID id-UE-Slice-MBR

CRITICALITY ignore
EXTENSION UE-Slice-MBR

PRESENCE optional
},

...

}

Allowed-PNI-NPN-List ::= SEQUENCE (SIZE(1..maxnoofEPLMNsPlusOne)) OF Allowed-PNI-NPN-Item

Not modified
CauseRadioNetwork ::= ENUMERATED {


unspecified,


txnrelocoverall-expiry,


successful-handover,


release-due-to-ngran-generated-reason,


release-due-to-5gc-generated-reason,


handover-cancelled,



partial-handover,



ho-failure-in-target-5GC-ngran-node-or-target-system,


ho-target-not-allowed,


tngrelocoverall-expiry,

tngrelocprep-expiry,


cell-not-available,


unknown-targetID,


no-radio-resources-available-in-target-cell,


unknown-local-UE-NGAP-ID,


inconsistent-remote-UE-NGAP-ID,


handover-desirable-for-radio-reason,


time-critical-handover,


resource-optimisation-handover,


reduce-load-in-serving-cell,


user-inactivity,


radio-connection-with-ue-lost,


radio-resources-not-available,


invalid-qos-combination,


failure-in-radio-interface-procedure,


interaction-with-other-procedure,


unknown-PDU-session-ID,


unkown-qos-flow-ID,


multiple-PDU-session-ID-instances,


multiple-qos-flow-ID-instances,

encryption-and-or-integrity-protection-algorithms-not-supported,

ng-intra-system-handover-triggered,


ng-inter-system-handover-triggered,


xn-handover-triggered,


not-supported-5QI-value,


ue-context-transfer,


ims-voice-eps-fallback-or-rat-fallback-triggered,


up-integrity-protection-not-possible,


up-confidentiality-protection-not-possible,


slice-not-supported,


ue-in-rrc-inactive-state-not-reachable,


redirection,


resources-not-available-for-the-slice,


ue-max-integrity-protected-data-rate-reason,


release-due-to-cn-detected-mobility,


...,


n26-interface-not-available,


release-due-to-pre-emption,


multiple-location-reporting-reference-ID-instances,


rsn-not-available-for-the-up,


npn-access-denied,


cag-only-access-denied,


insufficient-ue-capabilities,


slice-MBR-exceeded

}

CauseTransport ::= ENUMERATED {


transport-resource-unavailable,


unspecified,


...

}

Not modified
UE-Slice-MBR ::= SEQUENCE {


sliceMaximumBitRateDL

BitRate,


sliceMaximumBitRateUL

BitRate,


iE-Extensions

ProtocolExtensionContainer { {UE-Slice-MBR-ExtIEs} } OPTIONAL,


...

}

UE-Slice-MBR-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

9.4.7
Constant Definitions

-- ASN1START

-- **************************************************************

--

-- Constant definitions

--

-- **************************************************************

NGAP-Constants { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

ngran-Access (22) modules (3) ngap (1) version1 (1) ngap-Constants (4) } 

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN
Not modified

id-QosFlowFeedbackList








ProtocolIE-ID ::= 278


id-BurstArrivalTimeDownlink







ProtocolIE-ID ::= 279


id-ExtendedUEIdentityIndexValue






ProtocolIE-ID ::= 280

id-PduSessionExpectedUEActivityBehaviour




ProtocolIE-ID ::= 281

id-MicoAllPLMN










ProtocolIE-ID ::= 282


id-QosFlowFailedToSetupList







ProtocolIE-ID ::= 283

id-UE-Slice-MBR










ProtocolIE-ID ::= xxx
END

-- ASN1STOP


