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1	Introduction
[bookmark: _Toc474247438]RAN3 received a SA6 LS ([1]). The main part is copied as below:
… eNodeBs are experiencing a bearer pre-emption rate limitation issue that causes GBR bearer requests in a cell to be rejected without taking pre-emption into account. This causes a real world issue during certain Public Safety incidents where bearer establishment failures for MCPTT group calls prevent critical users from joining the call.
For example, hundreds of commercial (lower priority) bearers may need to be pre-empted in less than the call setup time of an MCPTT group call when hundreds of higher priority GBR bearers need to be established. An ultra-reliable method to ensure timely bearer establishment for all critical users in an MC group call is needed.
…
SA6 kindly asks 3GPP TSG RAN2 and RAN3 (with the help of RAN) to investigate how this issue can be addressed in the current 3GPP release such that this pre-emption limitation can be mitigated or removed.
 This contribution performs a further analysis on the impact to the specifications.
2	Discussion
When the CN request to setup the higher priority E-RAB, the eNB may pre-empt other lower priority E-RAB. The eNB has a processing limitation, e.g. 100 pre-emption per second. When the number of pre-emption caused by the E-RAB setup request (e.g. 200 pre-emption per second) exceeds the eNB’s processing limitation, the eNB may fail the E-RAB Setup request. The eNB can provide a cause value to the CN node. When the requested E-RAB is to be used for Mission Critical services (MCPTT, MCVideo, and MCData) for Public Safety, the CN node need to take appropriate action based on reason of the failure. For example, SA6 agreed in ([2]) “The MC service server can retry the establishment of a media bearer upon failure based on information received, or other conditions.”
Since this scenario is related to Radio Network Layer, we first study whether current RNL related cause values can be reused to meet the SA6 requirements. Here are some possible RNL related cause values:
· Reduce load in serving cell
This cause value is used for the scenario “Load on serving cell needs to be reduced. When applied to handover preparation, it indicates the handover is triggered due to load balancing.” If this cause value is provided to the CN, the MC service server may incorrectly consider the load due to MC services need to be reduced. So this cause value is not appropriate for this case. 

· Radio resources not available
The E-RAB for MC services usually have higher priority. In case there are radio resource used by other lower priority E-RAB, the related radio resources shall be preempted and used by the MC E-RAB. So this cause value may be only valid when all radio resource are already used by the higher priority MC E-RABs. Otherwise, if eNB provide this cause value, it may cause incorrect actions in the CN node, e.g. the MC service server will not retry the E-RAB setup request. So this cause value is not appropriate for this case.

· Release due to Pre-Emption
This cause value is used for the scenario when the lower priority E-RAB is released due to the pre-emption. So this cause value is not appropriate for this case. 
One may argue to reuse the Miscellaneous cause value “Control Processing Overload”, but this cause value does not give a clear indication to the CN that the cause is related to the pre-emption rate. 
In a summary, the existing cause value does not meet SA6 requirement. It is preferred to introduce a new cause, e.g. “Exceed limitation of bearer pre-emption rate”. By using this cause value, the CN node (e.g. MC service server) can know the reason why the E-RAB setup is failed, so it can take appropriate action (e.g. retry the establishment of a media bearer). 
Proposal 1: introduce a new S1AP cause value, e.g. “Exceed limitation of bearer pre-emption rate”
The pre-emption also happens in other interface, so it is necessary to study whether the similar change is needed for other interfaces:
· NGAP
The Mission Critical services can also be supported over 5G System (TS23.289). So it is necessary to introduce the new cause value in NGAP.

· F1AP
In a distributed gNB, the DRB setup may cause the pre-emption in the gNB-DU. When the CN send large number of requests for DRB setup, it can also cause the number of pre-emption exceeds the gNB-DU’s limitation of bearer pre-emption rate. Without the new cause value, the gNB-CU cannot know the reason, and will not be able to provide an appropriate cause value to CN. So a new cause value is needed. 

· W1AP
Similar to F1AP, in a distributed ng-eNB, the DRB setup may cause the pre-emption in the ng-eNB-DU. When the CN send large number of requests for DRB setup, it can also cause the number of pre-emption exceeds the ng-eNB-DU’s limitation of bearer pre-emption rate. Without the new cause value, the ng-eNB-CU cannot know the reason, and not be able to provide an appropriate cause value to CN. So a new cause value is needed. 

· X2AP and XnAP
The pre-emption may happen during the handover preparation procedure, but it may be arguable that large number of handover preparation for MC users are performed simultaneously. So the new cause may be not needed. 
Based on above analysis, the similar cause value is also needed in NGAP, F1AP and W1AP.
Proposal 2: Introduce similar cause value in NGAP, F1AP and W1AP. 

A reply LS is needed to inform SA6 that RAN3 agreed a new cause value. 

Proposal 3: reply SA6 that RAN3 agreed new cause value in S1AP and NGAP. 

3	Conclusions
In this contribution, we analyzed the impact to RAN3 to support SA6 requirement. Our proposals are:
Proposal 1: introduce a new S1AP cause value, e.g. “Exceed limitation of bearer pre-emption rate”.
Proposal 2: Introduce similar cause value in NGAP, F1AP and W1AP. 
Proposal 2: reply SA6 that RAN3 agreed new cause value in S1AP and NGAP. 
The draft CRs can be found in [5][6][7][8]. 
The draft reply LS can be found in [9]
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