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Introduction
During RAN3#110-e meeting, it was agreed that the RRCReconfiguration to the descendant IAB can be transferred via the source path for intra-donor migration, i.e. before the migrating IAB detach from source parent cell. In RAN3#111-e meeting, the RRCReconfiguration message transfer for descendant IAB node over source path was discussed, and the following solutions were agreed to be considered: 

	- Sol1: the RRCReconfiguration for the child IAB is buffered in the parent DU, and it is only sent to the child IAB when a prerequisite step is satisfied/performed.

- Sol2: the RRCReconfiguration for the child IAB is buffered in the child IAB-MT, and it is only executed when a prerequisite step is satisfied/performed.

- Sol3: the RRCReconfiguration for the child IAB is not buffered in the parent DU or child IAB-MT, and is executed by the child IAB-MT upon reception. 

- Sol4: by CU proper implementation. CU control the time to send RRCreconfiguration for each descendent IAB-node, the parent node of each IAB-node does not need to buffer their RRCReconfiguration, and each IAB-node can apply the RRCReconfiguration just when receiving it.  


In addition, RLF handling in IAB was also discussed and the following agreements has been achieved [1].
	RRC Reestablishment procedure of the migrating (top-level) IAB-MT is BL for inter-donor RLF recovery of a single-connected IAB-node

When the IAB-node performs RLF recovery via RRC Reestablishment at a new IAB-donor-CU, ongoing F1 transport connections of the IAB-node and its descendent nodes with the original donor may be retained and rerouted via the recovered path

For the recovery of RLF occurring on one link for an IAB-MT with simultaneous inter-donor connectivity, all traffic can be rerouted to the other path without need for IAB-DU migration. 


In this contribution, we will first analyze the solutions to support transferring RRCReconfiguration message for descendant IAB node over source path, and give our proposal. Then, based on the intra-CU topology adaptation procedure in SA in TS 38.401, we discuss the intra-CU CHO procedure of the migrating IAB-node. At the end, we discuss inter-CU BH RLF recovery procedure where the IAB-node declaring RLF migrates to a parent node underneath a different IAB-donor-CU.
RRCReconfiguration message transfer for descendant IAB node over source path
According to the agreements achieved in RAN3#111-e meeting, the following 4 solutions can be considered to support transferring RRCReconfiguration for descendant IAB node over source path.   
- Sol1: the RRCReconfiguration for the child IAB is buffered in the parent DU, and it is only sent to the child IAB when a prerequisite step is satisfied/performed.

- Sol2: the RRCReconfiguration for the child IAB is buffered in the child IAB-MT, and it is only executed when a prerequisite step is satisfied/performed.

- Sol3: the RRCReconfiguration for the child IAB is not buffered in the parent DU or child IAB-MT, and is executed by the child IAB-MT upon reception. 

- Sol4: by CU proper implementation. CU control the time to send RRCreconfiguration for each descendent IAB-node, the parent node of each IAB-node does not need to buffer their RRCReconfiguration, and each IAB-node can apply the RRCReconfiguration just when receiving it.   

In solution 1, a delay indication is required to inform the parent DU that the CU to DU RRC Information IE in the F1AP message contains an RRCReconfiguration message and needs to be buffered due to an upstream IAB node migration. In this case old outer IP addresses anchored at source donor DU should be used for delivering UL packets until descendant node receives new IP addresses from RRCReconfiguration message. If IP filtering is enabled at the target donor DU, the UL packets with old outer IP addresses would be discarded at target donor DU which would lead to unnecessary transmission and re-transmission.

In solution 2,  a delay indication is needed to inform IAB-MT not to apply the RRCReconfiguration. In addition, another indication needs to be introduced to trigger the execution of the RRCReconfiguration at the child IAB-MT. For solution 2, before descendant node receives new IP addresses from RRCReconfiguration message and execute the RRC reconfiguration, old outer IP addresses anchored at source donor DU should be used for delivering UL packets. Similar to solution 1, if IP filtering is enabled at the target donor DU, the UL packets with old outer IP addresses would be discarded at target donor DU
In solution 3, the child IAB-MT executes the RRCReconfiguration upon reception and subsequently sends the RRCReconfigurationcomplete message to its parent node. The parent DU buffers the received UL packet until it finishes F1-C connection transfer. In this case, an indication is needed to inform parent DU to buffer the received UL packet from child IAB node, e.g. donor-CU can include an indication in the UE CONTEXT MODIFICATION REQUEST message which containing the RRCReconfiguration message to the child-MT. From child IAB-DU’s perspective, after the co-located IAB-MT applies the RRCReconfiguration, it prepares to switch the F1-C connections by using the new TNL address that is routable via the target donor-DU, and not handles the received UL packets from UEs. After finishing the F1-C connection switch, child IAB-DU encapsulates these UL packets with new IP addresses and sent to the upstream node. Compared to solution 1 and solution 2, there are less packets with old IP addresses traveling along the target path in solution 3. To some extent, solution 3 can reduce unnecessary transmission and interruption time caused by re-transmission.
Regarding solution 4, CU controls the time to send RRCreconfiguration for each descendent IAB-node, the parent node of each IAB-node does not need to buffer RRCReconfiguration message, and each IAB-node can apply the RRCReconfiguration just when receiving it. Solution 4 may be workable, but it is hard for donor-CU to precisely control the timing of RRCreconfiguration message transmission since it does not know the packet handling situation at the descendant node and migrating IAB-node.
RAN3 is suggested to adopt solution 3 for transferring RRCReconfiguration message for descendant IAB node, i.e. the RRCReconfiguration for the child IAB is not buffered in the parent DU or child IAB-MT and is executed by the child IAB-MT upon reception. 

CHO support in IAB
As we know, intra-CU migration procedure of IAB-node was introduced in Rel-16 and captured in TS 38.104. In RAN3#111-e meeting, it was agreed Rel-16 CHO is supported for intra-donor migration of IAB-MT. Based on the intra-CU topology adaptation procedure in TS 38.401, we will discuss the intra-CU CHO procedure of the migrating IAB-node in the following.
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Figure 1 IAB Intra-CU Conditional Handover procedure
1.
The migrating IAB-MT sends a MeasurementReport message to the source parent node IAB-DU. This report is based on a Measurement Configuration the migrating IAB-MT received from the IAB-donor-CU before.

2.
The source parent node IAB-DU sends an UL RRC MESSAGE TRANSFER message to the IAB-donor-CU to convey the received MeasurementReport.

3.  Donor-CU decides to configure CHO for migrating IAB-MT.
4. The IAB-donor-CU sends a UE CONTEXT SETUP REQUEST message to the candidate parent node IAB-DU to create the UE context for the migrating IAB-MT and set up one or more bearers. These bearers can be used by the migrating IAB-MT for its own signalling, and, optionally, data traffic. The IAB-CU requests CHO for one or more candidate cells belonging to one or more candidate gNB-DUs. The UE CONTEXT SETUP REQUEST message is sent for each candidate cell and includes a conditional inter-DU mobility information.
5.
The candidate gNB-DU responds to the gNB-CU with an UE CONTEXT SETUP RESPONSE message including the target cell ID that was requested from the gNB-CU. The response message is sent for each requested candidate cell.

6. The IAB-donor-CU sends a DL RRC MESSAGE TRANSFER message to the source gNB-DU, which includes a generated RRCReconfiguration message containing the configuration of CHO candidate cell(s). The configuration within each CHO configuration includes a default BH RLC channel and a default BAP Routing ID configuration for UL F1-C/non-F1 traffic mapping on the target path. It may also include additional BH RLC channels, allocated TNL address(es) that is (are) routable via the target IAB-donor-DU. The new TNL address(es) may be included in the message as a replacement for the TNL address(es) that is (are) routable via the source IAB-donor-DU. In case IPsec tunnel mode is used to protect the F1 and non-F1 traffic, the allocated TNL address is outer IP address. The TNL address replacement is not necessary if the source and candidate target paths use the same IAB-donor-DU.
7. The source parent node IAB-DU forwards the received RRCReconfiguration message to the migrating IAB-MT.

8. The migrating IAB-MT responds to the source parent node IAB-DU with an RRCReconfigurationComplete message.

9. The source parent node IAB-DU forwards the RRCReconfigurationComplete message to the gNB-CU via an UL RRC MESSAGE TRANSFER message. 

10. An execution condition to trigger initiation of conditional handover is fulfilled.
11.
A Random Access procedure is performed at the target parent node IAB-DU.

12. The target parent IAB node sends an ACCESS SUCCESS message to inform the gNB-CU of which cell the IAB-MT has successfully accessed.

NOTE:
The gNB-CU may initiate UE Context Release procedure toward the other signalling connections or other candidate target gNB-DUs, if any, to cancel conditional handover for the IAB-MT.
13-19. The steps 13-19 are as defined in steps 9-15 in clause 8.2.3.1.
RAN3 is suggested to adopt the above IAB intra-CU conditional handover procedure. 
Inter-CU BH RLF recovery

Baseline procedure for inter-CU BH RLF recovery.

In this section, we discuss potential procedure for inter-CU BH RLF recovery based on the agreements achieved in last RAN3 meeting. Figure 2 shows an example of the inter-CU BH RLF recovery procedure for an IAB-node in SA mode. In this example, the IAB-node changes from its initial parent node to a new parent node, where the new parent node is served by an IAB-donor-CU different than the one serving its initial parent node.  


[image: image2.emf]秘密▲ <

以上所有信息均为中兴通讯股份有限公司所有，不得外传

>

第

1

页

UE Recovery

IAB-node

InitialParent

IAB-node

Intermediatehop

IAB-nodeonthe

initialpath

InitialIAB-

donor-DU

NewParent

IAB-node

Intermediatehop

IAB-nodeon

thenewpath

NewIAB-

donor-DU

NewIAB-

donor-CU

Donwlinkuserdata

Uplinkuserdata

Donwlinkuserdata

Uplinkuserdata

InitialIAB-

donor-CU

1.Determinationof

BHRLFoninitial

3.RRCReestablishmentRequest

2.SynchronizationandRACH(toacellbelongtoadifferentIAB-donor-CU)

4.INITIALULRRCMESSAGETRANSFER

5.RETRIEVEUECONTEXT

6.RETRIEVEUECONTEXTRESPONSE

7.UECONTEXTSETUPprocedureforrecoveryIAB-MT

8.RRCReestablishment

9.RRCReestablishmentComplete

10.RRCReconfiguration

11.RRCReconfigurationComplete

12.ConfigurationofBHRLCchannel,BAProuteandmappingrulesalongnewpathbetweenrecoveryIAB-nodeandthenewIAB-donor-CU.

14.RedirectionofrecoveryIAB-DU’sF1-CassociatintonewTNLaddresses.Establishor(Re)establishorUpdatetheF1interfacecontext,F1APUE

contextattherecoveryIAB-DUandnewIAB-donor-CU.

17.UECONTEXTRELEASECOMMAND

18.UECONTEXTRELEASECOMPLETE

19.ReleaseofBAProutealonginitialpathbetweenrecovery

IABnodeandinitialIAB-donor-DUviainitialparentIAB-node

15.UpdateIAB-DU’sF1-UTNLinformation,eachTNL’sULBHinformation,andnon-UPtraffic’sULBHinformation.

16.UECONTEXTRELEASE

13.RetrievetheF1interfacecontextoftherecoveryIAB-DU,UE

contextandF1APUEcontextofthechildnodesofrecovery

IAB-DU,fromtheinitialIAB-donor-CUtothenewIAB-donor-CU.

Figure 2: IAB inter-CU backhaul RLF recovery procedure for an IAB-node in SA mode

Step 1: The IAB-MT declares BH RLF for the MCG as described in TS 38.331 [23], clause 5.3.10.3.

Step 2: The recovery IAB-MT performs synchronization and RACH to a new parent node, which is served by a new IAB-donor-CU.

Step 3-4: The recovery IAB-MT sends RRCReestablishmentRequest message to the new IAB-donor-CU. 

Step 5-6: The new IAB-donor-CU retrieves the context of the recovery IAB-MT.
Step 7: The new IAB-donor-CU initiates the UE CONTEXT SETUP procedure towards the new parent IAB-DU for establishing the UE-assicated F1 logical association for the recovery IAB-MT. 

Step 8: The new IAB-donor-CU sends RRCReestablishment message to the recovery IAB-MT through the new parent IAB-DU.

Step 9: The recovery IAB-MT sends RRCReestablishmentComplete message to the new IAB-donor-CU through the new parent IAB-DU.

Step 10-11: The new IAB-donor-CU sends RRCReconfiguration message to the recovery IAB-MT through the new parent IAB-DU, and the  recovery IAB-MT responds with RRCReconfigurationComplete message. In this procedure, the new IAB-donor-CU may provide new TNL address(es), which is(are) anchored at the new IAB-donor-DU, to the IAB-MT via RRC signalling. Furthermore, the IAB-donor-CU may also provide a new default UL mapping which includes a default BH RLC channel and a default BAP Routing ID for UL F1-C/non-F1 traffic on the new path, to the recovery IAB-node via RRCReconfiguration message. In addition, the new IAB-donor-CU may provide a new BAP address and the IP address of the new IAB-donor-CU to the recovery IAB node via RRCReconfiguration message.
Step 12: The IAB-donor-CU configures BH RLC channels and BAP-sublayer routing entries on the new path between the new parent IAB-node and new IAB-donor-DU as well as DL mappings on the new IAB-donor-DU for the recovery IAB-node’s new path. These configurations may be performed at an earlier stage, e.g. immediately after step 7. The IAB-donor-CU may establish additional BH RLC channels to the recovery IAB-MT via RRC message.

Step 13:  The IAB-DU context of the recovery IAB-DU, UE context and F1AP UE context of the UEs of the recovery IAB-node, which are stored at the old IAB-donor-CU, are transmitted from the old IAB-donor-CU to the new IAB-donor-CU.

Editor Notes: detailed procedures are FFS.
Step 14: This step is performed for the F1-C migration of the recovery IAB-DU:

1. The recovery IAB-node establishes SCTP connection between the new IAB-donor-CU and the recovery IAB-node using the recovery IAB-node’s new TNL address(es) and the new IAB-donor-CU’s new TNL address(es). The F1-C connections are switched to use the recovery IAB-node’s new TNL address(es) and the new IAB-donor-CU’s new TNL address(es).

The new IAB-donor-CU and the recovery IAB-DU establish/re-establish/update F1 interface context. 

The new IAB-donor-CU and the recovery IAB-DU establish/re-establish/update F1AP UE context for the child IAB-nodes or UEs of the recovery IAB-node.

Step 15: IAB-donor-CU updates the UL BH information associated to each GTP-tunnel to recovery IAB-node. This step may also update UL FTEID and DL FTEID associated to each GTP-tunnel. All F1-U tunnels are switched to use the recovery IAB-node’s new TNL address(es) and the new IAB-donor-CU’s new TNL address(es). The IAB-donor-CU may also update the UL BH information associated with non-UP traffic.

Step 16: The new IAB-donor-CU sends UE CONTEXT RELEASE message to indicate the initial IAB-donor-CU to release the resources for the recovery IAB-node.

Step 17:
The initial IAB-donor-CU sends a UE CONTEXT RELEASE COMMAND message to the initial parent node IAB-DU.

Step 18:
The initial parent node IAB-DU releases the recovery IAB-MT’s context and responds to the IAB-donor-CU with a UE CONTEXT RELEASE COMPLETE message.

Step 19: The initial IAB-donor-CU releases BH RLC channels and BAP-sublayer routing entries on the source path between source parent IAB-node and source IAB-donor-DU. 

It is suggested that the procedure in Figure 2 is taken as the baseline procedure for inter-CU BH RLF recovery.

F1-C migration of IAB-DU
As agreed in RAN3#109-e meeting, the IAB-MT context, the collocated IAB-DU context, and the context of descendant IAB-nodes/UEs needs to be available to the new IAB-donor-CU. Moreover, as baseline, IAB-MT migration should use a separate procedure w.r.t. the migration of the co-located IAB-DU, the served UEs and the served MTs. Then, we suggest to introduce a new XnAP procedure for transferring the IAB-DU context and F1AP UE context from the old IAB-donor-CU to the new IAB-donor-CU, as shown in Step 13 in Figure 2.
	The following information should be made available to the new donor:

1. Contexts of all involved UEs,

2. Contexts of all involved MTs,

3. Contexts of all involved DUs,

4. Backhaul and topology-related information,

5. IP address information

Current signaling is taken as baseline for inter-donor migration of UEs and IAB-MTs

As baseline, IAB-MT migration should use a separate procedure w.r.t. the migration of the co-located IAB-DU, the served UEs and the served MTs


It is suggested to introduce a new XnAP procedure for transmitting the IAB-DU context and F1AP UE context from the old IAB-donor-CU to the new IAB-donor-CU.
Furthermore, it should be discussed when and who to initiate the IAB-DU context transfer procedure. The following two options could be considered:

Option 1: IAB-DU context transfer procedure is initiated by the new IAB-donor CU after the IAB-MT successfully recovers to the new IAB-donor-CU.
In option 1, the IAB-DU context transfer procedure is performed after the IAB-MT successfully recovers to the new IAB-donor-CU (e.g., after Step 9 in Figure 2), so that unnecessary signalling overhead due to BH RLF recovery failure could be avoided. More specifically, this procedure can be initiated by the new IAB-donor-CU and an indication indicating that the recovery IAB-MT has successfully recovered to the new IAB-donor-CU needs to be included in the request message of the new XnAP procedure from the new IAB-donor-CU.
Option 2: IAB-DU context transfer procedure is initiated by the old IAB-donor CU
In option 2, the procedure is initiated by the old IAB-donor-CU. The old IAB-donor-CU could initiate this procedure towards an IAB-donor-CU after it knows that the recovery IAB-node is recovering or has successfully recovered to the new IAB-donor-CU, e.g., after Step 5 in Figure 2.
After an IAB-MT recovers to the new IAB-donor-CU, the F1 context and the F1AP UE context need to be re-established/updated between the collocated IAB-DU and the new IAB-donor-CU  (as shown in step 13 in Figure 2). For example, the IP address used for F1-C connection needs to be re-assigned, and the gNB-CU UE F1AP IDs for the UEs served by the recovery IAB-DU need to be re-assigned.  In addition, the F1-U also needs to be migrated to the new IAB-donor-CU (as shown in step 15 in Figure 2). In our opinion, same mechanism could be used for F1-C/F1-U mirgation in both inter-CU migration and inter-donor BH RLF recovery scenario.
Same mechanism could be used for F1-C/F1-U migration in both inter-CU migration and inter-donor BH RLF recovery scenario
Handling of descendant nodes 
In inter-donor BH RLF recovery scenario, after the recovery IAB-node has recovered to the new IAB-donor-CU, descendant nodes may detect radio link failure since the descendant IAB-node is not aware of the BH RLF recovery of upstream node. On one hand, the descendant IAB-node will not immediately initiate RRC Re-establishment. On the other hand, the initial IAB-donor-CU lose control of the descendant node via the old path. As a result, it should be further discussed how to deal with descendant nodes after recovery node recovers to a new IAB-donor CU. As agreed in RAN3#110-e meeting [2], UE-migration to the new IAB-donor requires security context/key change. Here we discuss how to update AS security for descendant nodes in inter-donor BH RLF recovery scenario.Currently, there are two methods for a UE to receive updated AS security when the UE moves to a new gNB.
Method 1: In RLF recovery scenario, the AS security (i.e. KgNB) between the recovery IAB-MT and the new IAB-donor-CU can be updated via the RRC Reestablishement message, which is not ciphered and is transmitted from the new IAB-donor-CU to the recovery IAB-MT. After this, RRC messages transmitted between the new IAB-donor-CU and the new IAB-MT can be protected by the new security keys.  

Method 2: In handover scenario, the AS security context generated by the target gNB is included into a RRC container and sent to the source gNB transparently and then sent to the UE via RRC message by the source gNB. The RRC message sent from the source gNB to the UE is ciphered.
Currently, in handover scenario, the new AS security context generated by the target gNB is included into a RRC container and sent to the UE via the source gNB. In RLF recovery scenario, the new security context generated by the new gNB is included into a non-ciphered RRC Reestablishement message and sent to the UE.

To enable the descendant node to obtain the new AS security context generated by the new IAB donor CU, the following options can be taken into consideration.

Option 1: Take RRC Re-establishment procedure as baseline, where the new AS security context is sent from the new IAB-donor-CU to the descendant node directly. The trigger or procedure of RRC Re-establishment procedure may need to be enhanced.
Option 1-a: Upon receiving an indication indicating that the recovery IAB-node has successfully recovered to the new IAB-donor-CU, the descendant node performs full RRC Re-establishment procedure.

Option 1-b: Upon receiving an indication indicating that the recovery IAB-node has successfully recovered to the new IAB-donor-CU, the descendant node performs an enhanced RRC Re-establishment procedure, where cell selection is omitted. Service interruption caused by cell selection could be reduced in this option and the topology of descendant nodes could be kept unchanged.

Option 1-c. After the recovery IAB-node has successfully recovered to the new IAB-donor-CU, the recovery IAB-node sends an indication to the descendant nodes, which indicates that the recovery IAB-node has successfully recovered to the new IAB-donor-CU. Upon receiving such an indication, the descendant node performs an enhanced RRC Re-establishment procedure, where cell selection and RRC ReestablishmentRequest message are omitted. Upon initiating the enhanced RRC Re-establishment procedure, the descendant node will re-establish PDCP and RLC with specified configuration for SRB1 and suspend integrity protection and ciphering for SRB1. Then descendant node could directly receive the RRC Reestablishment message, which is not ciphered, from the new IAB-donor-CU. Compared with Option 1-b, this option could further reduce service interruption caused by sending a uplink ReestablishmentRequest  message from the descendant node.
Option 2: Take HO procedure as baseline, where the new AS security context generated by the new IAB-donor-CU is included into a RRC container and sent to the descendant UE via RRC Reconfiguration message by the old IAB-donor-CU.
Option 2-a: Inter-donor CHO procdure is performed towards the new IAB donor CU at the descendant node upon receiving an indication indicating that the recovery IAB-node has successfully recovered to the new IAB-donor-CU. In this option, CHO configuration needs to be sent to the descendant node in advance before the recovery IAB-node detects RLF.
Option 2-b: Migration procedure is performed for descendant nodes. As agreed in RAN3#111-e meeting [1], it was agreed that when the IAB-node performs RLF recovery via RRC Reestablishment at a new IAB-donor-CU, ongoing F1 transport connections of the IAB-node with the original donor may be retained and rerouted via the recovered path. As a result, the HO command message can be sent from the initial IAB-donor-CU to the descendant node via the recovered path.
RAN3 is suggested to discuss which procedure (RRC Re-establishement or Handover) is the baseline procedure for descendant nodes in inter-CU BH RLF recovery scenario, and to further consider the following options for descendant nodes.

Option 1: Take RRC Re-establishement procedure as baseline for the migration of descendant nodes in inter-CU BH RLF recovery scenario.

Option 2: Take HO procedure as baseline for the migration of descendant nodes in inter-CU BH RLF recovery scenario.
In our opinion, Option 1 needs enhancements to UE, while no UE impact is foreseen in Option 2. In addition, in Option 2, IAB-donor-CU could take full control of the migration of all descendant nodes and the service interruption could be reduced since data/signalling can be re-routed via the recovered path. However, in Option 1, (enhanced) RRC Re-establishment procedure may cause considerable service interruption since data transmission needs to be suspended during the RRC Re-establishment procedure. Then, we suggest that Option 2 (i.e. migration procedure) is the baseline procedure for the recovery of the descendant nodes.
Migration procedure is used as baseline procedure for the recovery of the descendant nodes in inter-CU BH RLF recovery scenario.
Conclusion
In this contribution, we mainly discussed issues on transferring RRCReconfiguration message for descendant IAB node over source path, intra-donor CHO, and inter-CU RLF recovery. And we have the following observations and proposals.

Currently, in handover scenario, the new AS security context generated by the target gNB is included into a RRC container and sent to the UE via the source gNB. In RLF recovery scenario, the new security context generated by the new gNB is included into a non-ciphered RRC Reestablishement message and sent to the UE.

RAN3 is suggested to adopt solution 3 for transferring RRCReconfiguration message for descendant IAB node, i.e. the RRCReconfiguration for the child IAB is not buffered in the parent DU or child IAB-MT and is executed by the child IAB-MT upon reception. 

RAN3 is suggested to adopt the above IAB intra-CU conditional handover procedure. 

It is suggested that the procedure in Figure 2 is taken as the baseline procedure for inter-CU BH RLF recovery.

It is suggested to introduce a new XnAP procedure for transmitting the IAB-DU context and F1AP UE context from the old IAB-donor-CU to the new IAB-donor-CU.
Same mechanism could be used for F1-C/F1-U migration in both inter-CU migration and inter-donor BH RLF recovery scenario
RAN3 is suggested to discuss which procedure (RRC Re-establishement or Handover) is the baseline procedure for descendant nodes in inter-CU BH RLF recovery scenario, and to further consider the following options for descendant nodes.

Option 1: Take RRC Re-establishement procedure as baseline for the migration of descendant nodes in inter-CU BH RLF recovery scenario.

Option 2: Take HO procedure as baseline for the migration of descendant nodes in inter-CU BH RLF recovery scenario.
Migration procedure is used as baseline procedure for the recovery of the descendant nodes in inter-CU BH RLF recovery scenario.
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13. Retrieve the F1 interface context of the recovery IAB-DU, UE context and F1AP UE context of the child nodes of recovery IAB-DU, from the initial IAB-donor-CU to the new IAB-donor-CU. 
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12. Configuration of BH RLC channel, BAP route and mapping rules along new path between recovery IAB-node and the new IAB-donor-CU.
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