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Introduction

According to eNPN work progressed in SA2, the related work is captured in TR23.700-07[1], and  the captured  Key issue#1, Key issue#2, Key issue#3 and Key issue#4  are considered in R17. In this document we provide discussion on RAN3 impact based on the objectives of eNPN WI [2].

Discussion
Key issue#1 (Enhancements to Support SNPN along with credentials owned by an entity separate from the SNPN)
In the eNPN WI[2], the following  RAN objectives  are related to key issue#1 
Support SNPN along with subscription / credentials owned by an entity separate from the SNPN including:
The broadcasting of information to enable SNPN selection for UEs with subscription/credentials owned by an entity separate from the SNPN [RAN2]

The associated cell selection/reselection and connected mode mobility support [RAN2/RAN3]
The necessary modifications over network interfaces (e.g. NG, Xn, F1, E1 etc) [RAN3]. 

According to [1], For UEs with an SNPN subscription, SIB will be enhanced as follow:

----------------------------------------------------------------------------------------------
-
SIB will be enhanced as follows, for SNPN only:

-
Indication that "access using credentials from a separate entity is supported"

-
Optionally, supported Group IDs (GIDs)

-
Optionally, an indication whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN

Editor's note:
Need for additional SIB information is FFS.

For a UE based on 3GPP identities and credentials supplied by the PLMN:

-
SIB enhancements as described in clause 8.1.4.

--------------------------------------------------------------------------------------------------
The cell selection/re-selection procedure has been captured in [1] 8.1.4,8.1.5, For a UE configured to use SNPNs , automatic SNPN selection is performed according the received SIB of the cell and the UE configuration (User-controlled prioritized list of preferred SNPNs, Separate entity controlled prioritized list of preferred SNPNs,Separate entity-controlled prioritized list of Group IDs (GIDs)). For a  UE with PLMN subscription to select an SNPN, the UE needs to enter SNPN access mode, SNPN selection is performed as UE configured to use SNPNs, (De)activation of SNPN access mode is up to UE implementation. The detail standardization work for SIB and cell selection/reselection is responsible by RAN2. 

Observation 1:  The detail standardization work for SIB and cell selection/re-selection for key issue#1 is responsible by RAN2.

During the UE registration or service request procedure, In The R16 SNPN case, the AMF performs the access control. If the UE is registered through a SNPN network not belong to the UE allowed list, the AMF will reject to the registration. In the case of  SNPN along with subscription / credentials owned by an entity separate from the SNPN, The RAN side does not care whether the authorization is done by AMF or by another independent entity, So there is no further RAN3 impact on access control.

Observation 2:  No RAN3 impact of Access control for key issue#1 has been identified.
According to [1], For the Key Issue 1, following mobility scenarios, including service continuity, shall be supported:

-
UE moving from SNPN#1 with separate entity#1 to SNPN#2 with separate entity#1 available; and

-
UE moving between SNPN#1 (where separate entity=PLMN) and PLMN

In R16, only intra-SNPN connected mobility is supported. In order to support inter-SNPN mobility and mobility between a SNPN and a PLMN, RAN3 work is needed. The detail RAN3 impact of mobility for key issue#1 is discussed in [3].

Observation 3:  In R16, only intra-SNPN connected mobility is supported. In order to support inter-SNPN mobility and mobility between a SNPN and a PLMN, RAN3 work is needed.

Key issue#2 (NPN support for Video, Imaging and Audio for Professional Applications (VIAPA))
There are service continuity requirements for the VIAPA (Video, Imaging and Audio for Professional Applications) services . For UEs that have two subscriptions (e.g. one PLMN and one SNPN), the UE could register to PLMN 5GC and/or SNPN 5GC to request VIAPA services.  

According to [1], This key issue aims at addressing the following aspects:

1.
Study whether there are support for service continuity (assuming PSA may reside in either PLMN or in the NPN) between PLMN and NPN (SNPN or PNI-NPN) with overlapping radio coverage areas;

2.
Study means to enable a UE to receive data services from one network (e.g. NPN), and paging as well as data services from another network (e.g. PLMN) simultaneously.

All of the above aspects may have impact on RAN3, however, there are no objectives related to key issue#2 in WI[2]. We suggest to add the key issue2 related issues into the WI scopes and further discussion on key issue2 is provided in [4].

Proposal 1:   Adding the key issue2 related issues into the WI scopes.

Key issue#3 (Support of IMS voice and emergency services for SNPN)
In the eNPN WI[2], the following  RAN objectives  are related to key issue#3 
Support of IMS voice and emergency services for SNPN [RAN2]

Broadcasting of relevant parameters [RAN2]

In general, consideration RAN impact, the cell shall broadcast indicator that the cell supports Emergency Services over NG-RAN for UEs, which is responsible by RAN2. No RAN3 impact for key issue#3 has been identified.

Observation 4: No RAN3 impact for key issue#3 has been identified, The detail standardization work for SIB is responsible by RAN2.
Key issue#4 (UE Onboarding and remote provisioning)
In the eNPN WI[2], the following  RAN objectives  are related to key issue#4 
Support UE onboarding and provisioning for NPN including:
The UE onboarding relevant parameter broadcast from SIB [RAN2]

The associated cell selection/reselection, cell access control and the connected mode mobility support [RAN2/RAN3]
The necessary modifications over network interfaces (e.g. NG, Xn, F1, E1 etc) [RAN3]

According to [1], the general procedure for UE onboarding and remote provisioning is summarized as following :

The UE may or may not be pre-configured with O-SNPN(onboarding SNPN) network selection information. if Some onboarding configuration is pr-configured towards to UE (e.g., provisioning Server address；NSSAI used to access  Provisioning Server; SO-SNPN identity ;default UE credentials), the detail of pre-configuration and how to configure such information towards to UE is pending to SA2. It is assumed there is no RAN3 impact.
The NR cell of the Onboarding network includes  an indication for Onboarding enabled in the SIB.  UE can discover and select an appropriate O-SNPN to register according to the SIB and  pre-configured onboarding information. If UE use default UE credentials for Onboarding, the primary authentication is possible needed in the case that DCS is deployed. The detail standardization work for SIB and onboarding cell selection/re-selection is responsible by RAN2.
Observation 5: The detail standardization work for SIB and onboarding cell selection/re-selection for key issue#4 is responsible by RAN2.
Upon registration to an SNPN for Onboarding, AMF restricts the usage when the UE indicates that the registration is for Onboarding, or the UE provides an indication at RRC level that the RRC connection is for onboarding, NG-RAN selects an appropriate AMF and indicates that the access is for Onboarding. it is up to the network to decide which network slice is used for the onboarding and provisioning procedures. A restricted PDU session may be supported to be dedicated for the remote provisioning. So, during the Onboarding phase, There is impact on RAN3 interface,especially the NG interface, e.g, indicates that the access is for Onboarding, NG-RAN shall be aware of the restricted PDU session is only used for remote provisioning.
Observation 6: For key issue#4, during the Onboarding phase, there is impact on RAN3 interface,especially the NG interface, e.g, NG-RAN indicates that the access is for Onboarding, NG-RAN shall be aware of the restricted PDU session is only used for remote provisioning.
After onboarding successfully, The UE may support the Control Plane remote provisioning for SNPN credentials  or the User Plane remote provisioning for SNPN credentials. When user plane remote provisioning is used, a restricted PDU session is supported to be dedicated for the remote provisioning, and how the UE downloads the SO-SNPN credential from the Provisioning Server is out of scope of SA. When control plan remote provisioning is used, remote provisioning based on UE Parameters Update Procedure or DL NAS Transport procedure can be used. It is assumed there is no RAN3 impact here.
The UE shall initiate de-registration from the on-boarding network after finishing the remote provisioning or the on-boarding network shall initiate the de-registration after successful completion of onboarding or based on timer configured for on-boarding service.  It is assumed there is no RAN3 impact here.
Conclusion
For key issue#1:
Observation 1: The detail standardization work for SIB and cell selection/re-selection for key issue#1 is responsible by RAN2.

Observation 2:  no RAN3 impact of Access control for key issue#1 has been identified.

Observation 3:  In R16, only intra-SNPN connected mobility is supported. In order to support inter-SNPN mobility and mobility between a SNPN and a PLMN, RAN3 work is needed.
For key issue#2:
Proposal 1:  Adding the key issue2 related issues into the WI scopes.

For key issue#3:
Observation 4: No RAN3 impact for key issue#3 has been identified, The detail standardization work for SIB is responsible by RAN2.

For key issue#4:
Observation 5: The detail standardization work for SIB and onboarding cell selection/re-selection for key issue#4 is responsible by RAN2.

Observation 6: For key issue#4, during the Onboarding phase, there is impact on RAN3 interface,especially the NG interface, e.g, NG-RAN indicates that the access is for Onboarding, NG-RAN shall be aware of the restricted PDU session is only used for remote provisioning.
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