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	Reason for change:
	The “non-F1 traffic” is used in some 38 series specification, e.g. TS38.401, TS38.331, TS38.473, etc. But none of them provides clear statement about the definition of the “non-F1 traffic”. 
From the literal meaning of the word “non-F1 traffic”, it seems all the traffic other than F1-U and F1-C should be classified as non-F1 traffic. However, it is worth noting that some basic traffic prior to the IAB-DU’s F1 Setup, which are fundamental traffic for setup the F1 interface, will also be classified as non-F1 traffic. The mentioned basic traffic are some F1-C related traffics, for example, SCTP Chunks other than the Data Chunk (the SCTP Data Chunk will inlcude F1-C message, other Chunks may includes the INIT, INIT ACK, Heartbeat, etc.), IPsec SA related packets in the security negotiation procedure, etc. 
In fact, these basic F1-C related traffic should share similar QoS as NUA F1-C traffic and use same IP address as F1-C packets, and it is more appropriate to treat them as F1-C traffic (or NUA F1-C traffic in a more accurate way), or IP traffic over the F1-C interface, rather than the non-F1 traffic. Then the real non-F1 traffic should be the traffic belongs to the IAB-DU, except the F1-U, F1-C and F1-C/U related traffic.
Consequently, clarification about the “non-F1 traffic” type is beneficial to avoid confusion and enable the IAB-DU’s F1-C related traffic being processed appropriately in the BH links, since the IAB node need to differentiate which traffic is “non-F1 traffic” when select suitable IP address, select UL BH information (e.g. BAP routing ID , egress BH RLC channel), etc. 


	
	

	Summary of change:
	Add new reference of TS38.472 in clause 2.  
Add a NOTE to give clear statement about the “non-F1 traffic” in clause 8.9.13.

Impact analysis
Impact assessment towards the previous version of the specification (same release): 
This CR has isolated impact with the previous version of the specification (same release) because the changes only impact the IAB functionality.
This CR has an impact under functional point of view. 
The impact can be considered isolated because the change affects only the defination of non-F1 traffic.

	
	

	Consequences if not approved:
	The F1-C related traffic (i.e. SCTP Chunks other than Data Chunk, and IPsec SA negotiation related packets.) will not be processed in an appropriate way for transmission across the wireless BH links. 

	
	

	Clauses affected:
	2, 8.9.13

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	Rev 3：Rebase the latest specification v16.4.0, and submit to RAN3-111e.
Rev 2:
· Add the detailed specification number when refered in the newly added NOTE
· Update the cover page according to the new CR template v12.1, and add new co-signers.
Rev 1：Revise the Tdoc number in the cover page.
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Next Change
8.9.13	IP Address Allocation for IAB-nodes
An IAB-node may obtain IP address(es) either from the IAB-donor or from the OAM system. The IP address(es) is(are) used by the IAB-node for F1 and non-F1 traffic exchange via the backhaul. In case IPsec tunnel mode is used to protect this F1 and non-F1 traffic, the IP address(es) refer to the outer tunnel addresses. The allocation of the inner tunnel IP address(es) is outside of 3GPP scope. 
[bookmark: OLE_LINK49]NOTE:      The non-F1 traffic of an IAB-node is the traffic except the IP traffic of the F1-C interface as specified in TS 38.472 [xx] and F1-U interface as specified in TS 38.474 [7],  e.g., OAM traffic if it is transferred using the BH RLC channel. 
In case of IAB-donor-based IP address allocation, the IP address(es) is(are) allocated by the IAB-donor-CU or IAB-donor-DU. In both cases, the IAB-node requests the IP address(es) via RRC from the IAB-donor-CU. It includes a separate IP address request for each usage, where the usages defined are all traffic, F1-U, F1-C and non-F1. The IAB-donor-CU may initiate the IAB TNL Address Allocation procedure to obtain IP addresses from the IAB-donor-DU. The IAB-donor-CU sends the IP addresses allocated for each usage to the IAB-node via RRC. 
The IAB-node may be allocated one or multiple IPv6 addresses or one 64-bit IPv6 prefix for each usage and/or one or multiple IPv4 addresses for each usage. Each allocated IP address/IPv6 prefix is unique within the IAB network and routable from the wireline network. 
In case of OAM-based IP address allocation, the IAB-node informs the IAB-donor-CU via an UL RRC message about the IP address(es) it received for each purpose. This occurs before the IAB node uses the IP address(es) for UL and/or DL traffic. 
The IAB-donor-CU configures the IAB-donor-DU with mappings between IP header fields and L2 parameters (BAP Routing ID, BH RLC channels) used for DL traffic.  Each mapping configuration may hold an IPv4 address, IPv6 address or a 64-bit IPv6 prefix. In case of two mapping entries matching the same IP header where one holds an IPv6 prefix and the other holds a full IPv6 address, the one with full IPv6 address takes precedence at the IAB-donor-DU.
In case of IAB-donor-allocated IP addresses, the IAB-node’s IP address(es) can be updated using DL RRC signalling.
For F1-C traffic transfer for NSA IAB, the LTE leg and NR leg should use separate IP address pairs {IAB-DU’s IP address, IAB-donor-CU’s IP address}. How the IAB-DU gets the remote IP end point(s) and its own IP address for LTE leg is not specified in this release.
End of Change

