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1	Introduction
[bookmark: _Hlk55112831]This paper provides summary of discussions at RAN#110-e on:
[bookmark: _Hlk55595448]CB: # 105_FlexNodeLength
- check companies position
- compare to other available solutions
- check draft LS, if agreeable
(E/// - moderator)


2	For the Chairman’s Notes 
Proposal1: it is proposed to confirm that exploiting the use of flexible gNB-ID lengths within the same network is beneficial to address the cases of ANR, RAN sharing, gNB-ID exhaustion
Proposal2: it is proposed to confirm that a standardised solution should be made available to allow acquisition of gNB-IDs as part of ANR
Proposal3: RAN3 to send an LS to RAN2 stating that there is no consensus in RAN3 on adopting a network based solution and that RAN2 should check feasibility of broadcasting the gNB-ID length. RAN3 may continue discussions on network based solutions, if deemed useful.
It is proposed to agree to R3-206229.

3	Discussion
In case of NR cells, a gNB ID represents the (22..32) MSBs of the (36bits long) NR Cell IDs the gNB.
In R3-206227 it is explained that it is very difficult if not impossible to make use of the flexible gNB ID length according to current specifications.
In current specifications there is no indication of the size of the gNB id in NR CGI or NR Cell Identity (NCI). At the same time NR CGI is assumed to be overall unique. If an operator wants to make use of different gNB ID lengths in its network it is not obvious how the operator can ensure that all resulting NR CGIs are unique. This has a major effect on the capability of an operator to exploit flexible NG-RAN Node ID lengths for a network with different levels of node densification and for future deployment densification.
R3-206227 presents three main scenarios where lack of standardised exposure of the gNB-ID creates issues.
ANR 
ANR enables the automatic discovery of neighbour nodes and cells and the automatic setup of the X2 and Xn interfaces. E-UTRAN and NG-RAN have mechanisms to support IP address exchange over core network in the cases of automatic X2/Xn setup (Configuration Transfer). This relies however on the fact that the gNB id (or en-gNB) and its length is known. Namely, node discovery for X2/Xn setup is not possible if the gNB ID is not known.
When a UE has detected a new undefined neighbour cell, the UE can be instructed to read the SIB1 content which contains the NCI (combination of gNB id and Cell Identity). To be able to derive the gNB id from the NCI, the gNB id length must be known. This is however not currently broadcast and therefore it is not known to the node receiving the UE measurement. This issue prevents the automatic setup of X2/Xn interfaces, unless some considerable configuration effort is taken to configure in a RAN node information about the gNB-ID length of each potential neighbour RAN node. 
Such heavy configuration effort would totally defeat the purpose of the automatic neighbour relation function.
RAN Sharing
As an example, we assume that two operators have started with separated networks and now want to introduce a new frequency layer and this shall be shared by the operators using MOCN.
They realize that operator A uses gNB id lenght 22, while operator B uses gNB id length 24.  Both are using ANR to handle the neighbour cell relations within their network.
If each system assumes their own gNB id lenght also in the shared part, there will be a problem, since the derived gNB ids in ANR will be incorrect. 
That is, some considerable configuration effort is needed to configure RAN nodes in the shared deployment with the gNB-ID length of all possible neighbour RAN nodes. Such heavy configuration effort would totally defeat the purpose of the automatic neighbour relation function.
gNB-ID exhaustion
An operator may start with one idea of how to build the network, for example very large (high capacity) gNBs (e.g. In cloud) and hence set gNB id length to 22 bits, enabling up to 16 384 cells per gNB and maximum 4M gNBs. The operator distributes the gNBids into his e.g. 32 regions in an even way (~130 K per region)
However, then another “cool” product comes forward and it is a variant of Home gNBs. Since the operator only uses one gNB id length in network, the operator starts to deploy the home/pico RBSs and it consumes gNB id in a rapid pace. It can be imagined that, in one region, 100 K of these small pico RBSs are quickly sold, but the region is running out of gNB ids.
The problem is then that most of the ’simple’ NCI numbering space is consumed. Either the operator must totally reconfigure its live network or find a complex way to use ’unused’ NCI values if further densification wants to be achieved.
Companies are invited to provide their comments on whether exploiting the use of flexible gNB-ID lengths within the same network is beneficial to address the cases above
	Company
	Comment

	Ericsson
	Exploiting the flexibility of gNB-ID length is beneficial in the cases above

	CATT
	No.
We think the simplest way to prevent ambiguity is to make sure that any gNB ID is not identical to the MSBs of another gNB ID. Whenever a network identity gets a NCI, it can figure out the gNB hosting that cell by finding the only gNB ID which is identical to the MSBs of the NCI.
One may claim that such rule will limit the gNB ID space, but indicating the gNB-ID length will cost 4 bits over all interfaces, especially the Uu. Costing 4 bits we can achieve much more benefit than the one shown in R3-206227, e.g. to extend the gNB ID directly by 4 bits, which will instantly provide 16-fold more space for gNB ID allocation. If companies really concern over gNB ID exhaustion, we strongly recommend extending the gNB ID directly.

	ZTE
	We see some benefits if the gNBs can understand the length of the neighbour gNBs via a standardized way, however, since R15, we’ve already discussed this and agreed to leave it to implementation or fixed by configuration.
It would be better to be discussed in RAN2 on the technical part which under their control.

	Samsung
	We agree it’s benifical

	Qualcomm
	Generally we think it is beneficial for an operator to make use of the flexible ID length as this was mainly why it was introduced. Also this was discussed originally in rel15 (a couple of schemes were on the table), but it was argued that for rel15 it was not essential to have such flexibility. Looking back, this might have been the wrong decision since we are now so late in rel16 and still talking about it….

	Huawei
	Similar understanding with QC, ZTE and CATT. We also acknowledge the benefit for future.
But for rel-15 and the near future, there are no such full flexible gNB ID length requirement. And we don’t see any big efforts on configuration of gNB ID length in network given that only very few length will be used (e.g., 2, or 3). 

	Verizon
	We acknowledge all the issues above that are a result of being unable to use flexible gNB ID lengths within the same network. One issue that stands out for us is the gNB-ID exhaustion issue that is really problematic. Exploiting the flexibility of gNB-ID length would be hugely beneficial for operators.  



Proposed conclusion: 
6 companies believe it is beneficial. Of these companies: One company proposes to let RAN2 discuss the topic. One company comments it was a bad decision not to specify solutions in Rel15. One company thinks the issue can be solved by configuration
1 company believes it is not beneficial.
Proposal: it is proposed to confirm that exploiting the use of flexible gNB-ID lengths within the same network is beneficial to address the cases of ANR, RAN sharing, gNB-ID exhaustion

Companies are invited to provide their comments on whether a standardised solution should be made available to allow acquisition of gNB-IDs as part of ANR
	Company
	Comment

	Ericsson
	Yes, ANR is “Automatic Neighbour Relation”. ANR should not rely on pre-configuration because the very purpose of this function is to make the process of neighbour relation discovery automatic. A standardised solution to discover the length of the gNB-ID of a neighbour node is the only way to ensure that ANR is fully automatic.

	CATT
	No. Please see the reasons provided to the first question.

	ZTE
	See above.

	Samsung
	The configuration method put a big burden to operators and not flexible.

	Qualcomm
	Yes – at the very least we should discuss and see if possible to avoid excessive configuration.

	Huawei
	Yes. But we donot see any big configurations efforts at this stage.

	Verizon
	Yes, a standardized solution should be made available that allows multiple gNB ID lengths within the same network.



Conclusion:
6 companies believe a standardised solution should be made available to allow acquisition of gNB-IDs as part of ANR. Of these companies: One company proposes to let RAN2 discuss the topic. One company comments that a configuration based solution places a big burden on operators and it is not flexible. One company thinks the issue can be solved by configuration
1 company believes a standardised solution is not needed, although they propose an alternative standardised solution.
Proposal: it is proposed to confirm that a standardised solution should be made available to allow acquisition of gNB-IDs as part of ANR




RAN3 has in the past discussed the possibility of network based solutions for the discovery of gNB-IDs. However, these solutions resulted to be very complex and were never standardised. 
RAN2 discussed the problem of gNB-ID discovery and concluded that they would wait for RAN3 to provide their feedback on the issue.
This led to an impasse where nothing has been done to address this important issue. 
One solution proposed in R3-206227 is that of sending an LS to RAN2 and trigger a discussion on the possibility to broadcast the gNB-ID as part of SIB1. In this way UEs that support the feature would be able to read and report the gNB-ID as part of ANR measurements. It is worth noting that only a small portion of the UE population is needed to support the feature to allow the discovery of neighbour relations. Once the relation is discovered, X2/Xn interfaces can be automatically setup and functions available through them can be enabled. 

Companies are invited to provide their view on sending an LS to RAN2 promoting discussions on broadcasting of gNB-IDS
	Company
	Comment

	Ericsson
	We support sending an LS to RAN2 and triggering discussions on broadcasting the gNB-ID. This is the best and simplest solution, which would ensure full interoperability and automation of neighbour node discovery

	CATT
	No need at all for delivering gNB ID length. Please see the reasons provided to the first question.
Nevertheless we don’t oppose sending an LS to RAN2 and triggering discussion on broadcasting an “NCI extension”.

	ZTE
	Discuss this in RAN2 directly seems another possible way forward.

	Samsung
	Support the LS to RAN2. Normally, RAN2 doesn’t care about RAN node ID. The trigger should from RAN3.

	Qualcomm
	Actually it is not clear that network based solutions are/were complex. In fact from memory the decision to go for OAM was when there was only one solution on the table (a network-based solution).
From a spec point of view the network solution required one extra binary IE when sending a target address whose length is now known (or an extra IE with the full cell ID). It is unfortunate that this topic keeps being pushed back, as we should not send an LS unless we are sure that a UE-aided solution is essential, and this does not seem to be the case yet.

	Huawei
	We don’t think the LS is needed before we conclude the network based solution is not acceptable.

	Ericsson
	Response to Qualcomm and Huawei: 
If an operator relies on ANR for neighbor node discovery and Xn setup, there would be no OAM configuration at a RAN node for a given neighbor RAN node. That is, the RAN node, once a UE reports the CGI of a neighbor RAN node cell, will not know how to derive the gNB-UD of that node. By that the RAN node will not be able to trigger an Xn setup. 
Hence it is not possible to just add a binary IE in the Xn address discovery, as the Xn address discovery signaling requires the target gNB-ID to be known to be triggered.
So far, there is no documented network based solution nor there is a solution that RAN3 can confirm to be viable, judging by the comments to this thread 

	Verizon
	We support sending LS to RAN2 to trigger discussions on broadcasting the gNB-ID.



Conclusion: 4 companies support sending an LS to RAN2. Two companies propose to conclude within RAN3 whether network based solutions are sufficient before an LS to RAN2 is triggered. One company does not want to send an LS to RAN2 about the Node ID length issue, but wants to send an LS to RAN2 about broadcasting a Node ID extension. 
Proposal: RAN3 to send an LS to RAN2 stating that there is no consensus in RAN3 on adopting a network based solution and that RAN2 should check feasibility of broadcasting the gNB-ID length. RAN3 may continue discussions on network based solutions, if deemed useful.


If enough support is shown for the above point, it is proposed to take R3-206229 as baseline for the LS to RAN2
Companies are invited to provide inputs on other possible solutions for a standardised mechanism to expose the gNB-ID of neighbour nodes, if any
	Company
	Comment

	Samsung
	May provide our view on the wording in the LS later.

	Qualcomm
	See above: although we agree and support the spirit of solving the problem outside of configuration, sending an LS implies that there is no feasible network based solution, which has not really been agreed.
One option for us (which may help others to accept sending the LS?) would be to ask for feasibility from RAN2 perspective for a SIB/UE-aided solution, while stating that this is an option that RAN3 is considering.



4	Conclusion, Recommendations [if needed]
If needed



