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1
Introduction

This document discusses NPN aspects for the Mobility Restriction List.
At the last meeting a couple of open issues were identified w.r.t. NPN related content of Mobility Restriction List [1] (table below a bit re-structured as compared to [1]):

3 Access control, Mobility restriction list

3.1 SNPN

Indicate serving (PLMN ID, NID) in the mobility restriction list

No equivalent (PLMN ID, NID) in the mobility restriction list

Need to signal the RAT restrictions for the serving (PLMN ID, NID)?

Need to signal for the serving (PLMN ID, NID)  the area restriction?

Need to signal for the serving (PLMN ID, NID) the allowed services areas?

(NOTE: assuming that a serving PLMN ID/NID cannot be changed during connected mobility)

3.2. PNI-NPN

Indicate in the mobility restriction list the UE supported list of CAG IDs per plmn

Indicate in the mobility restriction list the CAG-only indication per plmn (i.e. allowance of CAG UE to access non-CAG cells)
This document continues this discussion.
2
Discussion

2.1
Mobility Restriction List for SNPN

The agreements and the open issues can be realised in NGAP and XnAP in the following way:

-
A new Serving NID IE is included in the MRL IE
-
The Semantics in the Serving NID IE contain a NOTE referencing to principles specified in 23.501:

-
no equivalent PLMN IDs in the MRL
(If this principle is given up in future releases, a new Equivalent SNPNs IE can be introduced to include equivalent PLMN IDs+NIDs.)

-
this also implies for NGAP, that the Core Network Type Restriction for Equivalent PLMNs IE is not included, but this needs to specification work.
-
there is no special handling for RAT restrictions foreseen for SNPN, so an SNPN could impose RAT specific restrictions, but it doesn’t have to. Consequently, no specific statements are necessary in NGAP/XnAP.

-
on Forbidden Areas / Service Area Information, there is no reason why an SNPN operator should not be allowed to impose such restrictions to SNPN UEs, to cover access restrictions in certain confidential areas etc. Consequently, no specific statements are necessary in NGAP/XnAP.

Proposal 1:
Include in the Mobility Restriction list a new Served NID IE on the highest IE-level.

Proposal 2:
Usage of the Equivalent PLMNs IE is specified in a NOTE in the semantics of the new Served NID IE.

Proposal 3:
As there are no SNPN specific statements necessary in XnAP/NGAP to specify the usage RAT Restrictions / Forbidden Area Information and Service Area Information in the context of SNPN, it is proposed to close this open item.

In NGAP, there is another item included in the MLR IE, the Core Network Type Restriction for Serving PLMN IE. Following the principle that if the MLR IE is not included, no restrictions exist, the MLR would need to be included in an SNPN for every UE, just due to the fact that interworking with EPS is not supported.
Proposal 4:
Include in a NOTE in the Semantics for the new Serving NID IE the statement that the Core Network Type Restriction for Serving PLMN IE is set to "EPCForbidden".

2.2
Mobility Restriction List for PNI-NPN

The agreements and the open issues can be realised in NGAP and XnAP in the following way:

-
Indicate in a new IE the subscribed CAG IDs and if applicable, whether the UE is only allowed to access CAG cells.
Proposal 5:
Introduce a new IE in the MRL indicating the subscribed CAG IDs and whether the UE as only access to CAG cells.

Proposal 6:
Further, it is proposed to exclude the usage of SNPN and PNI-NPN related IEs in the MRL and define a new NPN Mobility Information IE as a CHOICE between SNPN and PNI-NPN related information.

3
Conclusion and Proposals
This paper discussed NPN related topic regard the Mobility Restriction List. The following is proposed:

Proposal 1:
Include in the Mobility Restriction list a new Served NID IE on the highest IE-level.

Proposal 2:
Usage of the Equivalent PLMNs IE is specified in a NOTE in the semantics of the new Served NID IE.

Proposal 3:
As there are no SNPN specific statements necessary in XnAP/NGAP to specify the usage RAT Restrictions / Forbidden Area Information and Service Area Information in the context of SNPN, it is proposed to close this open item.

Proposal 4:
Include in a NOTE in the Semantics for the new Serving NID IE the statement that the Core Network Type Restriction for Serving PLMN IE is set to "EPCForbidden".

Proposal 5:
Introduce a new IE in the MRL indicating the subscribed CAG IDs and whether the UE as only access to CAG cells.

Proposal 6:
Further, it is proposed to exclude the usage of SNPN and PNI-NPN related IEs in the MRL and define a new NPN Mobility Information IE as a CHOICE between SNPN and PNI-NPN related information.

Further it is proposed to consider the TPs in the Annexes for NGAP and XnAP for further work, which is also contained in draft CRs in [2] and [3].
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Annex
A:
TP for Mobility Restriction List - NGAP
<<<<<<<<<<<<<<<<<<<< First Change >>>>>>>>>>>>>>>>>>>>

9.3.1.85
Mobility Restriction List
This IE defines roaming or access restrictions for subsequent mobility action for which the NG-RAN provides information about the target of the mobility action towards the UE, e.g., handover, or for SCG selection during dual connectivity operation or for assigning proper RNAs. NG-RAN behaviour upon receiving this IE is specified in TS 23.501 [9].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Serving PLMN
	M
	
	PLMN Identity

9.3.3.5
	
	-
	

	Equivalent PLMNs
	
	0..<maxnoofEPLMNs>
	
	Allowed PLMNs in addition to Serving PLMN.

This list corresponds to the list of "equivalent PLMNs" as defined in TS 24.501 [26].

This list is part of the roaming restriction information. Roaming restrictions apply to PLMNs other than the Serving PLMN and Equivalent PLMNs.
	-
	

	>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	RAT Restrictions
	
	0..<maxnoofEPLMNsPlusOne>
	
	This IE contains RAT restriction related information as specified in TS 23.501 [9].
	-
	

	>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>RAT Restriction Information
	M
	
	BIT STRING {

e-UTRA (0),

nR (1) }

(SIZE(8, …))
	Each position in the bitmap represents a RAT.

If a bit is set to "1", the respective RAT is restricted for the UE.

If a bit is set to "0", the respective RAT is not restricted for the UE.

Bits 2-7 reserved for future use. 
	-
	

	Forbidden Area Information
	
	0..<maxnoofEPLMNsPlusOne>
	
	This IE contains Forbidden Area information as specified in TS 23.501 [9].
	-
	

	>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>Forbidden TACs
	
	1..<maxnoofForbTACs>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	The TAC of the forbidden TAI.
	-
	

	Service Area Information
	
	0..<maxnoofEPLMNsPlusOne>
	
	This IE contains Service Area Restriction information as specified in TS 23.501 [9].
	-
	

	>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>Allowed TACs
	
	0..<maxnoofAllowedAreas>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	The TAC of the allowed TAI.
	-
	

	>Not Allowed TACs
	
	0..<maxnoofAllowedAreas>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	The TAC of the not-allowed TAI.
	-
	

	Last E-UTRAN PLMN Identity
	O
	
	PLMN Identity

9.3.3.5
	Indicates the E-UTRAN PLMN ID from where the UE formerly handed over to 5GS and which is preferred in case of subsequent mobility to EPS.
	YES
	ignore

	Core Network Type Restriction for Serving PLMN
	O
	
	ENUMERATED( EPCForbidden,…)
	Indicates whether the UE is restricted to connect to EPC for the Serving PLMN as specified in TS 23.501 [9].
	YES
	ignore

	Core Network Type Restriction for Equivalent PLMNs
	
	0..<maxnoofEPLMNs>
	
	
	YES
	ignore

	>PLMN Identity
	M
	
	9.3.3.5
	Includes any of the Equivalent PLMNs listed in the Mobility Restriction List IE for which CN Type restriction applies as specified in TS 23.501 [9].
	-
	

	>Core Network Type Restriction
	M
	
	ENUMERATED( EPCForbidden, 5GCForbidden,…)
	Indicates whether the UE is restricted to connect to EPC or to 5GC for this PLMN.
	
	

	CHOICE NPN Mobility Information
	O
	
	
	
	YES
	reject

	>SNPN Information
	
	
	
	
	
	

	>>Serving NID
	M
	
	NID

9.3.3.x4
	NOTE: if this IE is included, the Equivalent PLMNs IE and the Last E-UTRAN PLMN IE are not included and the Core Network Type Restriction for Serving PLMN IE is set to "EPCForbidden", following principles specified in TS 23.501 [9].
	-
	

	>PNI-NPN Information
	
	
	
	
	
	

	>>Subscribed PNI-NPN Identities
	M
	
	Subscribed PNI-NPN Identity List

9.3.3.x6
	
	-
	

	>>PNI-NPN support indication
	O
	
	ENUMERATED (PNI-NPN only, ...)
	Indicates whether the UE is only allowed to access CAG cells, as specified in TS 23.501 [9].
	-
	


	Range bound
	Explanation

	maxnoofEPLMNs
	Maximum no. of equivalent PLMNs. Value is 15.

	maxnoofEPLMNsPlusOne
	Maximum no. of allowed PLMNs. Value is 16.

	maxnoofForbTACs
	Maximum no. of forbidden Tracking Area Codes. Value is 4096.

	maxnoofAllowedAreas
	Maximum no. of allowed or not allowed Tracking Areas. Value is 16.


<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>

9.3.3.x4
NID
This IE contains the Network Identifier of an SNPN, as specified in 23.501 [9].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	NID
	M
	
	Editor’s Note: To be defined.
	


9.3.3.x5
CAG Identifier
This IE contains the Closed Access Group Identifier of an PNI-NPN, as specified in 23.501 [9].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	NID
	M
	
	Editor’s Note: To be defined.
	


9.3.3.x6
Subscribed PNI-NPN Identity List
This IE contains a list of PNI-NPN Identities.
Editor’s Note:
 need of this IE is dependent on the open issue of the Supported PNI-NPN Identities IE.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PNI-NPN Identity List
	
	1..<maxnoofsubscribedCAGs>
	
	

	>PLMN Identity
	
	
	9.3.3.5
	

	>CAG Identifier
	
	
	9.3.3.x5
	


	Range bound
	Explanation

	maxnoofsubscribedCAGs
	Maximum no. of CAGs subscribed by the UE. Value is 256.
Editor’s Note: This value is FFS.


<<<<<<<<<<<<<<<<<<<< End of Changes >>>>>>>>>>>>>>>>>>>>

Annex
B:
TP for Mobility Restriction List - XnAP
<<<<<<<<<<<<<<<<<<<< First Change >>>>>>>>>>>>>>>>>>>>

9.2.3.53
Mobility Restriction List

This IE defines roaming or access restrictions for subsequent mobility actions for which the NR-RAN provides information about the target of the mobility action towards the UE, e.g., handover, or for SCG selection during dual connectivity operation or for assigning proper RNAs. If the NG-RAN receives the Mobility Restriction List IE, it shall overwrite previously received restriction information. NG-RAN behaviour upon receiving this IE is specified in TS 23.501 [7].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Serving PLMN
	M
	
	PLMN Identity

9.2.2.4
	
	–
	

	Equivalent PLMNs
	
	0..<maxnoofEPLMNs>
	
	Allowed PLMNs in addition to Serving PLMN.

This list corresponds to the list of “equivalent PLMNs” as defined in TS 24.501 [30].

This list is part of the roaming restriction information. Roaming restrictions apply to PLMNs other than the Serving PLMN and Equivalent PLMNs.
	–
	

	>PLMN Identity
	M
	
	9.2.2.4
	
	–
	

	RAT Restrictions
	
	0..<maxnoofPLMNs>
	
	This IE contains RAT restriction related information as specified in TS 23.501 [7].
	–
	

	>PLMN Identity
	M
	
	9.2.2.4
	
	–
	

	>RAT Restriction Information
	M
	
	BIT STRING {

e-UTRA (0),

nR (1) }

(SIZE(8, …))
	Each position in the bitmap represents a RAT.

If a bit is set to "1", the respective RAT is restricted for the UE.

If a bit is set to "0", the respective RAT is not restricted for the UE.

This version of the specification does not use bits 2-7, the sending node shall set bits 2-7 to "0", the sender shall ignore bits 2-7. 
	–
	

	Forbidden Area Information
	
	0..<maxnoofPLMNs>
	
	This IE contains Forbidden Area information as specified in TS 23.501 [7].
	–
	

	>PLMN Identity
	M
	
	9.2.2.4
	
	–
	

	>Forbidden TACs
	
	1..<maxnoofForbiddenTACs>
	
	
	–
	

	>>TAC
	M
	
	9.2.2.5
	The TAC of the forbidden TAI.
	–
	

	Service Area Information
	
	0..<maxnoofPLMNs>
	
	This IE contains Service Area Restriction information as specified in TS 23.501 [7].
	–
	

	>PLMN Identity
	M
	
	9.2.2.4
	
	–
	

	>Allowed TACs
	
	0..<maxnooAllowedAreas>
	
	
	–
	

	>>TAC
	M
	
	9.2.2.5
	The TAC of the allowed TAI.
	–
	

	>Not Allowed TACs
	
	0..<maxnooAllowedAreas>
	
	
	–
	

	>>TAC
	M
	
	9.2.2.5
	The TAC of the not-allowed TAI.
	–
	

	Last E-UTRAN PLMN Identity
	O
	
	9.2.2.4
	Indicates the E-UTRAN PLMN ID from where the UE formerly handed over to 5GS and which is preferred in case of subsequent mobility to EPS.
	YES
	ignore

	CHOICE NPN Mobility Information
	O
	
	
	
	YES
	reject

	>SNPN Information
	
	
	
	
	
	

	>>Serving NID
	O
	
	NID

9.2.2.x1
	NOTE: if this IE is included, the Equivalent PLMNs IE and the Last E-UTRAN PLMN IE are not included, following principles specified in TS 23.501 [7].
	-
	

	>PNI-NPN Information
	
	
	
	
	
	

	>>Subscribed PNI-NPN Identities
	M
	
	Subscribed PNI-NPN Identity List

9.2.2.x2
	
	-
	

	>>PNI-NPN support indication
	O
	
	ENUMERATED (PNI-NPN only, ...)
	Indicates whether the UE is only allowed to access CAG cells, as specified in TS 23.501 [9].
	-
	


	Range bound
	Explanation

	maxnoofEPLMNs
	Maximum no. of equivalent PLMNs. Value is 15.

	maxnoofPLMNs
	Maximum no. of allowed PLMNs. Value is 16.

	maxnoofForbiddenTACs
	Maximum no. of forbidden Tracking Area Codes. Value is 4096.

	maxnoofAllowedAreas
	Maximum no. of allowed or not allowed Tracking Areas. Value is 16.


<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>

9.2.2.x1
NID
This IE contains the Network Identifier of an SNPN, as specified in 23.501 [7].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	NID
	M
	
	Editor’s Note: To be defined.
	


9.2.2.x2
CAG Identifier
This IE contains the Closed Access Group Identifier of an PNI-NPN, as specified in 23.501 [7].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CAG ID
	M
	
	Editor’s Note: To be defined.
	


9.2.2.x3
Subscribed PNI-NPN Identity List
This IE contains a list of PNI-NPN Identities.
Editor’s Note:
 need of this IE is dependent on the open issue of the Supported PNI-NPN Identities IE.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PNI-NPN Identity List
	
	1..<maxnoofsubscribedCAGs>
	
	

	>PLMN Identity
	
	
	9.2.2.4
	

	>CAG Identifier
	
	
	9.2.2.x2
	


	Range bound
	Explanation

	maxnoofsubscribedCAGs
	Maximum no. of CAGs subscribed by the UE. Value is 256.
Editor’s Note: This value is FFS.


<<<<<<<<<<<<<<<<<<<< End of Changes >>>>>>>>>>>>>>>>>>>>
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