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1. Introduction
The non-public network (NPN) was discussed during RAN3#105 meeting. In [1], the agreements on E1 interface for stand-alone NPN (SNPN) and public network integrated NPN (PNI-NPN) was summarized as follow,
SNPN
Over E1, send the list of (PLMN ID, NID)s supported by CU-UP to CU-CP.
In this document we intend to discuss the following remaining issues on E1 interface.
8. E1
8.1 PNI NPN
Need to signal CU-UP supported CAG IDs to CU CP unless 1-1 mapping slice-CAG?

8.2 SNPN
UE dedicated impact? E.g. need to add selected (PLMN ID, NID) in Bearer context setup?
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2.1 SNPN
2.1.1 Interface Management Messages
For SNPN, the CU-CP does not report its supported SNPN information to the CU-UP, since the CU-UP does not need to take actions based on these informations. However, it is possible that none of the CU-UP’s supported SNPN information reported is supported by CU-CP. The CU-CP’s supported SNPNs may be the set of the connected DU’s supported SNPNs, or may be configured by OAM.  In this case, the CU-CP rejects the GNB-CU-UP E1 setup request and the setup fails. A new cause value (e.g., SNPN(s) not supported) needs to be added over E1 for the E1 setup failure.
A new cause value (e.g., SNPN(s) not supported) is added over E1 for case of E1 setup failure.
2.1.2 Bearer Context Management Messages
It is described as follows in [2] for SNPN,
The combination of a PLMN ID and Network identifier (NID) identifies an SNPN.
NOTE 1:	The PLMN ID used for SNPNs is not required to be unique. PLMN IDs reserved for use by private networks can be used for non-public networks, e.g. based on mobile country code (MCC) 999 as assigned by ITU [78]). Alternatively, a PLMN operator can use its own PLMN IDs for SNPN(s) along with NID(s), but registration in a PLMN and mobility between a PLMN and an SNPN are not supported using an SNPN subscription given that the SNPNs are not relying on network functions provided by the PLMN.
It can be observed that a reserved PLMN ID for private networks can be used to identify an SNPN, or optionally the combination of a PLMN ID owned by the PLMN operator and a NID identifies the SNPN. Therefore, the NID needs to be provided to gNB-CU-UP to identify the serving SNPN of the UE if the combination of the serving PLMN ID and the NID identifies the SNPN, e.g., via the BEARER CONTEXT SETUP REQUEST message. 
This information might be helpful since different NID may require different scheduling mechanism. Currently the serving PLMN IE is specified in the BEARER CONTEXT SETUP REQUEST message. 
In addition, the PLMN level scheduling mechanism cannot be realized by slice information, since the slice information can be used only within one SNPN, and thus only slice information for configuration is not enough. For example, the (PLMN#1, NID #1) marked by S-NSSAI#1, and (PLMN#1, NID#2) marked by the same S-NSSAI#1. If the NID is not informed from the CU-UP, then, the CU-UP cannot differentiate the different SNPNs. 
The NID is provided from gNB-CU-CP to gNB-CU-UP, e.g. in BEARER CONTEXT SETUP REQUEST message.
2.2 PNI-NPN
2.2.1 Interface Management Messages
For PNI-NPN, the combination of a PLMN ID and a CAG ID uniquely identifies a PNI-NPN network. The CAG ID serves the purpose of cell access, but different PNI-NPNs may require different user plane resource. With this understanding, CU-UP should provide the configured PNI-NPN information (e.g., PLMN, CAG ID) to CU-CP for the subsequently appropriate actions. In case of the bearer context setup, the CU-CP can select a suitable CU-UP based on the supported CAG ID(s) of the CU-UP.  But there is no need for the CU-UP to be aware of the mapping relation between GAG ID and a cell. Also note that there is no dependence between slices and CAG IDs [2] as follows. 
NOTE 2:	CAG is used for authorization at network/cell selection and configured in the subscription as part of the Mobility Restrictions i.e. independent from any S-NSSAI. CAG is not used as input to AMF selection nor Network Slice selection.
The CU-UP reports the supported PNI-NPN information, i.e. PLMN ID and CAG ID,  to the CU-CP via the following messages,
· GNB-CU-UP E1 SETUP REQUEST
·  GNB-CU-CP E1 SETUP RESPONSE
· GNB-CU-UP CONFIGURATION UPDATE.
Also, it is possible that none of the reported PNI-NPN information is supported by the CU-CP. A new cause value (e.g., PNI-NPN(s) not supported) needs to be added over E1 for the E1 setup failure.
A new cause value (e.g., PNI-NPN(s) not supported) is added over E1 for case of E1 setup failure.
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In this paper, we have discussed whether the general support of NPN over F1, and have the following proposals,
1. A new cause value (e.g., SNPN(s) not supported) is added over E1 for case of E1 setup failure.
The NID is provided from gNB-CU-CP to gNB-CU-UP, e.g. in BEARER CONTEXT SETUP REQUEST message.
The CU-UP reports the supported PNI-NPN information, i.e. PLMN ID and CAG ID,  to the CU-CP via the following messages,
· GNB-CU-UP E1 SETUP REQUEST
·  GNB-CU-CP E1 SETUP RESPONSE
· GNB-CU-UP CONFIGURATION UPDATE.
A new cause value (e.g., PNI-NPN(s) not supported) is added over E1 for case of E1 setup failure.

The corresponding CR of the proposals is provided in [3].
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