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1. Introduction
The non-public network (NPN) was discussed during RAN3#105 meeting. In [1], the agreements on F1 interface for stand-alone NPN (SNPN) and public network integrated NPN (PNI-NPN) were summarized as follows. 
SNPN
Over F1, exchange list of supported (PLMN ID, NID)s between DU and CU: DU configured [PLMN ID, NID] to CU, CU matching [PLMN ID, NID] received from 5GC and sending result to DU.
PNI-NPN
All CAG information configured in DU;
Over F1, need to signal cell supported list of CAG IDs from DU to CU
In this document we intend to discuss the following remaining issues on F1 interface. 
7. F1
7.1 PNI NPN
Need to signal HRN to CU?
Need to signal cell reserved for xx use from DU to CU?
Need of any signaling from CU to DU?
UE dedicated impact?

7.2 SNPN
UE dedicated impact? E.g. need to add selected (PLMN, NID) in F1 UE context setup?
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2.1 SNPN
2.1.1 Interface Management Messages
As agreed above, the supported (PLMN, NID)s can be exchanged between the gNB-CU and the gNB-DU. There may exist abnormal cases. For example, the configured PLMN or NID of the gNB-DU is different from the PLMN or NID of the gNB-CU. Then during the F1 setup procedure, the gNB-CU shall respond a F1 SETUP FAILURE and appropriate cause value, where the cause value can be set as “SNPN(s) not supported”. Note that the cause value “PLMN not served by the gNB-CU” is already specified. 
A new cause value “SNPN(s) not supported” shall be introduced over F1.
The gNB-CU could send UAC assistance information for the gNB-DU to set the parameters for Unified Access Barring (UAC) which is broadcasted in SIB1. The UAC assistance information is configured per PLMN by the gNB-CU and then transmitted from the gNB-CU to the gNB-DU. Therefore, in order to configure the UAC parameters for an SNPN, the NID needs to be provided to gNB-DU together with PLMN ID to identify the SNPN when the combination of the serving PLMN ID and the NID identifies the SNPN.
NID is provided from the gNB-CU to the gNB-DU for UAC assistance information, e.g., in the Network Access Rate Reduction message.
In addition, a human-readable network name (HRNN) can be configured per NID in the scope of a PLMN ID. The agreement in RAN2#107 meeting on the HRNN of NPN was given in [3]. 
If HRNN are broadcast then the HRNN should a be broadcasted in a separate SIB (i.e. different from SIB1).
That is, the HRNN is not included in SIB1 but in Other SIB.  Therefore, when HRNN is configured in gNB-DU, it should be provided to gNB-CU on F1 interface to encode Other SIB.
The available human-readable network name per NID should be provided to the gNB-CU, e.g. in F1 SETUP REQUEST or GNB-DU CONFIGURATION UPDATE message.
2.1.2 UE Context Management Messages
When the UE access is granted, the gNB-CU could send the selected NID to the gNB-DU, e.g. in the UE CONTEXT SETUP REQUEST message, which might be helpful since different NID may require different scheduling mechanism. Note that currently the Serving PLMN IE is already specified from the gNB-CU to the gNB-DU.   
For the handover cases, the selected PLMN ID and NID of the source SNPN cell (i.e., SNPN SpCell) should be also notified to the target gNB-DU by gNB-CU, e.g., via UE CONTEXT SETUP REQUEST message. Note that for intra-gNB-DU handover, the handover between cells identified by different NIDs is not supported (i.e., handover between SNPNs). Even for the handover between cells identified by the same PLMN and NID (i.e., handover within SNPN), it is not necessary for the gNB-CU to inform the gNB-DU of the NID either, because the gNB-DU has the knowledge already.
The serving PLMN ID and the NID should be informed to gNB-DU by gNB-CU, e.g., via UE CONTEXT SETUP REQUEST message.
2.2 PNI-NPN
2.2.1 Interface Management Messages
The PNI-NPNs are NPNs made available via PLMNs e.g. by one (or more) Network Slice instances allocated for the NPN, and each PNI-NPN has one or more CAG IDs, which is used to apply access control. That is, the supported CAG IDs shall be broadcasted to allow UEs to access the network in areas where the UE is allowed to access the NPN. Note that the supported slice of gNB-CU/5GC may be modified, and if happened, the gNB-CU shall inform the updated supported slice(s) to the gNB-DU via the gNB-CU configuration updated procedure. Hence, whether gNB-CU informs its supported CAG IDs to the gNB-CU shall follow the slice mechanism. Otherwise, if the pre-configured PNI-NPN(s) of gNB-DU are not align with the gNB-CU so as to CAG ID(s), UE will access to the wrong network and result in rejection.
The available CAG cell information supported by the gNB-CU should be provided to the gNB-DU, e.g. via the following messages,
· F1 SETUP RESPONSE 
· GNB-DU CONFIGURATION UPDATE ACKNOWLEDGE message
· GNB-CU CONFIGURATION UPDATE message.
Similar to the proposal 2 for SNPN, an appropriate cause value, e.g, “PNI-NPN(s) not supported”, could be provided for F1 SETUP FAILURE message.
A new cause value “PNI-NPN(s) not supported” shall be introduced over F1.
Also the human-readable network name (HRNN) can be configured per CAG ID in the scope of a PLMN ID.  Following the Proposal 4, the available HRNN per CAG ID should be also provided to gNB-CU.
The available human-readable network name per CAG ID should be provided to gNB-CU, e.g. in F1 SETUP REQUEST or GNB-DU CONFIGURATION UPDATE message.
2.2.2 UE Context Management Messages
For the state transition of the UE from CM-IDLE to CM-CONNECTED, it is described in [2] as follows,
-	During transition from CM-IDLE to CM-CONNECTED, if the UE is accessing the 5GS via a CAG cell, the UE shall provide the selected CAG Identifier to NG-RAN and the NG-RAN shall provide the CAG Identifier to the AMF:
-	The AMF shall verify whether UE access is allowed by Mobility Restrictions:
-	If the CAG Identifier received from the NG-RAN is part of the UE's Allowed CAG list, then the AMF accepts the NAS request;
-	If the CAG Identifier received from the NG-RAN is not part of the UE's Allowed CAG list, then the AMF rejects the NAS request with an appropriate cause code, whereas the UE removes that CAG Identifier, if it exists, from its Allowed CAG list, as defined in TS 24.501 [47]. The AMF shall then release the NAS signalling connection for the UE by triggering the AN release procedure; and
-	If the UE is accessing the network via a non-CAG cell and the UE's subscription contains an indication that the UE is only allowed to access CAG cells, then the AMF rejects the NAS request with an appropriate cause code, whereas the UE updates its local configuration, as defined in TS 24.501 [47]. The AMF shall then release the NAS signalling connection for the UE by triggering the AN release procedure.
It can be observed that, if the CAG only UE is accessing the network via a non-CAG cell, the AMF shall reject the NAS request. In case of the disaggregated gNB, the gNB-CU shall send the ERROR INDICATION message to the gNB-DU with a cause equals to “Release due to only CAG cells is allowed” 
A new cause value “Release due to only CAG cells is allowed” is introduced for the rejection of the UE access over F1-C.
Regarding whether the gNB-CU needs to inform the selected CAG ID to the gNB-DU during the UE context procedure, as the gNB-CU knows the supported CAG IDs of the gNB-DU, as well as the allowed CAG ID list of the UE, the gNB-CU know whether the gNB-DU can service the UE. On the other hand, the CAG ID is used only for access control, but not for e.g., RRM policy. Hence, there is no need to inform the selected CAG ID to the gNB-DU during the UE context procedure. Then we have the following proposals:
The selected CAG ID is not provided to the gNB-DU during the UE context setup/modification procedure. 
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In this paper, we have discussed whether the general support of NPN over F1, and have the following proposals,
1. A new cause value “SNPN(s) not supported” shall be introduced over F1.
NID is provided from the gNB-CU to the gNB-DU for UAC assistance information, e.g., in the Network Access Rate Reduction message.
The available human-readable network name per NID should be provided to the gNB-CU, e.g. in F1 SETUP REQUEST or GNB-DU CONFIGURATION UPDATE message.
The serving PLMN ID and the NID should be informed to gNB-DU by gNB-CU, e.g., via UE CONTEXT SETUP REQUEST message.
The available CAG cell information supported by the gNB-CU should be provided to the gNB-DU, e.g. via the following messages,
· F1 SETUP RESPONSE 
· GNB-DU CONFIGURATION UPDATE ACKNOWLEDGE message
· GNB-CU CONFIGURATION UPDATE message.
A new cause value “PNI-NPN(s) not supported” shall be introduced over F1.
The available human-readable network name per CAG ID should be provided to gNB-CU, e.g. in F1 SETUP REQUEST or GNB-DU CONFIGURATION UPDATE message.
A new cause value “Release due to only CAG cells is allowed” is introduced for the rejection of the UE access over F1-C.
The selected CAG ID is not provided to the gNB-DU during the UE context setup/modification procedure. 

The corresponding CR is provided in [5]. 
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