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1 Introduction
At the RAN3#105 meeting, following agreement has been achieved for standalone NPN [1]:
	SNPN

1. At Exchange over NG setup, signal via configuration update the list of supported (PLMN ID, NID)s between NG-RAN node and AMF. Can be taken into account by NG-RAN node during NNSF. 

2. Add NID into the Initial UE Message

3. Indicate serving (PLMN ID, NID) in the mobility restriction list

4. No equivalent (PLMN ID, NID) in the mobility restriction list

5. At mobility, we assume that source NG-RAN node knows the (PLMN ID, NID)s supported by the candidate target cells

6. At mobility, target RAN node needs to be informed of (serving PLMN, NID)

7. At mobility, target RAN node shall fail the handover if the serving (PLMN, NID) does not match any of the target cell supported list of (PLMN ID, NID)s

8. Need to exchange the list of supported (PLMN ID, NID)s per cell over Xn setup, Xn configuration update, in the two directions. 

9. Over F1, we exchange list of supported (PLMN ID, NID)s between DU and CU: DU-configured [PLMN ID, NID] to CU.

10. Over E1, send the list of (PLMN ID, NID)s supported by CU-UP to CU-CP.

FFS how to signal multiple PLMN IDs+NIDs


There are still some remaining open issues left based on the offline discussion summary [1], in this document we discussed the remaining issues on NG interface to support the standalone NPN.
2 Discussion
2.1 General
A Standalone Non-Public Network (SNPN) is operated by an NPN operator and not relying on network functions provided by a PLMN. Based on SA2’s progress specified in TS23.501[3], a SNPN network is identified by the combination of a PLMN ID and Network identifier (NID), and an SNPN-enabled UE is configured with subscriber identifier (SUPI) and credentials for each subscribed SNPN identified by the combination of PLMN ID and NID. 

At last RAN3 meeting, comprehensive agreements have been achieved for SNPN, especially about the Signaling Support for ID and Related Parameters, but there still some remaining open issues left. 
2.2 Impact on Paging Messages
Paging message included in the NG or Xn paging procedure was discussed during the offline discussion in the last meeting, the remaining issues are listed as below:
	SNPN:
-Include serving (PLMN ID, NID) list in NG paging? 

-Include serving (PLMN ID, NID) in Xn paging?


In this paper we focus on whether to include serving  (PLMN ID, NID) list in NG paging. From our point of view, the (PLMN ID, NID) list information in paging is very useful for NG-RAN node, for which the NG-RAN node may use the (PLMN ID, NID) list to avoid paging the UE at SNPN cells whose NID does not appear in the list. Therefore, the serving (PLMN ID, NID) list should be included in the Paging message over NG interface. 
Proposal 1：The serving (PLMN ID, NID) list should be included in the Paging message over NG interface. 
2.3 Impact on Cause Value
At last RAN3 meeting, it is agreed to add NID into the Initial UE Message, then the AMF shall use it for UE verification. Once there is no subscription for the UE with the NID stored in the AMF, the AMF shall trigger the release procedure and provide an appropriate cause code to NG-RAN. Therefore, new cause value ‘invalid NID’ should be introduced to release the connection when UE failed verification.
Proposal 2: New cause value ‘invalid NID’ should be introduced to release the connection when UE failed verification.
2.4 Impact on Mobility Restriction List
At last RAN3 meeting, it has been agreed to indicate serving (PLMN ID, NID) in the mobility restriction list, and no equivalent (PLMN ID, NID) in the mobility restriction list. Therefore, at mobility, the target NG-RAN node can be informed of (serving PLMN, NID) by Mobility Restriction List IE through HANDOVER REQUEST message. 
Observation 1: The target NG-RAN node can be informed of (serving PLMN, NID) by Mobility Restriction List IE through HANDOVER REQUEST message. 
Based on the offline discussion summary of NPN, the remaining issues about impact on the mobility restriction list are summarized as below:
	3.1 SNPN

-Need to signal the RAT restrictions for the serving (PLMN ID, NID)?

-Need to signal for the serving (PLMN ID, NID) the area restriction?

-Need to signal for the serving (PLMN ID, NID) the allowed services areas?

(NOTE: assuming that a serving PLMN ID/NID cannot be changed during connected mobility)


Because the SNPN is operated by an NPN operator and not relying on network functions provided by a PLMN, in order to ensure the consistency of network construction, the serving (PLMN ID, NID) should be included in the RAT restrictions, Forbidden Area and Service Area Restrictions to inform the UE mobility restriction related information. 
Proposal 3: For SNPN, the serving (PLMN ID, NID) should be included in the RAT restrictions, Forbidden Area and Service Area Restrictions to inform the UE mobility restriction related information.
3 Conclusion
In this paper, we discussed the remaining issues over NG interface to support standalone NPN and provide our observation and proposals as below:

Proposal 1：The serving (PLMN ID, NID) list should be included in the Paging message over NG interface. 
Proposal 2: New cause value ‘invalid NID’ should be introduced to release the connection when UE failed verification.
Observation 1: The target NG-RAN node can be informed of (serving PLMN, NID) by Mobility Restriction List IE through HANDOVER REQUEST message. 

Proposal 3: For SNPN, the serving (PLMN ID, NID) should be included in the RAT restrictions, Forbidden Area and Service Area Restrictions to inform the UE mobility restriction related information.
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