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1 Introduction
At the RAN3#105 meeting, following agreement has been achieved for public network integrated NPN [1]:
	PNI-NPN

1. Indicate in the mobility restriction list the UE supported list of CAG IDs per plmn

2. Indicate in the mobility restriction list the CAG-only indication per plmn (i.e. allowance of CAG UE to access non-CAG cells)

3. At mobility, we assume that source NG-RAN node knows the list of CAG IDs supported by the candidate target cells

4. At mobility, target RAN shall fail the handover if UE allowed CAG list does not match any of target cell supported list of CAG IDs (assuming target cell is a CAG cell)

5. Need to exchange list of cell supported CAG IDs at Xn setup, and configuration update.

6. all CAG information configured in DU

7. Over F1, need to signal cell supported list of CAG IDs from DU to CU


There are still some remaining open issues left based on the offline discussion summary [1], in this document we discussed the remaining issues on NG interface to support the public network integrated NPN.

2 Discussion

2.1 General
Public network integrated NPNs are NPNs made available via PLMNs e.g. by means of dedicated DNNs, or by one (or more) Network Slice instances allocated for the NPN. The existing network slicing functionalities apply as described in TS23.501[3]. When an NPN is made available via a PLMN, then the UE has a subscription for the PLMN.

As network slicing does not enable the possibility to prevent UEs from trying to access the network in areas which the UE is not allowed to use the Network Slice allocated for the NPN, Closed Access Groups may optionally be used to apply access control, the CAG has been specified in TS23.501[3].
At last RAN3 meeting, comprehensive agreements have been achieved for PNI-NPN, especially about the Signaling Support for ID and Related Parameters, but there still some remaining open issues left. 
2.2 Impact on Paging Messages
Paging message included in the NG or Xn paging procedure was discussed during the offline discussion in the last meeting, the remaining issues are listed as below:
	PNI NPN:
Include UE allowed CAG ID list in NG paging?

Include UE allowed CAG ID list in Xn paging?


In this paper we focus on whether to include the UE allowed CAG ID list in NG paging. From our point of view, the UE allowed CAG ID list information in paging is very useful for NG-RAN node, for which the NG-RAN node may use the allowed CAG ID list to avoid paging the UE at CAG cells whose CAG ID does not appear in the list. Therefore, the UE allowed CAG ID list should be included in the Paging message over NG interface. 
Proposal 1：The UE allowed CAG ID list should be included in the Paging message over NG interface. 
2.3 Impact on Interface Management Messages
The NG-RAN node supports a total of twelve CAG IDs per cell, and each CAG ID within the same PLMN is unique. The configuration over NG interface was discussed during the offline discussion in the last meeting, the remaining issues are listed as below:
	PNI NPN:
a/ need to send list of CAG IDs from NG-RAN to 5GC? 

(Is it for paging optimization?  Can a TA comprise a mix of cag cells or non cag cells? Is it for Ng-based-handover? Is it due to size of allowed CAG list which would require AMF need to filter?) 

b/ need to send list of CAG IDs from 5GC to NG-RAN?


About whether to send list of CAG IDs from NG-RAN to 5GC, in the last RAN3 meeting, RAN3 has sent a LS to SA2 to ask whether RAN3 should consider the case that the AMF may reject the NG based handover request based on the CAG IDs supported by the target NG-RAN node[6]. From our point of view, when AMF in access control, it shall make decision based on the CAG ID list supported by the NG-RAN nodes. For example, when UE is handover from a public network to a CAG network, the AMF should know whether the CAG ID list supported by the target node is in the allowed CAG list of the UE. Therefore, it is useful to send list of CAG IDs from NG-RAN to 5GC by including the CAG ID list per PLMN in the NG SETUP REQUEST and RAN CONFIGURATION UPDATE message, but it is also need confirmation from SA2.
Proposal 2: The list of CAG IDs should be send from NG-RAN nodes to 5GC.
Proposal 3: CAG ID list per PLMN ID should be included in NG SETUP REQUEST and RAN CONFIGURATION UPDATE message.
About whether to send the CAG ID list from 5GC to NG-RAN nodes, from our point of view, there is no concept of the AMF supported CAG ID list, when the NG-RAN node is connected to an AMF, it can provide network service. The CAG is used for access control and not used for input to AMF selection nor network slice selection, therefore, there is no need to send the list of CAG IDs from 5GC to NG-RAN nodes.

Proposal 4: There is no need to send the list of CAG IDs from 5GC to NG-RAN nodes.
2.4 Impact on NAS Transport Messages
The access control procedure and initial UE message related problems were discussed during the offline discussion in the last meeting, the remaining issues are listed as below:
	PNI NPN：
a/ need to add selected CAG ID to the Initial UE message? 

(Likely but to be confirmed due to ongoing discussions on privacy in MSG5)

(If CAG ID not in msg5, pre-check? then maybe list of cell CAG IDs to be sent in initial UE message?)

b/ after verification by AMF, new cause in release message?


Based on SA2’s progress [3], it can be observed that if UE is accessing the network via CAG cells, the UE shall provide the selected CAG ID to NG-RAN and the NG-RAN shall provide the CAG ID to the AMF, and then the AMF shall compare the received CAG ID with the UE’s allowed CAG ID list which is stored in AMF to verify the UE’s membership status. There are two options to transmit the selected CAG ID to the AMF:

Option1: Send the selected CAG ID through NAS.
Option2: Send the selected CAG ID through MSG5, then the NG-RAN node transmits the selected CAG ID to AMF through the initial UE message. 
Both options have advantages and disadvantages. For option1, the NAS transportation has security assurance, it can avoid the neighbouring UEs listening to the current UE which target CAG cell it supposed to access, but the NG-RAN node cannot acquire the selected CAG ID. For option2, the NG-RAN node can acquire the selected CAG ID but the message transmitted is in lower security level. From our point of view, the selected CAG ID information in NG-RAN node is useful in access control such as it can be used for the source RAN node to keep UE on the same CAG ID. And in another situation, the NG-RAN node can store the mobility restriction information received from AMF in the previous access process, when UE supposes to access to the current node again, the NG-RAN node can compare the received selected CAG ID with the UE’s allowed CAG list (which is in the mobility restriction list) to decide whether the UE has the permission to access to the current node. Therefore, the selected CAG ID should be included in MSG5.
For the UE access to the current node for the first time, the NG-RAN has no mobility restriction information of the UE, therefore, the NG-RAN should send the selected CAG ID to the AMF though INITIAL UE MESSAGE, and then the AMF shall compare the received CAG ID with the UE’s allowed CAG ID list which is stored in AMF to verify the UE’s membership status. 

Proposal 5: The selected CAG ID should be included in MSG5, and then send to AMF through INITIAL UE MESSAGE. 
When the AMF verifies the UE’s permission by Mobility Restrictions, if the CAG ID received from the NG-RAN is not part of the UE's allowed CAG list, then the AMF shall reject the NAS request with an appropriate cause code. For the UE is accessing the network via a non-CAG cell and the UE's subscription contains an indication that the UE is only allowed to access CAG cells, then the AMF rejects the NAS request with an appropriate cause code. Therefore, new cause values ‘invalid CAG ID’ and ‘CAG access only’ should be introduced to release the connection when UE failed verification.
Proposal 6: New cause values ‘invalid CAG ID’ and ‘CAG access only’ should be introduced to release the connection when UE failed verification.
2.5 Impact on UE Mobility Management Messages
The mobility related problems were discussed during the offline discussion in the last meeting, the remaining issues are listed as below:
	PNI NPN:
CAG based mobility control? Slice based mobility control? Or both?

Does Source RAN node select and signal the target CAG ID?

Should source RAN ideally will try keeping same CAG ID?

What does Target NG-RAN node do if selected target CAG id is not matching any of the target cell supported list of CAG IDs?

Does AMF need to be aware of the concept of serving CAG ID?

NG handover: should AMF during NG handover check that UE allowed CAG ID list matches the target RAN node supported CAG IDs? 

Xn handover: should AMF be aware of the ongoing CAG ID i.e. serving CAG ID in real time? E.g. sent in Path Switch Request for charging reason? 


For CAG network, both inter system and intra system handover are supported. For UE handover from a CAG network to a public network, there is no change to the traditional handover procedure. For UE handover from a public network to a CAG network or handover within the CAG network, the AMF shall compares the supported CAG ID list of the target node initialled in NG SETUP REQUEST or refreshed in RAN CONFIGURATION UPDATE with the allowed CAG list of the UE, if the target CAG ID is included in the allowed CAG list, then the AMF transmits the HANDOVER REQUEST message to the target node, otherwise reject the handover procedure by request HANDOVER PREPARATION FAILURE message to the source node.

Proposal 7: For NG-based handover, the AMF shall check that UE allowed CAG ID list matches the target RAN node supported CAG IDs.
For UE handover from a public network to a CAG network or handover within the CAG network, there may exist a situation that the target cell may contain more than one CAG ID which is in the UE’s allowed CAG list, in this situation there are two optional solutions:

Option 1: The AMF decides the selected CAG ID which the UE shall handover based on the allowed CAG list of the UE.

Option 2: The target NR-RAN node decides the selected CAG ID which the UE shall handover based on the allowed CAG list of the UE received from the AMF.
As for option 1, if the AMF decides the selected CAG ID of the UE, the AMF should contain the selected CAG ID in the HANDOVER REQUEST message, in order to avoid modifications to the existing procedure, it is better to let the target node decide the selected CAG ID.
Proposal 8: For NG-based handover, it is better to let the target node decide the selected CAG ID.
If the UE registered more than one CAG network, in other words, the CAG ID number of the UE’s allowed CAG ID list is more than one, there should be a priority among the CAG IDs. For example, the UE’s allowed CAG list include {CAG ID#1, #2}, the CAG ID#1’s network provides network service with lower price while the CAG ID#2 provides network service with higher price. In this situation, when the target cell support both CAG ID#1 and CAG ID#2, it is beneficial to assign the UE to access the CAG ID#1’s network to reduce cost of the current UE. This can be realised by set the CAG ID#1 has a higher priority than CAG ID#2.
Proposal 9: The CAG IDs in the UE’s allowed CAG ID list should have a priority for current UE to access.
When the target node decides the selected CAG ID, if for the current target cell, there are more than one CAG ID in the UE’s allowed CAG ID list, the target node can prioritize to assign the UE to a certain CAG ID network. For example, the UE’s allowed CAG list include {CAG ID#1, #2}, the CAG ID#1 has a higher priority than CAG ID#2, the current target cell supports {CAG ID#1, #2, #3}, in this situation, the target node shall assign the UE to connect the CAG ID#1’s network. 

Proposal 10: For NG-based handover, when the target node decide the selected CAG ID, it shall follow the priority criteria of the UE’s allowed CAG ID list.
3 Conclusion
In this paper, we discussed the remaining issues over NG interface to support CAG network and provide our proposals as below:

Proposal 1：The UE allowed CAG ID list should be included in the Paging message over NG interface. 
proposal 2: The list of CAG IDs should be send from NG-RAN nodes to 5GC.
Proposal 3: CAG ID list per PLMN ID should be included in NG SETUP REQUEST and RAN CONFIGURATION UPDATE message.
Proposal 4: There is no need to send the list of CAG IDs from 5GC to NG-RAN nodes.
Proposal 5: The selected CAG ID should be included in MSG5, and then send to AMF through INITIAL UE MESSAGE. 
Proposal 6: New cause values ‘invalid CAG ID’ and ‘CAG access only’ should be introduced to release the connection when UE failed verification.
Proposal 7: For NG-based handover, the AMF shall check that UE allowed CAG ID list matches the target RAN node supported CAG IDs.
Proposal 8: For NG-based handover, it is better to let the target node decide the selected CAG ID.
Proposal 9: The CAG IDs in the UE’s allowed CAG ID list should have a priority for current UE to access.
Proposal 10: For NG-based handover, when the target node decide the selected CAG ID, it shall follow the priority criteria of the UE’s allowed CAG ID list.
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