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1. Introduction

In TR 37.816, SN change related failures have been mentioned. In this contribution, we make some analysis and provide proposals on the detection of too late, too early, and wrong SN change failure in case of MR-DC.
2. Discussion
2.1 Failure of SN triggered SN change 
For SN initiates SN change procedure, SN decides the target SN node based on measurement results provide by UE and then requests MN node to perform SN change. Figure 1[2] give the detailed steps about this procedure.

Take too early SN change as an example i.e. an SCG failure occurs shortly after a successful SN change from the source SN to the target SN. SCG failure happens after step 6 in figure 1. It is possible that the source SN has already released the UE context when SCG failure happened shortly after UE access to the target SN node. In this case, SN node does not have the information which is necessary for detecting SN change failure. The similar issue exists for SN change to wrong SN

[image: image1.emf]UE MN S-SN T-SN

2. SgNB Addition Request/ACK

3. RRCConnectionReconfiguration/Complete

5. SgNB Reconfiguration Complete

6. Random Access Procedure

7. UE Context Release

1. SgNBChangeRequired

4. SgNBChangeConfirm

Context 

Release


Figure 1 SN initiated SN change procedure
Since the SN does not have the necessary information for SN change failure detection, it is impossible for the SN node to detect the SN change failure events without extra information received. To resolve the problem,  two  solutions are foreseen:
solution 1:

During the SN change procedure, MN always keep the UE context and record the UE-related information about the source SN and the target SN. So, together with the measurement result included in the SCGFailureInformation message the MN analyzes the root cause of SN change failure and then inform SN. SN could make further optimization accordingly e.g. adjust SN change related measurement event thresholds.
One extra requirement for this solution is that the MN should know the PSCell ID of UE in the SN node. However, it is already supported to let SN report PSCell ID to support location report procedure, there is no extra specification impact on this point.
solution 2:

Except for MN taking the responsibility for collecting UE-related SN change failure information, another solution is that the UE  records this information and sends to the network in the SCGFailureInformation message. Similar to RLF report, in this solution, previousPSCellId, failedPSCellId, timeConnFailure, connectionFailureType should be introduced in the SCGFailureInformation message. After the MN node receives SCGFailureInformation message, it could further forward it to SN node and let SN make the final analysis. The parameters introduced in the UE report could be defined as below:
· previousPSCellId: the source PSCell of the last SN change;
· failedPSCellId: the PSCell in which RLF is detected or the target PSCell of the failed SN change;
· timeConnFailure :the time elapsed since the last SN change initialization until connection failure;
· connectionFailureType: radio link failure or SN change failure.
Compare the above two solutions, since solution 2 has UE impact which may be not preferable from RAN2 point of view, we have a slight preference on solution 1 i.e. MN keeps the record of PSCell and detects the type of SN change failure. 
Proposal 1: It is proposed to discuss the above two solutions and have an agreement on solution 1 i.e. MN detects the SN change failure events for SN initiated SN change procedure.
For solution 1, since MN has already detected the failure type, similar to HO report message, SN change report message should be added for MN to inform SN about the failure events. For failure type in SN change report message Too late SN change, Too early SN change and SN change to wrong node should be included.
Proposal 2: If solution 1 is agreed, it is proposed to add SN change report procedures for MN to inform SN of the failure events.
2.2 Failure of MN triggered SN change 
In case of MN triggered SN change, MN always keep the UE context and should record the UE-related information about the source SN and the target SN. So MN could collect all information, detect the failure type, and adjust inappropriate parameter setting by itself.
Proposal 3: It is proposed that MN play the key role of SN change failure type detection for MN trigger SN change 

3. Conclusion
Proposal 1: It is proposed to discussion the above two solutions and have an agreement on solution 1 i.e. MN detects the SN change failure events for SN initiated SN change procedure.
Proposal 2: If solution 1 is agreed, it is proposed to add SN change report procedures for MN to inform SN of the failure events.
Proposal 3: It is proposed that MN play the key role of SN change failure type detection for MN trigger SN change.

CRs for solution 1 are provided in [3][4] 
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