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8.4.1.2
Successful Operation
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Figure 8.4.1.2-1: Handover preparation: successful operation

The source eNB initiates the handover preparation by sending the HANDOVER REQUIRED message to the serving MME. When the source eNB sends the HANDOVER REQUIRED message, it shall start the timer TS1RELOCprep. The source eNB shall indicate the appropriate cause value for the handover in the Cause IE.

The source eNB shall include the Source to Target Transparent Container IE in the HANDOVER REQUIRED message.

In case of intra-system handover, the information in the Source to Target Transparent Container IE shall be encoded according to the definition of the Source eNB to Target eNB Transparent Container IE. In case of handover to UTRAN, the information in the Source to Target Transparent Container IE shall be encoded according to the Source RNC to Target RNC Transparent Container IE definition as specified in TS 25.413 [19] and the source eNB shall include the UE History Information IE in the Source RNC to Target RNC Transparent Container IE. If the handover is to GERAN A/Gb mode then the information in the Source to Target Transparent Container IE shall be encoded according to the definition of the Source BSS to Target BSS Transparent Container IE as described in TS 48.018 [18]. If the handover is to NG-RAN, the information in the Source to Target Transparent Container IE shall be encoded according to the Source NG-RAN Node to Target NG-RAN Node Transparent ContainerIE definition as specified in TS 38.413 [44].

When the preparation, including the reservation of resources at the target side is ready, the MME responds with the HANDOVER COMMAND message to the source eNB.

If the Target to Source Transparent Container IE has been received by the MME from the handover target then the transparent container shall be included in the HANDOVER COMMAND message.

Upon reception of the HANDOVER COMMAND message the source eNB shall stop the timer TS1RELOCprep and start the timer TS1RELOCOverall.

In case of intra-system handover, the information in the Target to Source Transparent Container IE shall be encoded according to the definition of the Target eNB to Source eNB Transparent Container IE. In case of inter-system handover to UTRAN, the information in the Target to Source Transparent Container IE shall be encoded according to the Target RNC to Source RNC Transparent Container IE definition as specified in TS 25.413 [19]. In case of inter-system handover to GERAN A/Gb mode, the information in the Target to Source Transparent Container IE shall be encoded according to the Target BSS to Source BSS Transparent Container IE definition as described in TS 48.018 [18]. In case of inter-system handover to NG-RAN, the information in the Target to Source Transparent Container IE shall be encoded according to the Target NG-RAN Node to Source NG-RAN Node Transparent Container IE definition as specified in TS 38.413 [44].

If there are any E-RABs that could not be admitted in the target, they shall be indicated in the E-RABs to Release List IE.

If the DL forwarding IE is included within the Source eNB to Target eNB Transparent Container IE of the HANDOVER REQUIRED message and it is set to “DL forwarding proposed”, it indicates that the source eNB proposes forwarding of downlink data.

If the MME receives the Direct Forwarding Path Availability IE in the HANDOVER REQUIRED message indicating that a direct data path is available, it shall handle it as specified in TS 23.401 [11].

If the CSG Id IE and no Cell Access Mode IE are received in the HANDOVER REQUIRED message, the MME shall perform the access control according to the CSG Subscription Data of that UE and, if the access control is successful or if at least one of the E-RABs has a particular ARP value (see TS 23.401 [11]), it shall continue the handover and propagate the CSG Id IE to the target side. If the access control is unsuccessful but at least one of the E-RABs has a particular ARP value (see TS 23.401 [11]) the MME shall also provide the CSG Membership Status IE set to “non member” to the target side.

If the CSG Id IE and the Cell Access Mode IE set to “hybrid” are received in the HANDOVER REQUIRED message, the MME shall provide the membership status of the UE and the CSG Id to the target side.

The source eNB shall include the SRVCC HO Indication IE in the HANDOVER REQUIRED message if the SRVCC operation is needed as defined in TS 23.216 [9]. The source eNB shall indicate to the MME in the SRVCC HO Indication IE if the handover shall be prepared for PS and CS domain or only for CS domain. The SRVCC HO Indication IE is set according to the target cell capability and UE capability. In case the target system is GERAN without DTM support or the UE is without DTM support, the source eNB shall indicate “CS only” in the SRVCC HO Indication IE and “PS service not available” in PS Service Not Available IE. In case the target system is either GERAN with DTM but without DTM HO support and the UE is supporting DTM or the target system is UTRAN without PS HO support, the source eNB shall indicate “CS only” in the SRVCC HO Indication IE. Otherwise, the source eNB shall indicate “PS and CS” in the SRVCC HO Indication IE.
In case of inter-system handover from E-UTRAN, the source eNB shall indicate in the Target ID IE, in case the target system is UTRAN, the Target RNC-ID of the RNC (including the Routing Area Code only in case the UTRAN PS domain is involved), in case the target system is GERAN the Cell Global Identity (including the Routing Area Code only in case the GERAN PS domain is involved) of the cell, and in case the target system is NG-RAN the Target NG-RAN Node ID of the NG-RAN node in the target system.

In case of inter-system handover from E-UTRAN to UTRAN, the source eNB shall, if supported, include the HO Cause Value IE in the UE History Information IE of the HANDOVER REQUIRED message.

In case the SRVCC operation is performed and the SRVCC HO Indication IE indicates that handover shall be prepared only for CS domain, and if

-
the target system is GERAN, then the source eNB

-
shall encode the information in the Source to Target Transparent Container IE within the HANDOVER REQUIRED message, according to the definition of the Old BSS to New BSS information IE as specified in TS 48.008 [23], and

-
shall not include the Source to Target Transparent Container Secondary IE in the HANDOVER REQUIRED message;

-
the target system is UTRAN, then the source eNB

-
shall encode the information in the Source to Target Transparent Container IE within the HANDOVER REQUIRED message according to the definition of the Source RNC to Target RNC Transparent Container IE as specified in TS 25.413 [19],

-
shall include the UE History Information IE in the Source RNC to Target RNC Transparent Container IE, and

-
shall not include the Source to Target Transparent Container Secondary IE in the HANDOVER REQUIRED message.

In case the SRVCC operation is performed, the SRVCC HO Indication IE in the HANDOVER REQUIRED message indicates that handover shall be prepared for PS and CS domain, and if

-
the target system is GERAN with DTM HO support, then the source eNB

-
shall encode the information in the Source to Target Transparent Container IE within the HANDOVER REQUIRED message according to the definition of the Source BSS to Target BSS Transparent Container IE as described in TS 48.018 [18],and

-
shall include the Source to Target Transparent Container Secondary IE in the HANDOVER REQUIRED message and encode information in it according to the definition of the Old BSS to New BSS information IE as specified in TS 48.008 [23];

-
the target system is UTRAN, then the source eNB

-
shall encode the information in the Source to Target Transparent Container IE within the HANDOVER REQUIRED message according to the definition of the Source RNC to Target RNC Transparent Container IE as specified in TS 25.413 [19],

-
shall include the UE History Information IE in the Source RNC to Target RNC Transparent Container IE, and

-
shall not include the Source to Target Transparent Container Secondary IE in the HANDOVER REQUIRED message.
In case the SRVCC operation is performed, the SRVCC HO Indication IE in the HANDOVER REQUIRED message indicates that handover shall be prepared only for CS domain, and if

-
the target system is GERAN, then the MME

-
shall encode the information in the Target to Source Transparent Container IE within the HANDOVER COMMAND message according to the definition of the Layer 3 Information IE as specified in TS 48.008 [23], and

-
shall not include the Target to Source Transparent Container Secondary IE in the HANDOVER COMMAND message;

-
the target system is UTRAN, then the MME

-
shall encode the information in the Target to Source Transparent Container IE within the HANDOVER COMMAND message according to the definition of the Target RNC to Source RNC Transparent Container IE as specified in TS 25.413 [19], and

-
shall not include the Target to Source Transparent Container Secondary IE in the HANDOVER COMMAND message.

In case the SRVCC operation is performed, the SRVCC HO Indication IE in the HANDOVER REQUIRED message indicates that handover shall be prepared for PS and CS domain,

-
the target system is GERAN with DTM HO support, and if

-
the Handover Preparation procedure has succeeded in the CS and PS domain, then the MME

-
shall encode the information in the Target to Source Transparent Container IE within the HANDOVER COMMAND message according to the definition of the Layer 3 Information IE as specified in TS 48.008 [23], and

-
shall include the Target to Source Transparent Container Secondary IE in the HANDOVER COMMAND message and encode information in it according to the definition of the Target BSS to Source BSS Transparent Container IE as specified in TS 48.018 [18];

-
the Handover Preparation procedure has succeeded in the CS domain only, then the MME

-
shall encode the information in the Target to Source Transparent Container IE within the HANDOVER COMMAND message according to the definition of the Layer 3 Information IE as specified in TS 48.008 [23], and 

-
shall not include the Target to Source Transparent Container Secondary IE in the HANDOVER COMMAND message;

-
the target system is UTRAN, then the Handover Preparation procedure shall be considered successful if the Handover Preparation procedure has succeeded in the CS domain, and the MME

-
shall encode the information in the Target to Source Transparent Container IE within the HANDOVER COMMAND message according to the definition of the Target RNC to Source RNC Transparent Container IE as specified in TS 25.413 [19], and

-
shall not include the Target to Source Transparent Container Secondary IE in the HANDOVER COMMAND message.
If the HANDOVER COMMAND message contains the DL GTP-TEID IE and the DL Transport Layer Address IE for a given bearer in the E-RABs Subject to Forwarding List IE, then the source eNB shall consider that the forwarding of downlink data for this given bearer is possible.

If the HANDOVER COMMAND message contains the UL GTP-TEID IE and the UL Transport Layer Address IE for a given bearer in the E-RABs Subject to Forwarding List IE, then it means the target eNB has requested the forwarding of uplink data for this given bearer.
In case direct data forwarding is applied for inter-system handover, if the Data Forwarding E-RAB List IE is included in the Target to Source Transparent Container IE, the source eNB shall consider that forwarding of downlink data for this E-RAB accepted by the target eNB.
8.4.2.2
Successful Operation
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Figure 8.4.2.2-1: Handover resource allocation: successful operation

The MME initiates the procedure by sending the HANDOVER REQUEST message to the target eNB. The HANDOVER REQUEST message may contain the Handover Restriction List IE, which contains roaming or access restrictions.

If the Handover Restriction List IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information in the UE context. This information shall however not be considered whenever one of the handed over E-RABs has a particular ARP value (TS 23.401 [11]).

The target eNB shall use the information in Handover Restriction List IE if present in the HANDOVER REQUEST message to

-
determine a target for subsequent mobility action for which the eNB provides information about the target of the mobility action towards the UE;

-
select a proper SCG during dual connectivity operation.

If the Handover Restriction List IE is not contained in the HANDOVER REQUEST message, the target eNB shall consider that no roaming and no access restriction apply to the UE.

Upon reception of the HANDOVER REQUEST message the eNB shall store the received UE Security Capabilities IE in the UE context and use it to prepare the configuration of the AS security relation with the UE.

If the SRVCC Operation Possible IE is included in the HANDOVER REQUEST message, the target eNB shall store the content of the received SRVCC Operation Possible IE in the UE context and, if supported, use it as defined in TS 23.216 [9].
Upon reception of the HANDOVER REQUEST message the eNB shall store the received Security Context IE in the UE context and the eNB shall use it to derive the security configuration as specified in TS 33.401 [15].

If the Trace Activation IE is included in the HANDOVER REQUEST message, the target eNB shall if supported, initiate the requested trace function as described in TS 32.422 [10]. In particular, the eNB shall, if supported:

-
if the Trace Activation IE does not include the MDT Configuration IE, initiate the requested trace session as described in TS 32.422 [10];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT and Trace”, initiate the requested trace session and MDT session as described in TS 32.422 [10];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT Only”, “Logged MDT only” or “Logged MBSFN MDT”, initiate the requested MDT session as described in TS 32.422 [10] and the target eNB shall ignore Interfaces To Trace IE, and Trace Depth IE.

-
if the Trace Activation IE includes the MDT Location Information IE, within the MDT Configuration IE, store this information and take it into account in the requested MDT session.

-
if the Trace Activation IE includes the Signalling based MDT PLMN List IE, within the MDT Configuration IE, the eNB may use it to propagate the MDT Configuration as described in TS 37.320 [31].

-
if the Trace Activation IE includes the MBSFN-ResultToLog IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].

-
if the Trace Activation IE includes the MBSFN-AreaId IE in the MBSFN-ResultToLog IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].

-
if the Trace Activation IE includes the UE Application layer measurement configuration IE, initiate the requested trace session and QoE Measurement Collection function as described in TS 36.300 [14].

-
if the Trace Activation IE includes the Bluetooth Measurement Configuration IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].

-
if the Trace Activation IE includes the WLAN Measurement Configuration IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].
If the CSG Id IE is received in the HANDOVER REQUEST message, the eNB shall compare the received value with the CSG Id broadcast by the target cell.

If the CSG Membership Status IE is received in the HANDOVER REQUEST message and the CSG Membership Status is set to “member”, the eNB may provide the QoS to the UE as for member provided that the CSG Id received in the HANDOVER REQUEST messages corresponds to the CSG Id broadcast by the target cell.

If the CSG Membership Status IE and the CSG Id IE are received in the HANDOVER REQUEST message and the CSG Id does not correspond to the CSG Id broadcast by the target cell, the eNB may provide the QoS to the UE as for a non member and shall send back in the HANDOVER REQUEST ACKNOWLEDGE message the actual CSG Id broadcast by the target cell.

If the target cell is CSG cell or hybrid cell, the target eNB shall include the CSG ID IE in the HANDOVER REQUEST ACKNOWLEDGE message.

If the target eNB receives the CSG Id IE and the CSG Membership Status IE is set to “non member” in the HANDOVER REQUEST message and the target cell is a closed cell and at least one of the E-RABs has a particular ARP value (see TS 23.401 [11]), the eNB shall send back the HANDOVER REQUEST ACKNOWLEDGE message to the MME accepting those E-RABs and failing the other E-RABs.

If the Subscriber Profile ID for RAT/Frequency priority IE is contained in the Source eNB to Target eNB Transparent Container IE, the target eNB shall store the content of the received Subscriber Profile ID for RAT/Frequency priority IE in the UE context and use it as defined in TS 36.300 [14].

Upon reception of the UE History Information IE, which is included within the Source eNB to Target eNB Transparent Container IE in the HANDOVER REQUEST message, the target eNB shall collect the information defined as mandatory in the UE History Information IE and shall, if supported, collect the information defined as optional in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.

Upon reception of the UE History Information from the UE IE, which is included within the Source eNB to Target eNB Transparent Container IE in the HANDOVER REQUEST message, the target eNB shall, if supported, store the collected information, to be used for future handover preparations.

If the Mobility Information IE is included within the Source eNB to Target eNB Transparent Container IE in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information and use it as defined in TS 36.300 [14].

If the Expected UE Behaviour IE is included in the HANDOVER REQUEST message, the eNB shall, if supported, store this information and may use it to determine the RRC connection time. 
If the Bearer Type IE is included in the HANDOVER REQUEST message and is set to “non IP”, then the eNB shall not perform header compression for the concerned E-RAB.

After all necessary resources for the admitted E-RABs have been allocated, the target eNB shall generate the HANDOVER REQUEST ACKNOWLEDGE message. The target eNB shall include in the E-RABs Admitted List IE the E-RABs for which resources have been prepared at the target cell. The E-RABs that have not been admitted in the target cell, if any, shall be included in the E-RABs Failed to Setup List IE.

If the HANDOVER REQUEST message contains the Data Forwarding Not Possible IE associated with a given E-RAB within the E-RABs To Be Setup List IE set to “Data forwarding not possible”, then the target eNB may decide not to include the DL Transport Layer Address IE and the DL GTP-TEID IE and for intra LTE handover the UL Transport Layer Address IE and the UL GTP-TEID IE within the E-RABs Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message for that E-RAB.

For each bearer that target eNB has decided to admit and for which DL forwarding IE is set to “DL forwarding proposed”, the target eNB may include the DL GTP-TEID IE and the DL Transport Layer Address IE within the E-RABs Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message indicating that it accepts the proposed forwarding of downlink data for this bearer. In case of inter-system handover from NG-RAN, if the Direct forwarding Path Available IE is included in the Source eNB to Target eNB Transparent Container IE the target eNB may instead include the Data forwarding E-RAB List IE in the Target eNB to Source eNB Transparent Container IE of the HANDOVER REQUEST ACKNOWLEDGE message indicating that it accepts the proposed direct forwarding of downlink data for this bearer.
If the HANDOVER REQUEST ACKNOWLEDGE message contains the UL GTP-TEID IE and the UL Transport Layer Address IE for a given bearer in the E-RABs Admitted List IE, then it means the target eNB has requested the forwarding of uplink data for this given bearer.

If the Request Type IE is included in the HANDOVER REQUEST message, then the target eNB should perform the requested location reporting functionality for the UE as described in subclause 8.11.

If the UE Security Capabilities IE included in the HANDOVER REQUEST message only contains the EIA0 algorithm as defined in TS 33.401 [15] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [15]), the eNB shall take it into use and ignore the keys received in the Security Context IE.

The GUMMEI IE shall only be contained in the HANDOVER REQUEST message according to subclauses 4.6.2 and 4.7.6.6 of TS 36.300 [14]. If the GUMMEI IE is present, the target eNB shall store this information in the UE context and use it for subsequent X2 handovers.

The MME UE S1AP ID 2 IE shall only be contained in the HANDOVER REQUEST message according to subclause 4.6.2 of TS 36.300 [14].If the MME UE S1AP ID 2 IE is present, the target eNB shall store this information in the UE context and use it for subsequent X2 handovers.

<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
9.2.1.7
Source eNB to Target eNB Transparent Container

The Source eNB to target eNB Transparent Container IE is an information element that is produced by the source eNB and is transmitted to the target eNB. For inter-system handovers to E-UTRAN, the IE is transmitted from the external handover source to the target eNB.

This IE is transparent to the EPC.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	RRC Container
	M
	
	OCTET STRING
	Includes the RRC Handover Preparation Information message as defined in subclause 10.2.2 of TS 36.331 [16].
	-
	

	E-RABs Information List
	
	0..1
	
	
	-
	

	>E-RABs Information Item
	
	1 .. <maxnoof E-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>DL Forwarding
	O
	
	9.2.3.14
	
	-
	

	>>Direct Forwarding Path Availability
	O
	
	9.2.3.15
	
	-
	

	Target Cell ID
	M
	
	E-UTRAN CGI

9.2.1.38
	
	-
	

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.39
	
	-
	

	UE History Information
	M
	
	9.2.1.42
	
	-
	

	Mobility Information
	O
	
	BIT STRING (SIZE (32))
	Information related to the handover; the external handover source provides it in order to enable later analysis of the conditions that led to a wrong HO.
	YES
	ignore

	UE History Information from the UE
	O
	
	OCTET STRING
	VisitedCellInfoList contained in the UEInformationResponse message (TS 36.331 [16])
	YES
	ignore

	IMS voice EPS fallback from 5G
	O
	
	ENUMERATED (true, …)
	
	YES
	ignore


9.2.1.8
Target eNB to Source eNB Transparent Container

The Target eNB to Source eNB Transparent Container IE is an information element that is produced by the target eNB and is transmitted to the source eNB. For inter-system handovers to E-UTRAN, the IE is transmitted from the target eNB to the external relocation source.

This IE is transparent to EPC.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	RRC Container
	M
	
	OCTET STRING
	Includes the RRC E-UTRA Handover Command message as defined in subclause 10.2.2 of TS 36.331 [16].
	-
	

	Data Forwarding E-RAB List
	M
	
	9.2.2.x1
	
	-
	


<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
9.2.2.x1
Data Forwarding E-RAB List
This IE is used at inter-system HO to provide DL data forwarding address information to the external source, if direct data forwarding is applied.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Data Forwarding E-RAB List
	
	1..<maxnoofERABs>
	
	

	>E-RAB ID
	M
	
	9.3.2.3
	

	>Transport Layer Address
	M
	
	9.2.2.1
	

	>GTP-TEID
	M
	
	9.2.2.2
	To deliver forwarded DL PDUs.


	Range bound
	Explanation

	MaxnoofE-RABs
	Maximum no. of E-RABs. Value is 16.


<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>

9.3.4
Information Element Definitions

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

S1AP-IEs {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (21) modules (3) s1ap (1) version1 (1) s1ap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

IMPORTS


id-E-RABInformationListItem,


id-E-RABItem,


id-Bearers-SubjectToStatusTransfer-Item,

id-Time-Synchronisation-Info,

id-x2TNLConfigurationInfo,


id-eNBX2ExtendedTransportLayerAddresses,


id-MDTConfiguration,


id-Time-UE-StayedInCell-EnhancedGranularity,


id-HO-Cause,


id-M3Configuration,


id-M4Configuration,


id-M5Configuration,


id-MDT-Location-Info,


id-SignallingBasedMDTPLMNList,

id-MobilityInformation,


id-ULCOUNTValueExtended,


id-DLCOUNTValueExtended,


id-ReceiveStatusOfULPDCPSDUsExtended,


id-eNBIndirectX2TransportLayerAddresses,


id-Muting-Availability-Indication,


id-Muting-Pattern-Information,


id-NRrestrictioninEPSasSecondaryRAT,


id-NRrestrictionin5GS,


id-Synchronisation-Information,


id-uE-HistoryInformationFromTheUE,


id-LoggedMBSFNMDT,


id-SON-Information-Report,


id-RecommendedCellItem,


id-RecommendedENBItem,


id-ProSeUEtoNetworkRelaying,


id-ULCOUNTValuePDCP-SNlength18,


id-DLCOUNTValuePDCP-SNlength18,


id-ReceiveStatusOfULPDCPSDUsPDCP-SNlength18,


id-M6Configuration,


id-M7Configuration,


id-RAT-Type,


id-extended-e-RAB-MaximumBitrateDL,


id-extended-e-RAB-MaximumBitrateUL,


id-extended-e-RAB-GuaranteedBitrateDL,


id-extended-e-RAB-GuaranteedBitrateUL,


id-extended-uEaggregateMaximumBitRateDL,


id-extended-uEaggregateMaximumBitRateUL,


id-SecondaryRATDataUsageReportItem,


id-E-RABUsageReportItem,

id-UEAppLayerMeasConfig,


id-serviceType,


id-UnlicensedSpectrumRestriction, 

id-CNTypeRestrictions,


id-DownlinkPacketLossRate,


id-UplinkPacketLossRate,


id-BluetoothMeasurementConfiguration,


id-WLANMeasurementConfiguration,


id-LastNG-RANPLMNIdentity,


id-PSCellInformation,


id-IMSvoiceEPSfallbackfrom5G

id-RequestTypeAdditionalInfo,

id-DataForwardingE-RABList,


id-Direct-Forwarding-Path-Availability,

maxnoofCSGs,

maxnoofE-RABs,


maxnoofErrors,


maxnoofBPLMNs,

<<<<<<<<<<<<<<<<<<<< Unmodified Text omitted >>>>>>>>>>>>>>>>>>>>

-- D

DataCodingScheme ::= BIT STRING (SIZE (8))

DataForwardingE-RABList ::= SEQUENCE (SIZE(1..maxnoofE-RABs)) OF DataForwardingE-RABItem

DataForwardingE-RABItem ::= SEQUENCE {


e-RAB-ID


E-RAB-ID,

transportLayerAddress



TransportLayerAddress,

gTP-TEID






GTP-TEID,


iE-Extensions

ProtocolExtensionContainer { {DataForwardingE-RABItem-ExtIEs} }
OPTIONAL,


...

}

DataForwardingE-RABItem-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

DCN-ID ::= INTEGER (0..65535)
<<<<<<<<<<<<<<<<<<<< Next Changes >>>>>>>>>>>>>>>>>>>>
E-RAB-ID

::= INTEGER (0..15, ...)

E-RABInformationList
::= SEQUENCE (SIZE (1.. maxnoofE-RABs)) OF ProtocolIE-SingleContainer { { E-RABInformationListIEs } }

E-RABInformationListIEs S1AP-PROTOCOL-IES ::= {


{ ID id-E-RABInformationListItem


CRITICALITY ignore
TYPE E-RABInformationListItem


PRESENCE mandatory
},


...

}

E-RABInformationListItem ::= SEQUENCE {


e-RAB-ID





E-RAB-ID,


dL-Forwarding




DL-Forwarding

OPTIONAL,


iE-Extensions




ProtocolExtensionContainer { {E-RABInformationListItem-ExtIEs} }


OPTIONAL,


...

}

E-RABInformationListItem-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {

{ ID id-Direct-Forwarding-Path-Availability
CRITICALITY ignore
TYPE Direct-Forwarding-Path-Availability

PRESENCE optional
 
},


...

}

E-RABList ::= SEQUENCE (SIZE(1.. maxnoofE-RABs)) OF ProtocolIE-SingleContainer { {E-RABItemIEs} }

E-RABItemIEs 
S1AP-PROTOCOL-IES ::= {


{ ID id-E-RABItem
 CRITICALITY ignore 
TYPE E-RABItem 
PRESENCE mandatory },


...

}

E-RABItem ::= SEQUENCE {


e-RAB-ID




E-RAB-ID,


cause





Cause,


iE-Extensions



ProtocolExtensionContainer { {E-RABItem-ExtIEs} } OPTIONAL,


...

}

E-RABItem-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

<<<<<<<<<<<<<<<<<<<< Next Changes >>>>>>>>>>>>>>>>>>>>
TargeteNB-ToSourceeNB-TransparentContainer

::= SEQUENCE {


rRC-Container

RRC-Container,


iE-Extensions

ProtocolExtensionContainer { {TargeteNB-ToSourceeNB-TransparentContainer-ExtIEs} } OPTIONAL,


...

}

TargeteNB-ToSourceeNB-TransparentContainer-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {

{ ID id-DataForwardingE-RABList
CRITICALITY ignore
TYPE DataForwardingE-RABList

PRESENCE optional
 
},


...

}

<<<<<<<<<<<<<<<<<<<< Next Changes >>>>>>>>>>>>>>>>>>>>
9.3.6
Constant Definitions

-- **************************************************************

--

-- Constant definitions

--

-- **************************************************************

S1AP-Constants { 

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (21) modules (3) s1ap (1) version1 (1) s1ap-Constants (4) } 

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

<<<<<<<<<<<<<<<<<<<< Next Changes >>>>>>>>>>>>>>>>>>>>
id-EN-DCSONConfigurationTransfer-MCT



ProtocolIE-ID ::= 295

id-IMSvoiceEPSfallbackfrom5G





ProtocolIE-ID ::= 296

id-TimeSinceSecondaryNodeRelease




ProtocolIE-ID ::= 297

id-RequestTypeAdditionalInfo





ProtocolIE-ID ::= 298
id-DataForwardingE-RABList






ProtocolIE-ID ::= xxx
END


