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1 Introduction
A Work Item on non-public network (NPN) support for NG-RAN was approved at TSG RAN#83 in [1]. A Non-Public Network (NPN) is a 5GS deployed for non-public use. An NPN may be deployed as:

-
a Stand-alone Non-Public Network (SNPN), i.e. operated by an NPN operator and not relying on network functions provided by a PLMN, or

-
a Public network integrated NPN, i.e. a non-public network deployed with the support of a PLMN.

In this document we discussed the access control in order to support NPN in the NG-RAN.

2 Discussion
Only authorized users can access the non-public network. So a node should evaluate if the UE is allowed to access the non-public network, i.e. perform the access control. It is no doubt the AMF shall make evaluation for initial attachment, since the NG-RAN doesn’t have UE subscription information at that time. For the mobility, SA2 generally agreed the source NG-RAN performs access control for CAG cell, no agreement for the SNPN mobility case. In below section, mobility access control for SNPN and CAG cell are discussed separately. 
2.1 Mobility Access Control for SNPN
When the UE is set to operate in SNPN access mode, the UE can only access the SNPN network. Mobility from SNPN network to a public network is not allowed. But the UE can move between two SNPN network nodes with different SNPN IDs. It is agreed the AMF shall not provide a list of equivalent PLMNs to the UE and shall not provide a list of permitted PLMNs to NG-RAN in [2]. Based on this agreement, neither UE nor source NG-RAN shall select a cell belong to another PLMN, so only intra-PLMN mobility is supported in SNPN network.  
Observation:
Only intra-PLMN mobility is supported for a UE operated in SNPN access mode.
In order to perform the mobility access control, the source node needs to know two type information: one is UE subscribed SNPN identifier (SUPI). SUPI include PLMN ID and the corresponding NIDs. Another is the  target PLMN ID(s) and NIDs in the target cell. Only when the target PLMN ID is same as serving PLMN ID of the UE and at least one of the NIDs is belonged to the UE subscribed NIDs, UE can be handed over to that cell. The source node knows this information by the below methods.
· It is agreed UE allowed NID list for the serving PLMN is sent form the AMF to the NG-RAN. So if the mobility towards to the target NG-RAN with the same PLMN, the source NG-RAN has the UE subscription information.

· If there is Xn interface, the source NG-RAN can know the list of supported (PLMN ID, NIDs) per cell in the target NG-RAN through the Xn Setup procedure. It is RAN3 agreement. 
· It was commented that Xn interface always exist in the whole SNPN network for the same PLMN, but it is deployment issue. From the standard point of view, we needn’t restrict the implementation. If there is no Xn interface, it is straightforward the supported NIDs per PLMN in target cell is received from the air interface. Based on agreement in SA2, list of NIDs per PLMN will be broadcasted in air. So the UE can read it and report the NIDs per PLMNs in the measurement report. 
Proposal 1: For intra-PLMN mobility, the source NG-RAN in SNPN network performs the access control.

Proposal 2: It is proposed the source NG-RAN can receive the neighbouring cell supported NIDs per PLMN from the UE. 
2.2 Mobility Access Control for PNI-NPN

The access control principle is same as the access control in SNPN. In order to perform the access control, the node need to know UE allowed CAG ID list and know the target cell supported CAG ID list. Last RAN3 meeting, it is agreed:

	1. Indicate in the mobility restriction list the UE supported list of CAG IDs per plmn
3. At mobility, we assume that source NG-RAN node knows the list of CAG IDs supported by the candidate target cells

5. Need to exchange list of cell supported CAG IDs at Xn setup, and configuration update.


Based above agreements, if there is Xn interface, the source NG-RAN knows all the information for mobility access control. So the source NG-RAN node can perform the access control and the AMF doesn’t need to do duplicated verification.

If there is no Xn interface, the possible way to get the target information is from UE reporting. Measurement report shall include CAG IDs received per PLMN from the neighbouring CAG cells. 
Proposal 3: For connected mode mobility, the source NG-RAN in PNI-NPN network performs the access control.

Proposal 4: It is proposed the source NG-RAN can receive the neighbouring cell support CAG ID List per PLMN from the UE. 

As above, if the source NG-RAN performs the mobility access control, the source NG-RAN needs to receive the neighbouring cell supported NIDs and CAG IDs from the UE. So it is proposed to send LS to RAN2 for asking the assistance information transmission.
Proposal 5: It is proposed to send LS to RAN2 about the UE reporting neighbouring cell supported NIDs and CAG IDs. The draft LS is in [3] R3-195016.
3 Proposal
In this document, the access control for non-public network is discussed. We have the below proposals.
Proposal 1: For intra-PLMN mobility, the source NG-RAN in SNPN network performs the access control.

Proposal 2: It is proposed the source NG-RAN can receive the neighbouring cell supported NIDs per PLMN from the UE. 
Proposal 3: For connected mode mobility, the source NG-RAN in PNI-NPN network performs the access control.

Proposal 4: It is proposed the source NG-RAN can receive the neighbouring cell support CAG ID List per PLMN from the UE. 

Proposal 5: It is proposed to send LS to RAN2 about the UE reporting neighbouring cell supported NIDs and CAG IDs. The draft LS is in [3] R3-195016.
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