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1   Introduction
In the last document, we discussed the RIM Framework within a gNB with CU-DU architecture based on Framework-2.1, but we need to analyse and discuss it further under some assumptions.
This paper discusses interactive procedure may be needed related to RIM within a gNB with CU-DU architecture when OAM only links with gNB-CU or gNB-DU. 
2   Discussion

In previous some meeting, some agreements have already reached about OAM function. OAM is responsible for configuration of gNB Set, configuration of RIM-RS and the associated RIM-RS radio resources for sending and/or receiving the RIM-RS, and configuration of some interference mitigation schemes, etc.
Considering when the operator will deploy the RIM mechanism for the NG-RAN node with CU-DU split, OAM may be connected to CU or to DU. The RIM process is discussed in this article under the assumptions about inter-connection between OAM and CU or DU. When OAM only links with CU, CU gets RIM-RS configuration information and Set ID from OAM, and CU gets interference mitigation scheme from OAM or self-decision. When OAM only links with DU, DU gets RIM-RS configuration information and Set ID from OAM, and DU gets interference mitigation scheme from OAM or self-decision.

2.1   OAM links with DU 
· Victim gNB side 

Victim gNB-DU is primarily responsible for remote interference detection and RIM-RS transmission, OAM is mainly responsible for RIM-RS configuration and Set ID allocation. Within the deployment scenario where OAM only links with DU, when DU detects remote interference, DU reports remote interference measurement result to OAM, and gets Set ID and RIM-RS configuration information from OAM. And DU starts RIM-RS transmission in the air. After that, it appears to need to report this situation to the CU by DU by referring to the several reasons below:
a) Radio resource utilization in DU has changed due to RIM-RS transmission. Looks like CU needs to know about this.
b) The Set ID obtained by DU from OAM may be updated with pre-configured Set ID information, which also needs to be reported to CU because it is possible for CU to report this new Set ID to AMF(According to the TR38.866-g00 chapter 6.5.3.1 Solutions for inter-set coordination on how to use backhaul to transmit information of reception or disappearance of RIM-RS from Aggressor gNB to Victim gNB. Explicit requirements in option Solution 1 is that “The mapping between the gNB set IDs and their corresponding AMF IDs can be e.g. in the form of a mapping table stored at the CN.”).
c) When Victim gNB-CU received the reception of RIM-RS or disappearance of RIM-RS information from Aggressor gNB through backhaul, Victim gNB-CU might regard it as an abnormal message and discard it if Victim gNB-DU did not report in advance that gNB-DU had detected remote interference and started RIM-RS transmission.
d) An gNB-CU controls the operation of one or more gNB-DUs, and when one of the DUs detects remote interference and has started the RIM-RS transmission, in order to increase the energy of the RIM-RS transmission and Aggressor gNB can receive it more easily, the DU that started the RIM-RS transmission may expect the nearby DUs to transmit RIM-RS with the same configuration. Since there is no interface between different DUs to communicate with each other, DU can report RIM-RS configuration information and Set ID to CU, CU also commands other DUs to start RIM-RS transmission with the same configuration.
It can be summarized as shown in below Fig.1 for above processes.
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Fig. 1: Workflow within Victim gNB when OAM only links with DU
Observation 1a:  In case that OAM links to DU, the victim gNB-DU can detect remote interference and transmit RIM-RS based on OAM configuration. After RIM-RS is sent, the victim gNB-DU can report the Victim gNB Set ID and RIM-RS configuration information acquired from OAM to Victim gNB-CU after DU detected the remote interference.
· Aggressor gNB side 

Aggressor gNB-DU is mainly responsible for the RIM-RS detection and interference mitigation scheme applied; OAM is mainly responsible for RIM-RS measurement configuration and Set ID allocation and some interference mitigation schemes configuration. Within the deployment scenario where OAM only links with DU, Aggressor gNB-DU can get the RIM-RS measurement configuration from OAM and know which time-frequency resources to be detected for RIM-RS.

When Aggressor gNB-DU detects RIM-RS first time, it expects that the interference mitigation scheme to be configured and to be applied. If the OAM determines the interference mitigation schemes, Aggressor gNB-DU can report the measurement result of RIM-RS to OAM and get appropriate interference mitigation schemes and Set ID from OAM. And then Aggressor gNB-DU starts to apply the interference mitigation schemes. Moreover, it appears to need to report this situation to the Aggressor gNB-CU by referring to several reasons below:
a) Radio resource utilization in DU has changed due to mitigation schemes applied (such as mute downlink symbols, change BWP, reduce power of downlink symbols, etc.). CU needs to know about this.
b) When Aggressor gNB-DU received RIM-RS, then it needs to report reception of RIM-RS information to Aggressor gNB-CU in order to notify this information to Victim gNB through backhaul [refer to R3-191576].

c) DU decodes Victim gNB Set ID from RIM-RS, which also needs to be reported to CU as the target address to deliver reception of RIM-RS the information through backhaul.
d) The Aggressor gNB Set ID obtained by DU from OAM may differ from pre-configured Aggressor gNB Set ID information, which also needs to be reported to CU as the source address to deliver reception of RIM-RS the information through backhaul.
It can be summarized as shown in below Fig.2 for above processes.
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Fig. 2: Workflow within Aggressor gNB when OAM only links with DU
Observation 1b：In case that OAM links to DU, Aggressor gNB-DU reports the reception of RIM-RS information and Victim gNB Set ID to Aggressor gNB-CU, also could report the interference mitigation schemes configuration information and new Aggressor gNB Set ID obtained from OAM when DU detected RIM-RS at first time.
2.2   OAM links with CU
· Victim gNB side

Victim gNB-DU is primarily responsible for remote interference detection and RIM-RS transmission, OAM is mainly responsible for RIM-RS configuration and Set ID allocation, which are configured to the CU.  Thus, some interaction between CU and DU are needed to ensure that the CU is aware of the occurrence of remote interference, and then configure the RIM-RS transmission at DU side. Fig. 3 shows an example procedure.
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Fig. 3: Workflow within Victim gNB when OAM only links with CU
Observation 2a: In case that OAM links to CU, Victim gNB-DU first reports the remote interference detection results to Victim gNB-CU, then Victim gNB-CU configures the Set ID and RIM-RS, which is configured via OAM.
· Aggressor gNB side

Aggressor gNB-DU is mainly responsible for the RIM-RS detection and interference mitigation scheme applied; OAM is mainly responsible for RIM-RS measurement configuration and Set ID allocation and some interference mitigation schemes configuration. So when Victim gNBs have started RIM-RS transmission, Aggressor gNB-DU needs to get the RIM-RS measurement configuration and know which time-frequency resources to be detected for RIM-RS. To achieve this, aggressor gNB-CU needs to send the measurement configuration of RIM-RS, which is derived from OAM, to Aggressor gNB-DU to start monitoring RIM-RS according to the measurement configuration.
After Aggressor gNB-DU detects RIM-RS, it expects that the interference mitigation scheme to be configured and to be applied. Such scheme can be configured via OAM or decided by CU.  Before that, it is required for OAM or CU to firstly get RIM-RS measurement results or indication of detecting RIM-RS. After that, the appropriate interference mitigation schemes, configured by OAM or CU, can be configured to DU.

Observation 2b: In case that OAM links to CU, to detect the RIM-RS, the aggressor gNB-CU needs to send the measurement configuration of RIM-RS, which is derived from OAM, to aggressor gNB-DU. After detecting the RIM-RS, aggressor gNB-DU sends the RIM-RS measurement results or indication of detecting RIM-RS to aggressor gNB-CU, and aggressor gNB-CU configures the interference mitigation scheme to aggressor gNB-DU, which is configured by OAM or decided by CU. 
Summarize above the discussion, one example signalling procedure at the aggressor gNB side is shown in Fig.4.
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Fig. 4: Workflow within Aggressor gNB when OAM only links with CU
2.3   Other procedures (independent of OAM connections to CU or DU)

For the stop of RIM-RS transmission in Victim gNB, whichever scheme is adopted (OAM connection with DU or CU), when DU receives the disappearance of RIM-RS from CU, it shall send a notification message to CU after successfully stop RIM-RS transmission.
For the stop of mitigation scheme in Aggressor gNB, whichever scheme is adopted (OAM connection with DU or CU), when DU did not detected RIM-RS in Uu interface and known the disappearance of RIM-RS, it shall stop applying mitigation scheme and then send a notification message to CU.
Observation 3:   Comparing the above two alternative schemes, one is OAM only links with DU, another is OAM only links with CU. we can summarize the related F1 interface information as below table:
	OAM link Type
	OAM links with DU
	OAM links with CU

	gNB Type
	DU-->CU Info
	CU-->DU Info
	DU-->CU Info
	CU-->DU Info

	Victim gNB
	1. RIM-RS Configuration & Transmission Notification
	　
	1. Remote Interference Report 
	2. RIM-RS Configuration & Transmission Indication

	
	[Section 2.1,Fig.1]
	
	[Section 2.2,Fig.3]
	[Section 2.2,Fig.3]

	
	　
	2. Reception or disappearance of RIM-RS Indication
	3. RIM-RS Transmission Response
	4. Reception or disappearance of RIM-RS Indication

	
	
	[refer to R3-191576]
	[Section 2.2,Fig.3]
	[refer to R3-191576]

	
	3. RIM-RS Transmission Cease Notification
	　
	5. RIM-RS Transmission Cease Notification
	　

	
	[Section 2.3]
	
	[Section 2.3]
	

	Aggressor gNB
	　
	　
	
	1. RIM-RS Measurement Configuration

	
	
	
	
	[Section 2.2,Fig.4]

	
	1. Mitigation Scheme Configuration & Applied Notification
	　
	2. RIM-RS Measurement Report
	3. Mitigation Scheme Configuration & Applied Indication

	
	[Section 2.1,Fig.2]
	
	[Section 2.2,Fig.4]
	[Section 2.2,Fig.4]

	
	　
	　
	4. Mitigation Scheme Applied Response
	　

	
	
	
	[Section 2.2,Fig.4]
	

	
	2. Reception or disappearance of RIM-RS Indication
	　
	5. Reception or disappearance of RIM-RS Indication
	　

	
	[refer to R3-191576]
	
	[refer to R3-191576]
	

	
	3. Mitigation Scheme Cease Notification
	　
	6. Mitigation Scheme Cease Notification
	　

	
	[Section 2.3]
	
	[Section 2.3]
	


By comparison we can easily get the following analysis results:
For the aspect of F1 interface signalling load: the scheme of OAM connection with DU is obviously less than the scheme of OAM connection with CU.
From the point of view of communication standards engineers, they may not expect to introduce too many F1 interface signalling related to RIM resulting in higher signalling load, so they prefer to choose the scheme of OAM connection with DU.
Proposal: It is proposed to adopt the scheme of OAM connection with DU for the consideration of impact on the F1 interface.
3   Conclusion
Based on the discussion in this paper, we propose:
Proposal 1: It is proposed to adopt the scheme of OAM connection with DU for the consideration of impact on the F1 interface.
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