
3GPP TSG-RAN WG3 #103bis













                  R3-191540
Xi’an, China, 8-12 April 2019
Agenda item:

17.2.4.
Source:



Samsung


Title:
Two NG-U tunnels for a single PDU Session: pCR for TS 38.423
Document for:

Approval
1
Introduction

This is a pCR for TS 38.423 on two NG-U tunnels for a single PDU Session on discussion in [1].
Proposal 1: Introduce new Redundant NG-U Tunnel IE and new Redundant Network Instance IE for a single PDU session to support redundant transmission over NG-U

Proposal 2: Introduce new Redundant Transmission Indicator for each QoS Flow, which is supported by the PDU Session with redundant NG-U Tunnel.

Proposal 3: Keep single data forwarding tunnel for per-DRB data forwarding and introduce new redundant NG-U and Xn-U data forwarding tunnel for per-PDU Session data forwarding.

2
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3. 
pCR for TS 38.423
============ Start of 1st change ==============

8.2.1
Handover Preparation

8.2.1.1
General

This procedure is used to establish necessary resources in an NG-RAN node for an incoming handover.

The procedure uses UE-associated signalling.

8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: Handover Preparation, successful operation

The source NG-RAN node initiates the procedure by sending the HANDOVER REQUEST message to the target NG-RAN node. When the source NG-RAN node sends the HANDOVER REQUEST message, it shall start the timer TXnRELOCprep.
If the Signalling TNL association address at source NG-C side IE is included in the HANDOVER REQUEST message the target NG-RAN node shall behave as specified in TS 23.502 [13].
For each E-RAB ID IE included in the QoS Flow To Be Setup List IE in the HANDOVER REQUEST message, the target NG-RAN node shall, if supported, store the content of the IE in the UE context and use it for subsequent inter-system handover.
If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

At reception of the HANDOVER REQUEST message the target NG-RAN node shall prepare the configuration of the AS security relation between the UE and the target NG-RAN node by using the information in the UE Security Capabilities IE and the AS Security Information IE in the UE Context Information IE, as specified in TS 33.501 [28].

Upon reception of the PDU Session Resource Setup List IE, contained in the HANDOVER REQUEST message, the target NG-RAN node shall behave the same as specified in TS 38.413 [5] for the PDU Session Resource Setup procedure. The target NG-RAN node shall report in the HANDOVER REQUEST ACKNOWLEDGE message the successful establishment of the result for all the requested PDU session resources. When the target NG-RAN node reports the unsuccessful establishment of a PDU session resource, the cause value should be precise enough to enable the source NG-RAN node to know the reason for the unsuccessful establishment.

For each PDU session if the PDU Session Aggregate Maximum Bit Rate IE is included in the PDU Session Resources To Be Setup List IE contained in the HANDOVER REQUEST message, the target NG-RAN node shall store the received PDU Session Aggregate Maximum Bit Rate in the UE context and use it when enforcing traffic policing for non-GBR QoS flows for the concerned UE as specified in TS 23.501 [7].
For each QoS flow for which the source NG-RAN node proposes to perform forwarding of downlink data, the source NG-RAN node shall include the DL Forwarding IE set to "DL forwarding proposed" within the QoS Flows To Be Setup List IE in the PDU Session Resource To Be Setup List IE in the HANDOVER REQUEST message. For each PDU session that the target NG-RAN node decides to admit the data forwarding for at least one QoS flow, the target NG-RAN node includes the PDU Session level DL data forwarding GTP-U Tunnel Endpoint IE within the Data Forwarding Info from target NG-RAN node IE in the PDU Session Admitted Response Transfer IE contained in the PDU Sessions Admitted List IE in the HANDOVER REQUEST ACKNOWLEDGE message. 
For each PDU session, if the Redundant UL NG-U UP TNL Information at UPF IE is within the QoS Flows To Be Setup List IE in the PDU Session Resource To Be Setup List IE in the HANDOVER REQUEST message, the target NG-RAN decides to admit the data forwarding for at least one QoS flow which is associated with the redundant NG-U tunnel and, if  admitted, the target NG-RAN node includes the PDU Session level Redundant DL Data Forwarding UP TNL Information IE within the Data Forwarding Info from target NG-RAN node IE in the PDU Session Admitted Response Transfer IE contained in the PDU Sessions Admitted List IE in the HANDOVER REQUEST ACKNOWLEDGE message.
For each DRB for which the source NG-RAN node proposes to perform forwarding of downlink data, the source NG-RAN node shall include the DRB ID IE and the mapped QoS Flows List IE within the Source DRB to QoS Flow Mapping List IE contained in the PDU Session Resources To Be Setup List IE in the HANDOVER REQUEST message. The source NG-RAN node may include the QoS Flow Mapping Indication IE in the Source DRB to QoS Flow Mapping List IE to indicate that only the uplink or downlink QoS flow is mapped to the DRB. If the target NG-RAN node decides to use the same DRB configuration and to map the same QoS flows as the source NG-RAN node, the target NG-RAN node includes the DL Forwarding GTP Tunnel Endpoint IE within the Data Forwarding Response DRB List IE in the HANDOVER REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this DRB.
If the HANDOVER REQUEST ACKNOWLEDGE message contains the UL Forwarding GTP Tunnel Endpoint IE for a given DRB in the Data Forwarding Response DRB List IE within Data Forwarding Info from target NG-RAN node IE in the PDU Session Resources Admitted List IE and the source NG-RAN node accepts the data forwarding proposed by the target NG-RAN node, the source NG-RAN node shall perform forwarding of uplink data for the DRB.

If the HANDOVER REQUEST includes PDU session resources for PDU sessions associated to S-NSSAIs not supported by target NG-RAN, the target NG-RAN shall reject such PDU session resources. In this case, and if at least one PDU Session Resource To Be Setup Item IE is admitted, the target NG-RAN shall send the HANDOVER REQUEST ACKNOWLEDGE message including the PDU Session Resources Not Admitted List IE listing corresponding PDU sessions rejected at the target NG-RAN.
If the Mobility Restriction List IE is
-
contained in the HANDOVER REQUEST message, the target NG-RAN node shall

-
store the information received in the Mobility Restriction List IE in the UE context;

-
use this information to determine a target for the UE during subsequent mobility action for which the NG-RAN node provides information about the target of the mobility action towards the UE, except when one of the PDU sessions has a particular ARP value (TS 23.501 [7]) in which case the information shall not apply;

-
use this information to select a proper SCG during dual connectivity operation.

-
use this information to select proper RNA(s) for the UE when moving the UE to RRC_INACTIVE.

-
not contained in the HANDOVER REQUEST message, the target NG-RAN node shall

-
consider that no roaming and no access restriction apply to the UE.

If the Trace Activation IE is included in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, initiate the requested trace function as specified in TS 32.422 [23].

If the Index to RAT/Frequency Selection Priority IE is contained in the HANDOVER REQUEST message, the target NG-RAN node shall store this information and use it as defined in TS 23.501 [7].
If the UE Context Reference at the S-NG-RAN IE is contained in the HANDOVER REQUEST message the target NG-RAN node may use it as specified in TS 37.340 [8]. In this case, the source NG-RAN node may expect the target NG-RAN node to include the UE Context Kept Indicator IE set to "True" in the HANDOVER REQUEST ACKNOWLEDGE message, which shall use this information as specified in TS 37.340 [8].

For each PDU session, if the Network Instance IE is included in the PDU Session Resource To Be Setup List IE, the target NG-RAN node shall, if supported, use it when selecting transport network resource as specified in TS 23.501 [7].
For each PDU session for which the Security Indication IE is included in the PDU Session Resource To Be Setup List IE and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "required", the target NG-RAN node shall perform user plane integrity protection or ciphering, respectively. If the NG-RAN node is not able to perform the user plane integrity protection or ciphering, it shall reject the setup of the PDU Session Resources with an appropriate cause value.

If the NG-RAN node is an ng-eNB, it shall reject all PDU sessions for which the Integrity Protection Indication IE is set to "required".

For each PDU session for which the Security Indication IE is included in the PDU Session Resource To Be Setup List IE and the Integrity Protection Indication IE or the Confidentiality Protection Indication IE is set to "preferred", the target NG-RAN node should, if supported, perform user plane integrity protection or ciphering, respectively and shall notify the SMF whether it succeeded the user plane integrity protection or ciphering or not for the concerned security policy.

For each PDU session for which the Maximum Integrity Protected Data Rate IE is included in the Security Indication IE in the PDU Session Resources To Be Setup List IE, the NG-RAN node shall store the respective information and, if integrity protection is to be performed for the PDU session, it shall enforce the traffic corresponding to the received Maximum Integrity Protected Data Rate IE, for the concerned PDU session and concerned UE, as specified in TS 23.501 [7].
For each PDU session for which the Security Indication IE is included in the PDU Session Resource To Be Setup List IE and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "not needed", the target NG-RAN node shall not perform user plane integrity protection or ciphering, respectively, for the concerned PDU session

If the Location Reporting Information IE is included in the HANDOVER REQUEST message, then the target NG-RAN node should initiate the requested location reporting functionality as defined in TS 38.413 [5].
Upon reception of UE History Information IE in the HANDOVER REQUEST message, the target NG-RAN node shall collect the information defined as mandatory in the UE History Information IE and shall, if supported, collect the information defined as optional in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.

8.2.1.3
Unsuccessful Operation
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Figure 8.2.1.3-1: Handover Preparation, unsuccessful operation

If the target NG-RAN node does not admit at least one PDU session resource, or a failure occurs during the Handover Preparation, the target NG-RAN node shall send the HANDOVER PREPARATION FAILURE message to the source NG-RAN node. The message shall contain the Cause IE with an appropriate value.

Interactions with Handover Cancel procedure:

If there is no response from the target NG-RAN node to the HANDOVER REQUEST message before timer TXnRELOCprep expires in the source NG-RAN node, the source NG-RAN node should cancel the Handover Preparation procedure towards the target NG-RAN node by initiating the Handover Cancel procedure with the appropriate value for the Cause IE. The source NG-RAN node shall ignore any HANDOVER REQUEST ACKNOWLEDGE or HANDOVER PREPARATION FAILURE message received after the initiation of the Handover Cancel procedure and remove any reference and release any resources related to the concerned Xn UE-associated signalling.
8.2.1.4
Abnormal Conditions

If the supported algorithms for encryption defined in the UE Security Capabilities IE in the UE Context Information IE, plus the mandated support of the EEA0 and NEA0 algorithms in all UEs (TS 33.501 [28]), do not match any allowed algorithms defined in the configured list of allowed encryption algorithms in the NG-RAN node (TS 33.501 [28]), the NG-RAN node shall reject the procedure using the HANDOVER PREPARATION FAILURE message.

If the supported algorithms for integrity defined in the UE Security Capabilities IE in the UE Context Information IE, plus the mandated support of the EIA0 and NIA0 algorithms in all UEs (TS 33.501 [28]), do not match any allowed algorithms defined in the configured list of allowed integrity protection algorithms in the NG-RAN node (TS 33.501 [28]), the NG-RAN node shall reject the procedure using the HANDOVER PREPARATION FAILURE message.

============ End of 1st change ==============

============ Start of 2nd change ==============

9.2.1.1
PDU Session Resources To Be Setup List

This IE contains PDU session resource related information used at UE context transfer between NG-RAN nodes.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PDU Session Resources To Be Setup List
	
	1
	
	

	>PDU Session Resources To Be Setup Item
	
	1 .. <maxnoof PDU sessions >
	
	

	>>PDU Session ID
	M
	
	9.2.3.18
	

	>>S-NSSAI
	M
	
	9.2.3.21
	

	>>PDU Session Resource Aggregate Maximum Bitrate
	O
	
	PDU Session Aggregate Maximum Bit Rate

9.2.3.69
	This IE shall be present when at least one non-GBR QoS Flow has been setup.

	>>UL NG-U UP TNL Information at UPF 
	M
	
	UP Transport Layer Information 9.2.3.30
	UPF endpoint of the NG-U transport bearer. For delivery of UL PDUs

	>>Source DL NG-U TNL Information  
	O
	
	UP Transport Layer Information 9.2.3.30
	Indicates the possibility to keep the NG-U GTP-U tunnel termination point at the target NG-RAN node.

	>>Security Indication
	O
	
	9.2.3.52
	

	>>PDU Session Type
	M
	
	9.2.3.19
	

	>>Network Instance
	O
	
	9.2.3.85
	

	>>QoS Flows To Be Setup List
	
	1
	
	

	>>>QoS Flows To Be Setup Item
	
	1 .. <maxnoofQoSFlows>
	
	

	>>>>QoS Flow Identifier
	M
	
	9.2.3.10
	

	>>>>QoS Flow Level QoS Parameters 
	M
	
	9.2.3.5
	

	>>>>E-RAB ID
	O
	
	INTEGER (0..15, …)
	

	>>>>Redundant Transmission Indicator
	O
	
	9.2.3.x
	This IE shall be present when  Redundant UL NG-U UP TNL Information at UPF IE is present.

	>>Data Forwarding and Offloading Info from source NG-RAN node
	O
	
	9.2.1.17
	

	>>Redundant UL NG-U UP TNL Information at UPF 
	O
	
	UP Transport Layer Information 
9.2.3.30
	UPF endpoint of the redundant NG-U transport bearer. For delivery of UL PDUs

	>>Source Redundant DL NG-U TNL Information
	O
	
	UP Transport Layer Information 
9.2.3.30
	Indicates the possibility to keep the redundant NG-U GTP-U tunnel termination point at the target NG-RAN node.

	>>Redundant Network Instance
	O
	
	9.2.3.85
	


	Range bound
	Explanation

	maxnoofPDUSessions
	Maximum no. of PDU sessions. Value is 256

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.


9.2.1.2
PDU Session Resources Admitted List

This IE contains PDU session resource related information to report success of the establishment of PDU session resources.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PDU Session Resources Admitted List
	
	1
	
	

	>PDU Session Resources Admitted Item
	
	1..<maxnoofPDUSessions>
	
	

	>>PDU Session ID 
	M
	
	9.2.3.18
	

	>>DL NG-U TNL Information Unchanged
	O
	
	ENUMERATED (True, …)
	Indicates the NG-U tunnels that have been kept unchanged at the target NG-RAN node

	>>QoS Flows Admitted List
	
	1
	
	

	>>>QoS Flows Admitted Item
	
	1..<maxnoofQoSFlows>
	
	

	>>>>QoS Flow Identifier
	M
	
	9.2.3.10
	

	>>QoS Flows not Admitted List
	O
	
	
	QoS Flow List with Cause

9.2.1.4

	>>Data Forwarding Info from target NG-RAN node
	O
	
	9.2.1.16
	


	Range bound
	Explanation

	maxnoofPDUSessions
	Maximum no. of PDU sessions. Value is 256

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.


============ End of 2nd change ==============

============ Start of 3rd change ==============

9.2.1.16
Data Forwarding Info from target NG-RAN node

This IE contains TNL information for the establishment of data forwarding tunnels towards the target NG-RAN node.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	QoS Flows Accepted For Data Forwarding List
	
	1
	
	

	>QoS Flows Accepted For Data Forwarding Item
	
	1..<maxnoofQoSFlows>
	
	

	>>QoS Flow Indicator
	M
	
	9.2.3.10
	

	PDU Session level DL data forwarding UP TNL Information
	O
	
	UP Transport Layer Information 9.2.3.30
	To forward NG-U DL data to the target node for which no PDCP SN has been assigned yet.

	Data Forwarding Response DRB List
	
	0..1
	
	

	>Data Forwarding Response DRB Item
	
	1..<maxnoofDRBs>
	
	

	>>DRB ID
	M
	
	9.2.3.33
	

	>>DL Forwarding UP TNL Information
	O
	
	UP Transport Layer Information 9.2.3.30
	

	>>UL Forwarding UP TNL Information
	O
	
	UP Transport Layer Information 9.2.3.30
	

	PDU Session level Redundant DL Data Forwarding UP TNL Information
	O
	
	UP Transport Layer Information 9.2.3.30
	To forward NG-U DL data for redundant NG-U transport bearer to the target node for which no PDCP SN has been assigned yet.


	Range bound
	Explanation

	maxnoofDRBs
	Maximum no. of DRBs. Value is 32.

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.


============ End of 3rd change ==============

============ Start of 4th change ==============

9.2.3.x
Redundant Transmission Indicator
This IE contains whether the redundant transmission is used based on the redundant NG-U tunnel.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Redundant Transmission Indicator
	M
	
	ENUMERATED (enabled, …)
	Indicates whether the redundant transmission is used based on the redundant NG-U tunnel.


============ End of 4th change ==============

============ Start of 5th change ==============

9.3.5
Information Element definitions

[…]

-- D

XnUAddressInfoperPDUSession-List ::= SEQUENCE (SIZE(1..maxnoofPDUSessions)) OF XnUAddressInfoperPDUSession-Item

XnUAddressInfoperPDUSession-Item ::= SEQUENCE {


pduSession-ID


PDUSession-ID,


dataForwardingInfoFromTargetNGRANnode

DataForwardingInfoFromTargetNGRANnode









OPTIONAL,

pduSessionResourceSetupCompleteInfo-SNterm


PDUSessionResourceBearerSetupCompleteInfo-SNterminated

OPTIONAL,

iE-Extension


ProtocolExtensionContainer { { XnUAddressInfoperPDUSession-Item-ExtIEs} }




OPTIONAL,


...

}

XnUAddressInfoperPDUSession-Item-ExtIEs XNAP-PROTOCOL-EXTENSION ::= {


...

}
DataForwardingAccepted
::= ENUMERATED {data-forwarding-accepted, ...}

DataForwardingInfoFromTargetNGRANnode ::= SEQUENCE {


qosFlowsAcceptedForDataForwarding-List


QoSFLowsAcceptedToBeForwarded-List,

pduSessionLevelDLDataForwardingInfo



UPTransportLayerInformation







OPTIONAL,


dataForwardingResponseDRBItemList



DataForwardingResponseDRBItemList





OPTIONAL,

redundantPDUSessionLevelDLDataForwardingInfo
UPTransportLayerInformation







OPTIONAL,

iE-Extension

ProtocolExtensionContainer { {DataForwardingInfoFromTargetNGRANnode-ExtIEs} }
OPTIONAL,


...

}

DataForwardingInfoFromTargetNGRANnode-ExtIEs XNAP-PROTOCOL-EXTENSION ::= {


...

}

QoSFLowsAcceptedToBeForwarded-List ::= SEQUENCE (SIZE(1.. maxnoofQoSFlows)) OF QoSFLowsAcceptedToBeForwarded-Item

QoSFLowsAcceptedToBeForwarded-Item ::= SEQUENCE {


qosFlowIdentifier


QoSFlowIdentifier,


iE-Extension



ProtocolExtensionContainer { {QoSFLowsAcceptedToBeForwarded-Item-ExtIEs} }
OPTIONAL,


...

}

QoSFLowsAcceptedToBeForwarded-Item-ExtIEs XNAP-PROTOCOL-EXTENSION ::= {


...

}
DataforwardingandOffloadingInfofromSource ::= SEQUENCE {


qosFlowsToBeForwarded


QoSFLowsToBeForwarded-List,


sourceDRBtoQoSFlowMapping

DRBToQoSFlowMapping-List












OPTIONAL,


iE-Extension

ProtocolExtensionContainer { {DataforwardingandOffloadingInfofromSource-ExtIEs} }
OPTIONAL,


...

}

DataforwardingandOffloadingInfofromSource-ExtIEs XNAP-PROTOCOL-EXTENSION ::= {


...

}

QoSFLowsToBeForwarded-List ::= SEQUENCE (SIZE(1.. maxnoofQoSFlows)) OF QoSFLowsToBeForwarded-Item

QoSFLowsToBeForwarded-Item ::= SEQUENCE {


qosFlowIdentifier


QoSFlowIdentifier,


dl-dataforwarding


DLForwarding,


iE-Extension

ProtocolExtensionContainer { {QoSFLowsToBeForwarded-Item-ExtIEs} }
OPTIONAL,


...

}

QoSFLowsToBeForwarded-Item-ExtIEs XNAP-PROTOCOL-EXTENSION ::= {


...

}

============ End of 5th change ==============
============ Start of 6th change ==============

-- **************************************************************

--

-- PDU Session Resources To Be Setup List

--

-- **************************************************************

PDUSessionResourcesToBeSetup-List ::= SEQUENCE (SIZE(1..maxnoofPDUSessions)) OF PDUSessionResourcesToBeSetup-Item
PDUSessionResourcesToBeSetup-Item ::= SEQUENCE {


pduSessionId




PDUSession-ID,


s-NSSAI






S-NSSAI,

pduSessionAMBR




PDUSessionAggregateMaximumBitRate












OPTIONAL,

uL-NG-U-TNLatUPF



UPTransportLayerInformation,


source-DL-NG-U-TNL-Information  UPTransportLayerInformation














OPTIONAL,

securityIndication



SecurityIndication
















OPTIONAL,


pduSessionType




PDUSessionType,


pduSessionNetworkInstance

PDUSessionNetworkInstance














OPTIONAL,

qosFlowsToBeSetup-List


QoSFlowsToBeSetup-List,


dataforwardinginfofromSource
DataforwardingandOffloadingInfofromSource










OPTIONAL,

RedundantUL-NG-U-TNLatUPF 

UPTransportLayerInformation














OPTIONAL,

source-redundantDL-NG-U-TNL-Information  UPTransportLayerInformation











OPTIONAL,

redundantPDUSessionNetworkInstance

PDUSessionNetworkInstance












OPTIONAL,

iE-Extensions




ProtocolExtensionContainer { {PDUSessionResourcesToBeSetup-Item-ExtIEs} } 
OPTIONAL,


...

}

PDUSessionResourcesToBeSetup-Item-ExtIEs XNAP-PROTOCOL-EXTENSION ::= {


...

}

============ End of 6th change ==============

============ Start of 7th change ==============
QoSFlowsToBeSetup-List ::= SEQUENCE (SIZE (1..maxnoofQoSFlows)) OF QoSFlowsToBeSetup-Item
QoSFlowsToBeSetup-Item ::= SEQUENCE {


qfi







QoSFlowIdentifier,


dlDataForwarding



DLForwarding









OPTIONAL,


qosFlowLevelQoSParameters

QoSFlowLevelQoSParameters,


e-RAB-ID





E-RAB-ID










OPTIONAL,

redundantTransmissionIndicator
RedundantTransmissionIndicator





OPTIONAL,

iE-Extension

ProtocolExtensionContainer { {QoSFlowsToBeSetup-Item-ExtIEs} }
OPTIONAL,


...

}

QoSFlowsToBeSetup-Item-ExtIEs XNAP-PROTOCOL-EXTENSION ::= {


...

}

============ End of 7th change ==============
============ Start of 8th change ==============
RANPagingAttemptInfo-ExtIEs XNAP-PROTOCOL-EXTENSION ::= {


...

}

RedundantTransmissionIndicator ::= ENUMERATED {


enabled,


...

}
ReferenceID ::= INTEGER (1..64, ...) -- This IE may need to be refined.
ReflectiveQoSAttribute ::= ENUMERATED {subject-to-reflective-QoS, ...}

============ End of 8th change ==============
// **************************** end of proposal ****************************
3GPP
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