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1. Introduction
In RAN3#103, we discussed the IAB setup procedure, and we summarized the outline of the time line for IAB-node setup in [1], as below:
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In this contribution, we will focus on the open issues of MT setup procedure, and provide corresponding observations and proposals.

2. Discussion
2.1 MT selects parent node
On how to select the parent node(s) for an IAB-MT, two potential solutions are provided below:

· Option 1, via pre-configuration, the IAB-node could know which cell(s) are allowed to access, i.e. its parent node(s).

· Option 1bis, IAB-MT select any suitable cell to connect to, then download the OAM configuration to get the candidate IAB cell(s) to access.
· Option 2, via signaling, the system info from IAB-DU could indicate this is an IAB cell.  
For solution 1, an IAB-MT could deserve the appropriate cell(s) to access from pre-configuration, then IAB MT will do corresponding cell search and try to camp on a suitable cell from the candidate cell list. This solution could avoid the signaling impact, but requires to preconfigure all of the IAB nodes before startup.
For solution 1bis, an IAB-MT startup as a normal UE to access to network, at this phase, access to IAB cell or non-IAB cell are both feasible. Then IAB-MT could download corresponding OAM configuration to get the candidate cell list.
For solution 2, the IAB donor or the IAB DU should indicate this cell is served by IAB node by broadcasting  this info in system information, e.g. add one IAB indicator in the SIB. Then the other IAB-MT could deserve such kind of info from the system info and decide whether this cell (node) could be selected as its parent node. This solution could avoid the preconfigure work for all of the IAB nodes, but requires signaling enhancement.
Proposal 1: RAN3 to further discuss the per-configuration based solution and signaling based solution.
In case of more than one candidate cells are found during the IAB MT cell search phase, the IAB MT could select the best cell to connect base on the RRM measurement.  However, as we have agreed to support both spanning tree and DAG topology for IAB in SI phase [2], we should avoid the case an IAB-MT select a wrong IAB node as its parent.  E.g. IAB MT select a parallel IAB node or a downstream IAB node other than a upstream IAB node.  

To make proper selection of parent node, additional info should be considered, e.g.  the hop count info between an IAB node and the IAB donor, the capacity of IAB node. Then the info could assist the downstream IAB nodes to select proper parent node, e.g. it could select an IAB-DU which has less hop count as its parent from more than one candidate cells base on the cell search.
Proposal 2: assistance info such as hop count, IAB DU capacity could assist for parent node selection for an IAB-MT.
These info could be preconfigured, or broadcasted in the system information. But we understand that the pre-configuration is static or semi-static, not flexible in the cases such as IAB migration, IAB capacity change etc..  
Proposal 3: If signaling based solution is adopted, system information should be enhanced to broadcast IAB indicator, and or some other assistance info e.g. hop count, IAB DU capacity.
2.2 MT authenticates with AMF
In RAN3#103 meeting, we have agreed AMF authorizes IAB node in the INITIAL CONTEXT SETUP REQUEST/CONTEXT MODIFICATION REQUEST messages.

· AMF includes “IAB Authorized” IE in the INITIAL CONTEXT SETUP REQUEST/CONTEXT MODIFICATION REQUEST messages.
Therefore, the core network should be aware of this is an IAB node access. Furthermore, IAB-DU may also need to know the bearer setup is for an IAB-MT so that the DU can allocate specific LCIDs for IAB-MT’s bearers and backhaul RLC channels. 
To support this, an “indication” or “UE type” like parameter should be added in INITIAL UE MESSAGE in NG and UE CONTEXT SETUP REQUEST message in F1, to indicate this is an IAB specific procedure. For the Uu interface, a similar indication may also be needed to indicate the IAB donor CU this is an access from IAB MT, details of Uu i/f should be further discussed and decided in RAN2. If RAN2 decides to define a specific cause value in Uu interface, the same cause value could also be applied to NG interface to indicate this is an access from the IAB node.
Proposal 4: An “indication” like parameter should be added in INITIAL UE MESSAGE and F1-AP UE CONTEXT SETUP REQUEST messages, to indicate this is an IAB specific procedure.
Proposal 5: Discuss and agree the TP for NG BL CR in section 5 to indicate IAB type to AMF.
2.3 PDU session establishment for MT

An IAB-DU needs to get corresponding configuration before it operate as an IAB-DU.   How to get the configuration is the key issue. As there’s no wired connection between IAB node and IAB donor, we could assume there’s no wired connection between IAB node and OAM. 

Observation 1: It’s assumed there’s no wired connection between IAB node and OAM.

Base on the observation above, the following two solutions could be considered for IAB-DU configuration:

· Option 1:  via pre-configuration, the DU related info is preconfigured before IAB setup. 
· Option 2: Download the DU configuration from server.
For option 1, everything is preconfigured for an IAB node, including the necessary info for IAB MT and IAB DU. Each of the IAB-DU should be configured separately according to the planned deployment, i.e. IAB node in different position of the planned topology should have different configuration, e.g. different cell configuration, different capacity. This solution is workable, but it has excessive reliance on the pre-configuration work, not flexible.
For option 2, corresponding IAB-DU configuration could be downloaded from the server through the PDU session between IAB-MT and the 5GC, no need to pre-configure the DU in advance. To support option 2, PDU session between IAB-MT and the 5GC should be established.
Proposal 6: PDU session between IAB-MT and the 5GC should be established, it could be used to download DU configuration for corresponding IAB node.
3. Conclusion 

In this contribution, we further discussed IAB MT setup procedures and provided the following observations and proposal:
Proposal 1: RAN3 to further discuss the per-configuration based solution and signaling based solution.

Proposal 2: assistance info such as hop count, IAB DU capacity could assist for parent node selection for an IAB-MT.
Proposal 3: If signaling based solution is adopted, system information should be enhanced to broadcast IAB indicator, and or some other assistance info e.g. hop count, IAB DU capacity.
Proposal 4: An “indication” or “UE type” like parameter should be added in INITIAL UE MESSAGE and F1-AP UE CONTEXT SETUP REQUEST messages, to indicate this is an IAB specific procedure.
Observation 1: It’s assumed there’s no wired connection between IAB node and OAM.

Proposal 5: Discuss and agree the TP for NG BL CR in section 5 to indicate IAB type to AMF.
Proposal 6: PDU session between IAB-MT and the 5GC should be established, it could be used to download DU configuration for corresponding IAB node.
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<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<< Begin of the change >>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>
8.6.1
Initial UE Message

8.6.1.1 General

The Initial UE Message procedure is used when the NG-RAN node has received from the radio interface the first uplink NAS message transmitted on an RRC connection to be forwarded to an AMF. 

8.6.1.2 Successful Operation
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Figure 8.6.1.2-1: Initial UE message

The NG-RAN node initiates the procedure by sending an INITIAL UE MESSAGE message to the AMF. The NG-RAN node shall allocate a unique RAN UE NGAP ID to be used for the UE and the NG-RAN node shall include this identity in the INITIAL UE MESSAGE message. 

The NAS-PDU IE contains a UE – AMF message that is transferred without interpretation in the NG-RAN node.

In case of network sharing, the selected PLMN is indicated by the PLMN Identity IE within the TAI IE included in the INITIAL UE MESSAGE message.

When the NG-RAN node has received from the radio interface the 5G-S-TMSI IE, it shall include it in the INITIAL UE MESSAGE message.

If the AMF Set ID IE is included in the INITIAL UE MESSAGE message this indicates that the message is a rerouted message and the AMF shall, if supported, use the IE as described in TS 23.502 [10].

If the UE Context Request IE is included in the INITIAL UE MESSAGE message the AMF shall trigger an Initial Context Setup procedure towards the NG-RAN node.

If the Allowed NSSAI IE is included in the INITIAL UE MESSAGE message the AMF shall use the IE as defined in TS 23.502 [10].
If the IAB Indicator IE is included in the INITIAL UE MESSAGE message the AMF shall use the IE as defined in TS 23.502 [10].
<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<<< Next change >>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>
9.2.5.1 INITIAL UE MESSAGE

This message is sent by the NG-RAN node to transfer the initial layer 3 message to the AMF over the NG interface.

Direction: NG-RAN node ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	ignore

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	NAS-PDU
	M
	
	9.3.3.4
	
	YES
	reject

	User Location Information
	M
	
	9.3.1.16
	
	YES
	reject

	RRC Establishment Cause
	M
	
	9.3.1.111
	
	YES
	ignore

	5G-S-TMSI
	O
	
	9.3.3.20
	
	YES
	reject

	AMF Set ID
	O
	
	9.3.3.12
	
	YES
	ignore

	UE Context Request
	O
	
	ENUMERATED (requested, ...)
	Indicates that a UE context including security information needs to be setup at the NG-RAN.
	YES
	ignore

	Allowed NSSAI
	O
	
	9.3.1.31
	
	YES
	reject

	IAB Indicator
	O
	
	ENUMERATED (TRUE, ...)
	Indicates that this UE is an IAB node.
	YES
	ignore


<<<<<<<<<<<<<<<<<<<<<<<<<<<<< unchanged texts omitted >>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>

id-EmergencyAreaIDListForRestart,


id-EmergencyFallbackIndicator,


id-EUTRA-CGI,


id-FiveG-S-TMSI,


id-GlobalRANNodeID,


id-GUAMI,


id-HandoverType,

id-IABIndicator,

id-IMSVoiceSupportIndicator,


id-IndexToRFSP,


id-InfoOnRecommendedCellsAndRANNodesForPaging,


id-LocationReportingRequestType,


id-MaskedIMEISV,


id-MessageIdentifier,


id-MobilityRestrictionList,


id-NAS-PDU,


id-NASC,


id-NASSecurityParametersFromNGRAN,


id-NewAMF-UE-NGAP-ID,


id-NewSecurityContextInd,

id-NGAP-Message,


id-NGRAN-CGI,


id-NGRANTraceID,
<<<<<<<<<<<<<<<<<<<<<<<<<<<<< unchanged texts omitted >>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>
InitialUEMessage-IEs NGAP-PROTOCOL-IES ::= {


{ ID id-RAN-UE-NGAP-ID



CRITICALITY reject
TYPE RAN-UE-NGAP-ID



PRESENCE mandatory
}|


{ ID id-NAS-PDU





CRITICALITY reject
TYPE NAS-PDU




PRESENCE mandatory
}|


{ ID id-UserLocationInformation

CRITICALITY reject
TYPE UserLocationInformation
PRESENCE mandatory
}|


{ ID id-RRCEstablishmentCause

CRITICALITY ignore
TYPE RRCEstablishmentCause

PRESENCE mandatory

}|


{ ID id-FiveG-S-TMSI



CRITICALITY reject
TYPE FiveG-S-TMSI



PRESENCE optional

}|


{ ID id-AMFSetID




CRITICALITY ignore
TYPE AMFSetID




PRESENCE optional

}|


{ ID id-UEContextRequest


CRITICALITY ignore
TYPE UEContextRequest


PRESENCE optional

}|


{ ID id-AllowedNSSAI



CRITICALITY reject
TYPE AllowedNSSAI



PRESENCE optional

}|


{ ID id-IABIndicator



CRITICALITY reject
TYPE IABIndicator



PRESENCE optional

},


...

}

<<<<<<<<<<<<<<<<<<<<<<<<<<<<< unchanged texts omitted >>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>
IABIndicator ::= ENUMERATED {TRUE, ...}

<<<<<<<<<<<<<<<<<<<<<<<<<<<<< unchanged texts omitted >>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>

id-PDUSessionType









ProtocolIE-ID ::= 134


id-QosFlowAddOrModifyRequestList





ProtocolIE-ID ::= 135


id-QosFlowSetupRequestList







ProtocolIE-ID ::= 136


id-QosFlowToReleaseList








ProtocolIE-ID ::= 137


id-SecurityIndication








ProtocolIE-ID ::= 138


id-UL-NGU-UP-TNLInformation







ProtocolIE-ID ::= 139


id-UL-NGU-UP-TNLModifyList







ProtocolIE-ID ::= 140

id-WarningAreaCoordinates







ProtocolIE-ID ::= 141

id-IABIndicator










ProtocolIE-ID ::= xxx
<<<<<<<<<<<<<<<<<<<<<<<<<<<<< End of the change >>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>>
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0. Pre-configuration of IAB-node (optional, implementation-specific)


1. MT setup


- MT selects parent node (procedure is FFS).


- MT authenticates with AMF (Uu procedures) 


- AMF authorizes MT at gNB (agreement above)


- gNB establishes SRBs with MT (Uu procedures)


- gNB may establish DRBs and PDU session with MT (Uu procedures; if this is necessary is FFS) 


- PDU session may be used for OAM connectivity 


2. Backhaul setup


- Establishment of BH RLC channel between IAB-node MT and parent node.


- RAN2 decided that this configuration is done by CU-CP (e.g. using RRC).


- For this, MT’s CU-CP needs to know that MT belongs to an IAB node and not a UE, which it may derive, e.g., from MT authorization (agreement above).


- The BH RLC channel further has to be marked with the corresponding priority/QoS-class on IAB-node MT and parent node.


- Establishment of adapt route(s) between IAB-node MT and IAB-donor DU. This includes: 


- Configuration of adapt routing identifier(s) on IAB-node MT and IAB-donor DU (RAN2; FFS), 


- Configuration of routing entries on all IAB-node’s ancestor nodes for new routing identifier (RAN2; FFS),


- IP address allocation to IAB-node for adapt interface, which is routable from wireline fronthaul via adapt route.


- The IP address must be specific to IAB-donor DU so that CU can send IP packets to IAB-node via this specific IAB-donor DU and the new adapt route. The IAB-donor DU has to support a pool of IP addresses that are routable from wireline fronthaul for all descendant IAB-nodes. 


- If IP assignment is done by CU, the CU must know IAB-donor-DU’s available IP address pool for IAB nodes.


- If IP assignment is done via DHCPv4/6 with DHCP proxy on IAB-donor-DU, as proposed in TR, a transport mechanism of ARP/NDP on top of adapt layer needs to be defined.


- There may be other options for IP address allocation.


3. DU setup


- DU establishes F1-C and cell activation using IP on adapt layer (procedure defined in 38.401 clause 8.5: F1 startup and cells activation). 


- This includes OAM support for IAB-node DU via backhaul IP layer.
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