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1	Introduction
At RAN2#102, we agreed:

Agreements for NR
1	All access control info will be contained in SIB1. (We need to find a way to ensure the size is constrained)

Working assumption for NR and LTE/5GC
2	Support an encoding option 2b from the mail discussion (AC are explicitly indicated). ASN.1 for this approach will be included in the CR for SA. Further optimisations can still be considered next meeting,


Agreements for NR and LTE/5GC
1: There are 8 barring configuration parameters sets.
2: Barring factor and barring times take same values as LTE.


We also raised an ASN.1 review isse in E130 (Defintion of uac-BarringInfo easily allows SIB1 to break the maximum transport block size, therefore optimizations needed).
This document proposes a way forward to perform some further optimizations. 
[bookmark: _Ref178064866]2	Discussion
2.1	Current situation
Using the current ASN.1 representation of access barring information, maximum size will be >7000 bits which is way larger than the maximum available transport block size for SIB1. It would then be up to the network to ensure that this transport size limit is respected at all times. For example,  depending on the number of PLMNs, network may need to, prioritize between number of provided operator-defined access categories, and the use of PLMN-specific barring. We observe:
[bookmark: _Toc517359990]With current ASN.1 representation it would be up to the network to ensure that the size of SIB1 is constrained to fit the maximum transport block size available.
[bookmark: _Toc517359991]As the defintion of uac-BarringInfo easily allows SIB1 to break the maximum transport block size, optimizations are needed.
In [1] we have shown that the current ASN.1 representation can be optimized towards realistic deployments. For example, to provide more space to utilize for more operator-defined access categories and/or PLMN-specific barring. Dependent of which optimizations and/or limitations that are done, the size of SIB1 are reduced in order to at least limit (or remove completely) the risk of breaking the maximum transport block size.
2.2	Optimizations
2.2.1	Standardized access categories vs operator-defined access categories
In [4], the following standardized access categories are currenly defined 
· access category 0, for which access barring information is never sent since it shall not be barred
· access categories 1-7 for which there is a defined use
· access categories 8-31 reserved for future use
This means that, in RRC, there is currently only a need to signal access barring information for the seven access categories 1-7. This means that there is potential to limit the possible standardized access category value range to, for example:
· 1-16 (4 bits). This still allows to define values 8-16 for future use
· 1-8 (3 bits). This allows one value to be defined for future use. This alternative is our preference.
In order to utilize different type of optimizations for standardised access categories and operator-defined access categories, respectively, we think that the access category lists, for both the common information and the PLMN-specific information, should be split into two lists, for each typ of category.
We propose:
[bookmark: _Toc517359992]Divide the access barring information lists both for common and PLMN-specific  into one part with standardized access categories and another part with operator-defined acces categories. 
[bookmark: _Toc517359993]Limit the possible standardized access category value range to 1-8.
Moreover, at the last meeting there were multiple proposals for specific optimizations and limitations, including those in [1] and [2]. There was also a discussion whether to indicate access category explicitly or not. The standardized access categories are not that many (if we limit them to 8). For the standardized access categories we therefore propose to use a "simple" coding where the access category is not explicitly indicated. 
[bookmark: _Toc517359994]For the standardized access categories in common barring information, use simple coding where the access category is not explicitly indicated all of them are always present in a list. 
[bookmark: _Toc517359995]Limit the number of standardized access categories in common barring information to 8.
The operator-defined access categories, on the other hand, are potentially many, and the amount of these used varies typically in different deployments and also per PLMN in a  given deployment. We propose to use an "explicit" coding for the operator-defined access categories where access category is explicitly indicated. 
[bookmark: _Toc517359996]For the operator-defined access categories in common barring information, use an explicit coding where the access category is explicitly indicated and only those access categories which which barring is applied needs to be present in a list.
2.2.2	Common vs PLMN-specific information
In the current ASN.1 representation, as when PLMN-specific barring information is included, the UE will use ONLY the PLMN-specific barring information. In case of massive RAN overload, for example, it is likely that barring is similar for all PLMNs. However, even if only one category would need to be different between a PLMN, a lot of repeated information needs to be sent. An alternative appoach would be that for PLMN-specific information, only the access categories for which override is done are listed (both for standardized and operator-defined access categories). On the other hand, if barring is applied on many, or all access categories it would wast space to indicate access category explicitly and it would be better to have all access categories present.
When for a certan access category, in the common information barring is applied, but in the PLMN-specific information barring is not to be applied, for the same access category, it is not possible by the current coding to indicate that an access category should not be barred for that PLMN. This can be done by having the reference to the barring set optional. If the barring set reference is not present, barring is not applied. An alternative would be to have a "p100" value of the barringFactor, but this would not be as efficient..
[bookmark: _Toc517359997]When using explicit coding for PLMN-specific information, reference to barring set should be made optional to enable override of "barring" to "no barring" for a specific PLMN.
Whether simple or explicit coding for PLMN-specific information is most efficient depends on the number of access categories for which barring information is to be indicated. Therefore, for the standardized access categorie in PLMN-specific information, an option to use simple or explicit can be added. For the operator-defined access categories, the scenario of overriding all 32 categories for a PLMN seems very unrealistic and remote, therefore explicit coding would be the only option.
[bookmark: _Toc517359998]For the standardized access categories in PLMN-specific barring information, add the option to either use simple or explicit coding.
[bookmark: _Hlk517104851]Moreover, we propose also to limit how many operator-defined access categories that can be present for the PLMN-specific access barring information to maximum 16. We can also limit the possible number of standardized access categories with PLMN-specific access barring information to maximum 8.
[bookmark: _Toc517359999]Limit the number of standardized access categories with PLMN-specific access barring information to maximum 8.
[bookmark: _Toc517360000]Limit the number of operator-defined access categories with PLMN-specific access barring information to maximum 16.
For the common information all maximum amount of access categories can still be used according to the above.
2.2.3	Size calculations
ASN.1 definitions as basis for our calculations are in the Annex of this contribution.. 

	IE
	Size (no operator-defined)
	Size (with operator-defined)

	UAC-BarringInfoSet
	4+3+7=14 bits
	

	UAC-BarringInfoSetList
	3+8*14=115 bits
	

	UAC-BarringPerCatSimple
	3 bits
	

	UAC-BarringPerCatOperatorDefinedExplicit
	5+3=8 bits
	

	UAC-BarringPerCatListCommon
	1+8*3=25 bits
	1+8*3+32*8= 281 bits

	UAC-BarringPerCatStandardizedExplicit
	3+3=6 bits
	

	UAC-BarringPerCatListStandardizedFlexible (simple)
	1+8*3=25 bits
	

	UAC-BarringPerCatListStandardizedFlexible (explicit)
	1+8*6=49 bits
	

	UAC-BarringPerCatOperatorDefinedPLMN
	
	5+3=8 bits

	UAC-BarringPerCatListPerPLMN (simple)
	1+25=26 bits
	1+25+16*8=154  bits

	UAC-BarringPerCatListPerPLMN (flexible)
	1+49=50 bits
	1+49+16*8=178 bits

	UAC-BarringPerPLMN (simple)
	4+26=30 bits
	4+154=158 bits

	UAC-BarringPerPLMN (flexible)
	4+50= 54 bits
	4+178=184 bits

	UAC-BarringPerPLMN-List (12 simple)
	4+12*30=364  bits
	4+12*158=1890  bits

	UAC-BarringPerPLMN-List (12 flexible)
	4+12*54=652 bits
	4+12*184=2212 bits

	UAC-BarringPerPLMN-List (6 simple)
	4+6*30=184 bits
	4+6*158=952 bits

	UAC-BarringPerPLMN-List (6 flexible)
	4+6*54=328 bits
	4+6*184=1108 bits

	uac-BarringInfo (12 simple)
	3+25+364+115= 507 bits
	3+281+1890+115=2289 bits

	uac-BarringInfo (12 flexible)
	3+25+652+115=795 bits
	3+281+2212+115=2611 bits

	uac-BarringInfo (6 simple+ 6 flexible)
	3+25+184+328+115=655 bits
	3+281+952+1108+115=2459 bits




2.2.4	Way forward
[bookmark: _GoBack]We have shown that the size of SIB1 can be reduced in order to limit the risk of breaking the maximum transport block size. 
In the worst case, using a very extreme deployment example (12 PLMNs and maximum amount of operator-defined access categories), the uac-BarringInfo would consume 2611 bits. While this most extreme case would likely result in that the SIB1 size is above the RAN1 indicated upper hard limit of 2976 bits, however for less extreme deployments the risk has been eliminated.
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We provide a draft CR in [3].
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3	Conclusion
In the previous sections we made the following observations: 
Observation 1	With current ASN.1 representation it would be up to the network to ensure that the size of SIB1 is constrained to fit the maximum transport block size available.
Observation 2	As the defintion of uac-BarringInfo easily allows SIB1 to break the maximum transport block size, optimizations are needed.

Based on the discussion in the previous sections we propose the following:
Proposal 1	Divide the access barring information lists both for common and PLMN-specific  into one part with standardized access categories and another part with operator-defined acces categories.
Proposal 2	Limit the possible standardized access category value range to 1-8.
Proposal 3	For the standardized access categories in common barring information, use simple coding where the access category is not explicitly indicated all of them are always present in a list.
Proposal 4	Limit the number of standardized access categories in common barring information to 8.
Proposal 5	For the operator-defined access categories in common barring information, use an explicit coding where the access category is explicitly indicated and only those access categories which which barring is applied needs to be present in a list.
Proposal 6	When using explicit coding for PLMN-specific information, reference to barring set should be made optional to enable override of "barring" to "no barring" for a specific PLMN.
Proposal 7	For the standardized access categories in PLMN-specific barring information, add the option to either use simple or explicit coding.
Proposal 8	Limit the number of standardized access categories with PLMN-specific access barring information to maximum 8.
Proposal 9	Limit the number of operator-defined access categories with PLMN-specific access barring information to maximum 16.
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5	Annex
Below are the ASN.1 definitions used in our size calculations.

SIB1 ::=		SEQUENCE {

	uac-BarringInfo 						SEQUENCE {
		uac-BarringForCommon				UAC-BarringPerCatListCommon		OPTIONAL,
			uac-BarringPerPLMN-List				UAC-BarringPerPLMN-List			OPTIONAL,
			uac-BarringInfoSetList				UAC-BarringInfoSetList
	}	OPTIONAL

}		

UAC-BarringPerPLMN-List ::= 		SEQUENCE (SIZE (1.. maxPLMN)) OF UAC-BarringPerPLMN


UAC-BarringPerPLMN ::=			SEQUENCE {
	plmn-IdentityIndex				INTEGER (1..maxPLMN),
	uac-barringPerCatList			UAC-BarringPerCatListPerPLMN
}	

UAC-BarringPerCatListCommon ::= SEQUENCE {
    catListStandardized				SEQUENCE(SIZE(8)) OF UAC-BarringPerCatSimple,
    catListOperatorDefined			SEQUENCE(SIZE(1..32)) OF UAC-BarringPerCatOperatorDefinedExplicit OPTIONAL
}

UAC-BarringPerCatSimple ::= INTEGER (1.. maxBarringInfoSet)   


UAC-BarringPerCatOperatorDefinedExplicit ::= SEQUENCE {
    accessCategory             	INTEGER (32..maxAccessCat-1),
    uac-barringInfoSetIndex     INTEGER (1.. maxBarringInfoSet)
}     


UAC-BarringPerCatListPerPLMN ::= SEQUENCE {
    catListStandardized			UAC-BarringPerCatListStandardizedFlexible,
    catListOperatorDefined		SEQUENCE(SIZE(1..16)) OF UAC-BarringPerCatOperatorDefinedPLMN OPTIONAL

}

UAC-BarringPerCatListStandardizedFlexible	::=	CHOICE {
	simple					SEQUENCE(SIZE(8)) OF UAC-BarringPerCatSimple,
	explicit				SEQUENCE(SIZE(1..8)) OF UAC-BarringPerCatStandardizedExplicit
}


UAC-BarringPerCatStandardizedExplicit ::=	SEQUENCE {
    accessCategory             	INTEGER (1..8),
    uac-barringInfoSetIndex     INTEGER (1.. maxBarringInfoSet) OPTIONAL
}     


UAC-BarringPerCatOperatorDefinedPLMN ::= SEQUENCE {
    accessCategory             	INTEGER (32..maxAccessCat-1),
    uac-barringInfoSetIndex     INTEGER (1.. maxBarringInfoSet)	OPTIONAL
}     

UAC-BarringInfoSetList ::= SEQUENCE (SIZE(maxBarringInfoSet)) OF UAC-BarringInfoSet

UAC-BarringInfoSet ::= SEQUENCE {
	uac-BarringFactor			ENUMERATED {
									p00, p05, p10, p15, p20, p25, p30, p40,
									p50, p60, p70, p75, p80, p85, p90, p95},
	uac-BarringTime				ENUMERATED {s4, s8, s16, s32, s64, s128, s256, s512},
	uac-BarringForAccessIdentity			BIT STRING (SIZE(7))
}

                                                       



