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Introduction
Currently there is an FFS on whether a new access category shall be defined for RNAU:
FFS Whether to use access category 3 for MO-signalling or a standardised RAN specific access category.
In last CT WG1 meeting, a CR is agreed on the general principle to select the access category and the RRC establishment cause [1]. In this contribution, we give our proposal on RRC resume procedure accordingly.
Discussion
Currently there is an FFS on whether a new access category shall be defined for RNAU. Different options are raised in recent meetings as:
Option 1: reuse current access category “MO_sig”;
Option 2: introduce a new access category.
In [1], following description is added to TS 24.501:
 (
When 
5G
MM requests the establishment of a NAS-signalling connection
, 
the RRC establishment cause used by the UE shall be selected according to
 one or more determined 
access identit
ies and the 
access categor
y 
as specified in 
t
able
 4.5.
X
.
1
.
 
If the 
determined access category is a
n
 operator-specific access category
 and there is a
 standardized access category
 associated with the 
operator-specific access category
 as
 specified in subclause 4.5.3
, 
the RRC establishment cause used by the UE
 is selected 
according to
 one or more determined 
access identit
ies and the 
standardized 
access categor
y
 associated with the 
operator-specific access category
.
Table
 4.5.
X
.
1
: Mapping table for 
access identities/access categories and 
RRC 
establishment cause
Access identities
Access categories
RRC establishment cause is set to
0
0 (= 
MT_acc
)
MT access
1 (= delay tolerant)
FFS
2 (= emergency)
Emergency call
3 (= 
MO_sig
)
MO signalling
4 (= MO 
MMTel
 voice)
MO voice call
5 (= MO 
MMTel
 video)
FFS
6 (= MO SMS and 
SMSoIP
)
FSS
7 (= 
MO_data
)
MO data
1
Any 
categor
y
"High priority access"
2
Any 
categor
y
"High priority access"
11, 15
Any 
categor
y
"High priority access"
12,13,14,
Any 
categor
y
"High priority access"
N
OTE
:
See 
subclause 4.5.2, table 4.5.2.1
 for use of the access identities of 0, 1, 2, and 11-15.
Editor's note
:
It is FFS how to determine
 RRC establishment cause
s
 for the
 access category 1, 5, 6 and
 operator-defined access categories.
)
The table shown above is used for the RRC layer to select the RRC establishment cause. It is reasonable that the RRC layer shall also select the RRC resume cause according to a similar mechanism.
RAN WG2 has agreed that a new cause value shall be used for RNAU procedure. Therefore, if Option 1 is adopted for RNAU (i.e. “MO_sig” is used for RNAU), there will be such a case that two access attempts (e.g. one for RNAU and one for TAU) shall be mapped to different resume causes (the former to “RNAU” and the latter to “MO signalling”) although they share the same access identity (both are 0) and access category (both are “MO_sig”).
Proposal 1: If the access category “MO_sig” is used for RNAU, RAN2 should send an LS to CT1 to confirm that two access attempts can be mapped to different resume causes even though they share the same access identity and access category.
In addition, it is also specified in TS 24.501 that:
 (
In order to determine the access category applicable for the access attempt, the NAS shall check the rules in table
 
4.5.2.2
, and use the access category for which there is a match for barring check. If the access attempt matches more than one rule, the access category of the lowest rule number shall be selected
.
Table
 4.5.2.2
: Mapping 
table for access categories
Rule #
T
ype of access attempt
Requirements to be met
Access Category
1
R
espon
se
 to paging
Access attempt 
is for MT access
0 (= 
MT_acc
)
2
Emergency
UE is attempting access for an emergency session
 (NOTE 1, NOTE 2)
2
 (= emergency)
3
Access attempt 
for operator-defined access category
UE was provided with operator-defined 
a
ccess 
c
ategories
 for the current PLMN, and access attempt is matching criteria of an operator-defined 
a
ccess 
c
ategory
32-63 
(= 
based on operator classification
)
4
Access attempt 
for 
delay tolerant service
UE 
is 
configured for 
delay tolerant service
, the PLMN is broadcasting one of the categories a, b or c, and the UE is a member of the broadcasted category in the selected PLMN or RPLMN/equivalent PLMN (NOTE 3)
1 (= delay tolerant)
5
MO 
MMTel
 voice call
Access attempt 
is for MO 
MMTel
 voice call 
or 
for 
NAS signalling connection recovery during ongoing MO 
MMTel
 voice call
 (NOTE 2)
4
 (= MO 
MMTel
 voice)
6
MO 
MMTel
 video call
Access attempt
 is for MO 
MMTel
 video call 
or 
for 
NAS signalling connection recovery during ongoing MO 
MMTel
 video call
 (NOTE 2)
5
 (= MO 
MMTel
 video)
7
MO 
SMS 
over NAS 
or 
MO 
SMSoIP
Access attempt
 is for MO SMS or 
SMSoIP
 transfer
or 
for 
NAS signalling connection recovery during ongoing MO SMS or 
SMSoIP
 transfer
 (NOTE 2)
6
 (= MO SMS and 
SMSoIP
)
8
UE NAS initiated 5GMM specific procedures
Access attempt
 is for MO signalling
3
 (= 
MO_sig
)
9
UE NAS initiated 5GMM connection management procedures 
or 5GMM NAS transport procedure
Access attempt
 is for MO data
7
 (= 
MO_data
)
NOTE 1:
This includes 5GMM specific procedures while the service is ongoing and 5GMM connection management procedures required 
to establish
 a PDU session with request type = "emergency" or to re-establish radio bearers for such a PDU session.
NOTE 2:
Access for the purpose of NAS signalling connection recovery during an ongoing service is mapped to the access category of the ongoing service in order to derive an RRC establishment cause, but barring checks will be skipped for this access attempt.
NOTE 3:
If the UE selects a new PLMN, then the selected PLMN is used to check the membership; otherwise the UE uses the RLPMN or a PLMN equivalent to the RPLMN.
)
The table shown above is used for the NAS layer to select the access category. In this table, the access category “MO_sig” has a rule number of “8”, while “MO_data” has a rule number of “9”.
RAN WG2 has agreed that RNAU procedure may not take place immediately when triggered, so that NAS can check whether TAU procedure shall take place. This makes it possible that a NAS message categorised as “MO_data” arrives at the RRC layer when it is waiting for TAU checking. (It is also possible that UL user data of an existing session arrives at the AS layer, and the problem is similar if the access category “MO_data” is reused.)
If Option 1 is adopted for RNAU (i.e. “MO_sig” is used for RNAU), such a case may occur that one single access attempt matches two different access categories: one is “MO_data” caused by the NAS message, and the other is “MO_sig” caused by RNAU.
For this specific case, two different types of action are possible:
Option 1-1: to follow the rule given in TS 24.501, and thus to use the access category “MO_sig” for this access attempt (the resume cause shall be set to “RNAU” for consistency);
Option 1-2: to use the access category “MO_data” for this access attempt regardless of the rule given in TS 24.501.
Option 1-1 is compatible with the method that NAS shall also be responsible to select the access category for AS-triggered access attempts. However, it is very likely that the network will suspend the UE directly by MSG4, and thus the UE has to perform an extra resume procedure in order to transfer the NAS message.


Figure 1. Signalling flow if “MO_sig” is adopted for RNAU and the access category selection rule is followed.
Proposal 2: If the access category “MO_sig” is used for RNAU and the access category for any resume attempts are selected according to the same rule in TS 24.501, RAN2 should confirm the signalling flow shown in Figure 1 of this discussion.
In comparison, Option 1-2 provides a simpler solution:


Figure 2. AS selects the access category with the higher rule number as “MO_sig” is adopted for RNAU.
Proposal 3: If the access category “MO_sig” is used for RNAU and RAN2 wishes that NAS message cannot be blocked by a RNAU procedure to be performed, RAN2 should send an LS to CT1 to confirm that the RRC layer may select an access category regardless of the selection rule specified in TS 24.501.
If Option 2 is adopted for RNAU (i.e. a new access category is used for RNAU), the abovementioned issue can be resolved if the rule number of this new category is higher than the one of “MO_data”. However, other work groups such as CT WG1 should be informed of the new access category.
Proposal 4: If a new access category is used for RNAU, the rule number of this access category should be higher than the one of “MO_data”.
Proposal 5: If a new access category is used for RNAU, RAN2 should send an LS to CT1 to inform this decision.
In conclusion, Option 2 is much simpler than Option 1, and provides more flexibility to control different UE access attempts. Therefore, Option 1 should be adopted.
Proposal 6: A new access category shall be introduced for RNAU.
Proposal 7: RAN WG2 is kindly asked to agree with the draft LS provided in R2-1809541.
Conclusion
Proposal 1: If the access category “MO_sig” is used for RNAU, RAN2 should send an LS to CT1 to confirm that two access attempts can be mapped to different resume causes even though they share the same access identity and access category.
Proposal 2: If the access category “MO_sig” is used for RNAU and the access category for any resume attempts are selected according to the same rule in TS 24.501, RAN2 should confirm the signalling flow shown in Figure 1 of this discussion.
Proposal 3: If the access category “MO_sig” is used for RNAU and RAN2 wishes that NAS message cannot be blocked by a RNAU procedure to be performed, RAN2 should send an LS to CT1 to confirm that the RRC layer may select an access category regardless of the selection rule specified in TS 24.501.
Proposal 4: If a new access category is used for RNAU, the rule number of this access category should be higher than the one of “MO_data”.
Proposal 5: If a new access category is used for RNAU, RAN2 should send an LS to CT1 to inform this decision.
Proposal 6: A new access category shall be introduced for RNAU.
Proposal 7: RAN WG2 is kindly asked to agree with the draft LS provided in R2-1809541.
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