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1 Introduction
In RAN2#98 meeting, following agreements were achieved on RLF topic. And there is still one open issue on the linkage of RLC failure and RLF. 
	Agreements

1:
For connected mode, UE declares RLF upon timer expiry due to DL OOS detection, random access procedure failure detection, and RLC failure detection.

FFS whether maximum ARQ retransmission is only criteria for RLC failure (needs to be discussed in common UP/CP session). 

2
In NR RLM procedure, physical layer performs out of sync / in sync indication and RRC declares RLF. 

3
For RLF purposes, RAN2 preference is that the in sync / out of sync indication should be a per cell indication, and we aim for a single procedure for both multi-beam and single beam operation.


This contribution provides our opinion on the topic on RLC failure and RLF for three bearer types: normal bearer, split bearer and duplicate bearer. 
2 Discussion
2.1 Bearer with no packet duplication/split
RLC failure means that for one DRB the transmission has reached a deadlock state in RLC layer and cannot recover by itself. Therefore, only way to recover the RLC layer is via the triggering of RLF and RRC connection re-establishment procedure. 
For no packet duplication/split case, the NR situation on RLC failure and RLF is same as LTE, i.e. one DRB is mapped to one RLC entity. RLC failure is detected upon the maximum ARQ retransmission, and RLF would be triggered based on it. 
Proposal 1: For the normal bearer (without duplication/split), RLC failure is detected upon reach of the maximum ARQ retransmission, and RLF is triggered similar as in LTE. 
2.2 Split bearer
Split bearer only exists in DC case, MCG split DRB/SRB, and SCG split DRB (in EN IWK case). One DRB can be split to two RLC entities, and for one packet it is only transmitted via one RLC entity. 
In LTE DC split bearer case, the SCG RLC failure would trigger SCG RLF.  MCG RLC failure would trigger UE RLF. For NR split bearer type, since the characteristics and architecture are similar as LTE DC, the RLC failure and RLF is same as in LTE. 
Proposal 2: For the split bearer, RLC failure is detected upon the reach of maximum ARQ retransmission and RLF is triggered, i.e. SCG RLC failure triggers SCG RLF, and MCG RLC failure triggers MCG RLF. 
2.3 Duplicated bearer
Packet duplication is a new function introduced in NR. For the duplicate bearer, one packet transmission can be via two legs/RLC entities, and successful transmission in either leg can be regarded as the successful transmission. There are two duplication architectures: CA and DC. 
· DC

In DC, RLF handling of duplicate bearer is same as the split bearer (Proposal 2) due to that RLC entities are located at different nodes and there are independent RLF procedures (SCG RLF and MCG RLF) already defined  to address the RLC failure on different legs. 
Proposal 3: For the duplicate bearer using DC, RLC failure is detected upon the reach of maximum ARQ retransmission and RLF is triggered, i.e. SCG RLC failure triggers SCG RLF, and MCG RLC failure triggers MCG RLF. 
For CA, both RLC entities are located at the same node and there is no differentiation of the RLC failures. 

There are two possible ARQ mechanism applied on duplicated AM RLC entities:

· Option 1: No ARQ enhancement
Same as LTE, for each RLC entity the AM Tx window can be moved only based on its own RLC status report;
· Option 2: ARQ enhancement:
For each RLC entity, the ARQ Tx window can be moved based on either legs’ RLC status report or PDCP status report. 
Which ARQ mechanism applied has impacts on the identification of RLC failure and hence triggering of RLF due to RLC failure.  
Figure-1 gives one example on packet duplication. In this example, PDCP PDUs with SN#1 to SN#5 are duplicated transmitted via RLC-1 and RLC-2 entity. And the PDCP PDUs with SN#3#4 are failed in RLC-1 but successful in RLC-2. In case of RLC-2 successful transmission, the ARQ transmission number in RLC-2 is not reached to the max ARQ transmission. 
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Figure-1 Duplication
For this example, the identification on the RLF of the two ARQ mechanisms is analyzed as below.
· Option 1: no ARQ enhancement and maximum RLC retransmission is defined per RLC entity. 

ARQ retransmission on SN#3#4 is still performed on RLC-1. In this case the RLC-1 would enter deadlock state upon the max ARQ transmission. 

Retransmission of unsuccessful packets follows the same leg as the initial transmission. Due to the independent RLC operation, it is possible to have successful transmission on one leg while other leg may reach maximum RLC retransmission.  In such a scenario, since RLC entity in deadlock state is regarded as RLC failure, RLC failure is detected upon the reach of max ARQ transmission. However, RLF should not be triggered due to the RLC failure on one leg. In CA duplication case, RLF should take into account the condition on both transmission legs, and RLF should only trigger upon RLC failure on both legs.

The information of RLC failure in one leg (if provided by the UE) could be used to deactivate the bearer duplication mode by the network. This means that new signaling should be introduced to inform the network of RLC failure of one leg in duplicate bearer.

· Option 2: no ARQ enhancement and maximum RLC retransmission is defined per RB. 
In this option, the definition of maximum RLC retransmission is provided per RB. Thus the total RLC retransmission on both legs should be compared with the maximum RLC retransmission number configured per RB when evaluating the condition for RLF trigger. If the sum of RLC retransmission of both legs reached the configured maximum RLC re-transmission number, the RRC is informed of the RLF trigger due to RLC failure. 
· Option3: ARQ enhancement. 
For each RLC entity, the ARQ Tx window can be moved based on either legs’ RLC status report or PDCP status report.  Thus, referring to the example in Figure 1, RLC-1 would regard SN#3#4 transmission successful and would not retransmit SN#3#4. With ARQ enhancement, it is possible to mitigate the case where RLC retransmission reaching maximum number while the transmission is successful on the other leg. The same procedure as in LTE for detection of RLC failure and triggering of RLF could be used even for duplicate bearer. This means whenever the maximum RLC retransmission is reached, RLC failure is detected and RLF is triggered. 

Observation 1: If no ARQ enhancement is introduced for duplicate bearer using CA and maintaining the definition of maximum RLC retransmission per RLC entity (Option 1), 

· RLF is triggered based on RLC failure on both legs;
· The UE informs the network of RLC failure if RLC retransmission is reached on maximum on one leg while transmission is ongoing on other leg.
Observation 2: If no ARQ enhancement is introduced, and the definition of RLC failure is changed (Option 2), 

· maximum RLC retransmission is defined per RB; and 

· RLF is triggered when the sum of RLC retransmission reached the configured maximum RLC retransmission.

Observation 3: If ARQ enhancement is introduced for duplicate bearer (Option 3), RLC failure is detected upon the maximum ARQ retransmission achieved, and RLF is triggered. 
As per observation 1 to 3, the support of duplicate bearer using CA requires some modification to the legacy LTE behavior on RLC failure detection whatever the solution is selected. RAN2 is requested to discuss solutions described in Option 1 to 3 and select one solution to be supported for RLC failure detection for duplicate bearer using CA.

Proposal 4: RAN2 is requested to agree on a solution out of Option 1 to 3 for support of RLC failure detection on duplicate bearer using CA.

· Option 1: no ARQ enhancement and maximum RLC retransmission is defined per RLC entity. 

· Option 2: no ARQ enhancement and maximum RLC retransmission is defined per RB. 
· Option3: ARQ enhancement.  
3 Conclusion

According to the analysis in section 2, it is proposed that:
Proposal 1: For the normal bearer (without duplication/split), RLC failure is detected upon reach of the maximum ARQ retransmission, and RLF is triggered similar as in LTE. 
Proposal 2: For the split bearer, RLC failure is detected upon the reach of maximum ARQ retransmission and RLF is triggered, i.e. SCG RLC failure triggers SCG RLF, and MCG RLC failure triggers MCG RLF. 
Proposal 3: For the duplicate bearer using DC, RLC failure is detected upon the reach of maximum ARQ retransmission and RLF is triggered, i.e. SCG RLC failure triggers SCG RLF, and MCG RLC failure triggers MCG RLF. 
Observation 1: If no ARQ enhancement is introduced for duplicate bearer using CA and maintaining the definition of maximum RLC retransmission per RLC entity (Option 1), 

· RLF is triggered based on RLC failure on both legs;
· The UE informs the network of RLC failure if RLC retransmission is reached on maximum on one leg while transmission is ongoing on other leg.

Observation 2: If no ARQ enhancement is introduced, and the definition of RLC failure is changed (Option 2), 

· maximum RLC retransmission is defined per RB; and 

· RLF is triggered when the sum of RLC retransmission reached the configured maximum RLC retransmission.

Observation 3: If ARQ enhancement is introduced for duplicate bearer (Option 3), RLC failure is detected upon the maximum ARQ retransmission achieved, and RLF is triggered. 
Proposal 4: RAN2 is requested to agree on a solution out of Option 1 to 3 for support of RLC failure detection on duplicate bearer using CA.

· Option 1: no ARQ enhancement and maximum RLC retransmission is defined per RLC entity. 

· Option 2: no ARQ enhancement and maximum RLC retransmission is defined per RB. 
· Option3: ARQ enhancement.  
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