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1 Introduction

In the last meeting, RAN2 made the agreement on outdated and duplicated PDCP PDUs, i.e. they will not be deciphered or decompressed in NR PDCP layer. This agreement was made based on the principle that LTE is the baseline. However, such outdated and duplicated PDCP PDUs are either deciphered and decompressed or not deciphered and decompressed  according to the PDCP receive operation in LTE. In this contribution, we revisit this issue and propose to discuss it further.  
2 Discussion
In LTE [1], four different operations are specified for DL data transfer procedure, i.e. the procedure for DRBs mapped on RLC AM while the reordering function is not used, the procedure for DRBs mapped on RLC UM, the procedure for DRBs mapped on RLC AM while the reordering function is used, and the procedure for SRBs. Note that the procedure for SRBs is out of scope for this discussion, which is not related to header compression we will discuss. Other than that, three different procedures are summarized as in Table 1:

	
	Outdated PDUs
	Duplicated PDUs

	RLC UM  (5.1.2.1.3 [1])
	No outdated PDU detection 
	No duplicate detection

	RLC AM without reordering (5.1.2.1.2 [1])
	Deciphered, decompressed and discarded (highlighted with yellow in Annex B)
	 Deciphered, decompressed and discarded (highlighted with yellow in Annex B)

	RLC AM with reordering (5.1.2.1.4 [1])
	Discarded without deciphering and decompression (highlighted with green in Annex B)
	 Deciphered, decompressed and discarded (highlighted with green in Annex B)


Table 1. LTE PDCP receive operations  [1]
The agreement that we agreed in the last meeting seems determined to reflect the procedure for DRBs mapped on RLC AM while the reordering function is used(5.1.2.1.4 [1]) as in Table 1. One could recall that this procedure was introduced for split bearer and at that time whether to support header compression or not was also discussed together. The latter one was quite controversial but it was concluded that the benefit of header compression for split bearer would be marginal because the split bearer would be used for high data rate service. As a result, there is no processing block for header compression  in the split bearer case (Figure 6.5-1 in [2]).
Observation 1. In LTE, outdated and duplicated PDCP PDUs are deciphered, decompressed, and discarded if reordering is not used.
Observation 2. In LTE, outdated and duplicated PDCP PDUs are discarded without being deciphered and decompressed if reordering is used.
Observation 3. In LTE, header compression protocol, i.e. ROHC is not applied if reordering is used.

The outdated or duplicated PDCP PDUs can be delivered to PDCP layer because of the reception at different times, which results from HARQ error or late retransmission. In addition to this, they can be also transmitted due to unsolicited retransmission at PDCP re-establishment, e.g. handover. Considering the header compression protocol, i.e. ROHC, the former would not cause any problem since the header compression order would be aligned between the transmitter and the receiver. However, the latter may result in the problem that the IR packet of ROHC is missing. At PDCP re-establishment, the PDCP entity resets the header compression protocol, i.e. ROHC and performs retransmission from the first PDCP SDU for which the successful delivery of the corresponding PDCP PDU has not confirmed by lower layers. In this case, the retransmitted PDCP PDU can include IR packet to configure the receiver-side ROHC but this would be discarded and IR packet would be missing if the receiver regards this as outdated or duplicated PDCP PDUs and discards them without  decompression. The specific example is as follows:
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Figure 1.Outdated PDU with IR packet

As shown in Figure 1, the source gNB received RLC status report from the UE and checked RLC ACKs corresponding to PDCP PDUs with SN = 0 and 1. The source gNB first transmits PDCP PDUs with SN = 2, 3, and 4, and UE successfully receives them. After transmitting them, the source gNB determines to perform handover and sends the handover command to UE. It also delivers PDCP PDUs with SN = 2, 3, and 4 to the target gNB. Upon receiving the handover command, UE re-establishes the transmitting PDCP entity, i.e. it resets ROHC. After the connection setup between UE and the target gNB, the target gNB retransmits PDCP PDU with SN = 2 piggybacking IR packet to reconfigure ROHC protocol of the UE, and retransmits PDCP PDUs with SN = 3 and 4. Since the UE already received the PDCP PDUs with SN=2, 3, and 4 from the source gNB, the PDCP PDU with SN=2 piggybacking IR packet would be regarded as the outdated PDU and discarded by the UE, i.e. the IR packet would be discarded. The similar problem can happen for the duplicated PDU piggybacking IR packet as well.
Observation 4. The outdated or duplicated PDCP PDU including IR packet  can be transmitted at PDCP re-establishment due to unsolicited retransmission.

As described in the above, the agreement we made in the last meeting, “For outdated and duplicated case, the UE does not decipher or decompress” would result in a header decompression failure problem at PDCP re-establishment.

In NR PDCP, the reordering would be always enabled for all types of DRBs if the upper layer requires in-sequence delivery and the header compression should be supported together. To solve the above problem that unsolicited transmission may result in, we can have two possible way-forwards:

1. Do not use unsolicited transmission if ROHC is applied, i.e. perform retransmission after receiving PDCP status report if ROHC is applied.
2. Apply deciphering and decompression for outdated and duplicated PDCP PDUs received immediately after PDCP re-establishment if the header compression protocol is NC state in U-mode.
Both are feasible solutions but the latter is cleaner. One concern on the second approach is the possible difficulty in specifying the behavior. It would not be nice if we specify that the first n packets after PDCP re-establishment are decompressed even if they are outdated or duplicated. Because PDCP is aware of header compression context status, it is nicely fitting that outdated or duplicate PDCP PDUs are decompressed if the header compression protocol is NC state in U-mode. Text proposal for this approach is described in Annex A.

Proposal 1: Outdated or duplicate PDCP PDUs are header decompressed if the header compression protocol is NC state in U-mode.
3 Conclusion

In this contribution, we provide our view on NR PDCP receive operation and ask RAN2 to discuss the following proposal:
Proposal 1: Outdated or duplicate PDCP PDUs are header decompressed if the header compression protocol is NC state in U-mod.
Annex A: Text proposal
5.2.2.1
Actions when a PDCP Data PDU is received from lower layers
At reception of a PDCP Data PDU from lower layers, the receiving PDCP entity shall determine the COUNT value of the received PDCP Data PDU, i.e. RCVD_COUNT, as follows:
-
if RCVD_SN < SN(RX_DELIV) – Window_Size:
-
RCVD_HFN = HFN(RX_DELIV) + 1;

-
else if RCVD_SN >= SN(RX_DELIV) + Window_Size:

-
RCVD_HFN = HFN(RX_DELIV) – 1;

-
else:

-
RCVD_HFN = HFN(RX_DELIV);
-
RCVD_COUNT = [RCVD_HFN, RCVD_SN].
After determining the COUNT value of the received PDCP Data PDU = RCVD_COUNT, the receiving PDCP entity shall:
-
if RCVD_COUNT < RX_DELIV; or

-
if the PDCP Data PDU with COUNT = RCVD_COUNT has been received before:

-
perform deciphering and integrity verification of the PDCP Data PDU using COUNT = RCVD_COUNT;

-
if integrity verification fails:

-
indicate the integrity verification failure to upper layer and discard PDCP data PDU;
-
if header compression protocol is NC state in U-mode;
-
performs header decompression; 
-
discard the PDCP Data PDU;

-
else:
-
perform deciphering and integrity verification of the PDCP Data PDU using COUNT = RCVD_COUNT;

-
if integrity verification fails:

-
indicate the integrity verification failure to upper layer;

-
discard the PDCP Data PDU;
If the received PDCP Data PDU with COUNT value = RCVD_COUNT is not discarded above, the receiving PDCP entity shall:
-
store the resulting PDCP SDU in the reception buffer;

-
if RCVD_COUNT >= RX_NEXT:

-
update RX_NEXT to RCVD_COUNT + 1;
-
if outOfOrderDelivery is configured:

-
deliver the resulting PDCP SDU to upper layers;
-
if RCVD_COUNT = RX_DELIV:
-
deliver to upper layers in ascending order of the associated COUNT value after performing header decompression;
-
all stored PDCP SDU(s) with consecutively associated COUNT value(s) starting from COUNT = RX_DELIV;
-
update RX_DELIV to the COUNT value of the first PDCP SDU which has not been delivered to upper layers, with COUNT value >= RX_DELIV;
-
if t-Reordering is running, and if RX_DELIV >= RX_REORD:
-
stop and reset t-Reordering;

-
if t-Reordering is not running (includes the case when t-Reordering is stopped due to actions above), and RX_DELIV < RX_NEXT:
-
update RX_REORD to RX_NEXT;

-
start t-Reordering.

Annex B: Specification
5.1.2.1.2  Procedures for DRBs mapped on RLC AM when the reordering function is not used
For DRBs mapped on RLC AM, when the reordering function is not used, at reception of a PDCP Data PDU from lower layers, the UE shall:

-
if received PDCP SN – Last_Submitted_PDCP_RX_SN > Reordering_Window or 0 <= Last_Submitted_PDCP_RX_SN – received PDCP SN < Reordering_Window:

-
if received PDCP SN > Next_PDCP_RX_SN:

-
decipher the PDCP PDU as specified in the subclause 5.6, using COUNT based on RX_HFN - 1 and the received PDCP SN;

-
else:
-
decipher the PDCP PDU as specified in the subclause 5.6, using COUNT based on RX_HFN and the received PDCP SN;
-
perform header decompression (if configured) as specified in the subclause 5.5.5;

-
discard this PDCP SDU;
-
else if Next_PDCP_RX_SN – received PDCP SN > Reordering_Window:

-
increment RX_HFN by one;

-
use COUNT based on RX_HFN and the received PDCP SN for deciphering the PDCP PDU;

-
set Next_PDCP_RX_SN to the received PDCP SN + 1;

-
else if received PDCP SN – Next_PDCP_RX_SN >= Reordering_Window:

-
use COUNT based on RX_HFN – 1 and the received PDCP SN for deciphering the PDCP PDU;

-
else if received PDCP SN >= Next_PDCP_RX_SN:

-
use COUNT based on RX_HFN and the received PDCP SN for deciphering the PDCP PDU;

-
set Next_PDCP_RX_SN to the received PDCP SN + 1;

-
if Next_PDCP_RX_SN is larger than Maximum_PDCP_SN:

-
set Next_PDCP_RX_SN to 0;

-
increment RX_HFN by one;

-
else if received PDCP SN < Next_PDCP_RX_SN:

-
use COUNT based on RX_HFN and the received PDCP SN for deciphering the PDCP PDU;

-
if the PDCP PDU has not been discarded in the above:
-
perform deciphering and header decompression (if configured) for the PDCP PDU as specified in the subclauses 5.6 and 5.5.5, respectively;
-
if a PDCP SDU with the same PDCP SN is stored:

-
discard this PDCP SDU;
-
else:

-
store the PDCP SDU;
-
if the PDCP PDU received by PDCP is not due to the re-establishment of lower layers:

-
deliver to upper layers in ascending order of the associated COUNT value: 
-
all stored PDCP SDU(s) with an associated COUNT value less than the COUNT value associated with the received PDCP SDU;
-
all stored PDCP SDU(s) with consecutively associated COUNT value(s) starting from the COUNT value associated with the received PDCP SDU;
-
set Last_Submitted_PDCP_RX_SN to the PDCP SN of the last PDCP SDU delivered to upper layers;.
-
else if received PDCP SN = Last_Submitted_PDCP_RX_SN + 1 or received PDCP SN = Last_Submitted_PDCP_RX_SN – Maximum_PDCP_SN:
-
deliver to upper layers in ascending order of the associated COUNT value:

-
all stored PDCP SDU(s) with consecutively associated COUNT value(s) starting from the COUNT value associated with the received PDCP SDU;
-
set Last_Submitted_PDCP_RX_SN to the PDCP SN of the last PDCP SDU delivered to upper layers.
5.1.2.1.4.1  Procedures when a PDCP PDU is received from the lower layers
For DRBs mapped on RLC AM, when the reordering function is used, at reception of a PDCP Data PDU from lower layers, the UE shall:

-
if received PDCP SN – Last_Submitted_PDCP_RX_SN > Reordering_Window or 0 <= Last_Submitted_PDCP_RX_SN – received PDCP SN < Reordering_Window:
-
if the PDCP PDU was received on WLAN:
-
if received PDCP SN > Next_PDCP_RX_SN:
-
for the purpose of setting the HRW field in the LWA status report, use COUNT based on RX_HFN - 1 and the received PDCP SN;
-
else:
-
for the purpose of setting the HRW field in the LWA status report, use COUNT based on RX_HFN and the received PDCP SN;
-
discard the PDCP PDU;
-
else if Next_PDCP_RX_SN – received PDCP SN > Reordering_Window:

-
increment RX_HFN by one;

-
use COUNT based on RX_HFN and the received PDCP SN for deciphering the PDCP PDU;

-
set Next_PDCP_RX_SN to the received PDCP SN + 1;

-
else if received PDCP SN – Next_PDCP_RX_SN >= Reordering_Window:

-
use COUNT based on RX_HFN – 1 and the received PDCP SN for deciphering the PDCP PDU;

-
else if received PDCP SN >= Next_PDCP_RX_SN:

-
use COUNT based on RX_HFN and the received PDCP SN for deciphering the PDCP PDU;

-
set Next_PDCP_RX_SN to the received PDCP SN + 1;

-
if Next_PDCP_RX_SN is larger than Maximum_PDCP_SN:

-
set Next_PDCP_RX_SN to 0;

-
increment RX_HFN by one;

-
else if received PDCP SN < Next_PDCP_RX_SN:

-
use COUNT based on RX_HFN and the received PDCP SN for deciphering the PDCP PDU;
-
if the PDCP PDU has not been discarded in the above:

-
if a PDCP SDU with the same PDCP SN is stored:
-
discard the PDCP PDU;
-
else:

-
perform deciphering of the PDCP PDU and store the resulting PDCP SDU;
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