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1. Introduction
In SI phase of NR, the following agreements for dual RRC architecture were made:
Agreements

1:
For the SN/MN RRC reconfiguration requiring also MN/SN RRC reconfiguration, a MN RRC message is delivered with an embedded SN RRC message.

2
UE can be configured with an SCG SRB to allow SN RRC messages to be sent directly between UE and SN.

3:
For SN RRC reconfigurations not requiring any coordination with MN then SN RRC messages can be transported directly to the UE (or eNB implementation can be deliver it embedded within a MN RRC message)

4
Measurement reporting for mobility within the SN can be transported in SN RRC messages directly from UE to SN, if SCG SRB is configured. Detail rules for UE to select transmission path for UL message to be defined in WI.
5
These agreement do not imply that the UE has to do any reordering of RRC messages.

In WI phase, more detail need to be further discussed. This contribution focuses on dual RRC architecture for LTE and NR interworking and accordingly provides analyses and proposals.
2. Discussion
The introduction of SCG SRB increases the flexibility of IWK from RRM point of view, which enables network to efficiently and rapidly reconfigure the radio resource of UE at NR node. RRC is located at both MN and SN. The UE needs to process the RRC messages generated by MN and SN. Therefore, there is no evident reason to have an optionality of support of SCG SRB from UE perspectives. Thus, all the UEs supporting IWK should also support SCG SRB .
Proposal 1: All the UEs supporting IWK should support SCG SRB.
MN could initiate the establishment of SCG SRB during SeNB addition procedure. An example of signalling flow is shown as below:
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Figure 1 an example of signalling flow of the establishment of SCG SRB
Step 1: To enable the integrity protection and encryption operation of SCG SRB, MN will generate security related parameters, e.g, S-KeNB, and send them to SN using SeNB Addition Request message. 
Step 2: The SN generates L2 configuration for the SCG SRB, which is contained in SCG-config IE in SeNB Addition Response message with DRB configuration transmitted towards MN.
The subsequent steps are same as legacy SCG establishment procedure.
Similarly, the establishment of SCG SRB could be initiated via SCG modification procedure.

Proposal 2: MN can initiate establishment of SCG SRB via SeNB addition or SeNB modification procedure
Similar as the configuration principle of SRB1 and SRB2 in MN, SN should manage  SCG SRB in SN. The SN can initiate the modification of radio configuration for the SCG SRB. In addition, based on the analysis of [2], the benefits for SCG SRB are less signalling overhead and lower reconfiguration latency in case of reconfiguration of  DRB in SCG. Therefore if no DRB exists in SN, SCG SRB has no meaning of existence. That is the SCG SRB should be released with the deletion of last DRB in SN.

Proposal 3: SN can initiate the modification of radio configuration for SCG SRB, and the SCG SRB will be released with the removal of SCG.

Similar as the configuration principle of DRB in SN, MN can initiate the deletion of the SCG SRB in SN. Other than that, MN should not be allowed to modify the SCG SRB radio configuration except for security key during IWK. 
Proposal 4: MN can initiate the deletion of SCG SRB in SN. But it is not allowed to modify the SCG SRB radio configuration except for security key during IWK.
Although SCG SRB was already agreed in last RAN2 meeting, in certain cases some RRC reconfiguration messages generated by SN RRC entity may be transmitted through the MN to UE. For example, those who need to negotiate between MN and SN will not use SCG SRB. 
In legacy LTE DC, if the radio resource reconfiguration error or ASN.1 decoding error for SeNB RRC container occurs, the UE will trigger the RRC reestablishment procedure to network. The main advantage of this rule is to simplify LTE RRC specification. But for IWK, considering the NR has independent RRC entity, the error of NR RRC entity should not influence the LTE RRC entity. Then in this case it is advisable to report the error to network and for network to decide subsequent appropriate action such as re-establish of SCG or change of SCG. 
Proposal 5: UE should release the SCG and informs network about the error if SN RRC reconfiguration error or ASN.1 decoding error occurs.
According to the discussion last RAN2 meeting, it is possible that the SN RRC PDUs with delta configuration transmitted through the MN to the UE and through the new SRB to UE reach the UE out of order. Based on the description in [2], In this case, since all PDUs come from same RRC entity, the network implementation can ensure that the two kinds of PDUs are not transmitted in parallel towards UE.
Proposal 6: The network implementation can ensure that the two kinds of PDUs are not transmitted parallel towards UE.
Another issue to be considered is how to transmit UL RRC message to SN. If the UL messages to be transmitted are in response to DL RRC messages from SN, they should be transmitted to the SN by using the same way as DL. Otherwise many signalling abnormal case might occur. On the other hand, if UL messages are generated by UE spontaneously, their transmission way may be configured by network in advance.
Proposal 7: The UL messages in response to DL messages should be transmitted by using the same way as DL. The UL messages generated by UE spontaneously should use the transmission way from the network configuration.
3. Conclusion

This contribution discusses some issues of dual RRC. And the following proposals were made:
Proposal 1: All the UEs supporting IWK should support SCG SRB.
Proposal 2: MN can initiate establishment of SCG SRB via SeNB addition or SeNB modification procedure
Proposal 3: SN can initiate the modification of radio configuration for SCG SRB, and the SCG SRB will be released with the removal of SCG.
Proposal 4: MN can initiate the deletion of SCG SRB in SN. But it is not allowed to modify the SCG SRB radio configuration except for security key during IWK.
Proposal 5: UE should release the SCG and informs network about the error if SN RRC reconfiguration error or ASN.1 decoding error occurs.
Proposal 6: The network implementation can ensure that the two kinds of PDUs are not transmitted parallel towards UE.

Proposal 7: The UL messages in response to DL messages should be transmitted by using the same way as DL. The UL messages generated by UE spontaneously should use the transmission way from the network configuration.
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