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This document is the report of the following email discussion:

[96#36][LTE/eLWA] UL routing/MAC address (MediaTek)
	Discuss solutions to address the issue of UL routing from AP to WT when connected by layer 2 link (e.g. ethernet)
	Intended outcome: Email discussion report to next meeting
	Deadline: Thursday 26/01/2017 
Discussion
Background
In order to support uplink LWA, the WLAN AP needs to be able to forward the received LWAAP PDU to the appropriate node (e.g., the WT or eNB). In RAN2 #96, it was agreed that this problem needs to be solved when the AP and WT are connected over an L2 link (e.g., Ethernet). 
=>	Routing from AP to WT when connected by layer 2 link (e.g. ethernet) needs to be solved.
During online discussion, participating companies expressed a diversity of opinions and no consensus emerged on how the above issue may be tackled. Subsequently, it was decided to conduct an email discussion to enable consideration of various solutions in greater detail. 
Alternate solutions
Based on the documents submitted to RAN2#96 and discussion on this topic during RAN2#96[1], the following solution approaches can be identified.
Solution 1: The eNB signals the WT’s MAC address to the UE, and the UE uses this address to populate the Address 3 field in the 802.11 MAC header of uplink WLAN frames carrying LWAAP PDUs [2].
Solution 2: The WT MAC address is hard-coded in (RAN2) specifications, and used as described in Solution 1.
Solution 3: The WT MAC address is obtained as part of WLAN authentication. 
Solution 4: The WLAN AP uses an existing tunnelling protocol (e.g., CAPWAP based tunnels) to route LWAAP PDUs between the WLAN AP and WT [3]. 
Solution 5: The EtherType is used by the WLAN AP to route UL packets to the WT, just like for downlink.
Solution 6 (adaptation of Section 16.1.2 of 23.402): A per-UE point-to-point link between the UE and the WT is required when traffic for that UE is routed via Xw. Additionally, when multi DRBs are supported, one point-to-point link between an UE and WT is required for transporting user plane traffic for every DRB. The UE's MAC address and an associated WT's MAC address are used to identify the point-to-point link between the UE and WT that is associated to a specific DRB. In particular, it is assumed that the WLAN AN enforces upstream and downstream forced-forwarding between the UE's WLAN IEEE 802.11 association and the WT. The aspects of point-to-point link described in RFC 5213 and RFC 5844 also apply to the point-to-point link between UE and TWAG. The implementation of the point-to-point link, including how and when it is setup, is out-of-scope of 3GPP.
A variation of this solution is one that uses a single point to point link using UE's MAC address and a single associated WT's MAC address complemented by DSCP marking.
Question 1: Are there any other solutions that need to be considered? Companies are also invited to provide additional details of the solutions proposed above.
	Company
	Comments

	Ericsson
	The EtherType is used to route the packet to the WT as in DL to the AP. Adding new scenarios is not part of the WI

	Broadcom
	Solution 6

	Intel
	On Solution 5: This is incompatible with legacy APs as they do not know how to handle the new EtherType. Additionally, as an AP may be connected to more than one WTs, the EtherType cannot be used without ambiguity to forward the packets to the corresponding WT.

	Qualcomm
	Agree with Intel that the advantage of using WT MAC address is no impact on APs and the burden is shifted from AP to the UE. Based on the description above, solution 6 also seems to suffer from unnecessarily major impact on WLAN.

	
	



Impact on WLAN deployment
In this section, companies are invited to provide their views on the impact of the solutions proposed in Section 2.2 on WLAN deployments supporting eLWA. In particular the impact on WLAN APs and WLAN authentication needs to be considered.
Question 2a: What enhancements to WLAN deployments are needed to support Solution 1?
	Company
	Comments

	MediaTek Inc.
	No enhancements to WLAN APs or WLAN authentication mechanism is needed for Solution 1.

	TMRND
	As mentioned in [2], address 3 of 802.11 MAC header is replaced and thus, no enhancement required on WLAN APs. Also, no impact on WLAN authentication mechanism. However, further clarification is required on how the eNB going to obtain this MAC address as [2] has mentioned that “it could by any address that the network deployment calls for” and not restricted to WT’s MAC address. If it is not restricted as WT’s MAC address, it could impact the WLAN deployment.

	Ericsson
	out of scope of 3GPP and WI

	LG
	This solution is the best only for WLAN perspective, not for 3GPP. To notify the MAC address to eNB, RAN2 and RAN3 need to work for additional specification changes.

	HW
	Same as LG. 

	Broadcom
	out of scope of 3GPP and WI

	Intel
	No enhancement to WLAN APs or WLAN authentication mechanism is needed.

	Qualcomm
	The usage of WT MAC address will follow the regular Ethernet routing and thus there is no impact on existing WLAN deployments.

	Nokia, Alcatel-Lucent Shanghai Bell
	Nothing new seems to be needed for WLAN for this solution.

	
	



Question 2b: What enhancements to WLAN deployments are needed to support Solution 2?
	Company
	Comments

	MediaTek Inc.
	No enhancements to WLAN APs or WLAN authentication mechanism is needed for Solution 2.

	TMRND
	The method remains the same and thus, no enhancement required on WLAN APs. Also, no impact on WLAN authentication mechanism. Clarification requires whether this is only restricted to WT’s MAC address.

	Ericsson
	out of scope of 3GPP and WI

	LG
	MAC address must be globally unique. If two WTs connected in the same network, it may cause network failure. To prevent the problem, the specification needs to add more restriction for this use cases. So this solution is not practical.

	HW
	Same as LG

	Broadcom
	out of scope of 3GPP and WI

	Intel
	No enhancement to WLAN APs or WLAN authentication mechanism is needed.

	Qualcomm
	Even though there is no impact, using a single WT MAC address limits the deployment flexibility.

	Nokia, Alcatel-Lucent Shanghai Bell
	Nothing new seems to be needed for WLAN for this solution.

	
	



Question 2c: What enhancements to WLAN deployments are needed to support Solution 3?
	Company
	Comments

	MediaTek Inc.
	Existing EAP based authentication as well as RAN based authentication will need to be enhanced.

	TMRND
	802.1X authenticator resided in WLAN APs needs to obtain the WT’s MAC address from 802.1X authentication server to forward the Ethernet frame to the appropriate WT. Otherwise, the UE may need to obtain the WT’s MAC address based on the vendor specific elements from IEEE 802.11 management frame to substitute the address 3 of 802.11 MAC header for LWA PDUs.

	Ericsson
	out of scope of 3GPP and WI

	LG
	It requires additional message definition in WLAN that is out of scope of 3GPP.

	HW
	Some enhancement on WLAN authentication is needed and this is out of 3GPP.

	Broadcom
	Out of scope of 3GPP and WI. Already supported using EAP. Note that Solution 3 also requires 4 unless WLAN AP and WT are deployed in a Layer 2 network (highly unlikely).

	Intel
	Existing authentication procedure needs to be enhanced to allow WT address to be signalled as part of authentication method.

	Qualcomm
	Agree that 802.1X needs to be modified to support this and it is outside 3GPP scope.

	Nokia, Alcatel-Lucent Shanghai Bell
	Agree that this requires changes to 802.1X, which is not in 3GPP scope.

	
	



Question 2d: What enhancements to WLAN deployments are needed to support Solution 4?
	Company
	Comments

	MediaTek Inc.
	Currently forwarding is based on Layer 3 routing (using IP addresses) or Layer 2 switching/bridging (using MAC addresses). “Legacy APs” that need to use the EtherType field to determine forwarding behaviour will need to be updated. 

	TMRND
	No enhancements on WLAN deployment and WLAN authentication because it is up to WLAN APs on how to forward the Ethernet frame using the tunnelling method.

	Ericsson
	out of scope of 3GPP and WI

	LG
	As 3GPP does not define the interface between WLAN AP and WT, 3GPP may not expect the interoperability between WLAN AP and WT devices with different manufacturers. It means WLAN AP and WT will be provided by the same manufacturer or WLAN AP may include the WT functionality to support eLWA.
Using tunnelling protocol between WLAN AP and WT is possible implementation option for the manufactures with the above assumption. It may be applied with the Solution 5.

	HW
	No enhancement is needed. 

	Broadcom
	Out of scope of 3GPP and WI

	Intel
	Agree with TMRND; No enhancement on deployment and authentication is required because how to forward Ethernet frames using tunnelling is up to APs.

	Qualcomm
	Agree with TMRND

	Nokia, Alcatel-Lucent Shanghai Bell
	This seems to require creating a specific type of tunnel between AP and WT. So far 3GPP has considered specifying such details as out of the scope of 3GPP.

	
	



Question 2e: What enhancements to WLAN deployments are needed to support Solution 5?
	Company
	Comments

	Ericsson
	Out of scope of 3GPP. Included in WI.

	LG
	As 3GPP does not define the interface between WLAN AP and WT, 3GPP may not expect the interoperability between WLAN AP and WT devices with different manufacturers. It means WLAN AP and WT will be provided by the same manufacturer or WLAN AP may include the WT functionality to support eLWA.
With the above assumption, WLAN AP knows the proper WT MAC address with its own implementation and is able to forward the data to WT by checking the EtherType.

	HW
	No enhancement is needed. 

	Broadcom
	Out of scope of 3GPP. It requires the link description detailed in Solution 6. 

	Intel
	Solution 5 does not work with legacy APs (which do not know how to handle the new EtherType) and when an AP is connected to multiple WTs. Enhancement to APs is out of scope of 3GPP.

	Qualcomm
	The main impact will be the required (firmware) upgrade to all APs to support this and this is a major drawback considering the importance and long history of “impact on legacy WLAN” during LWA/LWIP standardization.

	Nokia, Alcatel-Lucent Shanghai Bell
	This requires that APs distinguish the EtherType in a special way. So far EtherType has only been considered in DL, and the impacts have been limited to WT. Thus, this seems to impact WLAN networks and is out of 3GPP scope.

	
	



Question 2f: What enhancements to WLAN deployments are needed to support Solution 6?
	Company
	Comments

	Broadcom
	Out of scope of 3GPP. Please see full description in 23.402 Section 16.1.2.

	Nokia, Alcatel-Lucent Shanghai Bell
	This may be one solution but is out of scope of 3GPP.

	
	



If other solutions are identified in response to Question#1, then additional questions will be added to this section (to determine WLAN deployment impact).
Impact on RAN2 specifications
In this section, companies are invited to provide their thoughts on how RAN2 specifications need to be enhanced (if at all) to support the solutions proposed in Section 2.2.
Question 3a: What changes to RAN2 specifications are needed to support Solution 1?
	Company
	Comments

	MediaTek Inc.
	RRC signalling to indicate WT MAC address to UE is needed.

	TMRND
	MAC address to be signalled via RRC.

	Ericsson
	RRC signalling and UE procedures how to use the address

	LG
	Additional signalling to notify the MAC address to eNB and UE.

	HW
	Additional RRC signalling to indicate UE the WT MAC address

	Intel
	RRC signalling for the WT MAC address and corresponding UE behaviour.

	Nokia, Alcatel-Lucent Shanghai Bell
	Signalling of WT MAC address to the UE, which requires the following:
· Signalling WT MAC address from WT to eNB via XwAP
· Signalling the WT MAC address obtained via XwAP from eNB to UE via RRC.

	
	



Question 3b: What changes to RAN2 specifications are needed to support Solution 2?
	Company
	Comments

	MediaTek Inc.
	WT MAC address needs to be added as part of specification text.

	TMRND
	WT MAC address needs to specify in the specification.

	Ericsson
	sentence to state the address and UE procedures how to use the address

	LG
	Hardcoded addresses should be provided in the specification. The specification also must include strict restrictions for using the MAC address that is not globally unique.

	HW
	Same as LG

	Intel
	Multiple addresses may need to be specified as one fixed WT address may not be enough. UE procedure on how to use the address need to be specified. Further specification changes may be required to specify how to unambiguously use a MAC address if multiple values are specified.

	Qualcomm
	Agree with others on the change but then again this is a bad solution.

	Nokia, Alcatel-Lucent Shanghai Bell
	The fixed MAC address should be codified in RRC (or in Stage-2) specification.

	
	



Question 3c: What changes to RAN2 specifications are needed to support Solution 3?
	Company
	Comments

	MediaTek Inc.
	Some text to require the UE to use the MAC address obtained via authentication may need to be added

	TMRND
	Additional text to the specification on how this MAC address is obtained by the UE or WLAN AP.

	Ericsson
	UE procedures how to use the address

	LG
	No specification change to RAN2, but additional WLAN message need to be defined between UE and WLAN APs.

	HW
	Additional text on how UE obtain and use this MAC address. 

	Intel
	Additional text to the specification on how this MAC address is obtained by the UE or WLAN AP and how this is used by the UE.

	Qualcomm
	Since this is outside 3GPP scope, most likely a Note in the specification.

	Nokia, Alcatel-Lucent Shanghai Bell
	Stage-2 specification should note that the UE obtains a MAC address for the UL packets via authentication methods that are out of scope of 3GPP specifications.

	
	



Question 3d: What changes to RAN2 specifications are needed to support Solution 4?
	Company
	Comments

	MediaTek Inc.
	No change is needed.

	TMRND
	No RAN2 specification impact.

	Ericsson
	No change needed

	LG
	No change is needed.

	HW
	No change is needed

	Intel
	How the tunnel is established may need to be specified/clarified.

	Qualcomm
	Outside 3GPP scope so no impact on RAN2 specifications.

	Nokia, Alcatel-Lucent Shanghai Bell
	Stage-2 specification should note that how the APs route packets toward AP is left up to WLAN implementation.

	
	



Question 3e: What changes to RAN2 specifications are needed to support Solution 5?
	Company
	Comments

	Ericsson
	No change needed

	LG
	No change is needed.

	HW
	No change is needed

	Intel
	No changes needed in RAN2 specs, however solution 5 does not work with legacy APs and when an AP is connected to multiple WTs.

	Qualcomm
	Agree with Intel

	Nokia, Alcatel-Lucent Shanghai Bell
	Stage-2 specification should note that the EtherType is assumed to be used by the APs for routing uplink packets towards WT.

	
	



Question 3f: What changes to RAN2 specifications are needed to support Solution 6?
	Company
	Comments

	Broadcom
	No change needed

	Nokia, Alcatel-Lucent Shanghai Bell
	Stage-2 specification should note that how the APs route packets toward AP is left up to WLAN implementation.

	
	




If other solutions are identified in response to Question#1, then additional questions will be added to this section (to determine RAN2 spec. impact).
Solution preference
Companies are requested to indicate if they have a preference for any of the solutions discussed here.
Question 4: Which solution(s) should be adopted for Layer 2 routing for uplink LWA?
	Company
	Solution preference
	Comments

	MediaTek Inc.
	Solution 1 as an optional mechanism
	We think that Solution 1 can serve as an optional mechanism to indicate WT MAC address to the UE in scenarios where the WLAN AP cannot be upgraded to support EtherType based forwarding. Solution 2 is similar to Solution 1 but appears to be fairly restrictive. Solution 3 and 4 will require changes that are beyond the scope of 3GPP and are not precluded with Solution 1 as an optional mechanism.

	TMRND
	No preference
	For solution 1, we have concerns on how the eNB is able to obtain the MAC address from the WT, especially if it is not restricted to WT’s MAC address and can be any address of the network deployment [2].

	Ericsson
	Solutions with least RAN2 specification effort
	These are EtherType and Solution 4. Next preferred are Solution 2 and 3. Not preferred is Solution 1.

	LG
	Solutions With least RAN2 specification effort. (Solution 4 and 5)
	As commented in Question 2d and 2e, WLAN AP and WT may implemented as a pair for better compatibility without any specification between them. In this case, forwarding data from WLAN AP to WT has no problem with the solution 4 and solution 5.

	HW
	Solution 4/5
	We prefer solution 4/5 since this has least impact on our specification.  

	Broadcom
	Solution 6 (Solutions 1, 2, and 3 are incomplete)
	Solution 1, 2, 3, require the setup of one or more Layer 2 links as described in Solution 6.There is no other way in which a Layer 2 packet from the UE may be able to reach the WT node. So far Solutions 1, 2 and 3 are incomplete as they do not describe any mechanism through which an UL packet may be able to reach the WT node.
The description in Solution 6 covers implementations using both full Layer 2 deployment of the WLAN (WLAN AP, and all the nodes in between AP and WT act as Layer 2 bridges) as well as deployments with Layer 2 tunnel (e.g. GREoverEthernet, L2TPv3, CAPWAP, etc.) between WLAN AP and WT. From this perspective, Solution 4 describes a particular case of implementation of a L2 link using a tunnelling transport mechanism from WLAN AP to WT.
In order for solution 6 to work, the MAC address of the WT node needs to be made available to the UE. The solution to this problem has been identified and addressed since Release 11. Based on this it is our conclusion that there is no need to design an extra mechanism for providing the WT MAC address to the UE.

	HW
	Solution 4/5
	We prefer solution 4/5 since this has least impact on our specification.  

	Intel
	Solution 1
	We think the problem is real so we need a solution. Solution 2 is not flexible as it is restrictive to the hard-coded MAC address (and it is not clear how many such addresses would be hard-coded as multiple WTs can be present in the network and an AP may be connected to multiple WTs).  Solutions 3 and 4 are beyond scope of RAN2. Solution 5 does not work without upgrading the legacy APs or when an AP is connected to multiple WTs. So we think solution 1 is the best and simplest method to be standardized among the available options.

	Qualcomm
	Solution 1
	Solution 1 is obviously the optimal one based on the comments to other questions. The “specification impact” is very minor, especially considering that we are signalling one IE in order to solve a major deployment issue. 

	Nokia, Alcatel-Lucent Shanghai Bell
	Solution 2

	Solution 2 seems simplest from 3GPP viewpoint. Solution 1 is much the same, but we don’t think the flexibility is really required.




Summary
In this email discussion, opinions were solicited to discuss solutions to address the issue of UL routing from AP to WT when connected over a layer 2 link. 10 companies provided their views on possible solutions, impact of these solutions on WLAN deployments and RAN2 specifications, and expressed their preference on the presented solutions.
A total of 6 solutions were discussed. 3 companies expressed a preference for Solution 1, 4 companies preferred Solution 4/5, 1 company preferred Solution 2, 1 company preferred Solution 6, and 1 company did not have a preference. Since no single solution emerged as the consensus candidate, further online discussion is warranted.
Proposal 1: Further discussion is needed to decide which (if any) of the presented solutions can be adopted.
Nonetheless, in order to guide the discussion, it is clear that there are two major solution approaches. Solutions 1, 2, 3, and 6 require the UE to be aware of the WT’s MAC address, but differ in how the UE may acquire this information. The options suggested include RRC specification (Solution 1), hardcoding in RAN2 specifications (Solution 2), and enhancements to WLAN EAP based procedures (Solutions 3 and 6).
On the other hand, solutions 4 and 5 rely on the WLAN infrastructure to identify the type of payload (e.g., using the EtherType field) and relying entirely on the WLAN network to ensure forwarding of LWAAP packets from the WLAN AP to the WT.
In order to choose between these two solution approaches, RAN2 needs to first decide if the UE needs to be involved at all to guide forwarding of packets from the WLAN AP to the WT.
Proposal 2: RAN2 is requested to decide whether or not, the UE needs to be made aware of the WT’s MAC address.
If RAN2 decides that the UE needs to be provided with the WT’s MAC address, then further discussion is needed to down-select which solution or solutions needs to be used.
Proposal 3: If RAN2 decides that the UE needs to made aware of the WT’s MAC address, then one of the presented solutions (RRC signaling, hardcoding in specifications, or EAP enhancement) needs to be chosen.
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