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Executive Summary
(1) This contribution looks at the interface between the eNB and the WLN i.e. GTP tunnel or IP tunnel.
We conclude that the IP tunnel between the eNB and UE is not desirable for the LTE-WLAN aggregation because of the complexity. GTP tunnel should be applied.
(2) Requirements for the packet adaptation when transmitting LTE PDU over WLAN are investigated and 4 requirements are proposed
· Protocol identification for the receiving side of LTE PDU:

· Bearer identification for the receiving side of LTE PDU:

· QoS support
· MAC address resolution:
We conclude that (private) IP tunnel is required between the LTE Layer 2 and WLAN MAC as shown in the figure below. This method could support the above 4 requirements because of the following reasons.
· It is obvious that IP (as a protocol) is identified by WLAN MAC.

· There are two method to identify the bearer in the receiving side.
· The IP address is bearer specific. When the receiving side receives the IP packet with encapsulated LTE PDU, the IP address indicates to which bearer the LTE PDU is delivered.
· If the above method is complex, the bearer ID is added to the LTE PDU and then delivered to the IP layer.

· It is obvious that the IP packet is classified to Access Category by the ToS field in the IP header
· It is obvious that the MAC address is resolved from the IP address.
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1. Background
· There are potential several architectures for LTE-WLAN aggregation [1] according to the agreements in the last meeting.
	Relevant agreements in R2#89b

1
In LTE/WLAN aggregation downlink, PDCP PDUs are generated by the eNB PDCP entity and transferred to the UE PDCP entity via LTE RLC/MAC and/or the WLAN (adaptation layer, tunnelling and interface between eNB, WLAN function and UE is FFS).


· This contribution looks at these architecture and protocols for user-plane data transmission and conclude that IP header is necessarily to convey the LTE data over the WLAN.
2. Overview of agreed architecture
· According to agreement 1, PDCP PDUs are generated by the eNB PDCP entity and transferred to the UE PDCP entity via RLC/MAC (at the eNB) and the WLAN. This is the case of split bearer.
· In addition, PDCP PDUs are generated by the eNB PDCP entity and transferred to the UE PDCP entity via RLC/MAC (at the eNB) or WLAN. This is the case of LTE bearer or WLAN bearer.
· As in Fig.1, there are possible 3 architectures for the adaptation. Among them, which architecture should be supported needs to be discussed. In addition, what function the adaptation should support needs to be discussed. We look at these discussion points in this contribution.
	The discussion points for architecture decision

1
The tunnel selection between GTP tunnel and IP tunnel.

2
Requirements of the adaptation for LTE PDU over WLAN MAC.
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Fig.1: Overview of currently agreed architecture
3. GTP tunnel or IP tunnel
· Aligning with DC Architectures 2C and 3C, the baseline should be GTP tunnel. So here we show our view on the IP tunnel deployment between eNB and the UE.
· ( There was some arguments in the last meeting that there is no native support of PDCP PDU over IP. It means what value is set to the Protocol field in the IP header. However, when private values can be used, there are no issues (e.g. 61: any host internal protocol, 63: any local network, and 91: any private encryption scheme, See Protocol Numbers assigned by IANA).
· ( The IP layer needs to be implemented in AS layer of the eNB. The IP address is exposed to the UE by which the security risk needs to be seriously considered against attackers.
· ( There was some arguments in the last meeting that the mobility between WLAN APs would remain transparent to the eNB. However, the mobility should be fully controlled by the eNB to identify the AP the UE is connecting to by which the eNB controls the LTE-WLAN aggregation.
· As such, we see that C-plane impact (security and mobility) is not negligible, which leads the following conclusion.
Proposal 1: The IP tunnel solution should be de-prioritized to complete this work item since it has C-plane impacts which should be carefully addressed.

4. Adaptation of LTE PDU over WLAN
· Let us look at how packets are transmitted over the WLAN as in Fig.2. The following figure shows how the “Data” is transmitted over the WLAN (See details in [2] and other IEEE specifications).
· When IP packet is transmitted over WLAN, PID (Protocol ID) field in SNAP extension header is set to 0x0800 to identify that the payload includes IP packet. The value is defined as EtherType [3].
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Fig.2: WLAN frame format
· Considering this method, the adaptation should meet the following requirements.
4.1.  Requirement of the adaptation for LTE PDU over WLAN
(1) Protocol identification

· When transmitting LTE PDU over WLAN, the following issues are naturally raised.
· There is no assigned EtherType value for LTE PDU transmission over WLAN. This is required for the receiving side to identify to which upper layer the packet is delivered.

· It seems straightforward that 3GPP will apply for the new EtherType to IEEE. However, we should work out if there is another method which doesn’t need the new value of EtherType.
Proposal 2: Protocol identification is required so that the receiving side can properly deliver the received WLAN PDU to the LTE layer 2.
(2) Bearer identification

· Another issue is to consider the behaviour of the receiving side.
· There is no mean for the LTE MAC of receiving side to identify to which bearer the LTE PDU belongs after receiving it from the WLAN MAC layer.

· It seems straightforward that the bearer ID (which is corresponding LCID) is added to the LTE PDU in a new header. However, we should work out if there is another method which doesn’t need the bearer ID addition. One of method is shown later in this contribution.
Proposal 3: Bearer identification is required so that the receiving side can properly deliver the received WLAN PDU to the corresponding proper LTE bearer.
(3) QoS support

· IEEE802.11e standard is an outstanding specification among WLAN standards. This standard is supporting QoS provisioning over WLAN as in Fig.3.
· The incoming packets are classified into 4 QoS classes which is referred as Access Category.

· QoS classification is performed based on e.g. ToS (Type of Service) value in Precedence field of IP header. So if there are no IP header, QoS provisioning is impossible.
· The QoS provisioning is important to guarantee the service quality. For example, as we discussed in the DC, the transmission rate shouldn’t exceed the UE AMBR.
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Fig.3: QoS provisioning based on Access Category in IEEE802.11e
· With these discussions, how to classify AC and the how to guarantee UE AMBR should be taken into account.
Proposal 4: The LTE QoS level is required to be visible to the WLAN MAC so that WLAN MAC can perform the Access Category classification according to IEEE802.11e standard.
(4) MAC address resolution
· The IP address to the MAC address resolution is important. Specifically, when the LTE PDU arrives at the WLAN MAC, how the MAC address of the receiver is identified. Fig.4 shows an example.
· Normally, ARP (Address Resolution Protocol) is used for the MAC address resolution. This could be reused.
· Alternatively, the MAC address is exchanged by RRC signalling in such a way that the UE informs the eNB of the MAC address when LTE-WLAN is configured and activated.
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Fig.4: MAC address resolution
Proposal 5: The MAC address resolution is required to deliver the LTE PDU to the receiver.
4.2. Proposed structure of the adaptation
· Considering the above 4 requirements, we propose that the adaptation should be realised by IP layer i.e. (private address) IP tunnelling between WLAN and the UE is required. Specifically, the LTE PDU is encapsulated by the IP layer and delivered to the WLAN MAC. The reasons are explained.
· (1) Protocol identification

The PDI field in the SNAP header is set to 0x0800. As such, there is no need to assign a new EtherType for the LTE-WLAN aggregation.

· (2) Bearer identification

The bearer identification is possible in such a way that Bearer ID and (private) IP address has one-to-one mapping i.e. the IP address could be bearer specific. The mapping is configured by RRC. Therefore, there is no need to add the Bearer ID to the LTE PDU. See details in Annex.
If this method is complex, an alternative method is that the bearer ID is added to the LTE PDU in a new header and then delivered to the IP layer. In any case, IP tunnel is still required.
· (3) QoS support

The AC classification is typically performed based on ToS field in the IP header. As in the DC, WLN is configured with the bearer context for the LTE-WLAN aggregation including QCI of the concerned bearer. Based on the QCI, the ToS field can be set to the IP header by which the AC classification becomes possible in WLAN MAC.
· (4) MAC address resolution
It is obvious that the ARP can work for the MAC address resolution. Note that the RRC-based MAC address resolution can also work.

· With these discussions, we conclude that the IP tunnelling (based on private IP address) between WLN and UE should be adopted in the LTE-WLAN aggregation.
Proposal 6: To meet the above proposed requirements, IP tunnelling (based on private IP address) between WLN and UE should be adopted in LTE-WLAN aggregation.
Proposal 7: In Proposal 6, RAN2 is asked to discuss if Bearer ID of the LTE PDU could be identified by (private) IP address or Bearer ID is added to PDCP PDU.
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Fig.5: Desired UP architecture
5. Conclusion

Proposal 1: The IP tunnel solution should be de-prioritized to complete this work item since it has C-plane impacts which should be carefully addressed.

Proposal 2: Protocol identification is required so that the receiving side can properly deliver the received WLAN PDU to the LTE layer 2.

Proposal 3: Bearer identification is required so that the receiving side can properly deliver the received WLAN PDU to the corresponding proper LTE bearer.
Proposal 4: The LTE QoS level is required to be visible to the WLAN MAC so that WLAN MAC can perform the Access Category classification according to IEEE802.11e standard.

Proposal 5: The MAC address resolution is required to deliver the LTE PDU to the receiver.

Proposal 6: To meet the above proposed requirements, IP tunnelling (based on private IP address) between WLN and UE should be adopted in LTE-WLAN aggregation.
Proposal 7: In Proposal 6, RAN2 is asked to discuss if Bearer ID of the LTE PDU could be identified by (private) IP address or Bearer ID is added to PDCP PDU.
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Annex (IP header setting)

· This Annex shows how the IP header field is configured and added to LTE PDU.
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Fig. 6: IP header setting for each bearer
· How to set the each field in the IP header is shown here. The ToS setting and Destination Address setting is important for the AC classification and bearer identification, respectively. One of most important finding here is that Bearer ID addition to the LTE PDU is avoided.
	Version
	Set IPv4 or IPv6 depending on which version the IP tunnel uses.

	IHL
	Set the total length of the IP header.

	ToS
	Set the ToS value depending on the associated QCI of the bearer. Note that QCI value is informed to the WLAN side likewise dual connectivity.

	Total Length
	Set the total length of the IP packet.

	Identification
	Set any value considering the IP fragmentation.

	Flags
	Set 0, 1, or 2 depending on the IP fragmentation status.

	Fragment Offset
	Set the location of the fragmented IP packet in the original IP packet.

	Time to Live
	Set any value depending on the latency requirement.

	Protocol
	Set any private values because there is no corresponding value to the LTE PDU. For example 99 (any private encryption scheme) could be set.

	Header Checksum
	Set the checksum result.

	Source Address
	Set the IP address of the WLN (for DL) or UE (for UL).

	Destination Address
	Set the IP address corresponding to the bearer, by which the receiving side delivers the IP packet to the corresponding LTE bearer.
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