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1. Introduction
In last meeting, the following agreements were reached on the discovery message, but there are still some open issues left.
	1. It is possible for UEs to receive D2D discovery message while being IDLE and CONNECTED.

2. If the UE cannot interpret (in AS or higher layers) the received D2D discovery message it may or may not establish an RRC Connection in order to verify the content e.g. with an application server. 

3. No need to distinguish PUSH and PULL model on Access Stratum. (We assume that a mechanism to trigger transmission of a D2D discovery message upon reception of another D2D discovery message can be realized by higher layers if a need is identified (up to SA2 to discuss))

4. We do not distinguish open and restricted discovery on access stratum level. 


This contribution gives our analysis on two open issues about discovery message delivery:
1) Necessity on the RAN level identity;

2) User plane protocol stacks.

2. Discussion
2.1. Necessity on RAN level identity
The analysis is given from two aspects: the requirement from higher layer and the requirement from RAN itself.
1) Requirement from higher layer

ProSe identity is the only concerned identity in discovery message provided by higher layer. There are several solutions for ProSe identity given in TS23.703 and listed in Table-1.
Table-1 Solutions for ProSe Identity in SA

	Solution
	Prose identity related description
	Note

	Solution I1: Solution for ProSe Identifiers for Public Safety Mission Critical Applications using direct discovery
	ProSe identifiers used over-the-air during ProSe direct Discovery can be seen as bit strings of limited maximum length
	Bit string, invisible to RAN.

	Solution I2: ProSe Identities
	It is assumed that there is a unique user application-layer identity per ProSe-enabled application.
	Related to application, not related to RAN

	Solution I3: Retrieval of ProSe Identity
	This solution assumes that there is a unique ProSe identity which has one to one mapping with IMSI for each user subscribing to ProSe service.
	1:1 mapped to IMSI, not related to RAN.

	Solution I4: ProSe Identities for ProSe service
	ProSe discovery code is used by the announcing UE to indicate the service/application, application user identity in ProSe direct discovery process.
	ProSe identity is related to application, not related to RAN.

	Solution I5: Solution with ProSe UE Identifiers targeted towards Public Safety applications
	Type 1 ProSe sub-identifier is associated to a special UE, assigned/re-assigned by the operator;

Type 2 ProSe sub-identifier identifies an application context at the UE, and the content is set and controlled in UE’s application layer.
	Assigned by operator and controlled by application, not related to RAN.

	Solution I6: ProSe Application Identities allocated using application layer mechanisms
	ProSe Application Identifiers used for direct discovery are named "expression codes"
	Related to application, not related to RAN.

	Solution I7: Random and Temporary ProSe Identity
	A ProSe enabled UE gets a randomly selected temporary ProSe Identity along with associated expiration time for a permanent identity by contacting an authorized network node, i.e. ProSe Function in case of in coverage.
	Allocated by ProSe Function, not related to RAN.

	Solution I8: Application-defined ProSe Application ID and system provided ProSe UE ID
	Normal MM procedures are used to manage the ProSe UE ID assignment (attach) and management (tracking area update)
	Managed by NAS procedure, not related to RAN.

	Solution I9: Registration for ProSe services by using a 3GPP assigned ProSe Identity
	Opt 1: ProSe identity derived from IMSI
Opt 2: The ProSe Function maintains a mapping between ProSe Identities and the permanent 3GPP UE identity (i.e. IMSI)
	Related to IMSI, not related to RAN.


It is obvious that the ProSe identity carried in the discovery message is not allocated/management in RAN for all possible solutions. Hence there is no requirement on RAN to provide any identity of discovery message to upper layer.
Proposal 1: RAN does not need to provide any discovery related identity to upper layer.
2) Requirement from RAN
The difference of introducing RAN level identity or not is described in Figure-1. Without RAN level identity, RAN only provides the discovery message delivery service and upper layer is responsible for message recognition (opt 1 in Figure-1); with RAN level identity, beside the message delivery, RAN can recognize the message and forward the interested message to upper layer (opt 2 in Figure-1).
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Figure-1 Discovery message recognition
Comparing the two options, both options can work well. 
· Considering the RAN impact, it is obvious that Opt 1 is simple, since in Opt 2 it has to consider how to configure the RAN level identity and how to establish the mapping relationship with ProSe identity;
· Considering the UE’s power saving, since Opt 2 can recognize the message earlier, the power of processing the uninterested message can be saved. But the power saving level would be different if the recognition function is in different AS layers.
· If it is in L2, i.e. RAN level ID carried in MAC PDU, only the power of L2 processing (i.e. MAC PDU decoding) is saved, and the benefit is limited;

· If it is in L1, i.e. scrambling code or synchronization sequence derived from RAN level identity, the power of both L1 (i.e. L1 descrambling/decoding) and L2 (i.e. MAC PDU decoding) processing is saved, and the benefit is significant.  
Regarding the impact on RAN the power saving due to message recognition in L1, whether to introduce RAN level identity is dependent on whether L1 needs to recognize UE’s interested message.
Proposal 2: There is no need to introduce RAN level identity in L2.
Proposal 3: Whether to introduce RAN level identity is dependent on whether L1 needs to recognize UE’s interested discovery message.

2.2. User plane protocol stacks
User plane protocol stack includes PDCP, RLC and MAC.

1） PDCP

The main function of PDCP includes header (de)compression, (de)ciphering and integration. Since discovery message is not an IP packet with small payload, PDCP header (de)compression is not needed. Since the security issue is up to SA3 decision, security related function should be assumed to be not applicable

Proposal 4: It is proposed to assume PDCP is not applicable for discovery message delivery unless SA3 requires RAN level security. 
2） RLC

There are three RLC modes: UM/TM/AM. AM mode is not appropriate since there is no feedback for the discovery message transmission; UM mode is not needed since discovery message is in fixed length and transmitted in one TTI. Hence, TM mode is applicable.
Proposal 5: RLC TM mode is used for discovery message delivery.
3） MAC

The main function of MAC is the mapping between logical channel and transport channel, and HARQ function. 
· HARQ function: HARQ feedback is not needed; 
· Mapping between logical channel and transport channel: according to RAN1’s discussion, all transmission resources are the same size, and one discovery message size (i.e. 104 bits) is assumed to be transmitted in one resources. That means RAN1 assumes one discovery message is transmitted in one transmission resource. In addition, due to the multiple discovery message transmission in one TTI would request UE having much higher UL Tx capability and supporting parallel resource selection procedures, it would bring extra complexity to D2D UEs and not good to develop D2D UE earlier. Hence, it should be assumed that one UE only transmits one discovery message in one TTI. According to the SA’s discussion, both UE level or application level discovery message are possible, for UE level case, there is only one message generated from upper layer; for application level case, there could be more than one application requires to generate discovery message simultaneously, but it can be controlled by upper layer to generate/deliver the discovery message once in one time. Hence, in MAC, there is a unique logical channel and a unique traffic channel for discovery message delivery and the mapping is 1:1. For the transmitter, only one MAC PDU is generated from one MAC SDU and delivered to L1 in one TTI; for the receiver, it is possible for UE to receive more than one MAC PDU in one TTI and deliver the MAC SDUs to RLC.
Proposal 6: No HARQ feedback is used for D2D discovery.
Proposal 7: Only one MAC PDU including one MAC SDU (i.e. discovery message) is delivered to L1 in one TTI.

Proposal 8: MAC should support to receive more than one MAC PDU from L1 in one TTI.
3. Conclusion

According to the analysis in section 2, it is proposed:
Proposal 1: RAN does not need to provide any discovery related identity to upper layer.

Proposal 2: There is no need to introduce RAN level identity in L2.
Proposal 3: Whether to introduce RAN level identity is dependent on whether L1 needs to recognize UE’s interested discovery message.

Proposal 4: It is proposed to assume PDCP is not applicable for discovery message delivery unless SA3 requires RAN level security. 

Proposal 5: RLC TM mode is used for discovery message delivery.

Proposal 6: No HARQ feedback is used for D2D discovery.
Proposal 7: Only one MAC PDU including one MAC SDU (i.e. discovery message) is delivered to L1 in one TTI.

Proposal 8: MAC should support to receive more than one MAC PDU from L1 in one TTI.
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