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1. Introduction
In the RAN#61 meeting, it is decided to extend the SI until December 2013 as RAN2 failed to narrow down the solution for the WI. Even after that, again, RAN2 was not able to make a real progress in the RAN2#83bis.  
In this contribution, instead of insisting which solution is better or worse than others, we try to evaluate which parameters would be required for the traffic steering, and discuss how to provide them to UE.
2. Discussion
2.1 Required parameters
Table 1 shows required parameters for traffic steering, regardless of the RAN solution. Each row of the table shows the required parameters (in a high level; RAN2 did not discuss the details yet) for the traffic steering, and the column divides into the scenarios: with and without ANDSF. Note that the traffic cannot be steered if any of listed parameters missing, and therefore UE must obtain all the parameters listed below from somewhere.
Table 1 Required parameters for the traffic steering (black: available; red: not available)
	Scenarios

Required parameters
	From where does UE obtain the parameters?

	
	with ANDSF
	without ANDSF

	1
	Offload granularity
(e.g. UE/APN/bearer/IP)
	ANDSF
	RAN

	2
	Target WLAN identifiers
(e.g. SSID)
	ANDSF
	RAN

	3
	Routing criteria and rule:
RAN/WLAN-related parameters
 and corresponding rules
	RAN/ANDSF
	RAN


So far, RAN2 focuses and debates extensively especially on the 3rd issue: routing criteria and rule, by dividing into three RAN solutions without any real progress. In this paper, however, we would like to discuss on the other “essential” parameters: (1) Offload granularity and (2) Target WLAN identifiers.

2.2 Offload granularity
In the RAN2#83bis meeting, RAN2 discussed on the offload granularity issue, but only decided to send an LS to SA2 for asking which level of granularity would be feasible in Rel-12. But, anyhow, the RAN must provide information of the offload granularity to UE if RAN2 considers the case ‘without ANDSF’.
While waiting the response from SA2, we can consider following parameters to be transmitted from the RAN for the case of ‘without ANDSF’.  (Of course, the feasibility of this scenario is not confirmed yet.)
· Type of offload granularity

· E.g. either (per-UE
/)APN/bearer/IP flows
· Corresponding detailed information according to the Type of offload granularity
· E.g. specific APN, bearer, IP flows information
Note that, as described in our paper [1], the bearer level of steering is not supported with existing protocols. For instance, UEs supporting MAPCON (either in trusted network or untrusted network) requires APN information, and UEs supporting IFOM requires specific IP flow information to utilize existing protocols (e.g. SaMOG/IKEv2) for the binding update (i.e. for steering the traffic at the PDN-GW). Hence, UE requires either APN or IP flow information for the traffic steering if it supports either MAPCON or IFOM, or both.

Observation: UE requires either offloadable APN or IP flow information for the traffic steering.
If RAN can provide either APN or IP flow information directly (by the way, this information is not available in the RAN with current specification), UE can utilize the information (as it is), and can put it to the message of existing protocol (e.g. SaMOG/IKEv2). Note that RAN2 does not know whether it is feasible for RAN to deliver either APN or IP flow information to the UE, and RAN2 may need to get consult from SA2. Also, RAN needs to know whether UE supports MAPCON or IFOM so that RAN provides relevant information to the UE, i.e. offloadable APN to the MAPCON-capable UE, and offloadable IP flow to the IFOM-capable UE.
Proposal 1: If RAN2 considers for RAN to provide offloadable APN/IP flow information, the 3GPP specification will provide clear means for RAN to obtain APN or IP flow information from some entity (e.g. MME, O&M server, etc).
On the contrary, if RAN cannot provide either APN or IP flow information (because of difficulty to obtain those information), but only provide offloadable bearer information (which RAN only knows with the current specifications), UE must have a capability to translate the bearer information to the corresponding APN or IP flows for operating with the existing protocol (i.e. SaMOG/IKEv2). Note that if we consider the translation from bearer to either APN or IP flow information, it must be clearly defined in the specification, and also RAN should have enough information to trigger traffic steering for preventing UE DETACH problem. For instance, based on the current specification, RAN does not know the APN information of a UE, and a UE could have multiple bearers with different QCIs, but all bearers are belonging to the same APN. In this case, if RAN commands a specific bearer to offload, and a UE tries to offload all the bearers belonging to the same APN of the bearer, the UE may be detached from the 3GPP network as no APN connection is left to the 3GPP network. Hence, in this approach, the network should provide corresponding APN information of the bearer to the UE clearly, and also RAN should know the APN information of the UE so that UE does not detach. Furthermore, RAN should know/determine which bearer is offloadable (e.g. the offloadability of the bearer is marked by other entity (e.g. MME), or RAN itself determines by using e.g. QCI value), but this also requires other WGs’ help.
Proposal 2: If RAN2 considers for RAN to provide offloadable bearer information, the 3GPP specification will provide clear means to derive from the bearer information to the APN or IP flow information (e.g. by including APN or IP flow information per bearer explicitly, and do not leave it as UE implementation).
2.3 Target WLAN identifiers
It is obvious that UE should have the target WLAN identifiers, such as SSID, HESSID, for the traffic steering to the WLAN. We may consider the scenario that other entity (e.g. O&M server) configures the target WLAN identifiers to the UE, but this approach would require additional client and protocol in the UE, and would not be acceptable to some UE vendors and operators.
Hence, the only possible/acceptable way would be that RAN provides the information of target WLAN identifiers if RAN2 considers the case ‘without ANDSF’. If then, network vendors and/or operators should have specific means to configure the target WLAN identifiers to each eNB unless they are okay to use a proprietary way to configure it.
Proposal 3: If RAN2 considers for RAN to provide target WLAN identifiers, it should be confirmed from network vendors and operators whether additional mechanism in the 3GPP specifications would be required to configure the target WLAN identifiers to each eNB.
3. Conclusion
Observation: UE requires either offloadable APN or IP flow information for the traffic steering.

Proposal 1: If RAN2 considers for RAN to provide offloadable APN/IP flow information, the 3GPP specification will provide clear means for RAN to obtain APN or IP flow information from some entity (e.g. MME, O&M server, etc).

Proposal 2: If RAN2 considers for RAN to provide offloadable bearer information, the 3GPP specification will provide clear means to derive from the bearer information to the APN or IP flow information (e.g. by including APN or IP flow information per bearer explicitly, and do not leave it as UE implementation).
Proposal 3: If RAN2 considers for RAN to provide target WLAN identifiers, it should be confirmed from network vendors and operators whether additional mechanism in the 3GPP specifications would be required to configure the target WLAN identifiers to each eNB.
4. References
[1] R2-133233: CN impacts of RAN2 solutions for WLAN/3GPP interworking , Samsung, October 2013
� If RAN2 can narrow down among the options, this information can be omitted.


� Per-UE may need to be excluded to prevent UE to detach from the 3GPP network.





