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1 Introduction
At RAN2#83bis meeting, RAN2 discussed the Study Item “Smart Congestion Mitigation in E-UTRAN”. “MMTEL voice prioritization in case of congestion” was identified as the key issue and the candidate solutions are under evaluation by email. In this contribution, we will discuss another issue - congestion mitigation in RRC_CONNECTED (PMOC).
2 Discussion
2.1 Requirements
The current trend, where a high number of smart phones in the network is "always on" (RRC_CONNECTED), makes access control less effective, since the Access Class Barring mechanism is only applicable to RRC_IDLE. In order to solve this issue, SA1 specified the following requirement for PMOC (Prevention of mobile-originating signalling and/or data traffic of UE in connected mode, which is captured in section 4.6 of TS 22.011 [1]):
The network shall be able to control the behavior of UEs in E-UTRAN in connected mode to prevent mobile originating signalling and/or data traffic, while the access barring mechanisms specified under Clause 4.3 are being applied to UEs in idle mode.

The above PMOC requirement is a bit general and several aspects are not clear, e.g. whether the request for the establishment of new services should be prioritized over the data traffics of the already established services, whether RRC/NAS signalling should be prioritized over normal data, and whether L1 signalling (such as CSI report and HARQ feedback) and L2 signalling (such as BSR, PHR and RLC status report) should be prioritized over normal data. It is also not clear how PMOC should deal with an ongoing transmission, and how PMOC should deal with the mobile terminating signaling/data traffic since they might cause subsequent uplink signalling. Further, it is not clear what the granularity of the access control should be.

Proposal 1: Clarify the PMOC requirements first.
2.2 Scenarios

Congestion may occur at several network nodes, which might demand different solutions for congestion mitigation in RRC_CONNECTED. There are four possible network congestion scenarios, i.e. eNB congestion, MME congestion, S-GW congestion and IMS node congestion, as illustrated below.
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Scenario 1: eNB congestion


Scenario 2: MME congestion
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Scenario 3: S-GW congestion


Scenario 4: IMS node congestion
SSAC functionality in RRC_IDLE was introduced in Rel-9 to protect IMS nodes from congestion by massive MMTEL accesses. At RAN2#83 meeting, SSAC functionality was made applicable also in RRC_CONNECTED. Therefore, it is not necessary to further consider the IMS node congestion scenario. For other 3 congestion scenarios, it is unclear which one (or all of them) should be considered in PMOC, and clarification is needed before further evaluating potential solutions.
Proposal 2: Clarify which congestion scenario(s) should be considered in PMOC.
2.3 Possible solutions
In [2], several possible solutions for congestion mitigation in RRC_CONNECTED are mentioned, including:

1) Extended ACB solution. With this solution, the existing ACB scheme in RRC_IDLE will be extended to RRC_CONNECTED, and UEs in RRC_CONNECTED will perform ACB check before random access or SR transmission.

2) Enhanced RA/SR solution. With this solution, service type/priority information is piggybacked in Msg1, Msg3 or SR, thus allowing the eNB to perform appropriate access control.
3) Higher layer (NAS or application layer) solution. With this solution, higher layers perform the access control and only deliver the prioritized services to lower layers (i.e. PDCP/RRC).
Depending on the specific solution, several issues need to be considered first, e.g. the identification of the type/purpose/priority for each uplink data packet, the UE modeling and across-layer interaction, etc. On the other hand, a work-around solution could be considered which will only have minor or even no impacts to the current specification. With the work-around solution, in case of network congestion, eNB could choose to selectively release the RRC connection of some connected mode UEs according to the user priority and QoS information. After the RRC connection is released, it will be up to the current Access Class Barring mechanism in RRC_IDLE to control the potential subsequent accesses.
Proposal 3: For PMOC, RAN2 should first discuss whether a work-around solution is sufficient, i.e. release the RRC connection for connected mode UEs according to the user priority and QoS information and then leave to the current Access Class Barring mechanism to control the potential subsequent accesses.
3 Conclusion

In this contribution, we discussed the congestion mitigation in RRC_CONNECTED (PMOC). RAN2 is respectfully asked to discuss and agree on the following proposals:
Proposal 1: Clarify the PMOC requirements first.
Proposal 2: Clarify which congestion scenario(s) should be considered in PMOC.
Proposal 3: For PMOC, RAN2 should first discuss whether a work-around solution is sufficient, i.e. release the RRC connection for connected mode UEs according to the user priority and QoS information and then leave to the current Access Class Barring mechanism to control the potential subsequent accesses.
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