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1. Introduction

In RAN2# 75 [1], RAN2 had agreed that “autonomous denial without limitations is not acceptable”. Furthermore, two additional agreements were achieved in RAN2#76 as follows [2]:

	Agreements
1. Autonomous denial can be considered as solution for rare cases if other solutions cannot be used
2. Additional restriction and methods to reduce the impact of the network will be discussed.


Based the agreements, the Chairman listed three questions in the draft proposed agenda in [3]:

· Q1: Restriction for when to apply autonomous denial of LTE transmission/reception?

· Q2: How to specify?
· Q3: Additional information by network or UE?

In this contribution, we will focus on the autonomous denial applied on the LTE radio (i.e., deny the LTE UL transmission autonomously to protect the ISM reception), and the discussion is carried out based on those questions. 
2. Q1: Restriction for when to apply autonomous denial of LTE transmission/reception? 
From [3], we can notice that the autonomous denial on the LTE radio is used to protect critical ISM reception (i.e., some events during BT/WiFi connection-setup or other important signaling). Thus, the implementation of the autonomous denial can be discussed based on two cases:
Case A: Less important UL transmission on LTE radio vs. important DL reception on ISM radio 

Case B: Important UL transmission on LTE radio vs. important DL reception on ISM radio 

Obviously, for Case A, the autonomous denial can be applied on LTE radio to protect the important DL reception on ISM radio. However, for Case B, since both radios have important data, some restrictions should be defined to determine which data should be protected first. In our understanding, RAN2 aims at defining specification to guarantee the performance LTE radio. Thus, when there is importance conflict between LTE radio and ISM radio (e.g., Case B), protecting data on the LTE radio should have the highest priority. 
Proposal 1: Restriction for when to apply autonomous denial of LTE transmission should be defined based on the importance of the LTE data, i.e., the important LTE transmission should be protected with high priority.     

3. Q2: How to specify?
According to Proposal 1, to answer Q2, the key point of implementing autonomous denial is to determine the importance of the LTE data. The following UL data is considered:
1) dedicated signaling (i.e., RRC signaling)
The usage of dedicated signaling is known by the UE. Thus, the importance can be determined by UE. For example, when the measurement report is triggered by event A3, such signaling is important since delaying it by the autonomous denial may cause failed handover. On the other hand, if the UL signaling is the RRCConnectionReestablishmentComplete, it can be delayed by the autonomous denial since such message is just a confirmation to the eNB that the procedure of the RRC connection re-establishment is finished. Thus, we propose 

Proposal 2: If the UL transmission is the dedicated signaling (i.e., RRC signaling), the implementation of the autonomous denial can be determined by the UE. 
2) UL application layer data with different QoS requirement (e.g., delay, packet loss rate)

For UL data, the importance is based on the QoS requirement. Moreover, the satisfaction of QoS requirement is determined by the traffic status of eNB and the scheduling policy applied. Thus, the eNB is the best entity to evaluate the impact of the autonomous denial on QoS level (i.e., eNB can evaluate whether the retransmission caused by the autonomous denial can degrade the QoS level or not). If the impact is unacceptable, the eNB can restrict that the autonomous denial on the LTE radio can be only applied when UL application layer data has low QoS requirement. In practice, the eNB has assigned different logical channel priorities to different data based on QoS requirement information (e.g., the parameters defined in E-RAB Level QoS Parameters [4]), and an increasing priority value indicates a lower priority level. Thus, we propose 
Proposal 3: The eNB can signal that the UL application layer data with logical channel priority smaller than certain value should not be denied autonomously. 

3) UL ACK/NACK

When UL ACKs/NACKs are bundled, several DL data retransmissions would appear if the corresponding bundled ACKs/NACKs are denied autonomously. Similar to UL application layer data, the eNB can evaluate the impact on the QoS level, which is caused by not protecting UL ACK/NACK, according to, e.g., the occurrence frequency of the bundled ACKs/NACKs and the number of bundled ACKs/NACKs. If the impact is unacceptable, we propose  
Proposal 4: The eNB can signal that the UL transmission with certain number of bundled ACKs/NACKs should not be denied autonomously.

4. Q3: Additional information by network or UE?

From the analysis in Section 3, we can notice that denying critical dedicated signaling (i.e., RRC signaling) can be determined by UE, while whether the UL application layer data with different QoS requirement and the UL ACKs/NACKs are deniable or not is evaluated by the eNB based on its own evaluation. Thus, we propose

Proposal 5: Additional information from the UE may be unnecessary.    
4
Conclusion

In this contribution, we discuss three questions proposed by the chairman and proposed that:
Proposal 1: Restriction for when to apply autonomous denial of LTE transmission should be defined based on the importance of the LTE data, i.e., the important LTE transmission should be protected with high priority.
Proposal 2: If the UL transmission is the critical dedicated signaling (i.e., RRC signaling), the implementation of the autonomous denial can be determined by the UE.
Proposal 3: The eNB can signal that the UL application layer data with logical channel priority smaller than certain value should not be denied autonomously.
Proposal 4: The eNB can signal that the UL transmission with certain number of bundled ACKs/NACKs should not be denied autonomously.
Proposal 5: Additional information from the UE may be unnecessary.
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