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1
Introduction 
A new WI proposal [1] to specify Extended Access Barring (EAB) mechanisms for RAN overload control had been approved in RAN#53 meeting. One of the most important issues is to specify the mechanisms for EAB information update and acquisition. In order to ensure that the network can react fast enough to prevent overload in critical scenarios, different alternatives for EAB information update and acquisition could be considered. In this document, we try to make a comparison between these alternatives and give our views, especially for LTE.
2 Discussion

2.1 System Information Update for EAB
It is specified in [2] that EAB is a method for the network to selectively control access attempts from ‘UEs configured for EAB’ in order to prevent overload of the access network and/or the core network, without the need to introduce any new Access Classes. In case of congestion, the network could restrict access from UEs configured for EAB while permitting access from other UEs. The UEs configured for EAB are considered more tolerant to access restrictions than other UEs, e.g. MTC devices. When the network determines that it is appropriate to apply EAB, it broadcasts necessary information on the BCCH to provide EAB control for UEs. However, based on the following two reasons, it is not desirable to use the traditional SIB update and acquisition mechanisms for EAB.
1. In the current LTE specification, modifications to most of SIBs are currently allowed only at a Modification Period (MP) boundary. Considering the power saving for UEs, generally it can be expected that the MP will be set to several seconds in the real systems. However, a large amount of MTC devices may access the network in a highly synchronized manner in some extreme scenarios, e.g. after a power outage. If EAB information update and acquisition are based on the traditional SIB update and acquisition mechanisms, it is difficult to adapt access control strategy fast to a sudden surge of accesses from MTC devices due to the long SIB modification period. Once overload of access network happens, the H2H UEs’ access will be impacted and H2H UEs’ experience will be degraded. 
2. In the current LTE specification, a UE verifies that the stored system information remains valid by either checking systemInfoValueTag in SIB1 or checking systemInfoModification indication in paging messages. Once a UE receives notification of system information change, it considers all SIBs to be invalid. Hence, if EAB information update and acquisition are based on the traditional SIB update and acquisition mechanisms, it causes the UEs not configured for EAB to re-acquire the system information unnecessarily. UE operations may be restricted until UE has re-acquired the most essential system information, especially in RRC_CONNECTED state. 
Proposal 1: Modifications to EAB information shall not be restricted at a MP boundary only.
Proposal 2: E-UTRAN shall not update systemInfoValueTag and shall not include the systemInfoModification within paging messages in case of EAB information change.
2.2 Fast EAB Update Solutions
In order to ensure that the network can react fast enough to prevent overload in critical scenarios, it is desirable that the network can modify EAB information at any occurrence of the SIB which accommodates EAB information. The problem is how to inform the UEs configured for EAB about the modification. Some possible alternatives for the UEs to acquire the latest EAB information had been discussed in [3]-[9]. They can be summarized as below.
Alternative 1: ETWS-like solution for EAB
The network notifies the UEs configured for EAB of an EAB information change through paging messages, such as ETWS notification. When a UE obtains the EAB change notification through paging, it shall immediately acquire the EAB SIB to get the latest EAB information without the restriction of the MP boundary.
Alternative 2: UEs always acquire the latest EAB information before random access 
The network modifies the EAB information without notification. When a UE configured for EAB wants to initiate a Mobile Originating access attempt, the UE shall acquire the EAB SIB to get the latest EAB information before performing random access procedure.
Through using the above two alternatives, the network can adjust access control strategy fast to prevent a sudden surge of accesses resulting in overload. However, using the above two alternatives will give rise to further problems as follows. 

Drawbacks of Alternative 1:
1. In the current LTE specification, it is difficult to find free PF/POs (paging frames/occasions) dedicated for the UEs configured for EAB. When the network notifies the UEs configured for EAB of an EAB information change through paging messages, it causes other UEs which have the same PF/POs to receive the paging messages (with EAB change notification) unnecessarily. Besides, not all UEs configured for EAB want to initiate Mobile Originating access attempts while the UEs receive the EAB change notification through paging. The Alternative 1 causes those UEs to acquire the EAB SIB unnecessarily.
2. Since EAB information may need to be changed frequently based on the load of random access attempts, the paging load raised from EAB modification may significantly increase. An increased amount of paging messages also has an impact on the devices power consumption due to frequent SIB acquisition for EAB.
Drawbacks of Alternative 2:
1. In most cases, SIB acquisition for EAB is unnecessary because EAB is only enabled for some rare cases (e.g., power outage). The Alternative 2 increases the UE power consumption due to unnecessary SIB acquisition for EAB. By contrast, a normal UE reads SIB infrequently because it is possible the stored system information remains valid within 3 hours.

2. The Alternative 2 may cause that the UEs configured for EAB access the network almost simultaneously even when their initial access attempts were randomly distributed. For example, in case of EAB disabled, the UEs configured for EAB access the network almost simultaneously when they acquire SIB1 and the schedulingInfoList contained in SIB1 indicates that the SIB which accommodates EAB information is not present. In case of EAB enabled, the UEs configured for EAB access the network almost simultaneously when they acquire the EAB information and pass through EAB.
Since the latest EAB information notified actively by network (i.e., Alternative 1) or acquired actively by UE (i.e., Alternative 2) has above drawbacks, we propose another potential solution as following.
Alternative 3: EAB change notification in random access response (RAR) message
The network modifies the EAB information without notification. When a UE configured for EAB wants to initiate a Mobile Originating access attempt, the UE always assumes the EAB is disabled and sends a preamble for random access directly. When an eNB receives the preamble, the eNB replies a RAR message to the UE and uses a reserved bit in the RAR message to indicate whether EAB is enabled or not. If EAB is disabled, the UE performs random access procedure continuously. If EAB is enabled, the UE interrupts current random access procedure and acquires the latest EAB information before resuming the Mobile Originating access attempt.
Alternative 3 does not suffer from the problems of Alternative 1&2 discussed above. However, it is unclear whether Alternative 3 will result in other serious problems because the first preamble transmissions are always allowed. If it is undesirable to always allow the first preamble transmissions, we propose the following solution to improve Alternative 3.
Alternative 4: UEs try to acquire EAB change notification in RAR message before random access 
The network modifies the EAB information without notification. When a UE configured for EAB wants to initiate a Mobile Originating access attempt, the UE first tries to receive a RAR message (which is replied to other UEs) to determine whether EAB is enabled or not (according to the EAB change notification in RAR message). If EAB is disabled, the UE performs random access procedure directly. If EAB is enabled, the UE acquires the latest EAB information before performing the first preamble transmission.
Proposal 3: RAN2 is kindly asked to consider using Alternative 3 or Alternative 4 for EAB information acquisition. 
3
Conclusions
According to the discussion in section 2, we propose the following:

Proposal 1: Modifications to EAB information shall not be restricted at a MP boundary only.
Proposal 2: E-UTRAN shall not update systemInfoValueTag and shall not include the systemInfoModification within paging messages in case of EAB information change.
Proposal 3: RAN2 is kindly asked to consider using Alternative 3 or Alternative 4 for EAB information acquisition. 
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