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1. Introduction

Based on decisions taken at RAN2#66bis regarding the LPP/LPPa worksplit, the two protocols will be described in separate specifications, with the LPP specification under RAN2 control and LPPa under RAN3 control.  However, the functions of the protocols are related enough that there may be significant overlap in the actual message formats.  This document discusses the possibility of reusing ASN.1 code between the two protocols.
2. Discussion

Assuming the RAN2 conclusions are agreeable to RAN3, it is clear that progress should begin as soon as possible on the LPPa specification; we therefore assume that RAN3 will want to trigger the creation of a specification as soon as possible.
Proposal 1: RAN3 should request creation of a stage 3 TS for the definition of LPPa.
This specification will consist largely of message format definitions.  It seems not unreasonable to suggest

Proposal 2: LPPa will use ASN.1 for the description of messaging formats.

This proposal parallels the decision to use ASN.1 for LPP.  Indeed, it is likely that the two protocols will have many data fields in common.  For instance, although LPP and LPPa will in general carry assistance data and position estimates for different positioning methods from one another, the general structure of the transactions and the container objects should be the same.

In particular, as seen from the server (E-SMLC or SUPL SLP) side, there is really no difference in the structures transported by the two protocols; an LPP or LPPa message may contain various measurements, positioning results, assistance data, node capabilities, &c., each of which should be structurally similar in various contexts even though the methods involved are different.  For instance, although GPS measurements taken by the UE and AoA/TA measurements taken by the eNode B are different in their contents, they are used in much the same way (at a high level) by the server, and the practices used in RRLP and UMTS RRC suggest that these would most naturally be captured as a single object (e.g., “measurements to support position computation”).
It is therefore desirable to make the LPP and LPPa protocols as similar as possible in their presentation to the server.  It is our hope that the distinction between the protocols can in fact be entirely invisible to the server (except in the identity of the endpoint), so that the server implementation needs only to be concerned with what data it is receiving from some source, rather than having separate protocol endpoints and data handling.  This hope may, however, be considered a bit quixotic, and in any case it seems impossible to evaluate its practicality in advance.

On the other hand, the enabling of code reuse between LPP and LPPa is conceptually straightforward and does not create any particular restriction on the specification process, once a structure for ASN.1 is agreed that allows reuse between the two protocols.  As a simple example, there is no reason why both LPP and LPPa should define separate IEs for common data types such as cell ID; rather, there should be a common repository of IEs that can be called upon by both protocols.
Proposal 3: The ASN.1 formats and coding conventions for LPPa should be aligned with those of LPP, so as to allow direct reuse of ASN.1 code between the two protocols.
The details of this process require some further discussion.  One approach would be to have one protocol maintain the “common area” IEs as a separate ASN.1 module, which could then be imported into both the LPP and LPPa corpi. Another possibility, which assumes that LPP will proceed faster than LPPa (quite plausible, since there are already some detailed proposals in RAN2 for LPP, and since LPP is intended if possible to be frozen along with the RRC protocol at the end of 2009) would be for LPPa to import common IEs and structures from LPP, without necessarily creating a single common module for both protocols.
It is also possible—though this remains to be verified—that LPPa will turn out to be a potential extension of LPP, based on use of common procedures, message formats and data IEs. In that event, some deeper level of integration might become possible (and more efficient) and could be evaluated later once LPP and LPPa are more mature.
3. Conclusion
For initial creation of LPPa, we propose:
Proposal 1: RAN3 should request creation of a stage 3 TS for the definition of LPPa.
Proposal 2: LPPa will use ASN.1 for the description of messaging formats.

Proposal 3: The ASN.1 formats and coding conventions for LPPa should be aligned with those of LPP, so as to allow direct reuse of ASN.1 code between the two protocols.
