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1 Introduction
IMS emergency call support was agreed in principle in stage 2 CR [1] in RAN2#66bis. In this document, we would like to discuss the current agreement and provide some further study and proposals.
2 Discussion
The following is quoted from [1].
If at the time of an IMS emergency call origination, the UE is already RRC connected to a CN that does not support IMS emergency calls, it should autonomously release the RRC connection and originate a fresh RRC connection in a cell that is capable of handling emergency calls.
The UE behaviour above is applied when a UE originates an IMS emergency call in RRC connected mode in E-UTRAN. However it is not clear on how the UE determines a cell capable of handing IMS emergency calls. For example, the UE in RRC connecte mode and EMM-REGISTERED.NORMAL-SERVICE state [2] origniates the IMS emergency call in a cell not capable of IMS emergency calls. The UE autonomously releases the RRC connection and selects a cell capable of handling IMS emergency calls. Since the UE is not in limited service state, i.e. EMM-REGISTERED.LIMITED-SERVICE [2], the UE has to rely on the IMS Emergency call support indication in the NAS message. In this case, the UE has to perform a TAU procedure in order to know whether the network supports IMS emergency calls. In other words, the UE is blind to select a cell. This will delay the emergency call origination. Therefore we propose:
Proposal 1: If at the time of an IMS emergency call origination, the UE is already RRC connected to a CN that does not support IMS emergency calls, it should autonomously release the RRC connection and originate a fresh RRC connection in a cell that is capable of handling IMS emergency calls as indicated in the BCCH indicator.
Besides, the idle mode behavior for the IMS emergeny call origination is missing. Therefore we propose:
Proposal 2: If the UE in idle mode originates an IMS emergency call in a cell that does not support IMS emergency calls, the UE selects a cell that is capable of handling IMS emergency calls as indicated in the BCCH indicator.
Following the above discussion, there is another issue regarding the NAS behavior. Since the cell capable of handling IMS emergency call that the UE selects may be in another PLMN, it is not clear on whether the UE should perform TAU first or not before originating the IMS emergency call. Therefore we propse:
Proposal 3: Request CT1 to clarify whether the UE is required to perform TAU if TAU is required, before originating the IMS emergency call.
Finally the UE may not find any cell supporting IMS emergency calls. In this case, the UE should select a cell capable of handling CS emergency calls. Therefore we propse:
Proposal 4: If the UE cannot find a cell capable of handling IMS emergency calls, the UE selects a cell capable of handling CS emergency calls.
3 Conclusions
We kindly request RAN2 to take proposals above into consideration. We provide a draft CR to 36.300 based on proposals 1, 2 and 4 in [3].
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Annex
The following is quoted from [1] about IMS Emergency Call.
23.1
Support for real time IMS services
23.1.X
IMS Emergency Call

IMS emergency calls are supported in this release of the specifaction and UE may initiate an IMS emergency call on the PS domain if the network supports it.  IMS Emergency call support indication is provided to inform the UE that emergency bearer services are supported.  This is sent via NAS messaging for normal service mode UE andor via a BCCH indicator for limited service mode UE [17].  The BCCH indicator is set to ‘support’ if any of the MMEs in a non-shared environment or one of PLMNs in a shared network environment supports IMS emergency bearer services. An IMS emergency call by a UE in limited service state is detected by the eNB by use of a random number for InitialUE-Identity and emergency cause value in the RRC connection request. The eNB then performs MME selection according to the PLMN selected by the UE and if that PLMN does not support IMS emergency calls the eNodeB routes the signalling to the MME of another shared PLMN that supports IMS emergency call.  If at the time of an IMS emergency call origination, the UE is already RRC connected to a CN that does not support IMS emergency calls, it should autonomously release the RRC connection and originate a fresh RRC connection in a cell that is capable of handling emergency calls.  Call admission control for IMS emergency call is based on bearer QoS (e.g. the ARP)

Security procedures are activated for emergency calls.  For UE in limited service mode and the UE is not authenticated (as defined in TS33.401 Section 15.2.2), ‘NULL’ algorithms for ciphering and integrity protection are used and the related keys are set to specified value and may be ignored by the receiving node.  During handover from cell in non-restricted area to restricted area, security is handled normally with normal key derivation etc. for both the intra-LTE and inter-RAT handover. For inter-RAT handover from LTE, if ‘NULL’ Integrity Protection algorithms are used in LTE, security is stopped after the handover.  For inter-RAT handover to LTE, security is activated after the handover with ‘NULL’ algorithms if security is not activated in the source RAT.
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