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1
Introduction and Background
The CS voice over HSPA radio bearer is configured using unacknowledged mode (UM) RLC and uses the AMR or WB-AMR voice codecs. These codecs generate an audio frame every 20ms, or in the case of no audio (silent period), generate a silent frame (SID) every 160ms. 

Currently both AM and TM RLC have means to detect and recover from the ciphering problem which can occur due to a data transfer problem, however there is no such mechanism for UM RLC. 
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Discussion

AM RLC has functionality to detect data transfer error as data PDU is acknowledged, and the ciphering problem can be recovered by RLC RESET procedure (ref. [2] subclause 11.4) and recovered by AM RLC re-establishment triggered during a cell update procedure (ref. [1] subclause 8.3.1.6).
TM RLC is mapped on DCH transport channel and if DCH data gets corrupted, then UE detects radio link failure and triggers cell update. So the data transfer problem is detected as the part of L1 functionarity. The ciphering problem of TM RLC can be recovered by re-synchronising HFN value during a cell update procedure (ref. [1] subclause 8.6.6.28).

For UM RLC there is no means to detect or recover the data loss issue. The ciphering problem occurs when the receiver fails receiving for more than 127 consecutive UM data PDUs because the receiver misses the timing to increment HFN value (i.e. at UM SN cycle) so COUNT-C values in the receiver and the transmitter will be out of sync.

This problem could occur in bad radio conditions, or due to hard handover or inter-RAT handover failure and fallback, and when it does occur then the resulting effect to the user is garbled noise due to incorrect deciphering. Without a recovery mechanism the radio bearer needs to be released and set up again, without detection this cannot be triggered anyway. 
Since UM RLC sequence number will wrap after 128 PDUs, and one PDU may be generated every 20ms, the problem could occur after 2560ms of no reception. In case of a silence period, one SID will be generated every 160ms. This means that if UE fails to receive 16 SID frames, then when the next RLC PDU is received then it is not possible to determine whether UE has failed to receive only 16 RLC PDUs due to SID frames, or if it has failed to receive only a few or >128 PDUs of audio frames. 

3
Proposal

In order to solve the above problem we must define a procedure for detection and recovery for UM RLC. It is relatively straightforward to re-use existing procedures used in RLC and RRC with some minor modifications to the specification. 
The recovery mechanism used in general for this kind of scenario is cell update procedure. The general purpose failure cause used is “Radio Link Failure” and Cell Update Confirm can easily be used to re-establish the UM RLC. 

In general, RLC entities can be configured with timers (poll timer, discard timer, etc). In order to detect a loss of data reception, a new timer could be applied to UM RLC. Cell Update is not triggered on timer expiry, in order that Radio Rearer Release procedure does not cause cell update (i.e. in case user data stops for the duration of the timer, before radio bearer release has been performed). Recieving any new PDU only after timer expiry could trigger cell update (in this case UE does not know whether data has been missed and RLC SN should have wrapped or not). The timer can be reset on reception of any new PDU.
Proposal 1: Define a new timer to use with RLC UM for detection of data reception failure. 

Proposal 2: Extend Cell Update cause “radio link failure” to be triggered on detection of UM RLC data reception failure. Extend Cell Update Confirm actions to include UM RLC re-establishment

There are 2 possible implementation options to achieve the above. 

Option 1: Hard-coded timer value. 
Since the times as shown above mean that the possible problem could occur after 2560ms of no reception the UM RLC timer could be hard-coded to 2560 ms + configured only when CS HSPA is configured. Implicit UM RLC re-establishment would only occur at Cell Update Confirm if CS over HSPA is configured.
Benefits: 
· No additional signalling will be required (i.e. no asn1 changes)

Drawbacks: 

· Timer duration cannot be optimised

· Can only be used with the CS over HSPA feature

The details of option 1 are shown in the CRs [3] and [4]
Option 2: 

Network-configurable timer value. A new IE could be added to the UM RLC configuration, to optionally enable the data reception failure timer. Explicit UM RLC re-estabslihment at Cell Update Confirm would be performed if the timer is configured. 

Benefits: 

· Network can control whether the timer is enabled, and can control the timer duration. 

· This feature can be used for any other service using UM RLC (e.g. VoIP) without any further specification impact
Drawbacks: 

· asn1 change will be required

The details of option 2 are shown in the CRs [3] and [5]
It is the preference of the sourcing companies to agree to option 2, since this is the more complete solution, providing more flexibility and allows control to the network, with the possibility to optimise the timer duration. The impact to asn1 is minor as it involves adding only a single new IE, therefore is not considerd a significant drawback. 
References

[1] 3GPP TS 25.331 V8.5.0 Radio Resource Control (RRC); Protocol Specification (Release 8)
[2] 3GPP TS 25.322 V8.3.0 Radio Link Control (RLC); Protocol Specification (Release 8)
[3] R2-091344
UM data reception error detection for CS over HSPA (RLC)
[4] R2-091345
UM data reception ciphering recovery for CS over HSPA (25.331 option 1)
[5] R2-091346
UM data reception ciphering recovery for CS over HSPA (25.331 option 2)






