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1 Introduction
This contribution looks at the interaction between NAS messages and IEs, S1 messages and RRC messages.  In particular, it looks at the different cases of bearer establishment and the NAS messages that accompany it.

2 Discussion

There are several scenarios where bearers are established in LTE.  Each of these are examined in more details in terms of what message is carried over S1 and what NAS information need to be transferred.  Interactions for failure cases for each of these are also discussed.

2.1 Bearer establishment scenarios that need to be supported

2.1.1 New Dedicated Bearer establishment 

This is similar to a PDP context establishment of UMTS.   The message flow for this case from 23.401 is shown in the figure below.
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Figure 1: Dedicated bearer establishment (source 23.401)
The relevant messages for this discussion are message 4, 5, and 6 and the relevant text highlighted below.
4. The MME builds a Session Management Configuration IE including the UL TFT. The MME then signals the Bearer Setup Request (Bearer QoS, Session Management Configuration, S1-TEID) message to the eNodeB.

5. The eNodeB maps the bearer QoS to the Radio Bearer QoS. It then signals a Radio Bearer Setup Request (Radio Bearer QoS, Session Management Configuration) message to the UE. The UE uses the uplink packet filter (UL TFT) to determine the mapping of service data flows to the radio bearer. 
6. The UE NAS layer builds a Session Management Response IE. The UE then acknowledges the radio bearer activation to the eNodeB with a Radio Bearer Setup Response (Session Management Response) message. 

And 36.413 defines the message 4 of the above message flow as:
SAE BEARER SETUP REQUEST

This message is sent by the MME and is used for request the eNB to assign resources on Uu and S1 for one or several SAE bearers.

Direction: MME ( eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	
	
	
	

	MME UE S1AP ID
	M
	
	
	
	
	

	eNB UE S1AP ID
	M
	
	
	
	
	

	SAE Bearer to be Setup List
	M
	
	
	
	
	

	> SAE bearer identity
	M
	
	
	a value for SAE bearer identity shall only be present once in SAE Bearer to be Setup List IE
	
	

	> SAE Bearer level QoS parameters 
	M
	
	
	note: label, ARP
	
	

	> Transport Layer Address 
	M
	
	
	
	
	

	> S1 Transport Association
	M
	
	
	note: EPC TEID, UDP port
	
	

	> User Data Type 
	O
	
	
	FFS
	
	

	Trace activation
	O
	
	9.2.1
	
	YES
	ignore

	NAS PDU
	M
	
	
	
	
	


From the descriptive text of 36.413 about this message contains eNB handling of the NAS Information IE:

Upon reception of the SAE BEARER SETUP REQUEST message, and if resources are available for the requested configuration, the eNB shall execute the requested SAE bearer configuration. For each SAE bearer and based on the SAE Bearer level QoS parameters IE the eNB shall establish an SAE Radio Bearer and allocate the required resources on Uu. The eNB shall pass the NAS PDU IE and the value contained in the SAE bearer identity IE received for the SAE bearer for each established SAE Radio Bearer to the UE. The eNB shall allocate the required resources on S1 for the SAE bearers requested to be established.

From the above, it is clear that some NAS dedicated information is directly relevant to the SAE Bearer setup and should be carried to the UE as part of the RB establishment for this case.  
The reason why this distinction is important is the failure case.  If the NAS IE is carried as directly relevant to the bearer establishment IE, then it should fail and not be delivered to NAS if the bearer establishment fails.
2.1.2 Bearer establishment for Service Request (Idle to Active transition) case
For this case, the bearers are established as part of the Initial UE context procedure over the S1 interface.  The message flow for this case in 23.410 is shown below:
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Figure 2: Service Request procedure (Idle to Active bearer establishment; source 23.401)

This message is defined in 36.413 as follows:

INITIAL CONTEXT SETUP REQUEST

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	
	
	YES
	reject

	MME UE S1AP ID 
	M
	
	
	
	YES
	reject

	eNB UE S1AP ID 
	M
	
	
	
	YES
	reject

	SAE Bearer to be Setup List
	M
	
	
	
	YES
	Ignore

	>SAE Bearer ID
	M
	
	
	
	-
	

	>SAE Bearer level QoS parameters
	O
	
	
	Note: same as in SAE Bearer Setup procedure. IE Presence is FFS.
	-
	

	
	
	
	
	
	
	

	>Transport Layer Address
	M
	
	
	
	-
	

	>S1 Transport Association
	M
	
	
	
	-
	

	Security
	
	
	
	FFS
	
	

	Trace activation
	O
	
	9.2.1
	
	YES
	ignore

	Handover Restriction List
	O
	
	
	Note: provided during an attach
	
	

	NAS PDU
	
	
	
	FFS
	
	


Note the presence of NAS PDU as FFS.  The presence is not for the Service request in Idle to Active transition case since there is no NAS level Service Accept.  And since these are just re-establishing the bearers already set up, there is no need for the TFT information either.
So, for this case, there is no NAS PDU to be transferred as part of the bearer establishment.
2.1.3 Service Request of type Data (to re-activate the bearers when a signalling connection already exists
) for UEs already in RRC connected state
This scenario is not captured in 23.401 yet and its need depends on other decisions (see [1] for more details).  But should this procedure be needed, then bearer establishment will use the SAE BEARER SETUP REQUEST message over S1.  
While there is no need for any NAS information (TFT) to be carried since these are only re-establishing the bearers that were already established, if the protocol of UMTS is followed (depends on CT1 decision if a Service Accept is still felt as needed for LTE), then a NAS Service Accept is needed for this case (Service request of type data in RRC connected state).  Hence it can be expected that there is a need to carry some NAS PDU directly relevant to the bearer establishment and this can be considered similar to the initial dedicated bearer establishment case in section 2.1.1.
2.1.4 Bearer activation as part of Attach Request procedure
The figure below shows the message flow for an Attach procedure as captured in 23.401. Note that some messages that have no relevance for this discussion have been removed from the figure but the actual numbers of the original flow retained.
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Figure 3: Attach procedure with default bearer establishment (source 23.401, with some messages deleted for simplicity)

The description for the relevant messages are shown below and the most relevant information is highlighted.
17.
The new MME sends an Attach Accept (S-TMSI, PDN Address Information, TA List) message to the eNodeB. S-TMSI is included if the new MME allocates a new S-TMSI. This message is contained in an S1_MME control message Initial Context Setup Request. This S1 control message also includes the security context for the UE, Handover Restriction List, the bearer level QoS parameters and the AMBR associated with the PDN Address Information, and QoS information needed to set up the radio bearer, as well as the TEID at the Serving GW used for user plane and the address of the Serving GW for user plane. The PDN address information, if assigned by the PDN GW, is included in this message. Handover Restriction List contains roaming and area restrictions; its usage is described in clause "Roaming and Area Restrictions".

The eNodeB sends Radio Bearer Establishment Request to the UE and the Attach Accept Message (S-TMSI, PDN address, TA List, PDN Address Information) will be sent along to the UE. The UE shall ignore the IPv6 prefix information in PDN Address Information.

NOTE:
The IP address allocation details are described in the clause 5.3.1 "IP Address Allocation".

19.
The UE sends the Radio Bearer Establishment Response (FFS) to the eNodeB. In this message, the Attach Complete Message will be included.
20.
The eNodeB forwards the Attach Complete message to the new MME. On the S1_MME reference point, this message is contained in an S1_MME control message Initial Context Setup Complete. This S1 control message also includes the TEID of the eNodeB and the address of the eNodeB used for downlink traffic on the S1_U reference point. 

After the Attach Accept message and once the UE has obtained a PDN Address Information, the UE can then send uplink packets towards the eNodeB which will then be tunnelled to the Serving GW and PDN GW.

As can be seen from the above text, this is another case where the NAS information is included along with the Security and RB establishment messages.  And the NAS PDU contained in the S1AP Initial Context message as FFS in the previous section is meant to allow this possibility.  
However, RAN3 has not yet agreed to this sequence and even CT1 has expressed some concern with this concatenation of the Attach accept with the bearer establishment [2]. 
However, the dependency of the NAS information to the RB set up is not clear – should the Attach procedure fail if the default bearer set up also fail?
2.1.5 Active Flag with TA update procedure 
Another possibility mentioned in the SA2 TS 23.401 is the possibility of setting an Active flag in the TA update request if the UE has data to send at the time of a TA update (this is similar to the “Follow-on flag” used in UMTS RA update procedure).

From 23.401 TA update procedure:

If the "active flag" is set in the TAU Request message the user plane setup procedure can be activated in conjunction with the TAU Accept message.

Again, this is similar to the Attach procedure described above.  As with the previous case, the TA Accept message can be expected to be carried as independent “DT” message.  In this case, there is no motivation to fail the TA update procedure if the RB or AS Security configuration fails.  
Note also that the eNB cannot really differentiate between an Attach procedure and TA update procedure.

2.1.6 Asynchronous NAS information and RRC messages
These are NAS information that are received as standalone DT messages over S1 that happened to arrive at almost the time when another AS originated RRC message is being sent.   Clearly, for these cases, the NAS DT messages should be delivered to the NAS layer irrespective of the outcome of the RRC procedure.

3 Summary of the scenarios
From the above discussion, it is clear that are fundamentally the following types of bearer activation combinations that need to be supported:

1) Dedicated bearer establishment which need to carry some additional NAS information related to the bearer being established (SAE bearer up and possibly SAE type data in RRC connected mode)
2) Bearer establishment along with the security context with no NAS information to be transferred (Service request – idle to active)
 The above two can be considered time critical and the NAS information is directly relevant to the bearer establishment in that if the bearer establishment fails, the NAS information should not be delivered to the UE.
3) Bearer establishment procedure along with security context  and NAS information that may have a link with the bearer (attach procedure) 
For 3),  there is no guidance yet on how the failure cases should be treated. Should the NAS be delivered even if the RB establishment fails?   Also as pointed out in the CT1 LS [2], these NAS message can be very long.  The Attach procedure is not time critical either and given the size of the NAS Attach Accept message, there is little motivation to combine this with the bearer establishment. 

In any case, it seems possible for the NAS to take care of it on its own without involving the AS by completing the default bearer first before sending an Attach Accept (in other words, it won’t be a RAN issue).  In this is followed, there is no NAS information along with the Initial context setup.   
4) Bearer establishment procedure along with security context  and NAS information not linked with the bearer (TA update procedure)

The TA update case in 4), the NAS information is not directly related to bearer establishment and NAS information should be delivered to the UE irrespective of the outcome of the bearer establishment procedure.  There is little motivation to combine these procedures over S1 or radio and the slight incremental delay can be considered acceptable by completing the TA update first before establishing the bearers and security context using the S1AP INITIAL CONTEXT SETUP REQUEST message. 

Further, if 4) is supported, then there is no possibility for the eNB or the AS of the UE to differentiate 3) and 4) without additional information.  This will need additional information over S1 and RRC and lead to additional complexity.  

In addition to the bearer establishment cases, one additional scenario where concatenation of NAS with RRC is relevant:
5) Combined RRC message with an asynchronous NAS message.
5) is also similar to 4) in terms of receiving node.  Thus if 4) or 5) needs to be supported, then, there must be different mechanisms to transport NAS information in RRC to allow to receiving node to differentiate related NAS information and non-related NAS information.

Since the cases 4) and 5) are totally unrelated and asynchronous messages, the only motivation such concatenation is to avoid some additional delay in sending a separate NAS DT message. The delay in 5) is relevant only if parallel procedure of a different type is not allowed.  Since there is little motivation to not allow a uni-directional standalone DT message, it seems there is no real delay here
3.1 Proposals

Proposal 1: Agree that concatenation of “Dependant” NAS information should be supported by RRC.  If he RRC procedure fails, the concatenated NAS PDU must not be delivered to the NAS.   The S1 messages for these cases should also include the NAS PDU.
Proposal 2: Decide on the need to allow (in addition to proposal 1) concatenation of independent NAS information that should be delivered to the NAS even if the AS procedure fails. These are the cases where the NAS PDU is received independent of any other S1 or AS procedure.  There does not seem to be much motivation to support this if parallel DT procedure is allowed.    Liaise with SA2, RAN3 and CT1 on RAN2 preference.
Proposal 3: Liaise with SA2 to question the need to support combined Attach Accept with Initial context establishment.  If it still needs to be supported, then clarification should be sought on whether the NAS PDU (Attach Accept) should be delivered if the RRC procedure fails.  If the two are considered dependent (that is, NAS PDU should not be delivered if the Initial context set up fails) then recommend that a combined S1 procedure should be used.  Otherwise, separate procedures should be used over S1 for the NAS PDU and S1 Initial context setup.
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� This is needed only if state 3 in [1] is supported.





